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*******First Section Change*******

0.1
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.002: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network (PLMN)".

[3]
3GPP TS 22.003: "Circuit Teleservices supported by a Public Land Mobile Network (PLMN)".

[4]
3GPP TS 22.004: "General on supplementary services".

[5]
3GPP TS 23.003: "Numbering, addressing and identification".

[6]
3GPP TS 23.007: "Restoration procedures".

[7]
3GPP TS 23.009: "Handover procedures".

[8]
3GPP TS 23.012: "Location Management Procedures".

[9]
3GPP TS 23.015: "Technical realization of Operator Determined Barring (ODB)".

[10]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[11]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service description; Stage 1".

[12]
3GPP TS 23.067: "Enhanced Multi‑Level Precedence and Preemption service (EMLPP); Stage 2".

[13]
3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); Stage 2".

[14]
3GPP TS 23.081: "Line identification supplementary services; Stage 2".

[15]
3GPP TS 23.082: "Call Forwarding (CF) Supplementary Services; Stage 2".

[16]
3GPP TS 23.083: "Call Waiting (CW) and Call Hold (HOLD) Supplementary Services; Stage 2".

[17]
3GPP TS 23.084: "Multi Party (MPTY) Supplementary Service; Stage 2".

[18]
3GPP TS 23.085: "Closed User Group (CUG) Supplementary Service; Stage 2".

[19]
3GPP TS 23.086: "Advice of Charge (AoC) Supplementary Service; Stage 2".

[20]
3GPP TS 23.088: "Call Barring (CB) Supplementary Service; Stage 2".

[21]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[22]
3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); Stage 2".

[23]
3GPP TS 23.090: "Unstructured Supplementary Service Data (USSD); Stage 2".

[24]
3GPP TS 23.116: "Super-Charger Technical Realization; Stage 2."

[25]
3GPP TS 23.135: "Multicall supplementary service; Stage 2"

[26]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[27]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[28]
3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".

[29]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[30]
3GPP TS 42.032: "Digital cellular telecommunications system (Phase 2+); Immediate Service Termination (IST) Service description - Stage 1".

[31]
3GPP TS 43.020: "Digital cellular telecommunications system (Phase 2+); Security-related network functions".

[32]
3GPP TS 43.035: "Digital cellular telecommunications system (Phase 2+); Immediate Service Termination (IST); Stage 2".

[33]
3GPP TS 43.068: "Digital cellular telecommunications system (Phase 2+); Voice Group Call Service (VGCS); Stage 2".

[34]
3GPP TS 43.069: "Digital cellular telecommunications system (Phase 2+); Voice Broadcast Service (VBS); Stage 2".

[35]
3GPP TS 23.071: "Location Services (LCS); Functional Description; Stage 2".

[36]
GSM 12.03: "Digital cellular telecommunications system (Phase 2+) (GSM); Security management".

[37]
3GPP TS 52.008: " GSM Subscriber and equipment trace".

[38]
ITU-T Recommendation Q.763: "Signalling System No. 7 - ISDN User Part formats and codes".
[39]
ANSI T1.113: "Signalling System No7 (SS7); Integrated Services Digital Network (ISDN) User Part"

[40]
3GPP TS 32. 250: "Telecommunication Management; Charging management; Circuit Switched (CS) domain charging".

[41]
3GPP TS 32. 251: "Telecommunication Management; Charging management; Packet Switched (PS) domain charging".

[42]

3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[43]

3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents".

[44]
3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol details".

[45]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[46]
IETF RFC 2396: "Uniform Resource Identifiers (URI): Generic Syntax".

[47]
Void

[48]
IETF RFC 4282: "The Network Access Identifier".

[49]
3GPP TS 33.203: "3G security; Access security for IP-based services".

[50]
3GPP TS 23.002: "Network Architecture".

[51]
IETF RFC 3588: "Diameter Base Protocol".

[52]
3GPP TS 33.102: "3G Security; Security Architecture".

[53]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[54]
3GPP TS 29.328: "IP Multimedia  Subsystem (IMS) Sh interface signalling flows and message contents".

[55]
3GPP TS 23.278: "Customised Applications for Mobile network Enhanced Logic (CAMEL) - IP Multimedia System (IMS) interworking; Stage 2".

[56]
3GPP TS 23.271: "Location Services (LCS); Functional description; Stage 2".

[57]
3GPP TS 23.221: "Architectural requirements ".

[58]
3GPP TS 33.220: "Generic Authentication Architecture (GAA);Generic bootstrapping architecture".

[59]
3GPP TS 29.109 "Zh and Zn Interfaces based on the Diameter protocol; Protocol details".

[60]
IETF RFC 3548: "The Base16, Base32, and Base64 Data Encodings".

[61]
3GPP TS 23.251: "Network Sharing; Architecture and Functional Description".

[62]
3GPP TS 23.234  "3GPP Systen to WLAN Interworking System Description, Stage 2".

[63]
3GPP TS 29.234  "3GPP system to Wireless Local Area Network (WLAN), Stage 3".
[64]
3GPP TS 32.422: "Subscriber and equipment trace: Trace control and configuration management".

[65]
3GPP TS 32.421: "Subscriber and equipment trace: Trace concepts and requirements".
[66]
3GPP TS 32.252: "Telecommunication management; Charging management; Wireless Local Area Network (WLAN) charging".
[67]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging applications".
[68]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP – stage 3"
[69]
IETF RFC 2617: "HTTP Authentication: Basic and Digest Access Authentication".
*******Second Section Change*******

3.3.1
Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key (IK) and Authentication Token (AUTN)

For contents of Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key(IK) and Authentication Token (AUTN) see subclause 2.3.2.

A set of quintuplet vectors are calculated in the HSS, and sent from the HSS to the S-CSCF (see 3GPP TS 29.228 [43]).

These data are temporary subscriber data conditionally stored in the HSS and in the S-CSCF.
3.3.2
Data related to SIP Digest Authentication 

3.3.2.1
Digest Password

The Digest Password is a credential shared only between the HSS and the UE being authenticated.  It is used as part of the HA1 hash calculation (see IETF RFC 2617 [69]).

The Digest Password is permanent subscriber data and is stored in the HSS.

3.3.2.2
Digest Nonce

The Digest Nonce is a random (non-predictable) value selected by the S-CSCF (see 3GPP TS 29.228 [43]) and used by the client to calculate the authentication response (see IETF RFC 2617 [69]).

The Digest Nonce is temporary subscriber data and is stored in the S-CSCF.

3.3.2.3
Digest HA1

Digest HA1 is the value calculated as defined in IETF RFC 2617 [69]. It is calculated by the HSS and used by the S CSCF to create the Expected Response (see 3.3.2.14). It is also used to create the Response-Auth (see 3.3.2.15) after a successful authentication verification has occurred.

HA1 is temporary subscriber data and is stored in the S-CSCF.

3.3.2.4
Digest Nextnonce 

Nextnonce is the nonce the server wishes the client to use for a future authentication response (see IETF RFC 2617 [69]). 

Digest Nextnonce is temporary subscriber data and is stored in the S-CSCF.
*******Third Section Change*******

5.3
IP Multimedia Service Data Storage

Table 5.3: Overview of IMS subscriber data used for IP Multimedia services

	PARAMETER
	Subclause
	HSS
	S-CSCF
	IM-SSF
	AS
	TYPE

	Private User Identity
	3.1.1
	M
	M
	
	-
	P

	Public User Identity
	3.1.2
	M
	M
	
	-
	P

	Barring Indication
	3.1.3
	M
	M
	
	-
	P

	List of authorized visited network identifiers
	3.1.4
	M
	-
	
	-
	P

	Services related to Unregistered State
	3.1.5
	M
	-
	
	-
	P

	Implicitly registered Public User Identity sets
	3.1.6
	C
	C
	-
	-
	P

	Default Public User Identity indicator
	3.1.7
	C
	-
	-
	-
	P

	Display Name
	3.1.9
	C
	C
	-
	-
	P

	Registration Status
	3.2.1
	M
	-
	
	-
	T

	S-CSCF Name
	3.2.2
	M
	-
	
	-
	T

	Diameter Client Address of S-CSCF
	3.2.3
	M
	-
	
	-
	T

	Diameter Server Address of HSS
	3.2.4
	-
	M
	-
	C
	T

	RAND, XRES, CK, IK and AUTN
	3.3.1
	M
	C
	
	-
	T

	Digest Password
	3.3.2.3
	C
	
	
	
	P

	Digest Nonce
	3.3.2.4
	-
	C
	
	
	T

	Digest HA1
	3.3.2.9
	-
	C
	
	
	T

	Digest Nextnonce
	3.3.2.11
	-
	C
	
	
	T

	Server Capabilities
	3.4.1
	C
	-
	
	-
	P

	Initial Filter Criteria
	3.5.2
	C
	C
	
	-
	P

	Application Server Information
	3.5.3
	C
	C
	-
	-
	P

	Service Indication
	3.5.4
	M
	-
	
	M
	P

	Shared iFC Set Identifier
	3.5.5
	C
	C
	
	
	P

	Transparent Data
	3.5.6
	C
	
	
	C
	T

	Subscribed Media Profile Identifier
	3.6.1
	C
	C
	
	-
	P

	List of Subscribed Communication Service Identifiers
	3.6.2
	M
	C
	
	C
	P

	Primary Event Charging Function Name
	3.7.1
	C
	C
	-
	-
	P

	Secondary Event Charging Function Name
	3.7.2
	C
	C
	-
	-
	P

	Primary Charging Collection Function Name
	3.7.3
	C
	C
	-
	-
	P

	Secondary Charging Collection Function Name
	3.7.4
	C
	C
	-
	-
	P

	O-IM-CSI
	3.8.1
	C
	-
	C
	-
	P

	VT-IM-CSI
	3.8.2
	C
	-
	C
	-
	P

	D-IM-CSI
	3.8.3
	C
	-
	C
	-
	P

	GsmSCF address for IM CSI
	3.8.4
	C
	-
	-
	-
	P

	IM-SSF address for IM CSI
	3.8.5
	C
	-
	-
	-
	T

	UNRI
	3.2.5
	C
	-
	-
	C
	T

	UNRR
	3.2.6
	C
	-
	-
	-
	T
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