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Introduction

There are several reference points where procedures related to PMIP is expected to be used, according to the latest TS23.402 v1.2.1. Therefore, the relevant subclauses within TR 29.803 for describing the reference points where PMIP may be applied should basically align with each other.
This contribution proposes to modify the structure of S2a, S2b, S5 (IETF based), and S8b reference points in TR 29.803 so that the required capabilities will be described.
Discussion

In TR 29.803 v0.2.0, some of the PMIP related procedures on S2a, S2b, S5 (IETF based), and S8b are described or at least a subclause is ready for the work, but they do not seem to cover all the relevant PMIP procedures needed over those reference points.

The following table shows the current status of the PMIP procedures currently covered within TR 29.803 v0.2.0.

	
	Attach procedure
	Handover between 3GPP and non-3GPP access (for S2a, S2b) ,

UMTS/GPRS to E-UTRAN Inter RAT Handover (for S5) ,
CN node relocation (for S8a)
	Detach procedure

	S2a
	Covered in subclause 6.2.1.1.1
	NOT covered
	NOT covered

	S2b
	Covered in subclause 6.2.2.1.1
	NOT covered
	NOT covered

	S5 (IETF based)
	NOT covered
	NOT covered
	NOT covered

	S8b
	Covered in subclause 6.2.6.1.1
	NOT covered
	NOT covered


Table 1: Clarification of clauses where PMIP procedures are described in TR 29.803 v0.2.0
As we see from the table above, an appropriate subclause should be prepared to describe the PMIP procedures on reference points where it is not described in the current version of the TR, so that the relevant procedures are clarified.
However, Detach procedure for the IETF based reference points are not specified within TS23.402 in its latest version and still are under discussion compared to the one for GTP based at this time, and therefore the proposal to include these procedures will be postponed after SA2 has taken their further work.
In addition, with relate to the handover procedures in GTP based S5 and S8a, the same principal with IETF based S5 and S8b should apply, and therefore is proposed to add the scenario. 
Proposed change

In order to clarify the PMIP procedures for all related reference points, i.e. S2a, S2b, S5 (IETF based), and S8b, within TR 29.803, the following structural changes are proposed. 
This contribution proposes the structure and the technical details should be further contributed to the future meetings.
1st Proposed modification

4
Overview of CT4 Aspect of System Architecture Evolution

4.1 The aspect of “GPRS enhancements for LTE access”

4.1.1 Attach procedure

The Attach procedure is used for UE/users to register with the network to receive services that require registration. During Attachment, a default Bearer is established to enable the always-on IP connectivity for UE/users of the SAE system. The detailed information is in 3GPP TS 23.401 [2].

4.1.2 Dedicated Bearer Activation procedure

The Dedicated Bearer Activation procedure describes the scenario in which the network initiates a bearer establishment for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].

4.1.3 GW initiated Dedicated Bearer Deactivation procedure

The GW initiated Dedicated Bearer Deactivation procedure describes the scenario in which the network initiates a bearer deactivation for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].

4.1.4 Dedicated Bearer Modification with Bearer QoS Update procedure

The Dedicated Bearer Modification with Bearer QoS Update procedure describes the scenario in which the network initiates a bearer modification with QoS of a dedicated Bearer updated for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].

4.1.5 Dedicated Bearer Modification without Bearer QoS Update procedure

The Dedicated Bearer Modification without Bearer QoS Update procedure describes the scenario in which the network initiates a bearer modification to update the Uplink TFT for an active dedicated Bearer of an active mode UE. The detailed information is in 3GPP TS 23.401 [2].

4.1.6 E-UTRAN to UMTS/GPRS Inter RAT Handover procedure

The E-UTRAN to UMTS/GPRS Inter RAT Handover describes the scenario in which an UE changes radio access type from E-UTRAN to UMTS/GPRS. The detailed information is in 3GPP TS 23.401 [2].

4.1.7 Network Triggered Service Request procedure

The network Triggered Service Request procedure describes how the network can trigger the signalling procedure to send the downlink data to an idle mode UE. The detailed information is in 3GPP TS 23.401 [2].

4.1.8 Tracking Area Update procedure with MME and Serving Gateway change

The Tracking Area Update procedure with MME and Serving Gateway change describes the scenario in which an idle UE moves with tracking area and CN nodes change. The detailed information is in 3GPP TS 23.401 [2].

4.1.9 UE Triggered Service Request procedure

The UE Triggered Service Request procedure describes how an idle UE can trigger the signalling procedure to send the uplink data to the network. The detailed information is in 3GPP TS 23.401 [2].

4.1.10 UMTS/GPRS to E-UTRAN Inter RAT Handover procedure

The UMTS/GPRS to E-UTRAN Inter RAT Handover describes the scenario in which an UE changes radio access type from UMTS/GPRS to E-UTRAN. The detailed information is in 3GPP TS 23.401 [2].

4.2 The aspect of “Architecture enhancements for non-3GPP accesses”
4.2.1 Initial Attach procedure of Trusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Trusted non-3GPP accesses which occurs when the UE powers-on in a trusted non-3GPP IP access and attaches to the SAE system via S2a interface.
The S2a interface shall support Client MIPv4 Foreign Agent (FA) Mode as defined in IETF RFC 3344 [4] and Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-00 [5]. So two initial attach procedures of Trusted non-3GPP IP accesses are specified. For more information about initial attach procedures of Trusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2a interface is between trusted non-3GPP IP accesses and PDN GW in home network; Ta* interface is between trusted non-3GPP IP accesses and 3GPP AAA Server.
4.2.2 Initial Attach procedure of Untrusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Untrusted non-3GPP accesses which occurs when the UE powers-on in a untrusted non-3GPP IP access and attaches to the SAE system via S2b interface.
The S2b interface shall Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5]. For more information about initial attach procedures of Untrusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2b interface is between evolved Packet Data Gateway (ePDG) and the PDN GW; Wm* interface is between ePDG and 3GPP AAA Server. 

In the roaming case with home routed traffic anchored by visited Serving GW, S2b is between ePDG and Serving GW in visited network; S8b interface is between Serving GW in VPLMN and PDN GW in HPLMN; Wm* interface is between ePDG and 3GPP AAA Proxy.

Editor's Note: It is FFS that in the roaming case whether the scenario of S2b between ePDG and PDN GW in home network exists.
4.2.x
Handover procedure from 3GPP access to non-3GPP access
The subclause describes the handover procedure from 3GPP access to non-3GPP access in which an UE changes radio access from a 3GPP access to non-3GPP access. The detailed information is in 3GPP TS 23.402 [3].
4.2.x
Handover procedure from non-3GPP access to 3GPP access
The subclause describes the handover procedure from non-3GPP access to 3GPP access in which an UE changes radio access from a non-3GPP access to 3GPP access. The detailed information is in 3GPP TS 23.402 [3].
2nd Proposed modification

6.1.3 Serving Gateway – PDN Gateway (S5) (GTP based) Interface

Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.1.3.1 Requirements

6.1.3.1.1 Attach Procedure

6.1.3.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.3.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.3.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

-  Serving GW TEID of the control plane;

6.1.3.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID of the user plane;

-  PDN Gateway TEID of the control plane;

-  PDN Address for the UE;

6.1.3.1.2 Dedicated Bearer Activation Procedure

6.1.3.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S5 TEID for uplink user plan;

6.1.3.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S5 TEID for downlink user plan;

6.1.3.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.3.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.3.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.3.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure

6.1.3.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.3.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.3.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure

6.1.3.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.3.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.3.1.6 E-UTRAN to UMTS/GPRS Inter RAT Handover Procedure

6.1.3.1.6.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.3.1.6.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.3.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.3.1.7.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

6.1.3.1.7.2 Update Bearer Response
The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway TEID of the user plane;

6.1.3.1.8 UMTS/GPRS to E-UTRAN Inter RAT Handover Procedure

6.1.3.1.8.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.3.1.8.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.3.1.x
Handover procedure between from non-3GPP access to 3GPP access
Editor’s note: this section covers the requirements for handover procedures between 3GPP access and non-3GPP access
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.1.3.2 Candidates

6.1.3.2.1 GTP

This is the only candidate for S5 (GTP based S5).
6.1.3.3 Analysis

6.1.3.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.
6.1.3.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
3rd Proposed modification

6.1.5 hPDN Gateway – vServing Gateway (S8a) Interface

6.1.5.1 Requirements

6.1.5.1.1 Attach Procedure

6.1.5.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.5.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.5.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

-  Serving GW TEID of the control plane;

6.1.5.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID of the user plane;

-  PDN Gateway TEID of the control plane;

-  PDN Address for the UE;

6.1.5.1.2 Dedicated Bearer Activation Procedure 
6.1.5.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S8a TEID for uplink user plan;

6.1.5.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S8a TEID for downlink user plan;

6.1.5.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.5.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.5.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.5.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure

6.1.5.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.5.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.
6.1.5.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure

6.1.5.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.5.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.5.1.6 E-UTRAN to UMTS/GPRS Inter RAT Handover Procedure

6.1.5.1.6.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.5.1.6.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.5.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.5.1.7.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

6.1.5.1.7.2 Update Bearer Response
The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway TEID of the user plane;
6.1.5.1.8 UMTS/GPRS to E-UTRAN Inter RAT Handover Procedure

6.1.5.1.8.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.5.1.8.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.5.1.x
Handover procedure between from non-3GPP access to 3GPP access
Editor’s note: this section covers the requirements for handover procedures between 3GPP access and non-3GPP access
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.1.5.2 Candidates

6.1.5.2.1 GTP

This is the only candidate for S8a.
6.1.5.3 Analysis

6.1.5.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.5.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
4th Proposed modification

6.2.1 Gateway – Trusted Non-3GPP IP Access (S2a) Interface

6.2.1.1 Requirements

6.2.1.1.1 Initial Attach procedure for non-roaming

6.2.1.1.1.1 MIPv4 Registration Request (RRQ)

The parameters for MIPv4 Registration Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7]);
-  Reverse Tunnel Request indication;
6.2.1.1.1.2 MIPv4 Registration Reply (RRP)

The parameters for MIPv4 Registration Reply message are, but not exclusively, listed as below:

-  IP address allocated for the UE;
6.2.1.1.1.3 Proxy Binding Update Request

The parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7]);
-  IP Address Request Indication;
6.2.1.1.1.4 Proxy Binding Update Acknowledgement
The parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE;
6.2.1.1.x
Handover procedure between from 3GPP access to non-3GPP access
Editor’s note: this section covers the requirements for handover procedures between 3GPP access and non-3GPP access
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.1.2 Candidates

The S2a interface shall support following protocols:

-
Client MIPv4 Foreign Agent (FA) mode as specified in IETF RFC 3344 [4].

-
Proxy MIPv6 as specified in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5].

Editor’s note: Whether more protocols will be selected for the S2a interface is FFS.

6.2.1.2.1 Client MIPv4 FA mode

6.2.1.2.2 Proxy MIPv6

6.2.1.3 Analysis

6.2.1.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.2 Gateway – ePDG (S2b) Interface

6.2.2.1 Requirements

6.2.2.1.1 Initial Attach procedure

6.2.2.1.1.1 Proxy Binding Update Request

In the case of PMIPv6, the parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.2.1.1.2 Proxy Binding Update Acknowledgement
In the case of PMIPv6, the parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.2.1.x
Handover procedure between from 3GPP access to non-3GPP access
Editor’s note: this section covers the requirements for handover procedures between 3GPP access and non-3GPP access
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.2.2 Candidates

The S2b interface shall support following protocol(s):

-
Proxy MIPv6 as specified in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5].

Editor’s note: Whether more protocols will be selected for the S2b interface is FFS.

6.2.2.2.1 Proxy MIPv6

6.2.2.3 Analysis

6.2.2.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.3 Serving Gateway – PDN Gateway (S5) (IETF based) Interface

Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.2.3.1 Requirements

6.2.3.1.x
General
As the combination of S4 (GTP based) and S5 are equivalent to Gn interface from the SGSN point of view, IETF based S5 should support the procedures equivalent to that of current GTP.  
The following capabilities need to be considered for the support on the S5 (IETF based S5) interface.

a)
Path Management

-
Health check, i.e. find out whether if the opponent is alive

-
Indication of the latest supported GTP version

-
Indication of the supported Extension headers for GTP
Editor’s note: It is FFS whether if the capabilities provided by GTP messages “Version Not Supported” used for the indication of the latest supported GTP version, and “Supported Extension Headers Notification” used for the indication of the supported Extension headers for GTP, needs to be supported on IETF based S5 Interface.
b)
Tunnel Management

-
Tunnel establishment

-
Tunnel update at the time of Serving GW relocation

-
Delete Tunnel

-
Error Indication

-
NW initiated tunnel setup request for terminating the packets

-
NW initiated tunnel setup reject for terminating the packets

-
Initial tunnel establishment

Editor’s note: These lists above are not exclusive.

6.2.3.1.x
Attach Procedure
6.2.3.1.x.1
Proxy Binding Update Request

In the case of PMIPv6, the parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.3.1.x.2
Proxy Binding Update Acknowledgement
In the case of PMIPv6, the parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.3.1.x
UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.3.1.x
Handover procedure between from non-3GPP access to 3GPP access
Editor’s note: this section covers the requirements for handover procedures between 3GPP access and non-3GPP access
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.3.2 Candidates

Editor’s note: This section will cover the candidate protocols provided over IETF based S5 interface.
6.2.3.3 Analysis

Editor’s note: This section will cover the analysis for the candidate protocols and for the possible enhancement to the protocols that may be applied for the IETF based S5 interface.
6.2.3.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.4 hPDN Gateway – 3GPP AAA Server (S6c) Interface

6.2.4.1 Requirements

6.2.4.2 Candidates

6.2.4.3 Analysis

6.2.4.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.5 vServing Gateway – 3GPP AAA Proxy (S6d) Interface

6.2.5.1 Requirements

6.2.5.2 Candidates

6.2.5.3 Analysis

6.2.5.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.6 hPDN Gateway – vServing Gateway (S8b) Interface

6.2.6.1 Requirements

6.2.6.1.1 Initial Attach procedure with PMIPv6 for roaming case with home routed traffic anchored by visited Serving GW

6.2.6.1.1.1 Proxy Binding Update Request

The parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.6.1.1.2 Proxy Binding Update Acknowledgement
The parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.6.1.x
CN node relocation procedure
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.6.1.x
Handover procedure between from non-3GPP access to 3GPP access
Editor’s note: this section covers the requirements for handover procedures between 3GPP access and non-3GPP access
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.6.2 Candidates

6.2.6.3 Analysis

6.2.6.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
End of modification

