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1. Introduction
In the reply LS C4-071141/S3-070633, one of the questions which SA3 asks CT4 to give feedback is if CT4 see any need to keep the S-CSCF name in the HSS in case of authentication fails or authentication timeout occurs when the user is in Not registered state. This contribution intends to give some use cases to keep the S-CSCF name in the HSS in such a situation.
2. Discussion
The I-CSCF will do the S-CSCF selection procedure according to the S-CSCF capability retrieved from the HSS when a user registers his/her Public User Identities for the first time or the I-CSCF receives a terminating session for an unregistered user. Then the name of the assigned S-CSCF will be stored in the HSS. 
According to the current specifications, once the HSS has an S-CSCF name stored for a user, it will not return any S-CSCF capabilities to the I-CSCF for the S-CSCF selection procedure is always the same. In the subsequent registration procedures or sessions for the Public User Identities of the same user, the I-CSCF need not do the S-CSCF selection procedure until all of the Public User Identities have been deregistered before and there is no S-CSCF name stored in the HSS or if the assigned S-CSCF cannot be contacted.
During the registration procedure, if the HSS keeps the S-CSCF name for a Not Registered Public User Identity after the authentication failure or authentication timeout:
- When the user registers Public User Identities for another time or there is a terminating session for the user before the new registration procedure, the I-CSCF need not repeat the same S-CSCF selection as it does during the last registration and the selection procedure could be skipped, and which also makes the procedure of UAR/UAA and LIR/LAA simple. The HSS just return the S-CSCF name instead of returning S-CSCF capability.
- When the AS originates a session on behalf of the Not Registered Public User Identities, if there is the S-CSCF name stored in the HSS, the AS may get the S-CSCF name directly from the HSS before initiating the session, such that the AS need not send the INVITE message to the I-CSCF in order to select a S-CSCF.
- Misconfigured/malicious UE that would overload the network with (malicious) REGISTER requests would be handled by the same S-CSCF, which would be able to detect such misbehaviour and would avoid unnecessary requests towards the HSS.

For the S-CSCF does not have the user profile in such a situation discussed above, it does not have to know whether the HSS keeps its name or not. Hence, it is better to leave the decision of whether to keep the S-CSCF name or not to be made by the HSS, just as the HSS does when receiving SAR indicating TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME or USER_DEREGISTRATION_STORE_SERVER_NAME, which does not affect the interface but brings much benefit.
3. Proposal

It is proposed that the above use cases of keeping the S-CSCF name in the HSS for a Not Registered Public User Identity after the authentication failure or authentication timeout be included as one part of the reply LS from CT4 to SA3 and change the TS 29.228 to reflect that the HSS determines whether to keep the S-CSCF name or not in such a case. If this is agreed and CRs are needed, Huawei would submit papers to do it this meeting or next meeting.
4. Reference

S3-070633, Reply LS on Authentication Failure and Authentication Timeout, SA3

