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The current structure in 3GPP TR 23.820 on “Study of IMS Restoration Procedures” indicates that the consequences of a service interruption of each node should be analyzed before going into the solution. This contribution contains an analysis of the impacts of a S-CSCF stop.

The proposed additions to the 3GPP TR are the following:
5.2
S-CSCF service interruption

5.2.1
Introduction

This clause will analyse the impacts of a S-CSCF service interruption in the network and in the service to the user in order to highlight the problems that need to be covered by the alternative solutions in this technical report. The initial state that will be considered is an IMS Core Network working properly with several S-CSCFs and with ongoing traffic (a certain amount of users are registered and unregistered in the S-CSCFs). At one point one S-CSCF stops operation, this may imply either a lack of response from that S-CSCF or potential loss of the information of some subscribers in that S-CSCF. The following clauses cover the outcome in several different cases.
5.2.2 Unregistered user
The lack of service of the S-CSCF in this case will mean that unregistered triggers for the user are not processed. Until the previously assigned S-CSCF resumes operation or the user initiates a registration the following occurs:
· The terminating SIP requests from the I-CSCF to the assigned S-CSCF will fail and there will be no service of unregistered services for the user. 
· Originating request from a SIP-AS will also fail, since they will be forwarded to the assigned S-CSCF.
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Figure 5.2.2.1. Terminating request to unregistered user with no S-CSCF response
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Figure 5.2.2.2. Originating request to unregistered user with no S-CSCF response
Even after there is a reassignment of S-CSCF (because of an initial registration) or the previously assigned S-CSCF resumes operation, there could be some problems with the handling of SIP subscriptions to notifications. This is because network elements could have subscribed to notifications in the previously assigned S-CSCF, and they will not be notified of the operation interruption or of the reassignment. The result is that these network elements will not receive the notifications that they expect until they subscribe again. Additional network procedures could reduce the unavailability of service in this scenario.
5.2.3 Originating traffic from a registered user

In this case, the lack of response from the S-CSCF implies an error response to the UE that should trigger a new registration (depending on UE implementation). After the successful initial registration takes place, the initial request may be retried and normal operation will continue. 
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Figure 5.2.3.1. Originating request to registered user with no S-CSCF response

If the previously assigned S-CSCF resumes operation and it receives the request after losing the data for that user, it will reply with the corresponding SIP error, which should also trigger a new registration (depending on UE implementation). However, SIP subscriptions to notifications in the previously assigned S-CSCF may be affected as indicated in clause 5.2.2.
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Figure 5.2.3.2. Originating request to registered user with loss of S-CSCF data

Traffic may also be originated on behalf of a registered user by a SIP-AS. The behaviour of the network in this case is the same, with the SIP-AS taking the role of the P-CSCF in the two previous flows. 
5.2.4 Terminating traffic for registered user

It will not be possible to process correctly terminating traffic for a registered user until a new initial registration takes place. This situation may not be solved correctly if the previously assigned S-CSCF resumes operation. If the previously assigned S-CSCF loses the information related to one user, this will mean that after the S-CSCF returns to operation it will not identify this user as registered and it will send an SAR to the HSS requesting the change of state to “unregistered”. The HSS will handle this as an error and the request will not be processed. This abnormal situation will persist until a re-registration takes place for the affected identities. The user will not be aware of this situation unless a SIP request is initiated from the UE. Considering that the re-registration timers can be quite long and also that the terminating user may not be initiating requests by itself regularly (in particular not during non-busy hours), the consequence of this can be seen as quite severe, and there is a need to try to improve the service availability in this scenario. SIP subscriptions to notifications in the previously assigned S-CSCF may also be affected as indicated in clause 5.2.2.
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Figure 5.2.4.1. Terminating request to registered user with loss of S-CSCF data
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