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1. Introduction
In the SIP-I on Nc TR (29.802) Clause 5.6 discussed the possible bearer establishment models that apply currently in 3GPP layered architecture and considered the SIP-I solutions to achieve these requirements. The chapter is extracted here:
5.6 Bearer Establishment Models

Currently the BICN architecture supports four models of bearer establishment models for an IP bearer as defined in 3GPP TS 23.205 [2]. These are listed below:

-
Fast Forward/Backward: Tunnel Data is transferred by the originating MSC-S as part of the IAM message to the terminating MSC-S. The Tunnel Up procedure is transferred from the originating MGW to the originating MSC-S, prior to sending the IAM, in order to retrieve the tunnel data. The terminating MSC-S exchanges Tunnel Up/Down procedures with the terminating MGW and the terminating MSC-S transfers this tunnel data to the originating MSC-S in a Tunnel Information message. The originating MSC-S uses the Tunnel Down procedure to the originating MGW to supply the received tunnel data. This procedure does not permit optimised MGW selection, i.e. the originating node must select a MGW before sending the IAM.

-
Delayed Forward: Tunnel Data is transferred by the originating MSC-S in the Tunnel Information message following the Bearer Information message received from the terminating MSC-S. The Tunnel Up procedure is transferred from the originating MGW to the originating MSC-S to retrieve the tunnel data to be added to the Tunnel Information message transferred from the originating MSC-S to the terminating MSC-S. The terminating MSC-S exchanges Tunnel Up/Down procedures with the terminating MGW and the terminating MSC-S transfers this tunnel data to the originating MSC-S in a Tunnel Information message. The originating MSC-S uses the Tunnel Down procedure to the originating MGW to supply the received tunnel data. This procedure does permit optimised MGW selection in the originating call side.

-
Delayed Backward: Tunnel Data is transferred by the terminating MSC-S following the IAM. The Tunnel Up procedure is transferred from the terminating MGW to the terminating MSC-S to retrieve the tunnel data to be added to the Tunnel Information message which in turn is transferred by the terminating MSC-S to the originating MSC-S. The originating MSC-S exchanges Tunnel Up/Down procedures with the originating MGW and the originating MSC-S transfers this tunnel data to the terminating MSC-S in a Tunnel Information message. The terminating MSC-S uses the Tunnel Down procedure to the terminating MGW to supply the received tunnel data. This procedure permits optimised MGW selection in the terminating call side.
The 'Offer/Answer' model as specified in IETF RFC 3264 [27] has the functionality to be able to provide an equivalent of the Fast Forward bearer establishment model described above within a network utilising a SIP-I based Nc interface, as the media information is included in the SDP of the initial offer.

The Delayed Backward establishment model can also be supported via using the unspecified connection address in the initial SDP offer. In this case always a full second SDP offer/answer exchange is needed to convey bearer parameters between the endpoints.

In addition, it may be possible to initiate a session without the SDP in the initial SIP INVITE. It is for further study whether this ability will be allowed between 3GPP entities, however for interworking with external SIP-I networks the receipt of such a SIP INVITE shall be supported. In such a case, the terminating MSC-S may then initiate the initial offer and include the media information within the SDP.

Therefore the proposal is that a SIP-I based Nc interface shall support the Fast Forward bearer establishment model. The support of the Delayed Backward bearer establishment model is FFS. It is not proposed to support any other bearer establishment model.

It is stated that the basic SIP-I call establishment equates to the BICC Fast Forward establishment where the initiating node selects a MGW before sending the initial INVITE. However the TR still considers possible solutions for Delayed Backward establishment suggesting that it can be achieved using unspecified connection address (0.0.0.0) in the initial INVITE or no SDP. This would appear to be unnecessary and also a misunderstanding of the current BICN establishment methods.
2. Requirements

What has not be discussed is if there is really a requirement for an alternative establishment methods. The motivation for having the two delayed bearer establishment models in BICC is that they provide the potential to select a single physical MGW for the call:
i) Originating network uses Forward bearer establishment (delayed) and receives the terminating node or gateway node's MGW Identity. If the originating network node has control of this node also it creates a virtual MGW within this physical node and performs the forward bearer connection from this VMG to the terming node. 
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Figure 1: Forward Bearer Establishment to achieve MGW at the edge

ii) Terminating network uses delayed backward bearer establishment when it has been forced to select a MGW (network gateway/border - GMSC) and in order to minimise the MGW's  it signals forward with its MGW Identity. If the terminating node (MSC) can control the same MGW it creates a virtual MGW and connects backwards to the virtual MGW in the same physical MGW at the network border. In this case then the Iu interface to a 3GPP radio network is terminated at the MGW at the network border.
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Figure 2: Backward Bearer Establishment to achieve MGW at the edge

Both procedures require the signalling protocol to identify the MGW such that the H.248 control association can be made between it and the call control server. 
2.1 Originating SIP-I Calls 
If the SIP-I solution emulated the BICC solution then the MGW may be seized at the terminating MSC node or at the network border depending on where the call is routed. 
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Figure 3: Outgoing SIP-I call to achieve MGW/TC at the edge

In order to emulate the forward bearer establishment SIP-I needs to be able to signal forward an initial INVITE with SDP but no MGW Identity or bearer parameters. The receiving node needs to be able to signal back its MGW identity and bearer parameters. Then the originating node selects the same MGW and signals a second invite with its bearer parameters. Use of unspecified connection address is generally no longer recommended in IETF, other mechanisms seem to be preferred.
 
2.2 SIP-I Calls From External Network

For a call received from an external network its Server would not be able to control a MGW within the 3GPP network and would therefore need to supply its own bearer parameters anyway, no gain is achieved by sending an initial INVITE without its bearer parameters.
2.3 SIP-I Calls terminating to 3GPP Radio Access
If the SIP-I solution emulates the BICN then it may result in the terminating radio access being connected to the GMSC's MGW. 
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Figure 4: Incoming SIP-I call to achieve MGW/TC at the edge

In order to emulate the delayed backward bearer establishment the GMSC selects a MGW and needs to be able to send forward an initial INVITE with its MGW identity and its bearer parameters and the receiving node creates a virtual MGW within this physical MGW if it can connect to it. This would appear to be a normal Offer/Answer but including the MGW Identity, not as is described in clause 5.6 of TR 29.802.
Summary

1. The TR 29.802 has some misunderstandings over what is required for delayed backward bearer emulation and delayed forward bearer emulation and why they exist for BICN. 
2. Deferred MGW selection/shared MGW selection is not valid at the PLMN border as external network shall not control a PLMN MGW.

3. The reference to signalling of INVITE without SDP as a solution for the bearer establishment requirements is misleading as no connection is found.

4. The ability to signal an initial INVITE without seizing a MGW (and thereby requesting the terminating end to connect to it) is only valid for outgoing calls with deferred MGW selection, not for incoming calls.
5. For deferred MGW selection the MGW Identity needs to be transferred in the Initial INVITE.

Conclusions
The normative specifications for SIP-I Nc shall specify only conventional Offer/Answer with a fully specified initial INVITE. Receipt of initial INVITE with unspecified connection address shall not be forwarded into 3GPP PLMN. 
Further consideration for mechanisms to provide deferred MGW selection is required but priority should be given for completing the basic SIP offer/Answer procedure in Release 8.
� Use of unspecified connection address (0.0.0.0) is not recommended by IETF RFCs: 3264 states:" RFC 2543 [10] specified that placing a user on hold was accomplished by setting the connection address to 0.0.0.0.  Its usage for putting a call on hold is no longer recommended, since it doesn't allow forRTCP to be used with held streams, doesn't work with IPv6, and breaks with connection oriented media.  However, it can be useful in an initial offer when the offerer knows it wants to use a particular set of media streams and formats, but doesn't know the addresses and ports at the time of the offer.  Of course, when used, the port number MUST NOT be zero, which would specify that the stream has been disabled.  An agent MUST be capable of receiving SDP with a connection address of 0.0.0.0, in which case it means that neither RTP nor RTCP should be sent to the peer." Also in RFC3725 it states: "Note that the usage of 0.0.0.0, though recommended by RFC 3264, has numerous drawbacks.  It is anticipated that a future specification will recommend usage of a domain within the .invalid DNS top level domain instead of the 0.0.0.0 IP address.  As a result, implementors are encouraged to track such developments once they arise." RFC3264 does not recommend its use it only says that it can be useful.
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