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Introduction

In the latest version of stage 2 SAE specification for non-3GPP IP accesses (see 3GPP TS 23.402 v0.4.0 [1]), the initial network attachment procedures on S2a in the non-roaming case are specified. The present document is to discuss possible impacts on SAE CN interfaces from the procedures.
On S2a two protocols shall be supported according to the latest 3GPP TS 23.402 [1]:
· Proxy MIPv6, which provides UE-agnostic network-based mobility
· Client MIPv4 Foreign Agent Mode, which provide client-based mobility to enable access via Trusted Non 3GPP IP accesses that do not support PMIP
For CMIPv4 FA mode based initial network attach procedure, in the non-roaming case, it refers to subclause 5.4.2.1.2 of 3GPP TS 23.402 v0.4.0 [1]. In this procedure, it is assumed that a Foreign Agent (FA) is located in the Trusted non-3GPP IP Access. 
For PMIPv6 based initial network attach procedure, in the non-roaming case, it refers to subclause 5.4.2.1.3 of 3GPP TS 23.402 v0.4.0 [1]. In this procedure, it is assumed that a Proxy Mobile Agent (PMA) is located in the Trusted non-3GPP IP Access.
Discussion

From CT4 point of view, in the non-roaming case, the initial attach procedure on S2a interface with CMIPv4 FA mode will affect the following interfaces:
Trusted Non-3GPP IP Access – PDN GW (S2a) interface
· MIPv4 Registration procedure. The FA in trusted non-3GPP IP accesses sends MIPv4 registration request with NAI and reverse tunnel request indication to the HA (PDN GW), and the HA responses with the IP address allocated to the UE. The protocol details are described in IETF RFC 3344 [2].
Trusted Non-3GPP IP Access – 3GPP AAA Server (Ta*) interface

· Authentication procedure. During the authentication procedure, Network Access Server (NAS) is located in trusted non-3GPP IP accesses, and the 3GPP AAA Server is responsible for authenticating the user. The similar interface in current 3GPP system is Wa interface in I-WLAN, which is based on RADIUS/Diameter.
· Authorization aspect and charging aspect. It is FFS which authorization/charging information will be sent to trusted non-3GPP IP accesses, but it should have the same underlying protocol with authentication procedure, e.g. RADIUS/Diameter.
HSS – 3GPP AAA Server (Wx*) interface
· Authentication and Authorization procedure. During the authentication procedure, the 3GPP AAA Server retrieves authentication information and possible authorization/charging information. The similar interface in current 3GPP system is Wx interface in I-WLAN, which is based on Diameter.
The initial attach procedure on S2a with PMIPv6 will impact the following interfaces:
Trusted Non-3GPP IP Access – PDN GW (S2a) interface
· Proxy Binding Update procedure. The PMA in trusted non-3GPP IP accesses sends Proxy Binding Update request with Mobile Node Identity (MN-ID) and IP address Request indication to the HA (PDN GW). The HA responses with the IP address allocated to the UE. The protocol details are described in IETF Draft, Internet-Draft, draft-sgundave-mip6-proxymip6-01.txt, “Proxy Mobile IPv6” [3].
Trusted Non-3GPP IP Access – 3GPP AAA Server (Ta*) interface
· For the impacts on Ta* interface from initial attach procedure with PMIPv6, it is proposed to design same mechanism for MIPv4 FA mode (discussed above) and PMIPv6, e.g. common parameter set, common messages, common protocols, etc.
HSS – 3GPP AAA Server (Wx*) interface
· For the impacts on Wx* interface from initial attach procedure with PMIPv6, it is proposed to design same mechanism for MIPv4 FA mode (discussed above) and PMIPv6, e.g. common parameter set, common messages, common protocols, etc. 
Conclusion

Based on the agreed initial attach procedure for trusted non-3GPP IP accesses, it is proposed to add the following description in the related section of CT4 SAE TR (3GPP TR 29.803).
This contribution is revised from C4-070558 and some contents in C4-070624 are merged into this document after the first discussion of SAE topics at CT4 #35 meeting.
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4
Overview of CT4 Aspect of System Architecture Evolution

4.1 The aspect of “GPRS enhancements for LTE access”

4.2 The aspect of “Architecture enhancements for non-3GPP accesses”
4.2.x
Initial attach procedure of Trusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Trusted non-3GPP accesses which occurs when the UE powers-on in a trusted non-3GPP IP access and attaches to the SAE system via S2a interface.
The S2a interface shall support Client MIPv4 Foreign Agent (FA) Mode as defined in IETF RFC 3344 [x1] and Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-00 [x2]. So two initial attach procedures of Trusted non-3GPP IP accesses are specified. For more information about initial attach procedures of Trusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2a interface is between trusted non-3GPP IP accesses and PDN GW in home network; Ta* interface is between trusted non-3GPP IP accesses and 3GPP AAA Server.
#######################################next change######################################

6.2 Interface related to “Architecture enhancements for non-3GPP accesses”
Editor’s Note: the impact on IETF based protocols may be described in certain related sections.
6.2.0 Introduction

6.2.1 Gateway – Trusted Non-3GPP IP Access (S2a) Interface
6.2.1.1 Requirements
6.2.1.1.1 Initial Attach procedure for non-roaming
6.2.1.1.1.1 MIPv4 Registration Request (RRQ)
The parameters for MIPv4 Registration Request message are, but not exclusively, listed as below:

· Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [x3])
· Reverse Tunnel Request indication
Editor's note: The exact usage and attribute of these parameter(s) for MIPv4 Registration Request message is FFS.
6.2.1.1.1.2 MIPv4 Registration Reply (RRP)

The parameters for MIPv4 Registration Reply message are, but not exclusively, listed as below:

· IP address allocated for the UE
Editor's note: The exact usage and attribute of these parameter(s) for MIPv4 Registration Reply message is FFS.
6.2.1.1.1.3 Proxy Binding Update Request

The parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:
· Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [x3])
· IP Address Request Indication
Editor's note: The exact usage and attribute of these parameter(s) for Proxy Binding Update Request message is FFS.
6.2.1.1.1.4 Proxy Binding Update Acknowledgement
The parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

· IP Address(es) Allocated for the UE
Editor's note: The exact usage and attribute of these parameter(s) for Proxy Binding Update Acknowledgement message is FFS.
6.2.2 SAE Gateway – ePDG (S2b) Interface

6.2.2.1 Selection of Protocols

6.2.3 MME/UPE – SAE Gateway (S5) (IETF based) Interface

6.2.3.1 Selection of Protocols

6.2.4 hSAE Gateway – 3GPP AAA Server (S6c) Interface

6.2.4.1 Selection of Protocols

6.2.5 vSAE Gateway – 3GPP AAA Proxy (S6d) Interface

6.2.5.1 Selection of Protocols

6.2.6 hSAE Gateway – vSAE Gateway (S8b) Interface

6.2.6.1 Selection of Protocols

6.2.7 Trusted Non-3GPP IP Access - 3GPP AAA Server/Proxy (Ta*) Interface
6.2.7.1 Requirements
6.2.7.1.1 Initial Attach procedure for non-roaming
6.2.7.1.1.1 Authentication Request

 Editor's Note: Parameters for Authentication Request message are FFS.
6.2.7.1.1.2 Authentication Response

Editor's Note: Parameters for Authentication Response message are FFS.
6.2.7.1.1.3 Authorization Request
Editor's Note: Parameters for Authorization Request message are FFS.
6.2.7.1.1.4 Authorization Response

Editor's Note: Parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.

6.2.7.2 Candidates

6.2.7.2.1 RADIUS
Editor’s note: The equivalent interface of Ta* in current 3GPP system is Wa interface in I-WLAN (see 3GPP TS 29.234 [x4]). Wa interface can be based on RADIUS. So RADIUS is listed as a candidate protocol for Ta* interface.
6.2.7.2.2 Diameter
Editor’s note: The equivalent interface of Ta* in current 3GPP system is Wa interface in I-WLAN (see 3GPP TS 29.234 [x4]). Wa interface can be based on Diameter. So Diameter is listed as a candidate protocol for Ta* interface.
6.2.7.3 Analysis

6.2.7.3.1 RADIUS
Editor's Note: the usage of RADIUS to support the requirements in subclause 6.2.7.1 shall be studied in this section.
6.2.7.3.2 Diameter
Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.7.1 shall be studied in this section.
6.2.7.4 Conclusions
Editor's note: this section covers the conclusion for protocol selection and possible enhancements.

6.2.8 Untrusted non-3GPP IP Access - 3GPP AAA Server/Proxy (Wa*) Interface

6.2.8.1 Selection of Protocols

6.2.9 3GPP AAA Server/Proxy – ePDG (Wm*) Interface

6.2.9.1 Selection of Protocols

6.2.10 Untrusted Non-3GPP IP Access – ePDG (Wn*) Interface

6.2.10.1 Selection of Protocols

6.2.11 3GPP AAA Server – HSS (Wx*) Interface
6.2.11.1 Requirements
6.2.11.1.0 General
The Wx* reference point is an evolution of the existing Wx  and respects backwards compatibility. The Wx* reference point inherits existing Wx procedures, message descriptions and information elements specified in 3GPP TS 29.234 [x4] for users accessing SAE via an un-trusted non-3GPP IP accesses since the latter are assumed to follow procedures defined for I-WLAN.

The Wx* supports the following procedures irrespective of whether a user is accessing via a trusted non-3GPP IP accesses or un-trusted non-3GPP IP accesses: authentication procedures, location management procedures and user data handling. 

These procedures should be as similar as possible although variations may exist regarding information elements depending on the non-3GPP IP accesses.
6.2.11.1.1 Initial Attach procedure
6.2.11.1.1.1 Authentication Request

 Editor's Note: Parameters for Authentication Request message are FFS.
6.2.11.1.1.2 Authentication Response

Editor's Note: Parameters for Authentication Response message are FFS.
6.2.11.1.1.3 Authorization Request

Editor's Note: Parameters for Authorization Request message are FFS.
6.2.11.1.1.4 Authorization Response

Editor's Note: Parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.

6.2.11.2 Candidates

6.2.11.2.1 Diameter
Diameter is a candidate protocol for Wx* interface.
6.2.11.3 Analysis

6.2.11.3.1 Diameter
Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.11.1 shall be studied in this section.
Basing Wx* on Diameter will enable a smooth evolution from Wx to Wx*. A Diameter-based Wx* will minimise impacts on both HSS and 3GPP AAA Server and allow for swifter accomplishment of SAE specifications given the large competence acquired by 3GPP regarding Diameter.

The PDN GW related information can be considered location management related data and also subscriber related data. Hence it seems natural to include the following new information elements:

	VPLMN PDN GW ALLOWED
	Indicates whether a VPLMN may allocate PDN GW or not to a user.

	PDN GW NAME
	PDN GW identity returned as part of subscriber data on initial attach or registration.

	PDN GW IP ADDRESS
	The IP address of already allocated PDN GW to be used in inter-system mobility. If this value is returned then no new PDN GW is selected. If this value is NULL then the PDN GW NAME is used.


Table x. New information elements related to PDN GW
The above data can be exchanged between HSS and 3GPP AAA Server. Note that the prefix WLAN has been dropped in order to cover both trusted and un-trusted non-3GPP accesses.

Ed. Note: It is FFS which entity stores the allocated PDN GW IP Address.
6.2.11.4 Conclusions
Editor's note: this section covers the conclusion for protocol selection and possible enhancements.

6.2.12 3GPP AAA Server - 3GPP AAA Proxy (Wd*) Interface

6.2.12.1 Selection of Protocols

7
SAE/LTE identities

7.x
Network Access Identifier (NAI)

A network Access identifier (NAI) is used to identify a user in e.g. MIPv4 Registration Request, Proxy Binding Update Request, etc. The format of NAI is specified in IETF RFC 4282 [x3]. 
Editor's Note: For more precise format of NAI can be referred to related 3GPP specifications if defined, for example, 3GPP TS 23.003 if the specification is updated for Numbering, addressing and identification of SAE.
######################################end of changes#####################################







































































































































































































































