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Introduction

In the last two SA2 R8 Ad hoc meetings, some agreements were made and the architecture was updated accordingly. So it is proposed to update TR 29.803 according to these agreements.
Discussion

In TS 23.401, the updated architecture is listed as below:
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Figure 1 Non-Roaming Architecture for 3GPP Accesses
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Figure 2 Non-Roaming Architecture for 3GPP Accesses, Single gateway configuration option 


[image: image3]
Figure 3 Roaming Architecture for 3GPP Accesses, Home Routed traffic
For CT4, the main related changes are:

· The interface between MME and the user plane entity (S11) should be standardized.
· UPE is “disappear”, and the function of Header compression and user plane ciphering is shifted to EUTRAN.
· The SAE GW is replaced by the Serving Gateway and PDN Gateway, which may be combined into one node.

· For roaming, the S8a interface is between the Serving Gateway in VPLMN and the PDN Gateway in HPLMN.

In TS 23.402, the updated architecture is listed as below:
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Figure 4 Non-Roaming Architecture for non-3GPP Accesses within SAE
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Figure 5 Roaming Architecture for non-3GPP Accesses, Home Routed

For CT4, the main related changes are:

· The S2 interfaces are re-divided into S2a, S2b and S2c as follow:
· S2a is based on Proxy Mobile IP. To enable access via Trusted Non 3GPP IP accesses that do not support PMIP, S2a also supports Client Mobile IPv4 FA mode. The current options for S2a are Proxy Mobile IPv6 and Client Mobile IPv4 FA mode.

· S2b is based on Proxy Mobile IP. The current option for S2b is Proxy Mobile IPv6.

· S2c is based on Client Mobile IP co-located mode. The current option for S2c is Dual Stack Mobile IPv6.
· For roaming, the S8b interface is between the Serving Gateway in VPLMN and the PDN Gateway in HPLMN.
Conclusion

Based on the agreement made by SA2, it is proposed to update TR 29.803 as follow.
This contribution is revised from C4-070547 and some contents in C4-070710 are merged into this document after the first discussion of SAE topics at CT4 #35 meeting.
######################################start of changes#####################################
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6
Description of Interfaces 
6.1 Interface related to “GPRS enhancements for LTE access”
Editor’s note: It needs to be investigated if GTP version upgrade is necessary.
6.1.0 Introduction

6.1.1 SGSN – MME (S3) Interface

6.1.1.1 Requirements
6.1.1.2 Candidates
6.1.1.2.1 GTP

This is the only candidate for S3.
6.1.1.3 Analysis
6.1.1.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.
6.1.1.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.

6.1.2 SGSN – Serving Gateway (S4) Interface

6.1.2.1 Requirements

6.1.2.2 Candidates
6.1.2.2.1 GTP

This is the only candidate for S4.
6.1.2.3 Analysis

6.1.2.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.2.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.3 Serving Gateway – PDN Gateway (S5) (GTP based) Interface
Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.1.3.1 Requirements

6.1.3.2 Candidates
6.1.3.2.1 GTP

This is the only candidate for S5 (GTP based S5).
6.1.3.3 Analysis

6.1.3.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.
6.1.3.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.4 MME – HSS (S6a) Interface

6.1.4.1 Requirements

6.1.4.2 Candidates
6.1.4.3 Analysis

6.1.4.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.

6.1.5 hPDN Gateway – vServing Gateway (S8a) Interface

6.1.5.1 Requirements
6.1.5.2 Candidates
6.1.5.2.1 GTP

This is the only candidate for S8a.
6.1.5.3 Analysis

6.1.5.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.5.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.6 MME –MME (S10) Interface

6.1.6.1 Requirements

6.1.6.2 Candidates
6.1.6.2.1 GTP-C

This is the only candidate for S10.
6.1.6.3 Analysis

6.1.6.3.1 GTP-C
Editor’s note: enhancements to the GTP-C protocol shall be studied in this section.

6.1.6.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.7 MME – Serving Gateway (S11) Interface

6.1.7.1 Requirements

6.1.7.2 Candidates
6.1.7.2.1 GTP-C

This is the only candidate for S11.
6.1.7.3 Analysis

6.1.7.3.1 GTP-C
Editor’s note: enhancements to the GTP-C protocol shall be studied in this section.

6.1.7.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2 Interface related to “Architecture enhancements for non-3GPP accesses”
Editor’s Note: the impact on IETF based protocols may be described in certain related sections.
6.2.0 Introduction

6.2.1 Gateway – Trusted Non-3GPP IP Access (S2a) Interface

6.2.1.1 Requirements

6.2.1.2 Candidates
The S2a interface shall support following protocols:

-
Client MIPv4 Foreign Agent (FA) mode as specified in IETF RFC 3344 [x1].

-
Proxy MIPv6 as specified in Internet-Draft, draft-sgundave-mip6-proxymip6-02 [x2].

Editor’s note: Whether more protocols will be selected for the S2a interface is FFS.

6.2.1.2.1 Client MIPv4 FA mode

6.2.1.2.2 Proxy MIPv6

6.2.1.3 Analysis

6.2.1.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.2 Gateway – ePDG (S2b) Interface

6.2.2.1 Requirements

6.2.2.2 Candidates
The S2b interface shall support following protocol(s):

-
Proxy MIPv6 as specified in Internet-Draft, draft-sgundave-mip6-proxymip6-02 [x2].

Editor’s note: Whether more protocols will be selected for the S2b interface is FFS.

6.2.2.2.1 Proxy MIPv6

6.2.2.3 Analysis

6.2.2.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.3 Serving Gateway – PDN Gateway (S5) (IETF based) Interface
Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.2.3.1 Requirements

6.2.3.2 Candidates
6.2.3.3 Analysis

6.2.3.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.4 hPDN Gateway – 3GPP AAA Server (S6c) Interface

6.2.4.1 Requirements

6.2.4.2 Candidates
6.2.4.3 Analysis

6.2.4.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.5 vServing Gateway – 3GPP AAA Proxy (S6d) Interface

6.2.5.1 Requirements

6.2.5.2 Candidates
6.2.5.3 Analysis

6.2.5.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.6 hPDN Gateway – vServing Gateway (S8b) Interface
6.2.6.1 Requirements

6.2.6.2 Candidates
6.2.6.3 Analysis

6.2.6.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.7 Trusted Non-3GPP IP Access - 3GPP AAA Server/Proxy (Ta*) Interface

6.2.7.1 Requirements

6.2.7.2 Candidates
6.2.7.3 Analysis

6.2.7.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.8 Untrusted non-3GPP IP Access - 3GPP AAA Server/Proxy (Wa*) Interface

6.2.8.1 Requirements

6.2.8.2 Candidates
6.2.8.3 Analysis

6.2.8.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.9 3GPP AAA Server/Proxy – ePDG (Wm*) Interface

6.2.9.1 Requirements

6.2.9.2 Candidates
6.2.9.3 Analysis

6.2.9.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.10 Untrusted Non-3GPP IP Access – ePDG (Wn*) Interface

6.2.10.1 Requirements

6.2.10.2 Candidates
6.2.10.3 Analysis

6.2.10.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.11 3GPP AAA Server – HSS (Wx*) Interface

6.2.11.1 Requirements

6.2.11.2 Candidates
6.2.11.3 Analysis

6.2.11.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.12 3GPP AAA Server - 3GPP AAA Proxy (Wd*) Interface

6.2.12.1 Requirements

6.2.12.2 Candidates
6.2.12.3 Analysis

6.2.12.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.13 Gateway - UE (S2c) Interface
Editor’s note: S2c interface mentioned here is just for possible effect, it will be specified in TR 24.801.
6.2.13.1 Requirements

6.2.13.2 Candidates
The S2c interface shall support following protocol(s):

-
Dual Stack MIPv6 as specified in Internet-Draft, draft-ietf-mip6-nemo-v4traversal-04 [x3].

Editor’s note: Whether more protocols will be selected for the S2c interface is FFS.

6.2.13.2.1 Dual Stack MIPv6

6.2.13.3 Analysis

6.2.13.4 Conclusions
Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
######################################end of changes#####################################
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