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Abstract 

The contribution [1] was discussed in 3GPP CT4#34. It proposed to endorse the use of the SIP session timer procedure in SIP-I based Nc since providing UAs and intermediate nodes with a simple a means to determine whether a SIP session is still active (by attempting to perform a session refresh), and therefore to know when resources may be released when one end of the session fails. 
The following possible alternatives were proposed during the discussion but none is really appropriate as explained below : 

· use of OPTIONS message : 
· The OPTIONS message is more generally used outside dialogs to check the connectivity between SIP nodes, not to check the aliveness of specific sessions. 

· Use of the OPTIONS procedure would not allow to negotiate end to end an agreed Session-Expires header, and would therefore : 

· force intermediate nodes to generate OPTIONS messages on their own too, in addition to the OPTIONS messages sent end to end between the UAC 

· possibly lead UAs to use inappropriate timers for checking aliveness of sessions (e.g. too short timers).

· The SIP Session Timer is the standard SIP "keep alive" mechanism specified by IETF, so there's only benefit to stick to IETF recommendations to remain compatible with what will be  also supported by external SIP/SIP-I networks.

· Use of periodic RTCP packets to check aliveness of the session :
· RTCP addresses media level control, but does not address signalling control.

· would not allow intermediate nodes without MGW to check aliveness of sessions.

· would mandate support of RTCP protocol to check aliveness of sessions.

· Use of ISUP timers : none allows to check aliveness of a particular session once the call is in a stable phase (call answered).

It is therefore proposed to allow support of the SIP session timer procedure as an option on SIP-I based Nc.
5.2.3.6
SIP session continuity

The basic SIP protocol as defined by IETF RFC 3261 [30] does not include a "keep alive" mechanism. As such, it is possible that one end of a session may fail and be unable to signal the release of the session.

One possible scenario where this may occur is in the cases where an internal fault on a remote node results in the call instance being lost on the remote node. This would result in no further signalling from the remote node associated with that call instance. The local node would have no indication from the remote node should that party release the call.

The SIP Session Timer as described in IETF RFC 4028 [51] provides a means to determine whether a SIP session is still active by attempting to perform a session refresh. 3GPP nodes can take advantage of this mechanism to know when resources may be released if one end of the session fails.

The procedures negotiate the rate at which the session refresh occurs. The procedures are compatible and still operational should the far end or other SIP network not support the Session Timer procedures. 
The SIP Session Timer procedure may be supported as an option on SIP-I based Nc.




