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Introduction

The Evolved Packet System being specified in ‎[1] and [‎2] makes use of the 3GPP AAA server defined by the I-WLAN specification  [‎3].  The current SAE architecture in SA2 has basically included the existing I-WLAN reference points between the 3GPP AAA server currently available in ‎[3] although all are marked with an “*” to denote that differences with the original I-WLAN reference points are for further study. This contribution proposes a set of working assumptions for Wx* reference point between 3GPP AAA server and HSS and shall.
DISCUSSION TEXT

The Wx* reference point between 3GPP AAA and HSS in 23.402 is defined as the reference point “located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx are FFS.” Based on this it is safe to assume that the Wx* reference point is basically an evolution of the existing Wx  and that it respects backwards compatibility. Thus, the following working assumptions can be made:

· The Wx* reference point shall be Diameter based. This will enable a smooth evolution from Wx to Wx*. A Diameter-based Wx* will minimise impacts on both HSS and 3GPP AAA server and allow for swifter accomplishment of SAE specifications given the large competence acquired by 3GPP regarding Diameter.
· The Wx* shall support the following procedures irrespective of whether a user is accessing via a trusted non-3GPP access or un-trusted non-3GPP access: authentication procedures, location management procedures and user data handling. These procedures should be as similar as possible although variations may exist regarding information elements depending on the non-3GPP access. 
· The Wx* reference point inherits existing Wx procedures, message descriptions and information elements specified in 29.234 [‎4] for users accessing SAE via an un-trusted non-3GPP access since the latter are assumed to follow procedures defined for I-WLAN. 
· Although not represented in the architecture in 23.402 [‎2], Dw is used to perform user identity to HSS resolution.
In addition, discussions in SA2 related to PDN GW selection and PDN GW address retrieval ‎[5] will imply some additions to the Wx* reference point protocol in order for the HSS to furnish the following information  to the 3GPP AAA over Wx*: an indication of whether a PDN GW in the VPLMN is allowed or if it can only be allocated in HPLMN, a PDN GW address or name upon attach or registration, the PDN GW IP address during inter-access system mobility.  
The PDN GW related information can be considered location management related data and also subscriber related data. Hence it seems natural to include the following information elements as part of the user’s data:
	VPLMN PDN GW ALLOWED
	Indicates whether a VPLMN may allocate PDN GW or not to a user.

	PDN GW NAME
	PDN GW identity returned as part of subscriber data on initial attach or registration.

	PDN GW IP ADDRESS
	The IP address of already allocated PDN GW to be used in inter-system mobility. If this value is returned then no new PDN GW is selected. If this value is NULL then the PDN GW NAME is used.


The above data should be returned by the HSS to the 3GPP AAA server as part of the user-data in a Wx* Subscriber profile retrieval response. Note that the prefix WLAN has been dropped in order to cover both trusted and un-trusted non-3GPP accesses. It also seems natural to include the above data as part of the user’s data for LTE and 2G/3G accesses. 
How the PDN GW IP address is populated into the HSS is an open issue. This will also be used by the 3GPP accesses when performing mobility from non-3GPP access to a 3GPP access. At some point during user registration from a non-3GPP access, the 3GPP AAA server shall need to notify the HSS of the PDN GW IP address, but only after the 3GPP AAA has received the user-data in a Subscriber Profile Retrieval response. Whether this can be achieved via existing signalling with minor updates (i.e. inclusion of the new PDN GW IP address AVP) or not requires further analysis. This discussion paper proposes that this issue also be analysed in TR 29.803 as a specific item under the Wx* sub-chapter.
TEXT PROPOSAL FOR 29.803
Based on the above discussion, it is proposed to introduce the following text into 29.803 related to Wx* as a starting point for further discussion.

*********************** start change to 3GPP TR 29.803 ***********************************

6.2.11 3GPP AAA Server – HSS (Wx*) Interface
The Wx* reference point between 3GPP AAA and HSS in 23.402 is defined as the reference point “located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx are FFS.” Based on this it is safe to assume that the Wx* reference point is basically an evolution of the existing Wx  and that it respects backwards compatibility. Thus, the following working assumptions can be made:

· The Wx* shall support the following procedures irrespective of whether a user is accessing via a trusted non-3GPP access or un-trusted non-3GPP access: authentication procedures, location management procedures and user data handling. These procedures should be as similar as possible although variations may exist regarding information elements depending on the non-3GPP access. 
· The Wx* reference point inherits existing Wx procedures, message descriptions and information elements specified in 29.234 [‎4] for users accessing SAE via an un-trusted non-3GPP access since the latter are assumed to follow procedures defined for I-WLAN. 
· Although not represented in the architecture in 23.402 [‎2], Dw is used to perform user identity to HSS resolution.
6.2.11.1 Selection of Protocols
The Wx* reference point shall be Diameter based. This will enable a smooth evolution from Wx to Wx*. A Diameter-based Wx* will minimise impacts on both HSS and 3GPP AAA server and allow for swifter accomplishment of SAE specifications given the large competence acquired by 3GPP regarding Diameter.
6.2.11.2 New required data
The PDN GW related information can be considered location management related data and also subscriber related data. Hence it seems natural to include the following new information elements as part of the user’s data:

	VPLMN PDN GW ALLOWED
	Indicates whether a VPLMN may allocate PDN GW or not to a user.

	PDN GW NAME
	PDN GW identity returned as part of subscriber data on initial attach or registration.

	PDN GW IP ADDRESS
	The IP address of already allocated PDN GW to be used in inter-system mobility. If this value is returned then no new PDN GW is selected. If this value is NULL then the PDN GW NAME is used.


Table 1. New user data for PDN GW
The above data should be returned by the HSS to the 3GPP AAA server as part of the user-data in a Wx* Subscriber Profile Retrieval Response. Note that the prefix WLAN has been dropped in order to cover both trusted and un-trusted non-3GPP accesses.
6.2.11.3 Issue: Provision of PDN GW IP address in HSS
The PDN GW IP address is required by the HSS as part of the user’s data so that it can be used in inter-access mobility. The HSS needs to receive the allocated PDN GW IP address from the Evolved Packet System. If the Wx* interface is used for this purpose then the 3GPP AAA server must notify the HSS of the PDN GW IP address. This section shall analyse whether this can be achieved with existing Wx signalling or whether other alternatives are needed.
************* end change to 3GPP TR 29.803 ***********************************
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