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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document discusses and describes procedures and protocols from CT4 aspects of System Architecture Evolution (SAE) towards a higher-data-rate, lower-latency, packet-optimized system that supports multiple access technologies. 

These CT4 aspects include selection and study of protocols and procedures that will be used in the evolved system (e.g. within evolved packet core network, between EPC and current GPRS core network, and between EPC and HSS/AAA), and describes impacts and required enhancements on the GTP and IETF protocols based on stage2 architecture requirements.

In addition, the present document also includes description of the new identities and addressing schemes required by LTE and SAE, and in particular functional requirements and protocols for enhancing existing capabilities for SAE/LTE, e.g. MBMS and network sharing.

The present document is used as a place holder for CT4 SAE materials to be moved to appropriate 3GPP technical specifications when the TR is sufficiently stable.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.401: "GPRS enhancements for LTE access ".
[3]
3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses”.
[4]
IETF, RFC 3344 (August, 2002), “Mobility Support for IPv4”.
[5]
IETF Draft, draft-ietf-netlmm-proxymip6-00.txt, “Proxy Mobile IPv6” work in progress.
[6]
IETF Draft, draft-ietf-mip6-nemo-v4traversal-04.txt, “Dual Stack Mobile IPv6” work in progress.
[7]
IETF RFC 4282 (December 2005): "The Network Access Identifier".
[8]
3GPP TS 29.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; Stage 3".
It is preferred that the reference to 21.905 be the first in the list.

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].
Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].
Abbreviation format

<ACRONYM>
<Explanation>

4
Overview of CT4 Aspect of System Architecture Evolution
4.1 The aspect of “GPRS enhancements for LTE access”
4.1.1 Attach procedure

The Attach procedure is used for UE/users to register with the network to receive services that require registration. During Attachment, a default Bearer is established to enable the always-on IP connectivity for UE/users of the SAE system. The detailed information is in 3GPP TS 23.401 [2].
4.1.2 Dedicated Bearer Activation procedure
The Dedicated Bearer Activation procedure describes the scenario in which the network initiates a bearer establishment for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.3 GW initiated Dedicated Bearer Deactivation procedure
The GW initiated Dedicated Bearer Deactivation procedure describes the scenario in which the network initiates a bearer deactivation for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.4 Dedicated Bearer Modification with Bearer QoS Update procedure
The Dedicated Bearer Modification with Bearer QoS Update procedure describes the scenario in which the network initiates a bearer modification with QoS of a dedicated Bearer updated for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.5 Dedicated Bearer Modification without Bearer QoS Update procedure
The Dedicated Bearer Modification without Bearer QoS Update procedure describes the scenario in which the network initiates a bearer modification to update the Uplink TFT for an active dedicated Bearer of an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.6 E-UTRAN to UMTS/GPRS Inter RAT Handover procedure
The E-UTRAN to UMTS/GPRS Inter RAT Handover describes the scenario in which an UE changes radio access type from E-UTRAN to UMTS/GPRS. The detailed information is in 3GPP TS 23.401 [2].
4.1.7 Network Triggered Service Request procedure
The network Triggered Service Request procedure describes how the network can trigger the signalling procedure to send the downlink data to an idle mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.8 Tracking Area Update procedure with MME and Serving Gateway change
The Tracking Area Update procedure with MME and Serving Gateway change describes the scenario in which an idle UE moves with tracking area and CN nodes change. The detailed information is in 3GPP TS 23.401 [2].
4.1.9 UE Triggered Service Request procedure
The UE Triggered Service Request procedure describes how an idle UE can trigger the signalling procedure to send the uplink data to the network. The detailed information is in 3GPP TS 23.401 [2].
4.1.10 UMTS/GPRS to E-UTRAN Inter RAT Handover procedure
The UMTS/GPRS to E-UTRAN Inter RAT Handover describes the scenario in which an UE changes radio access type from UMTS/GPRS to E-UTRAN. The detailed information is in 3GPP TS 23.401 [2].
4.2 The aspect of “Architecture enhancements for non-3GPP accesses”
4.2.1 Initial Attach procedure of Trusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Trusted non-3GPP accesses which occurs when the UE powers-on in a trusted non-3GPP IP access and attaches to the SAE system via S2a interface.
The S2a interface shall support Client MIPv4 Foreign Agent (FA) Mode as defined in IETF RFC 3344 [4] and Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-00 [5]. So two initial attach procedures of Trusted non-3GPP IP accesses are specified. For more information about initial attach procedures of Trusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2a interface is between trusted non-3GPP IP accesses and PDN GW in home network; Ta* interface is between trusted non-3GPP IP accesses and 3GPP AAA Server.
4.2.2 Initial Attach procedure of Untrusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Untrusted non-3GPP accesses which occurs when the UE powers-on in a untrusted non-3GPP IP access and attaches to the SAE system via S2b interface.
The S2b interface shall Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5]. For more information about initial attach procedures of Untrusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2b interface is between evolved Packet Data Gateway (ePDG) and the PDN GW; Wm* interface is between ePDG and 3GPP AAA Server. 

In the roaming case with home routed traffic anchored by visited Serving GW, S2b is between ePDG and Serving GW in visited network; S8b interface is between Serving GW in VPLMN and PDN GW in HPLMN; Wm* interface is between ePDG and 3GPP AAA Proxy.

Editor's Note: It is FFS that in the roaming case whether the scenario of S2b between ePDG and PDN GW in home network exists.
5
Functional Entities
<This section explains the role of the functional entity>

6
Description of Interfaces 
6.1 Interface related to “GPRS enhancements for LTE access”
Editor’s note: It needs to be investigated if GTP version upgrade is necessary.
6.1.0 Introduction

6.1.1 SGSN – MME (S3) Interface
6.1.1.1 Requirements

6.1.1.1.1 E-UTRAN to UMTS/GPRS Inter RAT Handover Procedure

6.1.1.1.1.1 Forward Relocation Request
The parameters for Forward Relocation Request message are FFS.
6.1.1.1.1.2 Forward Relocation Response

The parameters for Forward Relocation Response message are FFS.
6.1.1.1.1.3 Forward SRNS Context

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context message are, but not exclusively, listed as below:

-  Delivery Order;

6.1.1.1.1.4 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context Acknowledge message are FFS.

6.1.1.1.1.5 Forward Relocation Complete

The parameters for Forward Relocation Complete message are FFS.
6.1.1.1.1.6 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are FFS.

6.1.1.1.2 UMTS/GPRS to E-UTRAN Inter RAT Handover Procedure

6.1.1.1.2.1 Forward Relocation Request
The parameters for Forward Relocation Request message are FFS.
6.1.1.1.2.2 Forward Relocation Response

The parameters for Forward Relocation Response message are FFS.
6.1.1.1.2.3 Forward SRNS Context

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context message are, but not exclusively, listed as below:

-  Delivery Order;

6.1.1.1.2.4 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context Acknowledge message are FFS.

6.1.1.1.2.5 Forward Relocation Complete

The parameters for Forward Relocation Complete message are FFS.
6.1.1.1.2.6 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are FFS.

6.1.1.2 Candidates

6.1.1.2.1 GTP

This is the only candidate for S3.
6.1.1.3 Analysis

6.1.1.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.1.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.2 SGSN – Serving Gateway (S4) Interface
6.1.2.1 Requirements

6.1.2.1.1 E-UTRAN to UMTS/GPRS Inter RAT Handover Procedure

6.1.2.1.1.1 Forward SRNS Context
Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context message are, but not exclusively, listed as below:

-  Delivery Order;

6.1.2.1.1.2 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context Acknowledge message are FFS.

6.1.2.1.1.3 Update Bearer Request

The parameters for Update Bearer Request message are FFS.
6.1.2.1.1.4 Update Bearer Response

The parameters for Update Bearer Response message are FFS.
6.1.2.2 Candidates

6.1.2.2.1 GTP

This is the only candidate for S4.
6.1.2.3 Analysis

6.1.2.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.2.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.3 Serving Gateway – PDN Gateway (S5) (GTP based) Interface
Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.1.3.1 Requirements

6.1.3.1.1 Attach Procedure

6.1.3.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.3.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.3.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

-  Serving GW TEID of the control plane;

6.1.3.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID of the user plane;

-  PDN Gateway TEID of the control plane;

-  PDN Address for the UE;

6.1.3.1.2 Dedicated Bearer Activation Procedure

6.1.3.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S5 TEID for uplink user plan;

6.1.3.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S5 TEID for downlink user plan;

6.1.3.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.3.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.3.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.3.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure
6.1.3.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.3.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.3.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure

6.1.3.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.3.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.3.1.6 E-UTRAN to UMTS/GPRS Inter RAT Handover Procedure

6.1.3.1.6.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.3.1.6.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.3.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.3.1.7.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

6.1.3.1.7.2 Update Bearer Response
The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway TEID of the user plane;

6.1.3.1.8 UMTS/GPRS to E-UTRAN Inter RAT Handover Procedure

6.1.3.1.8.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.3.1.8.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.3.2 Candidates

6.1.3.2.1 GTP

This is the only candidate for S5 (GTP based S5).
6.1.3.3 Analysis

6.1.3.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.
6.1.3.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.4 MME – HSS (S6a) Interface
6.1.4.1 Requirements

6.1.4.1.0 General

The following list of requirements applies to the S6a interface:

-  generation and provision of user authentication, integrity and ciphering data;

-  maintain and provide subscription profile (including updates);

-  apply roaming restrictions;

-  apply network access control;

-  update user location information at inter-access level (serving MME, serving SGSN);
-  supply a selected PDN GW address (at inter-access mobility);

6.1.4.1.1 Attach Procedure

6.1.4.1.1.1 Update Location
The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Identity;

-  IMSI;

6.1.4.1.1.2 Update Location Acknowledge

The parameters for Update Location Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the attach request;

6.1.4.1.1.3 Cancel Location
The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.1.4 Cancel Location Acknowledge

The parameters for Cancel Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

6.1.4.1.1.5 Insert Subscriber Data

The parameters for Insert Subscriber Data message are, but not exclusively, listed as below:

-  IMSI;

-  Subscription Data;

Editor’s note: It is FFS the subscription Data will be provided in the Insert Subscriber Data message or in the Update Location Acknowledge message.

6.1.4.1.1.6 Insert Subscriber Data Acknowledge

The parameters for Insert Subscriber Data Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the attach request;

6.1.4.1.2 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.4.1.2.1 Update Location
The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Identity;

-  IMSI;

6.1.4.1.2.2 Update Location Acknowledge

The parameters for Update Location Acknowledge message are, but not exclusively, listed as below:

-  Subscription Date;

-  Cause for reject the TAU request;

Editor’s note: It is FFS the subscription Data will be provided in the Insert Subscriber Data message or in the Update Location Acknowledge message.

6.1.4.1.2.3 Cancel Location
The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.2.4 Cancel Location Acknowledge

The parameters for Cancel Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

6.1.4.2 Candidates

6.1.4.2.1 Diameter 

Diameter is a candidate protocol for S6a.
6.1.4.3 Analysis

6.1.4.3.1 Diameter

Diameter was chosen in past 3GPP specifications as the most optimal protocol to transfer subscription and authentication data for authenticating/authorizing users accessing 3GPP networks and has since then been driven and improved to meet 3GPP requirements and development. 

Basing S6a on Diameter will allow for efficient resource usage since the HSS currently makes use of the Diameter Base protocol over a number of reference points (Wx, Cx, Sh, Zh).
6.1.4.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.5 hPDN Gateway – vServing Gateway (S8a) Interface
6.1.5.1 Requirements

6.1.5.1.1 Attach Procedure

6.1.5.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.5.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.5.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

-  Serving GW TEID of the control plane;

6.1.5.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID of the user plane;

-  PDN Gateway TEID of the control plane;

-  PDN Address for the UE;

6.1.5.1.2 Dedicated Bearer Activation Procedure 
6.1.5.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S8a TEID for uplink user plan;

6.1.5.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S8a TEID for downlink user plan;

6.1.5.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.5.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.5.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.5.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure

6.1.5.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.5.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.
6.1.5.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure
6.1.5.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.5.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.5.1.6 E-UTRAN to UMTS/GPRS Inter RAT Handover Procedure

6.1.5.1.6.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.5.1.6.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.5.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.5.1.7.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

6.1.5.1.7.2 Update Bearer Response
The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway TEID of the user plane;
6.1.5.1.8 UMTS/GPRS to E-UTRAN Inter RAT Handover Procedure

6.1.5.1.8.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.
6.1.5.1.8.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.5.2 Candidates

6.1.5.2.1 GTP

This is the only candidate for S8a.
6.1.5.3 Analysis

6.1.5.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.5.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.6 MME –MME (S10) Interface
6.1.6.1 Requirements

6.1.6.1.1 Attach Procedure

6.1.6.1.1.1 Identification Request
The parameters for Identification Request message are, but not exclusively, listed as below:

-  S-TMSI;

- The old Tracking Area Identity (TAI);

6.1.6.1.1.2 Identification Response
The parameters for Identification Response message are, but not exclusively, listed as below:

-  IMSI;

-  Authentication Quintets;

-  Cause to indicate that the UE is not known in the old MME;
6.1.6.1.2 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.6.1.2.1 MME Context Request
The parameters for MME Context Request message are, but not exclusively, listed as below:

-  S-TMSI;

- The old Tracking Area Identity (TAI);

6.1.6.1.2.2 MME Context Response
The parameters for MME Context Response message are, but not exclusively, listed as below:

-  MME Context;

-  Cause to indicate that the UE is not known in the old MME;
6.1.6.1.2.3 MME Context Acknowledge

The parameters for MME Context Acknowledge Response message are, but not exclusively, listed as below:

-  reject indication;
6.1.6.2 Candidates

6.1.6.2.1 GTP-C

This is the only candidate for S10.
6.1.6.3 Analysis

6.1.6.3.1 GTP-C

Editor’s note: enhancements to the GTP-C protocol shall be studied in this section.

6.1.6.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.7 MME – Serving Gateway (S11) Interface

6.1.7.1 Requirements

6.1.7.1.1 Attach Procedure

6.1.7.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.7.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.7.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  IMSI;

-  MME Context ID;

6.1.7.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for the user plane;

-  Serving Gateway TEID of the user plane;

-  PDN Address for the UE;

-  Serving SAE GW Context ID;
6.1.7.1.1.5 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

- eNodeB address for the user plane;

-  eNodeB TEID for the user plane;

6.1.7.1.1.6 Update Bearer Response
The parameters for Update Bearer Response message are FFS.
6.1.7.1.2 Dedicated Bearer Activation Procedure 
6.1.7.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S1 TEID for uplink user plan;

6.1.7.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S1 TEID for downlink user plan;
6.1.7.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.7.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.7.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.7.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure

6.1.7.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.7.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.
6.1.7.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure

6.1.7.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.7.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.7.1.6 Network Triggered Service Request Procedure

6.1.7.1.6.1 Paging Request

Editor’s note: If the IMDT is in MME, then this message is not needed.
The parameters for Paging Request message are FFS.
6.1.7.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.7.1.7.1 Create Bearer Request
The parameters for Create Bearer Request message are, but not exclusively, listed as below:

-  IMSI;

-  Bearer Contexts;

-  MME Context ID;

6.1.7.1.7.2 Create Bearer Response
The parameters for Create Bearer Response message are, but not exclusively, listed as below:

- MME Context ID;

-  Serving Gateway Address for the user plane;

-  Serving Gateway TEID of the user plane;

-  Serving SAE GW Context ID;
6.1.7.1.7.3 Delete Bearer Request
The parameters for Delete Bearer Request message are, but not exclusively, listed as below:

-  TEID for user plane
6.1.7.1.7.4 Delete Bearer Response
The parameters for Delete Bearer Response message are, but not exclusively, listed as below:
-  TEID for user plane
6.1.7.1.8 UE Triggered Service Request Procedure

6.1.7.1.8.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

- eNodeB address for the user plane;

-  downlink eNodeB TEID for the user plane;

6.1.7.1.8.2 Update Bearer Response
The parameters for Update Bearer Response message are FFS.
6.1.7.1.9 UMTS/GPRS to E-UTRAN Inter RAT Handover Procedure

6.1.7.1.1.9.1 Forward SRNS Context

Editor’s note: Whether this message is needed is FFS.
The parameters for Create Bearer Request message are, but not exclusively, listed as below:

-  Delivery Order;

6.1.7.1.9.2 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Create Bearer Response message are FFS.
6.1.7.1.9.3 Update Bearer Request
The parameters for Update Bearer Request message are FFS.
6.1.7.1.9.4 Update Bearer Response
The parameters for Update Bearer Response message are FFS.
6.1.7.2 Candidates

6.1.7.2.1 GTP-C

This is the only candidate for S11.
6.1.7.3 Analysis

6.1.7.3.1 GTP-C
Editor’s note: enhancements to the GTP-C protocol shall be studied in this section.

6.1.7.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2 Interface related to “Architecture enhancements for non-3GPP accesses”
Editor’s Note: the impact on IETF based protocols may be described in certain related sections.
6.2.0 Introduction

6.2.1 Gateway – Trusted Non-3GPP IP Access (S2a) Interface
6.2.1.1 Requirements

6.2.1.1.1 Initial Attach procedure for non-roaming

6.2.1.1.1.1 MIPv4 Registration Request (RRQ)

The parameters for MIPv4 Registration Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7]);
-  Reverse Tunnel Request indication;
6.2.1.1.1.2 MIPv4 Registration Reply (RRP)

The parameters for MIPv4 Registration Reply message are, but not exclusively, listed as below:

-  IP address allocated for the UE;
6.2.1.1.1.3 Proxy Binding Update Request

The parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7]);
-  IP Address Request Indication;
6.2.1.1.1.4 Proxy Binding Update Acknowledgement
The parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE;
6.2.1.2 Candidates

The S2a interface shall support following protocols:

-
Client MIPv4 Foreign Agent (FA) mode as specified in IETF RFC 3344 [4].

-
Proxy MIPv6 as specified in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5].

Editor’s note: Whether more protocols will be selected for the S2a interface is FFS.

6.2.1.2.1 Client MIPv4 FA mode

6.2.1.2.2 Proxy MIPv6

6.2.1.3 Analysis

6.2.1.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.2 Gateway – ePDG (S2b) Interface
6.2.2.1 Requirements

6.2.2.1.1 Initial Attach procedure

6.2.2.1.1.1 Proxy Binding Update Request

In the case of PMIPv6, the parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.2.1.1.2 Proxy Binding Update Acknowledgement
In the case of PMIPv6, the parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.2.2 Candidates

The S2b interface shall support following protocol(s):

-
Proxy MIPv6 as specified in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5].

Editor’s note: Whether more protocols will be selected for the S2b interface is FFS.

6.2.2.2.1 Proxy MIPv6

6.2.2.3 Analysis

6.2.2.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.3 Serving Gateway – PDN Gateway (S5) (IETF based) Interface
Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.2.3.1 Requirements

As the combination of S4 (GTP based) and S5 are equivalent to Gn interface from the SGSN point of view, IETF based S5 should support the procedures equivalent to that of current GTP.  
The following capabilities need to be considered for the support on the S5 (IETF based S5) interface.

a)
Path Management
-
Health check, i.e. find out whether if the opponent is alive

-
Indication of the latest supported GTP version

-
Indication of the supported Extension headers for GTP
Editor’s note: It is FFS whether if the capabilities provided by GTP messages “Version Not Supported” used for the indication of the latest supported GTP version, and “Supported Extension Headers Notification” used for the indication of the supported Extension headers for GTP, needs to be supported on IETF based S5 Interface.
b)
Tunnel Management
-
Tunnel establishment

-
Tunnel update at the time of Serving GW relocation

-
Delete Tunnel

-
Error Indication

-
NW initiated tunnel setup request for terminating the packets

-
NW initiated tunnel setup reject for terminating the packets

-
Initial tunnel establishment

Editor’s note: These lists above are not exclusive.

6.2.3.2 Candidates

Editor’s note: This section will cover the candidate protocols provided over IETF based S5 interface.
6.2.3.3 Analysis

Editor’s note: This section will cover the analysis for the candidate protocols and for the possible enhancement to the protocols that may be applied for the IETF based S5 interface.
6.2.3.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.4 hPDN Gateway – 3GPP AAA Server (S6c) Interface
6.2.4.1 Requirements

6.2.4.2 Candidates

6.2.4.3 Analysis

6.2.4.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.5 vServing Gateway – 3GPP AAA Proxy (S6d) Interface
6.2.5.1 Requirements

6.2.5.2 Candidates

6.2.5.3 Analysis

6.2.5.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.6 hPDN Gateway – vServing Gateway (S8b) Interface
6.2.6.1 Requirements

6.2.6.1.1 Initial Attach procedure with PMIPv6 for roaming case with home routed traffic anchored by visited Serving GW

6.2.6.1.1.1 Proxy Binding Update Request

The parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.6.1.1.2 Proxy Binding Update Acknowledgement
The parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.6.2 Candidates

6.2.6.3 Analysis

6.2.6.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.7 Trusted Non-3GPP IP Access - 3GPP AAA Server/Proxy (Ta*) Interface
6.2.7.1 Requirements

6.2.7.1.1 Initial Attach procedure for non-roaming

6.2.7.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.
6.2.7.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
6.2.7.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.
6.2.7.1.1.4 Authorization Response

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.7.2 Candidates

6.2.7.2.1 RADIUS

Editor’s note: The equivalent interface of Ta* in current 3GPP system is Wa interface in I-WLAN (see 3GPP TS 29.234 [8]). Wa interface can be based on RADIUS. So RADIUS is listed as a candidate protocol for Ta* interface.

6.2.7.2.2 Diameter

Editor’s note: The equivalent interface of Ta* in current 3GPP system is Wa interface in I-WLAN (see 3GPP TS 29.234 [8]). Wa interface can be based on Diameter. So Diameter is listed as a candidate protocol for Ta* interface.
6.2.7.3 Analysis

6.2.7.3.1 RADIUS

Editor's Note: the usage of RADIUS to support the requirements in subclause 6.2.7.1 shall be studied in this section.

6.2.7.3.2 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.7.1 shall be studied in this section.

6.2.7.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.8 Untrusted non-3GPP IP Access - 3GPP AAA Server/Proxy (Wa*) Interface
6.2.8.1 Requirements

6.2.8.2 Candidates

6.2.8.3 Analysis

6.2.8.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.9 3GPP AAA Server/Proxy – ePDG (Wm*) Interface
6.2.9.1 Requirements

6.2.9.1.1 Initial Attach procedure

6.2.9.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.
6.2.9.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
6.2.9.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.
6.2.9.1.1.4 Authorization Response

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.9.2 Candidates

6.2.9.2.1 Diameter

Editor's note: The equivalent interface of Wm* in current 3GPP system is Wm interface in I-WLAN (see 3GPP TS 29.234 [x4]). Wm interface can be based on Diameter. So Diameter is listed as a candidate for Wm* interface.

6.2.9.3 Analysis

6.2.9.3.1 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.9.1 shall be studied in this section.

6.2.9.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.10 Untrusted Non-3GPP IP Access – ePDG (Wn*) Interface
6.2.10.1 Requirements

6.2.10.2 Candidates

6.2.10.3 Analysis

6.2.10.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.11 3GPP AAA Server – HSS (Wx*) Interface
6.2.11.1 Requirements

6.2.11.1.0 General

The Wx* reference point is an evolution of the existing Wx  and respects backwards compatibility. The Wx* reference point inherits existing Wx procedures, message descriptions and information elements specified in 3GPP TS 29.234 [8] for users accessing SAE via an un-trusted non-3GPP IP accesses since the latter are assumed to follow procedures defined for I-WLAN.

The Wx* supports the following procedures irrespective of whether a user is accessing via a trusted non-3GPP IP accesses or un-trusted non-3GPP IP accesses: authentication procedures, location management procedures and user data handling. 

These procedures should be as similar as possible although variations may exist regarding information elements depending on the non-3GPP IP accesses.
6.2.11.1.1 Initial Attach procedure

6.2.11.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.

6.2.11.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.

6.2.11.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.

6.2.11.1.1.4 Authorization Response

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.11.2 Candidates

6.2.11.2.1 Diameter

Diameter is a candidate protocol for Wx* interface.
6.2.11.3 Analysis

6.2.11.3.1 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.11.1 shall be studied in this section.

Basing Wx* on Diameter will enable a smooth evolution from Wx to Wx*. A Diameter-based Wx* will minimise impacts on both HSS and 3GPP AAA Server and allow for swifter accomplishment of SAE specifications given the large competence acquired by 3GPP regarding Diameter.

The PDN GW related information can be considered location management related data and also subscriber related data. Hence it seems natural to include the following new information elements:

	VPLMN PDN GW ALLOWED
	Indicates whether a VPLMN may allocate PDN GW or not to a user.

	PDN GW NAME
	PDN GW identity returned as part of subscriber data on initial attach or registration.

	PDN GW IP ADDRESS
	The IP address of already allocated PDN GW to be used in inter-system mobility. If this value is returned then no new PDN GW is selected. If this value is NULL then the PDN GW NAME is used.


Table 6.2.11.3.1-1 New information elements related to PDN GW
The above data can be exchanged between HSS and 3GPP AAA Server. Note that the prefix WLAN has been dropped in order to cover both trusted and un-trusted non-3GPP accesses.

Editor’ Note: It is FFS which entity stores the allocated PDN GW IP Address.
6.2.11.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.12 3GPP AAA Server - 3GPP AAA Proxy (Wd*) Interface
6.2.12.1 Requirements

6.2.12.1.1 Initial Attach Procedure with PMIPv6 for roaming case with home routed traffic anchored by visited Serving GW

6.2.12.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.
6.2.12.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
6.2.12.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.
6.2.12.1.1.4 Authorization Response
The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.12.2 Candidates

6.2.12.2.1 RADIUS

Editor's note: The equivalent interface of Wd* in current 3GPP system is Wd interface in I-WLAN (see 3GPP TS 29.234 [8]). Wm interface can be based on RADIUS. So RADIUS is listed as a candidate for Wd* interface.
6.2.12.2.2 Diameter

Editor's note: The equivalent interface of Wd* in current 3GPP system is Wd interface in I-WLAN (see 3GPP TS 29.234 [8]). Wd interface can be based on Diameter. So Diameter is listed as a candidate for Wd* interface.
6.2.12.3 Analysis

6.2.12.3.1 RADIUS

Editor's Note: the usage of RADIUS to support the requirements in subclause 6.2.12.1 shall be studied in this section.

6.2.12.3.1 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.12.1 shall be studied in this section.

6.2.12.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.

6.2.13 Gateway - UE (S2c) Interface

Editor’s note: S2c interface mentioned here is just for possible effect, it will be specified in TR 24.801.

6.2.13.1 Requirements

6.2.13.2 Candidates

The S2c interface shall support following protocol(s):

-
Dual Stack MIPv6 as specified in Internet-Draft, draft-ietf-mip6-nemo-v4traversal-04 [6].

Editor’s note: Whether more protocols will be selected for the S2c interface is FFS.

6.2.13.2.1 Dual Stack MIPv6

6.2.13.3 Analysis

6.2.13.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
7
SAE/LTE identities
7.1
Network Access Identifier (NAI)

A network Access identifier (NAI) is used to identify a user in e.g. MIPv4 Registration Request, Proxy Binding Update Request, etc. The format of NAI is specified in IETF RFC 4282 [7]. 

Editor's Note: For more precise format of NAI can be referred to related 3GPP specifications if defined, for example, 3GPP TS 23.003 if the specification is updated for Numbering, addressing and identification of SAE.
8 SAE impacts on existing capabilities
8.1 MBMS
8.2 Network Sharing
9 Conclusion
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