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Introduction
TISPAN WG3 would like to kindly draw your attention to the following:

Specifications in 29.228 and 29.229 (3GPP) and TS 183 033 (their ETSI TISPAN endorsements based on 29.229 v6.6.0 and  29228 v6.8.0) define a mechanism for two nodes to inform each other and negotiate a set of additional features that they support on top of the standard set. Table 7.1.1 of TS 183 033 currently lists two features with their feature bits set as “Tbd” which can be an issue for implementation.

Also, when a new feature is introduced in the latest version of the specs we would like a way to set the feature bit without the risk of mutually clashing with 3GPP’s specifications. We also have a related question about the use of Table 6.7 of 29.228.
Regarding that, ETSI TISPAN has been considering possible ways forward to enable feature bits to be s for their two authentication methods and future features that might be added. A possible way forward should ensure IMS commonness among our organizations.

 Four suggestions to solve this issue are outlined below:
Possible ways forward:
1.   Using the Vendor-ID of ETSI and setting the feature bits by ETSI

Changing TS 183 033 as such:

**************************Modified Table *******************************
Table 7.1.1: Features of Feature-List-ID 1 used in Cx

	Feature bit
	Feature
	M/O
	Description

	…
	…
	…
	…

	2
	NASS_BUNDLED
	O
	NGN extensions for NASS Bundled authentication.

This feature is applicable for any command pair affected by NGN extensions for NASS Bundled authentication.

When the S-CSCF and the UPSF support this feature, both nodes are able to handle Cx messages with the extensions and/or modifications for NASS Bundled authentication.



	3
	HTTP_DIGEST_MD5


	O
	NGN extensions for HTTP Digest authentication



	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. “1”.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. “MOM”.

M/O: Defines if the implementation of the feature is mandatory (“M”) or optional (“O”). 

Description: A clear textual description of the feature.


Where a Supported-Features AVP is used to identify features that have been defined by ETSI in the feature list above, the Vendor-ID AVP shall contain the vendor-ID of ETSI.

**************************End of modified Table ************************************
2.  Using the Vendor-ID of 3GPP and setting the feature bits
Changing TS 183 033 as such:

**************************Modified Table *******************************

Table 7.1.1: Features of Feature-List-ID 1 used in Cx

	Feature bit
	Feature
	M/O
	Description

	…
	…
	…
	…

	   2
	NASS_BUNDLED
	O
	NGN extensions for NASS Bundled authentication.

This feature is applicable for any command pair affected by NGN extensions for NASS Bundled authentication.

When the S-CSCF and the UPSF support this feature, both nodes are able to handle Cx messages with the extensions and/or modifications for NASS Bundled authentication.



	3
	HTTP_DIGEST_MD5


	O
	NGN extensions for HTTP Digest authentication



	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. “1”.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. “MOM”.

M/O: Defines if the implementation of the feature is mandatory (“M”) or optional (“O”). 

Description: A clear textual description of the feature.


Where a Supported-Features AVP is used to identify features that have been defined by ETSI in the feature list above, the Vendor-ID AVP shall contain the vendor-ID of 3GPP by default.

**************************End of modified Table ************************************

Possible joint allocation methods that could be used to resolve allocation of the feature bits in this case for 3GPP Rel-7 are:
· Allocation of range per organization
· Adding the feature by the relevant organization and Liaise to the other one.

3.   Possible additional modifications
In addition to suggestion 1 or 2 above, Table 6.7 of a later version of 29.228, and/or the related future TISPAN endorsement lists all or some of the additional supported features:
Possible modification of table 6.7:
 
**************************Modified Table *******************************
Table 6.7: Guidelines for S-CSCF Capabilities
	Capability
	Mandatory or Optional (note 1)
	Description

	Support of "Wildcarded PSI"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of Wildcarded PSIs.

	Support of "OrigUnreg SPT"
	M
	This capability indicates that the assigned S-CSCF shall be able to process iFCs with a Session Case "Originating_Unregistered" received from the HSS in the user profile.

	Support of "Shared iFC sets"
	O
	This capability indicates that the assigned S-CSCF may support the "SiFC" feature defined in the 3GPP TS 29.229 [5].

	Support of "Display Name"
	O
	This capability indicates that the assigned S-CSCF may support the handling of "Display Name". The behaviour of the S-CSCF related to this missing data is the same as if the HSS did not send the Display Name. 

	Support of "NASS_BUNDLED"
	O
	This capability indicates that the assigned S-CSCF may support the handling of "NASS_BUNDLED" authentication.

	Support of "HTTP_DIGEST_MD5"
	O
	This capability indicates that the assigned S-CSCF may support the handling of "HTTP_DIGEST_MD5" authentication.

	Note 1:  
Mandatory (M) corresponds to a Mandatory Capability that shall be supported by the assigned S-CSCF for a given user. The I-CSCF shall not select an S-CSCF that does not meet a mandatory capability. The selection of a S-CSCF not supporting this capability would lead to an unspecified network behaviour. 


Optional (O) corresponds to an Optional Capability that may be supported by the assigned S-CSCF for a given user. The selection of a S-CSCF that would not support this capability will not significantly affect the network behaviour.


**************************End of modified Table ************************************

QUESTIONS: 
1- How the two tables that are discussed generally are related and aligned?


2- There is an added confusion here, whether we choose one of the ways forward described in 1 or 2, in which case do we need to change Table 6.7?
3- Are changes applicable to the endorsement or do they need to be implemented in the original 3GPP document?
Actions:
ETSI TISPAN WG3 kindly asks 3GPP CT4 which way forward they think is most applicable to this issue based on the above suggestions or potential alternatives. 
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