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Introduction

This document updates procedures related to the following sections of 3GPP TR 29.802:

· Support for 100rel

· Support for UPDATE method

· Support for Preconditions

· Support for INVITE request without SDP

· Support for SDP with unspecified connection address

Support for 100rel

It is recommended that reliable provisional responses be used when the call is entirely within the 3GPP network. But some external networks may not invoke the procedures when interconnecting with a 3GPP network. The proposed procedures will ensure that reliable provisional responses are used when 3GPP interconnecting networks support the procedures.

Special consideration is only needed when external networks can send initial INVITE requests and 101-199 responses without the “100rel” tag indicating support for reliable provisional responses. In such cases, it is left as an implementation option as how to proceed.
Reliable provisional responses are useful to ensure that provisional responses, especially when carrying SDP, are delivered end-to-end. Forcing the use of provisional responses across only a segment of an end-to-end path has little value as the sender of the reliable response will assume the response was successfully delivered, when in fact it may have been lost across a non-reliable call segment. It would be more reasonable for the sender to know that reliability is not guaranteed end-to-end and proceed by not attempting to exchange SDP until the dialog is confirmed. But if an implementation wishes to choose to proceed regardless of the potential risk, while increasing the complexity of the interworking between the two networks, an implementation option is allowed.
Support for UPDATE method

It is recommended that the UPDATE method be available for use when the call is entirely within the 3GPP network. But some external networks may not use the procedures when interconnecting with a 3GPP network. The proposed procedures will ensue that the UPDATE method is available for use when 3GPP interconnecting networks support the method.
Special consideration is only needed when external networks can send initial INVITE requests and responses that does not include the UPDATE method in the ALLOW header. In such cases, it is left as an implementation option as how to proceed.

The UPDATE method is useful when generating session modifications during early dialogs for the purpose of achieving a TrFO configuration. But if the UPDATE method is not supported end-to-end, then this is not possible, except in the limited case where PRACK may be used. In such cases it is likely that transcoding will be necessary. Using UPDATE across only a portion of the call path only allows the transcoding point to be moved away from the initiator of the UPDATE. It does not remove the need for transcoding at some point along the call path.
Support for Preconditions

It is recommended that SIP precondition procedures be available for use when the call is entirely within the 3GPP network. But some external networks may not use the procedures when interconnecting with a 3GPP network. The proposed procedures will ensure that SIP preconditions procedures are available for use when 3GPP interconnecting networks support the procedures.

There will be scenarios within the 3GPP network for which the SIP initial INVITE request will indicate that preconditions have already been satisfied, e.g., with the G-MSC is interworking with incoming ISUP signalling and continuity has completed. Therefore, terminating MSC must not require the initial INVITE request to indicate preconditions.
A SIP initial INVITE request received without a “precondition” tag, is an explicit indication that preconditions have been satisfied. Therefore, there is no reason to indicate support for the procedures further downstream. Within the 3GPP network, scenarios need to be supported for both when preconditions are met and not met.
Special consideration are only needed when elements of the external network has nodes that do not support preconditions, in which case preventing of alerting of the called party at the terminating node is still for further study..

Support for INVITE request without SDP

Support for INVITE requests without SDP is mandated in IETF RFC 3261 and is also included in ITU-T Q.1912.5, both of which are directly referenced as a basis for the SIP-I based Nc. The use of an INVITE request without SDP is useful within the 3GPP network to trigger an end-to-end SDP offer/answer exchanges from intermediate nodes, e.g., in a delayed call forwarding scenario where an SDP offer/answer exchange had previously completed with the originating side of the forwarding node.
It is also reasonable to pass along SIP INVITE requests without SDP when the SIP INVITE request received from external SIP networks (i.e., either SIP-I or IMS) did not include SDP. Forcing a SDP offer at an intermediate MSC when generating an initial INVITE request and no SDP offer was received in the initial INVITE request will complicate interworking with external networks and may result in a non-TrFO configuration when one may have otherwise been achieved had the terminating node been allowed to make the SDP offer.

When invoking some services, e.g., call forwarding, it may be useful to not include SDP in the outgoing SDP. Consider the scenario where delayed call forwarding is being invoked. In this case, the SDP offer/exchange has completed. Sending the initial INVITE request without SDP to the forwarded to user will trigger the terminating MSC to initiate and end-to-end SDP offer/answer exchange. With this scenario in mind, there may be cases where the outgoing INVITE request may not include SDP even when the incoming INVITE request did include SDP.

Support for SIP reINVITE request is also mandated by IETF RFC 3261. It is useful for the purpose of triggering an end-to-end SDP offer/answer exchange from intermediate nodes to achieve TrFO configuration, e.g., upon answer after custom ring-back tone service has been applied.
Support for SDP with unspecified connection address

An unspecified address is described and allowed by IETF RFC 3264 which is referenced as a basis for the SIP-I based Nc. An unspecified connection address is not mentioned by ITU-T Q.1912.5 because it is a valid address. There is no reason to call this out as an exception. An unspecified address may be included in any SDP offer/answer just as any other non-zero address. Use of this address simply prevents RTP and RTCP packet flow to or from the SIP end point providing the unspecified address. This is useful in cases where the SIP end point may wish to perform an SDP offer/answer exchange when not yet prepared or willing to accept media (e.g., in the case that early media is provided by another source).
There is no need to make support of unspecified connection address optional since it does not impact procedures to be specified by this TR.
Conclusion

It is proposed that the modifications as presented be incorporated into TR 29.802.
5.2
Definition of SIP-I Profile

Editor's Note:
Changes to this Clause need to be agreed within CT4.

5.2.1
General
The main objective of this Technical Report is to provide a SIP-I based Nc interface that can suitably interwork with external SIP-I based signalling networks.  These SIP-I based signalling networks are already prevalent in many fixed‑line operator networks and transit networks today.  The networks utilise the SIP profile that is defined by ITU-T Recommendation Q.1912.5 [16] Profile C which employs full ISUP encapsulation.
In order to ease interworking and improve convergence between fixed implementations and mobile implementations, the SIP-I based Nc interface shall be based on ITU-T Recommendation Q.1912.5 [16] Profile C.

Editor's Note:
extensions to this base profile, in order to provide additional capabilities provided by a BICC-based Nc interface or to provide interworking with existing 3GPP interfaces, are FFS.
5.2.2
Initial profile

Table 5.2.2.1 lists the references defined to be part of the Profile C of ITU-T Recommendation Q.1912.5 [16] that are applicable to the SIP-I based Nc interface.  Additional elements of the profile are identified elsewhere within this TR.

It should be noted that some referenced RFCs provide additional procedures that are not applicable to the SIP-I based Nc interface (e.g., only ISUP MINE is required from RFC 3204 [54], QSIG is not within the scope of this SIP-I profile). More explicit applicability will be provided by the SIP-I based Nc technical specification.

Table 5.2.2.1
Initial profile for SIP-I based Nc interface

	Reference
	ITU-T Profile C Status
	SIP-I based Nc Status

	RFC 2046 (November 1996) "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types". [52]
	Supported
	Supported

	RFC 2976 (October 2000): "The SIP INFO method". [53]
	Supported
	Supported

	RFC 3204 (December 2001) “MIME media types for ISUP and QSIG Objects”. [54]
	Supported
	Supported

	RFC 3261 (June 2002): "SIP: Session Initiation Protocol". [30]
	Supported
	Supported

	RFC 3262 (June 2002): "Reliability of provisional responses in Session Initiation Protocol (SIP)". [36]
	Optional
	Supported

	RFC 3264 (June 2002): "An Offer/Answer Model with Session Description Protocol (SDP)". [27]
	Supported
	Supported

	RFC 3311 (September 2002): "The Session Initiation Protocol (SIP) UPDATE method". [37]
	Supported
	Supported

	RFC 3312 (October 2002): "Integration of resource management and Session Initiation Protocol (SIP)". [38]
	Optional
	Supported

	RFC 3323 (November 2002): "A Privacy Mechanism for the Session Initiation Protocol (SIP)". [55]
	Supported
	Supported



	RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks". [56]
	Supported
	Supported

	RFC 3326 (December 2002): "The Reason Header Field for the Session Initiation Protocol (SIP)". [57]
	Supported
	Supported

	RFC 3966 (December 2004): "The tel URI for Telephone Numbers". [31]
	Supported

Replaces RFC 2806
	Supported

	RFC 4566 (July 2006):  "SDP: Session Description Protocol". [58]
	Supported

Replaces RFC 2327 [26]
	Supported


The IETF has replaced or updated RFC 2806 with RFC 3966 [31] and RFC 2327 [27] with RFC 4566 [58] as shown in the table.

5.2.3
SIP-I profile options

Editor's Note: Additional aspects of the SIP-I profile are still under investigation, the results will need to be included in these sections

5.2.3.1
Support for 100rel

Further to using SCTP to ensure a reliable transport service, IETF RFC 3262 [36] specifies an extension to SIP in order to provide reliable provisional response messages.  As support for PRACK's is required for a SIP-I based Nc interface, the support of 100rel as defined by IETF RFC 3262 [36] is mandatory for this profile. 

A SIP-I based Nc shall support 100rel and interoperate with endpoints that do not support 100rel or require 100rel in provisional responses using the rules in the following subclauses.

5.2.3.1.1
Originating MSC Procedures
-
An originating MSC-S sending a SIP initial INVITE request shall advertise its preference of provisional reliable responses via a SUPPORTED header containing the tag "100rel". 
NOTE: An MSC-S receiving a response in the range 101-199 will check that a REQUIRE header is present with the tag "100rel".  If present, the MSC-S will generate a PRACK request for this provisional response.
5.2.3.1.2
Terminating MSC Procedures
-
A terminating MSC-S receiving a SIP initial INVITE request with a REQUIRE header or SUPPORTED header containing the tag "100rel" shall include a REQUIRE header with tag "100rel" and RSeq header field when sending a response in the range 101-199. 
NOTE: A terminating MSC-S receiving a SIP initial INVITE request without a REQUIRE or SUPPORTED header containing the tag "100rel" will not include a REQUIRE header with tag "100rel" when sending a response in the range 101-199. This is only needed if the external network can send initial INVITE requests and 101-199 responses without the “100rel” tag.
5.2.3.1.3
Intermediate MSC Procedures
-
An intermediate MSC receiving a SIP initial INVITE request with a REQUIRE header or SUPPORTED header containing the tag "100rel" shall include a REQUIRE header or SUPPORTED header with tag "100rel" as contained in the received SIP initial INVITE request when generating an outgoing initial INVITE request.
-
An intermediate MSC receiving a response from the terminating side in the range 101-199 with a tag "100rel" when the received SIP initial INVITE request from the originating side contained the “100rel” tag shall include the “100rel” tag when generating an outgoing response to the originating side.
The following rules are only needed if the external network can send initial INVITE requests and 101-199 responses without the “100rel” tag.

-
An intermediate MSC receiving a SIP initial INVITE request without a REQUIRE header or SUPPORTED header containing the tag "100rel" may, as an implementation option, either include or not include  a SUPPORTED header with tag "100rel" header field when generating an outgoing initial INVITE request .
-
An intermediate MSC receiving a response from the terminating side in the range 101-199 without a “100rel” tag when the received SIP initial INVITE request from the originating side contained the “100rel” tag, may, as an implementation option, either include or not include a “100rel” tag when generating an outgoing response to the originating side.

NOTE: An intermediate MSC will not include a 100rel tag when generating an outgoing response if the received SIP initial INVITE request did not contain the “100rel” tag.

5.2.3.2
Support for UPDATE method

The UPDATE method as defined by IETF RFC 3311 [37] allows updating of session parameters (media streams, codecs) without modifying the dialog of a session.  UPDATE is tightly associated with the use of preconditions to provide Continuity Testing which is a mandatory requirement.

A SIP-I based Nc shall support the UPDATE method and interoperate with endpoints that do not support the UPDATE method using the rules in the following subclauses.
NOTE: When use of the UPDATE method during early dialog is not allowed, changes to session parameters shall generally be sent using the re-INVITE request after the session has been established, although in some cases a PRACK may be used instead.

5.2.3.2.1
Originating MSC Procedures
-
An originating MSC-S sending a SIP initial INVITE request shall advertise its support of the UPDATE method via the ALLOW header listing the UPDATE method. 
NOTE: An originating MSC-S receiving a response to a SIP initial INVITE request will check that an ALLOW header is present listing the UPDATE method.  If the response contains an ALLOW header containing the UPDATE method, the originating MSC-S is allowed to generate the UPDATE request as defined in IETF RFC 3311 [37] for the purpose of session modification during early dialog.  If UPDATE is not listed in the ALLOW header the originating MSC-S can not generate the UPDATE request.
5.2.3.2.2
Terminating MSC Procedures
-
A terminating MSC-S receiving a SIP initial INVITE request with an ALLOW header listing the UPDATE method shall include an ALLOW header listing the UPDATE method when sending a response in the range 101-199.  In addition the MSC-S shall include an ALLOW header listing the UPDATE request when sending a 2xx final response.  
NOTE: When the received initial INVITE request contains an ALLOW header listing the UPDATE method, the terminating MSC-S is allowed to generate the UPDATE request as defined in IETF RFC 3311 [37], for the purpose of session modification during early dialog. If UPDATE is not listed in the ALLOW header the MSC-S can not generate the UPDATE request.
NOTE: Including the UPDATE method in an ALLOW header in a response to a SIP initial INVITE request without the UPDATE method in the ALLOW header is permitted but has no value since the far SIP end point does not support the extension.

5.2.3.2.3
Intermediate MSC Procedures
· An intermediate MSC receiving a SIP initial INVITE request with an ALLOW header listing the UPDATE method shall include the UPDATE method in the ALLOW header when generating an outgoing initial INVITE request.
· An intermediate MSC receiving a 101-199 response from the terminating side with an ALLOW header listing the UPDATE method when the received SIP initial INVITE request from the originating side contained an ALLOW header with the UPDATE method shall include the UPDATE method in the ALLOW header when generating an outgoing response to the originating side.
The following rules are only needed if the external network can send initial INVITE requests and 101-199 responses without the ALLOW header listing the UPDATE method.

· An intermediate MSC receiving a SIP initial INVITE request without an ALLOW header listing the UPDATE method may, as an implementation option, either include or not include the UPDATE method in the ALLOW header when generating an outgoing initial INVITE request.
-
An intermediate MSC receiving a response from the terminating side without an ALLOW header listing the UPDATE method when the received SIP initial INVITE request from the originating side contained the ALLOW header listing the UPDATE method, may, as an implementation option, either include or not include the UPDATE method in the ALLOW header when generating an outgoing response to the originating side.

5.2.3.3
Support for Preconditions

Support for preconditions as defined in IETF RFC 3312 [38] is optional as defined in profile C of ITU-T Q.1912.5 [16].  The use of SIP Preconditions as described in IETF RFC 3312 [38] will allow a MSC Server to progress the call forward before all bearer resources have been allocated. This may occur for several reasons, including:

-
Incoming ISUP IAM indicates COT on previous call leg or COT on this circuit

-
Incoming BICC 

-
Originating RANAP waiting for network supported codec list.

To support these conditions, support for SIP Preconditions shall be mandatory at a MSC Server. To allow each SIP end point to control its own precondition status only the segmented procedures shall be used.

SIP-I based Nc shall support preconditions and shall interoperate with endpoints that do not support preconditions using the rules in the following subclauses.

  5.2.3.3.1
Originating MSC Procedures
-
An originating MSC-S sending a SIP initial INVITE request when preconditions have not yet been met shall advertise its preference for preconditions via a SUPPORTED header containing the tag "precondition".  The MSC-S shall encode preconditions in the SDP offer as specified in IETF RFC 3312 [38] with a strength of “optional”. 

NOTE: The use of “mandatory” strength requires that the REQUIRED header contain the “precondition” tag. Therefore use of “mandatory” strength may result in the INVITE request being rejected if the far SIP end point does not support preconditions.
-
An originating MSC-S receiving a 101 -199 response shall check that either a REQUIRE or SUPPORTED header is present with the tag "precondition" or the SDP contains preconditions lines.  If either condition is true, then the originating MSC-S  continue with preconditions as defined in IETF RFC 3312 [38].

-
An originating MSC-S sending a SIP re-INVITE request or UPDATE request during a confirmed dialogue shall not include a REQUIRE or SUPPORTED header with tag "precondition".

-
An originating MSC-S receiving a SIP re-INVITE request or UPDATE request  during a confirmed dialog with a REQUIRE header containing the tag "precondition" shall reject the re-INVITE request or UPDATE request with a 420 'Bad Extension' final response.
  5.2.3.3.2
Terminating MSC Procedures
-
A terminating MSC-S receiving a SIP initial INVITE request with a REQUIRE header or SUPPORTED header containing the tag "precondition" shall include either a REQUIRE header or a SUPPORTED header with tag "precondition" (depending on preconditions strength) when sending a provisional 101 -199 response..
-
A terminating MSC-S receiving a SIP initial INVITE request without a REQUIRE or SUPPORTED header containing the tag "precondition" shall not include a REQUIRE header or SUPPORTED header with tag "precondition" when sending a response. 

-
A terminating MSC-S sending a SIP re-INVITE request or UPDATE request during a confirmed dialog shall not include a REQUIRE or SUPPORTED header with tag "precondition".

-
A terminating MSC-S receiving a SIP re-INVITE request or UPDATE request during a confirmed dialog with a REQUIRE header containing the tag "precondition" shall reject the re-INVITE request or UPDATE request with a 420 'Bad Extension' final response.
  5.2.3.3.3
Intermediate MSC Procedures
-
At an intermediate MSC generating an outgoing SIP initial INVITE request when preconditions have not been met on the originating side shall include the tag “precondition” in either the REQUIRE header or SUPPORTED header as determined by the preconditions strength. The preconditions SDP lines shall also be signaled forward.
NOTE: An intermediate MSC-S receiving a 101 -199 response will check that either a REQUIRE or SUPPORTED header is present with the tag "precondition" or the SDP contains preconditions lines.  If either condition is true, then the intermediate MSC-S  continue with preconditions as defined in IETF RFC 3312 [38].

-
An intermediate MSC receiving a SIP initial INVITE request without a REQUIRE header or SUPPORTED header containing the tag "precondition" shall not include a REQUIRE header or SUPPORTED header when generating an outgoing SIP initial INVITE request.
NOTE: If the incoming SIP initial INVITE request does not contain the “precondition” tag in either the REQUIRE header or SUPPORTED header, then preconditions are met and there is no need to advertise support to downstream nodes.
-
An intermediate shall not include a REQUIRE header or SUPPORTED header with tag "precondition" when generating a SIP re-INVITE request or UPDATE request during a confirmed dialogue 
-
An intermediate MSC receiving a SIP re-INVITE request or UPDATE request during a confirmed dialog with a REQUIRE header containing the tag "precondition" shall reject the re-INVITE request or UPDATE request with a 420 'Bad Extension' final response.
Editor's Note: A mechanism that prevents the alerting of the terminating device that does not support preconditions prior to preconditions being met is FFS.
5.2.3.4
Support for INVITE request without SDP

SIP-I based Nc shall support the handling of INVITE request without SDP 
5.2.3.4.1
Originating MSC Procedures
-
An originating MSC shall include a SDP offer in a SIP initial INVITE request or reINVITE request.
NOTE: An originating MSC receiving a SIP INVITE request without SDP will include a SDP offer when generating the first reliable response.
5.2.3.4.1
Terminating MSC Procedures
-
A terminating MSC shall include a SDP offer in a SIP reINVITE request.
-
A terminating MSC receiving a SIP INVITE request without SDP will include a SDP offer when generating the first reliable response.
5.2.3.4.1
Intermediate MSC Procedures
-
An intermediate MSC may generate a SIP initial INVITE request or reINVITE request either with SDP or without SDP.

-
An intermediate MSC receiving a SIP INVITE request without SDP may, as an implementation option, either include or not include SDP when generating an outgoing SIP INVITE request.
NOTE: Note that due to service interactions (e.g., call forwarding) the outgoing SIP INVITE request may not include SDP, even if it had been received on the incoming side.

5.2.3.5
Support for SDP with unspecified connection address

The SIP-I based Nc shall accept an unspecified connection address in SDP to support interoperation with SIP endpoints following the recommendations of RFC 3264 [27]. 
-
An MSC receiving an unspecified address shall treat it as any other valid address except that a media gateway can not send RTP or RTCP packets to or expect to receive RTP or RTCP packets from that address.


5.2.3.6
SIP session continuity

The basic SIP protocol as defined by IETF RFC 3261 [30] does not include a "keep alive" mechanism. As such, it is possible that one end of a session may fail and be unable to signal the release of the session.

One possible scenario where this may occur is in the cases where an internal fault on a remote node results in the call instance being lost on the remote node. This would result in no further signalling from the remote node associated with that call instance. The local node would have no indication from the remote node should that party release the call.

The SIP Session Timer as described in IETF RFC 4028 [51] provides a means to determine whether a SIP session is still active by attempting to perform a session refresh. 3GPP nodes can take advantage of this mechanism to know when resources may be released if one end of the session fails.

The procedures negotiate the rate at which the session refresh occurs. The procedures are compatible and still operational should the far end or other SIP network not support the Session Timer procedures. 

Editor's Note: Support for the SIP Session Timer is for further study.





























































































































































