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FIRST CHANGE

1.1
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 21.905: "3G Vocabulary".

[2]
3GPP TS 23.009: "Handover procedures".

[3]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS) Point to Point (PP)".

[4]
3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols-Stage 3".

[5]
3GPP TS 24.010: "Mobile radio interface layer 3  Supplementary services specification - General aspects".

[6]
3GPP TSº24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".

[7]
3GPP TS 25.413: "Iu interface RANAP signalling".

[8]
3GPP TS 27.001: " General on Terminal Adaptation Functions (TAF) for Mobile Stations (MS)".

[9]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[10]
3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".

[11]
3GPP TS 29.011: "Digital cellular telecommunications system (Phase 2+); Signalling interworking for supplementary services".

[12]
3GPP TS 48.008: " Mobile Switching Centre ‑ Base Station System (MSC - BSS) interface  Layer 3 specification".

[13]
GSM 09.03: "Digital cellular telecommunications system (Phase 2+); Signalling requirements on interworking between the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN) and the Public Land Mobile Network (PLMN)".

[14]
3GPP TS 49.008: "Digital cellular telecommunications system (Phase 2+); Application of the Base Station System Application Part (BSSAP) on the E-interface".

[15]
3GPP TS 29.108:  "Application of the Radio Access Network Application Part (RANAP) on the E-interface" 

[16]
3GPP TS 23.271:  "Functional stage 2 description of LCS"

[17]
3GPP TS 43.051:  "Technical Specification Group GSM/EDGE; Radio Access Network; Overall description - Stage 2".

[18]
3GPP TS 23.012: "Location management procedures".

[19]
3GPP TS 33.102: "3G Security; Security Architecture".
FOR INFORMATION ONLY
4.5.5
Processing in MSC-B, and information transfer on E-interface

The following parameters require processing (e.g. to store the parameter, to internally generate the parameter) in MSC‑B. The relevant BSSMAP procedures are mentioned to ease the comprehension, their detailed description is the scope of 3GPP TS 48.008. Each BSSMAP message listed in 3GPP TS 49.008 being transferred on E-interface shall use the mechanisms given in subclause 4.5.4 and is described in 3GPP TS 48.008.

For intra-MSC-B handover/relocation and security interworking , after inter-MSC handover from GSM to GSM, the 3G_MSC-B needs additional information to be able to perform security mode and integrity protection procedures. These RANAP informations are transferred between MSC-A and 3G-MSC-B in MAP messages, defined in 3GPP TS 29.002.

For subsequent handover/relocation, after inter-MSC handover from GSM to GSM, the 3G_MSC-B needs additional information to be able to perform service handover procedures. The relevant information is transferred between MSC-A and 3G-MSC-B in MAP messages, defined in 3GPP TS 29.002.

For subsequent handover/relocation, after inter-MSC handover from GSM to GSM, the 3G_MSC-B needs additional information to be able to forward access rights information in the context of Shared Network to the RAN. The relevant information is transferred between MSC-A and 3G-MSC-B in MAP messages, defined in 3GPP TS 29.002.

4.5.5.1
Encryption Information

A sequence of possible encryption algorithms can be sent to a BSS in Cipher Mode Command or Handover Request. The BSS chooses one of the listed algorithms and reports this back to the MSC in Cipher Mode Complete or Handover Request Acknowledge respectively.

The list of algorithms, the ciphering key and the chosen algorithm shall be stored by MSC-B, and the chosen value sent to MSC-A.

Transfer of Information:


If ciphering has not been performed before Inter-MSC Handover, this will be controlled by MSC-A after the completion of Inter-MSC Handover.


Ciphering control towards MSC-B:


If Ciphering has been performed before Inter-MSC Handover:

-
in the Handover Request BSSMAP message (information included).


The Handover Request Acknowledge should in this case contain the indication of the chosen algorithm.


If Ciphering has NOT been performed before Inter-MSC Handover:

-
in the Cipher Mode Command procedure between MSC-A and MSC-B.


If the encryption algorithm is changed at an intra-BSS handover in BSS-B this must be reported to MSC-A in:

-
the BSSMAP Handover Performed procedure.


If the encryption algorithm is changed at an intra-MSC handover in MSC-B this must be reported to MSC-A in:

-
the BSSMAP Handover Performed procedure which shall be initiated by MSC-B on reception from BSS-B of the Handover Complete message (the information being previously received in the Handover Request Acknowledge message).


Note also that the chosen encryption value may be contained in the BSSMAP Assignment Complete message. This may happen if the encryption value changes e.g. at a second assignment during a call (e.g. from TCH to SDCCH).

SECOND CHANGE

4.5.5.9
Allowed UMTS Algorithms

In case of GSM-subscriber, the Integrity Protection Information and UMTS Encryption Information may be derived from the GSM Kc by the 3G_MSC-A and transferred to the 3G_MSC-B (see 3GPP TS 33.102 [19]). If they are not transferred to the 3G_MSC-B during inter-MSC handover, then the allowed UMTS algorithms, which is UMTS information that is required in RANAP Relocation Request and RANAP Security Mode Command, shall be provided by 3G_MSC-A. 3G_MSC-B needs this information in case of an intra-MSC GSM to UMTS handover  and in subsequent security mode setting, after an inter-MSC handover. Therefore 3G_MSC-A must provide this information in case of an inter-MSC GSM to GSM handover. The Allowed UMTS algorithms IE in the MAP Prepare Handover and in the MAP Forward Access Signalling Request messages refers to the  Permitted Integrity Protection Algorithms in Integrity Protection  Information and Permitted Encryption Algorithms in Encryption Information, defined in  RANAP specification 3GPP TS 25.413.

Allowed UMTS algorithms shall be stored by 3G_MSC-B. 

Transfer of information:


If ciphering has not been performed before Inter-MSC Handover, this will be controlled by 3G_MSC-A after the completion of Inter-MSC Handover.


Ciphering control towards 3G_MSC-B:

If Ciphering has been performed before Inter-MSC Handover:

· The Prepare Handover Request MAP message.

If Ciphering has NOT been performed before Inter-MSC Handover: 

· The Forward Access Signalling Request MAP message.

FOR INFORMATION ONLY
4.6
Inter-MSC Handover (UMTS to GSM)

The general principles of the handover procedures are given in 3GPP TS 23.009. 3GPP TS 29.010 gives the necessary information for interworking between the 3GPP TS 25.413 RANAP protocol, GSM handover procedures and the 3GPP TS 29.002 MAP protocol. The RANAP protocol is used between the RNS and the 3G-MSC.

The following three principles apply for the Inter-MSC handover UMTS to GSM:

The BSSMAP parameters required for Inter-MSC handover UMTS to GSM are generated as in GSM.

Received BSSMAP parameters, e.g. cause code or Handover command, are mapped to the appropriate RANAP parameters, e.g. cause code transparent container to source RNS.

When new parameters need to be added for transfer on the E-interface, the principles stated in the beginning of subclause 4.5 shall be followed.

FOR INFORMATION ONLY
4.6.5
Processing in MSC-B, and information transfer on E-interface

The handling is described in chapter 4.5.5.
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