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Introduction

In the latest version of stage 2 SAE specification for non-3GPP IP accesses (see 3GPP TS 23.402 v0.4.0 [1]), the initial network attachment procedures on S2a in the non-roaming case are specified. The present document is to discuss possible impacts on SAE CN interfaces from the procedures.
On S2a two protocols shall be supported according to the latest 3GPP TS 23.402 [1]:
· Proxy MIPv6, which provides UE-agnostic network-based mobility
· Client MIPv4 Foreign Agent Mode, which provide client-based mobility to enable access via Trusted Non 3GPP IP accesses that do not support PMIP
For CMIPv4 FA mode based initial network attach procedure, in the non-roaming case, it refers to subclause 5.4.2.1.2 of 3GPP TS 23.402 v0.4.0 [1]. In this procedure, it is assumed that a Foreign Agent (FA) is located in the Trusted non-3GPP IP Access. 
For PMIPv6 based initial network attach procedure, in the non-roaming case, it refers to subclause 5.4.2.1.3 of 3GPP TS 23.402 v0.4.0 [1]. In this procedure, it is assumed that a Proxy Mobile Agent (PMA) is located in the Trusted non-3GPP IP Access.
Discussion

From CT4 point of view, in the non-roaming case, the initial attach procedure on S2a interface with CMIPv4 FA mode will affect the following interfaces:
Trusted Non-3GPP IP Access – PDN GW (S2a) interface
· MIPv4 Registration procedure. The FA in trusted non-3GPP IP accesses sends MIPv4 registration request with NAI and reverse tunnel request indication to the HA (PDN GW), and the HA responses with the IP address allocated to the UE. The protocol details are described in IETF RFC 3344 [2].
Trusted Non-3GPP IP Access – 3GPP AAA Server (Ta*) interface

· Authentication procedure. During the authentication procedure, Network Access Server (NAS) is located in trusted non-3GPP IP accesses, and the 3GPP AAA Server is responsible for authenticating the user. The similar interface in current 3GPP system is Wa interface in I-WLAN, which is based on RADIUS/Diameter.
· Authorization aspect and charging aspect. It is FFS which authorization/charging information will be sent to trusted non-3GPP IP accesses, but it should have the same underlying protocol with authentication procedure, e.g. RADIUS/Diameter.
HSS – 3GPP AAA Server (Wx*) interface
· Authentication and Authorization procedure. During the authentication procedure, the 3GPP AAA Server retrieves authentication information and possible authorization/charging information. The similar interface in current 3GPP system is Wx interface in I-WLAN, which is based on Diameter.
The initial attach procedure on S2a with PMIPv6 will impact the following interfaces:
Trusted Non-3GPP IP Access – PDN GW (S2a) interface
· Proxy Binding Update procedure. The PMA in trusted non-3GPP IP accesses sends Proxy Binding Update request with Mobile Node Identity (MN-ID) and IP address Request indication to the HA (PDN GW). The HA responses with the IP address allocated to the UE. The protocol details are described in IETF Draft, Internet-Draft, draft-sgundave-mip6-proxymip6-01.txt, “Proxy Mobile IPv6” [3].
Trusted Non-3GPP IP Access – 3GPP AAA Server (Ta*) interface
· For the impacts on Ta* interface from initial attach procedure with PMIPv6, it is proposed to design same mechanism for MIPv4 FA mode (discussed above) and PMIPv6, e.g. common parameter set, common messages, common protocols, etc.
HSS – 3GPP AAA Server (Wx*) interface
· For the impacts on Wx* interface from initial attach procedure with PMIPv6, it is proposed to design same mechanism for MIPv4 FA mode (discussed above) and PMIPv6, e.g. common parameter set, common messages, common protocols, etc. 
Conclusion

Based on the agreed initial attach procedure for trusted non-3GPP IP accesses, it is proposed to add the following description in the related section of CT4 SAE TR (3GPP TR 29.803).
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4
Overview of CT4 Aspect of System Architecture Evolution

4.1 The aspect of “GPRS enhancements for LTE access”

4.2 The aspect of “Architecture enhancements for non-3GPP accesses”
4.2.x
Initial attach procedure of Trusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Trusted non-3GPP accesses which occurs when the UE powers-on in a trusted non-3GPP IP access and attaches to the SAE system via S2a interface.
The S2a interface shall support Client MIPv4 Foreign Agent (FA) Mode as defined in IETF RFC 3344 [x1] and Proxy MIPv6 as defined in Internet-Draft, draft-sgundave-mip6-proxymip6-01 [x2]. So two initial attach procedures of Trusted non-3GPP IP accesses are specified. For more information about initial attach procedures of Trusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
#######################################next change######################################

6.2 Interface related to “Architecture enhancements for non-3GPP accesses”
Editor’s Note: the impact on IETF based protocols may be described in certain related sections.
6.2.0 Introduction

6.2.1 Gateway – Trusted Non-3GPP IP Access (S2a) Interface
6.2.1.0 General
In the non-roaming case, S2a interface is between Trusted non-3GPP IP accesses and PDN GW. In the roaming case, S2a can be between Trusted non-3GPP IP accesses and PDN GW in home network or between Trusted non-3GPP IP accesses and Serving GW in visited network.
6.2.1.1 Selection of Protocols
The S2a interface shall support following protocols:

-
Client MIPv4 Foreign Agent (FA) mode as specified in IETF RFC 3344 [x1].

-
Proxy MIPv6 as specified in Internet-Draft, draft-sgundave-mip6-proxymip6-01 [x2].

Editor’s note: Whether more protocols will selected for the S2a interface is FFS.
6.2.1.x Functional Description

6.2.1.x.1 Initial Attach procedure for non-roaming

In the initial attach procedures for trusted non-3GPP IP accesses, S2a interface shall support functions as follows:


-
In the case of CMIPv4 FA mode, MIP registration procedure between the FA in the trusted non-3GPP IP accesses and the PDN GW as a home agent;


-
In the case of PMIPv6, Proxy Binding Update (BU) procedure between the Proxy Mobile Agent (PMA) in the trusted non-3GPP IP access and the PDN GW as a home agent.

6.2.1.y Messages and Message Formats
6.2.1.y.1 MIPv4 Registration Request/Reply (RRQ/RRP)
In the case of CMIPv4 FA mode, when receiving a MIPv4 Registration Request from the UE, the FA in the trusted non-3GPP accesses shall send a MIPv4 Registration Request (RRQ) to the PDN GW as part of initial attach procedure of trusted non-3GPP IP accesses for non-roaming case.

The FA can include Network Access Identifier (NAI) as specified in IETF RFC 4282 [x3] which is used to identify the user.

The FA can include reverse tunnel request indication which is used to indicate Reverse Tunnelling is requested to ensure that all traffic to the user will go through the PDN GW.

The PDN GW shall send a MIPv4 Registration Reply (RRP) to the FA as part of initial attach procedure of trusted non-3GPP IP accesses for non-roaming case.

If the MIPv4 registration is successful, the PDN GW can include the IP address allocated for the UE in the MIPv4 Registration Reply message.
Editor’s note: The exact usage of these parameters and more possible parameters for MIPv4 Registration Request/ Reply are FFS.
6.2.1.y.2 Proxy Binding Update Request/Acknowledgement
In the case of PMIPv6, the Proxy Mobile Agent (PMA) shall send Proxy Binding Update Request to the PDN GW as part of initial attach procedure of trusted non-3GPP IP accesses for non-roaming case.

The PMA can include the identifier of the Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [x3]) which is used to identify the user.

The PMA can include the IP address Request indication which is used to indicate the type of requested IP address(es), i.e. IPv4 address and/or IPv6 address.

The PDN GW shall send a proxy binding acknowledgement to the PMA function in Trusted Non-3GPP IP Access as part of initial attach procedure of trusted non-3GPP IP accesses for non-roaming case after processing the Proxy Binding Update and creates a binding cache entry for the UE. 
The PDN GW can include IP address(es) allocated for the UE. If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.
Editor’s note: The exact usage of these parameters and more possible parameters for Proxy Binding Update Request/ Acknowledgement are FFS.
6.2.2 SAE Gateway – ePDG (S2b) Interface

6.2.2.1 Selection of Protocols

6.2.3 MME/UPE – SAE Gateway (S5) (IETF based) Interface

6.2.3.1 Selection of Protocols

6.2.4 hSAE Gateway – 3GPP AAA Server (S6c) Interface

6.2.4.1 Selection of Protocols

6.2.5 vSAE Gateway – 3GPP AAA Proxy (S6d) Interface

6.2.5.1 Selection of Protocols

6.2.6 hSAE Gateway – vSAE Gateway (S8b) Interface

6.2.6.1 Selection of Protocols

6.2.7 Trusted Non-3GPP IP Access - 3GPP AAA Server/Proxy (Ta*) Interface

6.2.7.1
Selection of Protocols
Editor’s note: The equivalent interface of Ta* in current 3GPP system is Wa interface in I-WLAN (see 3GPP TS 29.234 [x4]). Differences compared to Wa interface are FFS.

Ta* interface can be based on RADIUS or Diameter.

Editor’s note: Whether both of RADIUS and Diameter are needed to support or only one protocol is needed to support on Ta* interface are FFS.

6.2.7.x Functional Description
6.2.7.x.1 Initial Attach procedure for non-roaming
In the initial attach procedures for trusted non-3GPP IP accesses, Ta* interface shall support functions as follows:

-
Authentication. As parts of initial attach procedure, the 3GPP AAA Server authenticate the user and authentication signallings are exchanged between the UE and the 3GPP AAA Server. Ta* interface is used to deliver authentication signallings between the NAS in trusted non-3GPP IP accesses and the 3GPP AAA Server.

-
Authorization and Charging-related information. As parts of initial attach procedure, the 3GPP AAA Server sends authorization information and/or Charging-related information to the NAS in trusted non-3GPP IP accesses.

Editor’s note: It is FFS whether accounting information is needed to be exchanged on Ta* interface.

6.2.7.y Messages and Message Formats
6.2.7.y.1 Authentication, Authorization and Charging-related

Messages on Ta* interface include messages for delivering authentication, authorization and charging-related information. 

Editor’s note: Exact messages are dependent on selected AAA protocols, e.g. RADIUS, Diameter, etc.

Editor’s note: The parameters for Authentication, Authorization and Charging-related information are FFS.
NOTE:  The messages and parameter sets on Ta* interface should be same for MIPv4 FA mode and PMIPv6.
6.2.8 Untrusted non-3GPP IP Access - 3GPP AAA Server/Proxy (Wa*) Interface

6.2.8.1 Selection of Protocols

6.2.9 3GPP AAA Server/Proxy – ePDG (Wm*) Interface

6.2.9.1 Selection of Protocols

6.2.10 Untrusted Non-3GPP IP Access – ePDG (Wn*) Interface

6.2.10.1 Selection of Protocols

6.2.11 3GPP AAA Server – HSS (Wx*) Interface

6.2.11.1 Selection of Protocols
Editor’s note: The equivalent interface of Wx* in current 3GPP system is Wx interface in I-WLAN (see 3GPP TS 29.234 [x4]). Differences compared to Wx interface are FFS.

6.2.11.x Functional Description
6.2.11.x.1 Initial Attach procedure for non-roaming
In the initial attach procedures for trusted non-3GPP IP accesses, Wx* interface shall support functions as follows:

-
Authentication and Authorization procedure. During the authentication procedure, the 3GPP AAA Server retrieves authentication information and possible authorization/charging-related information.

6.2.11.y Messages and Message Formats
6.2.11.y.1 Authentication, Authorization and Charging-related

Messages on Wx* interface include messages for delivering authentication, authorization and charging-related information. 

Editor’s note: Exact messages are FFS. For example, for Diameter, the selection of the messages depends on, e.g. re-using existing Diameter Applications, new Diameter application, etc.

Editor’s note: The parameters for Authentication, Authorization and Charging-related information are FFS.
6.2.12 3GPP AAA Server - 3GPP AAA Proxy (Wd*) Interface

6.2.12.1 Selection of Protocols

7
SAE/LTE identities

7.x
Network Access Identifier (NAI)

A network Access identifier (NAI) is used to identify a user in e.g. MIPv4 Registration Request, Proxy Binding Update Request, etc. The format of NAI is specified in IETF RFC 4282 [x3]. 
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