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Introduction

In the SA2 Warsaw R8 Ad hoc meeting, the Tracking Area Update procedure with MME and Serving Gateway change is agreed. This procedure describes the scenario in which an idle UE moves with tracking area and CN nodes change.
In 3GPP TS 23.401[1], the signalling flow for Tracking Area Update procedure with MME and Serving Gateway change is described as below:
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Figure 1: Tracking Area Update procedure with MME and Serving GW change
1)
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.

2)
The UE initiates the TAU procedure by sending a TAU Request (S‑TMSI and old TAI, Selected Network) message to the eNodeB. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected.

Editor's note: FFS whether to add an indication to the message that allows the UE to request to establish the user plane on radio and S1 as part of the TAU procedure

3)
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME.

Editor's note: MME selection function needs to be resolved.

The eNodeB forwards the TAU Request message together with an indication of the Cell Global Identity of the cell from where it received the message to the new MME.

4)
The new MME sends an MME Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. 

FFS whether TAU Request message needs to be forwarded to old MME, e.g. to perform integrity check of the message in case this cannot be done by the new MME. An alternative may be using an S-TMSI signature.

5)
The old MME responds with an MME Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts)). If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

Editor's note: It is FFS whether MME stores all bearer context parameters including PDN GW address or whether it needs to ask the Serving GW 

6)
The authentication functions are defined in the clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7)
The new MME sends an MME Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.

8)
The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME constructs an MM context for the UE.

The new MME verifies whether the old Serving GW can continue to serve the UE. If not it selects a new Serving GW as described under "GW selection function" and sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.

9)
The new Serving GW sends Update Bearer Request message (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

Editor's note: steps 9 and 10 are specific for the GTP based option of S5/S8

10)
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW TEID) message. 

11)
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.

The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12)
The new MME sends an Update Location (MME Identity, IMSI) to the HSS.

13)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.

14)
The old MME acknowledges with Cancel Location Ack (IMSI). 

15)
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME after the cancelling of old MM context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause.

Editor's note: further considerations on subscription data handling needed, e.g. if transferred between MMEs, if inserted by separated procedure from HSS or combined with Update Location procedure

16)
If there are active bearers in the old MME for this particular UE and the new MME has indicated that Serving GW functionality is to be moved, the old MME deletes these bearers by sending Delete Bearer Request (TEID) messages to the Serving GW.

Editor's note: it is FFS when this step is triggered, e.g. by step 7 (by an indication from new to old MME that old MME can release the Serving GW) or by step 13 

17)
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.

18)
The MME sends a TAU Accept (S‑TMSI, TA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI.

19)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.
Discussion

From CT4 point of view, the Tracking Area Update procedure with MME and Serving Gateway change will affect the following interfaces:

MME – MME (10) interface

· In Tracking Area Update procedure with MME and Serving Gateway change, the new MME needs to interact with the old MME to retrieve the MME context of a UE with its S-TMSI and the old TAI.

MME – Serving Gateway (S11) interface

· In Tracking Area Update procedure with MME and Serving Gateway change, the new MME needs to interact with Serving Gateway to establish the Bearers for this UE with the Bearer Contexts retrieved from the old MME.

· In Tracking Area Update procedure with MME and Serving Gateway change, the old MME needs to interact with Serving Gateway to delete the related Bearers for the UE.

Serving Gateway – PDN Gateway (S5) (GTP based) interface 

· In Tracking Area Update procedure with MME and Serving Gateway change, Serving Gateway needs to interact with PDN Gateway to update the related Bearer Contexts in PDN Gateway for this UE.

MME – HSS (S6a) interface

· In Tracking Area Update procedure with MME and Serving Gateway change, the new MME may need to interact with HSS to authenticate this UE.

· In Tracking Area Update procedure with MME and Serving Gateway change, the new MME needs to interact with HSS to add the new MME’s location information for this UE and to download the subscription data of this UE to the new MME.

· In Tracking Area Update procedure with MME and Serving Gateway change, the old MME needs to interact with HSS to delete the old MME’s location information for this UE.
hPDN Gateway – vServing Gateway (S8a) interface 

· In Tracking Area Update procedure with MME and Serving Gateway change, Serving Gateway in the VPLMN needs to interact with PDN Gateway in the HPLMN to update the related Bearer Contexts in PDN Gateway for this UE.
Conclusion

Based on the agreed Tracking Area Update procedure with MME and Serving Gateway change from SA2, it is proposed to add the above description in the related section of 3GPP TR 29.803.
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4
Overview of CT4 Aspect of System Architecture Evolution

4.1 The aspect of “GPRS enhancements for LTE access”

4.1.x Tracking Area Update procedure with MME and Serving Gateway change
The Tracking Area Update procedure with MME and Serving Gateway change describes the scenario in which an idle UE moves with tracking area and CN nodes change. The detailed information is in 3GPP TS 23.401 [2]

#######################################next change#######################################
6
Description of Interfaces 
6.1 Interface related to “GPRS enhancements for LTE access”
Editor’s note: It needs to be investigated if GTP version upgrade is necessary.
6.1.0 Introduction

6.1.1 SGSN – MME (S3) Interface

6.1.1.1 Selection of Protocols

The Protocol for the S3 interface shall be based on GTP.

6.1.2 SGSN – Serving Gateway (S4) Interface

6.1.2.1 Selection of Protocols

The protocol for the S4 interface shall be based on GTP.
6.1.3 Serving Gateway – PDN Gateway (S5) (GTP based) Interface
6.1.3.1 Selection of Protocols
6.1.3.2 Functional Descriptions
6.1.3.2.1 Tracking Area Update Procedure with MME and Serving Gateway change
In the Tracking Area Update procedure with MME and Serving Gateway change, S5 interface shall support functions as follows:

-
Serving Gateway needs to interact with PDN Gateway to update the related Bearer Contexts in PDN Gateway for this UE.
6.1.3.3 Messages and Message Formats

6.1.3.3.1 Update Bearer Request  

An Update Bearer Request shall be sent from a Serving Gateway to a PDN Gateway as a part of the Tracking Area Update procedure with MME and Serving Gateway change to update the related Bearer Contexts in the PDN Gateway for this UE.
The Serving Gateway can include the Serving Gateway Address for the user plan in Update Bearer Request message.

The Serving Gateway can include the Serving Gateway Tunnel Endpoint Identifier for the user plan in Update Bearer Request message.
Editor’s note: The exact usage of these parameters and more possible parameters for Update Bearer Request are FFS.
6.1.3.3.2 Update Bearer Response

An Update Bearer Context Response shall be sent from a PDN Gateway to a Serving Gateway as a response of an Update Bearer Request. 
The PDN Gateway can include the PDN Gateway Tunnel Endpoint Identifier for the user plan in Update Bearer Response message.
Editor’s note: The exact usage of this parameter and more possible parameters for Update Bearer Response are FFS.
6.1.4 MME – HSS (S6a) Interface

6.1.4.1 Selection of Protocols
6.1.4.2 Functional Descriptions

6.1.4.2.1 Tracking Area Update Procedure with MME and Serving Gateway change
In the Tracking Area Update procedure with MME and Serving Gateway change, S6a interface shall support functions as follows:
-
Authentication
-
The new MME may need to interact with HSS to authenticate this UE.

-
Location Management
-
The new MME needs to interact with HSS to add the new MME’s location information for this UE and to download the subscription data of this UE to the new MME.

-
The old MME needs to interact with HSS to delete the old MME’s location information for this UE.
6.1.4.3 Messages and Message Formats

6.1.4.3.1 Update Location

An Update Location shall be sent from a MME to a HSS as a part of the Tracking Area Update procedure with MME and Serving Gateway change for the new MME to register itself in the HSS for the UE and to download the subscription data of this UE to the new MME.
The MME can include MME Identity in Update Location message.

The MME can include IMSI in Update Location message.
Editor’s note: The exact usage of these parameters and more possible parameters for Update Location are FFS.

6.1.4.3.2 Update Location Acknowledge
An Update Location Acknowledge shall be sent from a HSS to a MME as a response of an Update Location.
The HSS can include Subscription Date of this UE in Update Location Acknowledge message.

The HSS can include Cause in Update Location Acknowledge message to indicate the reason for reject the TAU request.
Editor’s note: The exact usage of these parameters and more possible parameters for Update Location Acknowledge are FFS.

6.1.4.3.3 Cancel Location

A Cancel Location shall be sent from a HSS to a MME as a part of the Tracking Area Update procedure with MME and Serving Gateway change to deregister the old MME in HSS for this UE.

The HSS can include IMSI, Cancellation Type in Cancel Location message.
Editor’s note: The exact usage of these parameters and more possible parameters for Cancel Location are FFS.
6.1.4.3.4 Cancel Location Acknowledge
A Cancel Location Acknowledge shall be sent from a MME to a HSS as a response of a Cancel Location.
The MME can include IMSI in Cancel Location Acknowledge message.
Editor’s note: The exact usage of this parameter and more possible parameters for Cancel Location Acknowledge are FFS.
6.1.5 hPDN Gateway – vServing Gateway (S8a) Interface

6.1.5.1 Selection of Protocols
6.1.3.2 Functional Descriptions
6.1.3.2.1 Tracking Area Update Procedure with MME and Serving Gateway change

In the Tracking Area Update procedure with MME and Serving Gateway change, S8a interface shall support functions as follows:

-
Serving Gateway in the VPLMN needs to interact with PDN Gateway in the HPLMN to update the related Bearer Contexts in PDN Gateway for this UE.
6.1.3.3 Messages and Message Formats

6.1.3.3.1 Update Bearer Request  

An Update Bearer Request shall be sent from a Serving Gateway in the VPLMN to a PDN Gateway in the HPLMN as a part of the Tracking Area Update procedure with MME and Serving Gateway change to update the related Bearer Contexts in the PDN Gateway for this UE.

The Serving Gateway can include the Serving Gateway Address for the user plan in Update Bearer Request message.

The Serving Gateway can include the Serving Gateway Tunnel Endpoint Identifier for the user plan in Update Bearer Request message.
Editor’s note: The exact usage of these parameters and more possible parameters for Update Bearer Request are FFS.
6.1.3.3.2 Update Bearer Response

An Update Bearer Context Response shall be sent from a PDN Gateway in the HPLMN to a Serving Gateway in the VPLMN as a response of an Update Bearer Request. 
The PDN Gateway can include the PDN Gateway Tunnel Endpoint Identifier for the user plan in Update Bearer Response message.
Editor’s note: The exact usage of this parameter and more possible parameters for Update Bearer Response are FFS.
6.1.6 MME –MME (S10) Interface

6.1.6.1 Selection of Protocols
6.1.6.2 Functional Descriptions

6.1.6.2.1 Tracking Area Update Procedure with MME and Serving Gateway change
In the Tracking Area Update procedure with MME and Serving Gateway change, S10 interface shall support functions as follows:
-
The new MME needs to interact with the old MME to retrieve the MME context of a UE with its S-TMSI and the old TAI. If the UE is known in the old MME, the old MME returns the MME Contexts for this UE. If the UE is unknown in the old MME, the old MME responds with an appropriate error cause.
6.1.6.3 Messages and Message Formats

6.1.6.3.1 MME Context Request

A MME Context Request shall be sent from a MME to another MME as a part of the Tracking Area Update procedure with MME and Serving Gateway change for the new MME to retrieve the MME Contexts of the UE from the old MME.
The new MME can include S-TMSI and the old Tracking Area Identity (TAI) in MME Context Request.

Editor’s note: The exact usage of these parameters and more possible parameters for MME Context Request are FFS.
6.1.6.3.2 MME Contex Response

An MME Context Response shall be sent from a MME to another MME as a response of an MME Context Request.
The old MME can include MME Context in MME Context Response.
The old MME can include cause to indicate that the UE in not known in the old MME in MME Context Response.
Editor’s note: The exact usage of these parameters and more possible parameters for MME Context Response are FFS.
6.1.6.3.3 MME Context Acknowledge
An MME Context Response shall be sent from a MME to another MME as a response of an MME Context Response.
The old MME can include reject indication in MME Context Response if the security functions do not authenticate the UE correctly.
Editor’s note: The exact usage of this parameter and more possible parameters for MME Context Response are FFS.
6.1.7 MME – Serving Gateway (S11) Interface

6.1.7.1 Selection of Protocols

6.1.7.2 Functional Descriptions

6.1.7.2.1 Tracking Area Update Procedure with MME and Serving Gateway change
In the Tracking Area Update procedure with MME and Serving Gateway change, S11 interface shall support functions as follows:
-
The new MME needs to interact with Serving Gateway to establish the Bearers for this UE with the Bearer Contexts retrieved from the old MME.
-
The old MME needs to interact with Serving Gateway to delete the related Bearers for the UE.
6.1.7.3 Messages and Message Formats

6.1.7.3.1 Create Bearer Request

A Create Bearer Request shall be sent from a MME to a Serving Gateway as a part of the Tracking Area Update procedure with MME and Serving Gateway change to establish the Bearers for this UE with the Bearer Contexts retrieved from the old MME
The MME can include IMSI, Bearer Contexts, MME Context ID parameters in Create Bearer Request message.

Editor’s note: The exact usage of these parameters and more possible parameters for Create Bearer Request are FFS.
6.1.7.3.2 Create Bearer Response

A Create Bearer Response shall be sent from a Serving Gateway to a MME as a response of a Create Bearer Request.
The Serving Gateway can include MME Context ID, Serving Gateway address for user plan, TEID for user plane, Gateway Context ID in Create Bearer Response message.

Editor’s note: The exact usage of these parameters and more possible parameters for Create Bearer Request are FFS.
6.1.7.3.3 Delete Bearer Request

A Delete Bearer Request shall be sent from a MME to a Serving Gateway as a part of the Tracking Area Update procedure with MME and Serving Gateway change if there are any active Bearers in the old MME for this UE. This message shall be used to delete these Bearers for this UE.

The MME can include TEID for user plane in Delete Bearer Request message.
Editor’s note: The exact usage of this parameter and more possible parameters for Delete Bearer Request are FFS.
6.1.7.3.4 Delete Bearer Response

A Delete Bearer Response shall be sent from a Serving Gateway to a MME as a response of a Delete Bearer Request. A MME shall delete bearer contexts when the MME receives Delete Bearer Context Request.
The Serving Gateway can include TEID for user plane in Delete Bearer Response message.
Editor’s note: The exact usage of this parameter and more possible parameters for Delete Bearer Response are FFS.
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