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This present contribution is a discussion paper on "Study of using M2PA in 3GPP networks" trying to compare M2PA to M3UA with regards to complexity, latency as well as reliability view points. It is proposed to add the following text to 3GPP TR 29.801.
_________________________________________________________________________________________________
x
Advantages of M2PA compared to M3UA: 

In a migration towards IP-based network architecture it is important to consider certain aspects like degree of complexity, reliability mechanisms, latency in the choice of  user adaptation sub-layer protocols on some interfaces. Table xx shows the advantages of M2PA compared to M3UA considering these aspects. 
Additionally to take profit from the high bandwidth an IP network can provide with regards to SS7 backbone connections and connections to end points, the concept adopted in M2PA should be more suitable than in M3UA as it was the objective in developing M2PA.

	Aspects
	M2PA
	M3UA

	SCCP flavours
	SG can have upper layer SS7 layers, e.g., SCCP:
M2PA supports the transport of MTP layer 3 messages via IP. The upper layer protocol of MTP3 is SCCP. Connection oriented and connection less SCCP in different national specific SCCP variants is supported

	The signalling point is required to support different flavours of SCCP if it has to interoperate with different national systems:

M3UA supports the transport of MTP3 user protocols. One User of MTP3 is SCCP. Connection oriented and connection less SCCP in different national specific SCCP variants is supported

	Routing aspects

 (reliability)


	M2PA relies on MTP3 for routing procedures
M2PA replaces ss7 signalling link and the core of the SS7 network by a SS7-over-IP-network
SG is an SS7 node with a point code
IP signalling-point processes MTP3-to-MTP2 primitives

SG can have upper layer SS7 layers, e.g., SCCP
M2PA replaces a SS7-Link by IP connection. Bandwidth is not limited to 64 kbit/s per Link.
Full MTP3 management procedures are supported to prove security and safety of signalling network.

M2PA keeps SS7 Linkset structure. 
Sequence numbers provides lossless changeover without use of SCTP multi-homing

Robust alignment and proving before the signaling link is brought into service.

Congestion procedures  conform to MTP3, M2PA and SCTP standard.

No architecture changes one to one replacement of TDM links.
Minimises operation, administration, and maintenance (OA&M) complexity.
	In M3UA the message is handled from point code to point code.

M3UA (Point to Point) in the all IP scenario as M3UA needs to be routed on point codes,

With M3UA, flexibility of IP routing cannot be easily utilised without maintaining large amounts of network wide data at each node. So messages are sent hop by hop when point codes addressing mechanism is used.
M3UA replaces a SS7 linkset by a IP stream.

In M3UA the message is handled from point code to point code.

M3UA uses SCTP service for reliability.

	Addressing aspects
	SG is an SS7 node with a point code, and acts as an STP.

MTP specification requires that each node with an MTP3 layer will be represented by an SS7 point code. Thus, each IP signalling point must have its own SS7 point code.
SS7 point code, IP addresses supported
	Using M3UA each IP node is required to have both the IP address and point code assigned to it .

M3UA requires SCCP node to be configured with both the point code and the IP address even in all IP case.

SS7 point code, IP addresses supported

	Implementation and management

(complexity)
	M2PA relies on MTP3 for management procedures (Message Handling and Network Management functions with IPSPs as it does with other SS7 nodes).
MTP2/MTP3 interface boundary , management of SCTP transport associations , and traffic instead of MTP2 links
SG is an SS7 node with a point code, and acts as an STP. MTP specification requires that each node with an MTP3 layer will be represented by an SS7 point code. Thus, each IP signalling point must have its own SS7 point code.
Following Interfaces have to be configured:

· SCTP transport associations

· M2PA as  interface between SCTP and MTP3 

· MTP3 parameters 

· MTP2 parameters on STP side.
	M3UA requires management of two mapping tables to find out the IP address of the peer signalling end point (add complexity).

M3UA needs the SCCP Services
In all IP case, with SCCP sitting on top of M3UA plus widely deployed SCCP local lookup tables, it is not easy to use standard IP name services such as DNS/ENUM for managing the mapping tables (Mobile number to Point code and point code to IP address).
Using M3UA each IP node is required to have both the IP address and point code assigned to it .

M3UA requires SCCP node to be configured with both the point code and the IP address even in all IP case.
Following Interfaces need be configured:

· SCTP transport associations

· M3UA parameters and routing key management

· MTP2 parameters on STP side.

· MTP3 parameters on STP side.

	Transfer 

(latency)
	SG is an SS7 node with a point code, and acts as an STP.

MTP specification requires that each node with an MTP3 layer will be represented by an SS7 point code. Thus, each IP signalling point must have its own SS7 point code.
GTT needs one step more.

(SCTP->M2PA->MTP3->SCCP->MTP3->MTP2->MTP1)

Large Header (more throughput - more bandwidth)
	There are some function redundancies in SCCP/M3UA/SCTP stack mode e.g. message segmentation and reassembling mechanism are specified at both SCTP layer and SCCP layer

M3UA requires two lookups, one to map the Global Title to the point code and another to map the point code to the IP address.  This adds processing delay
Fewer Steps by GTT:

(SCTP->M3UA-> SCCP->MTP3->MTP2->MTP1)

Smaller Header (fewer throughput - fewer bandwidth)


Table xx:  Comparison between M2PA and M3UA
