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Introduction
This discussion paper seeks to compare the failover mechanisms employed by M2PA and M3UA.  Currently, M3UA is specified for use on the A and C interfaces in 3GPP TS29.202, while M2PA, a peer-to-peer protocol may be used on the SG-SG interface (interface B), although this interface is currently outside the scope of TS29.202.
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Figure 1: Use of M3UA in 3GPP core network (Figure 1/29.202 [2])

Support for Failover due to link failure in M2PA
As M2PA supports the transport of MTP3 messages it is able to support the MTP3 Changeover procedure, as described in Q.704, should SCTP link failure occur.
Support for Failover due to link failure in M3UA
In the M3UA protocol architecture, the receipt of traffic from the SS7 network is enabled through the use of Signalling Gateways. The performance and reliability requirements for such transport are provided by M3UA in conjunction with SCTP.
In addition to the multi-homing capability of SCTP (SCTP also enables the paths for SCTP associations between SCTP End Points to be QoS-bounded), which makes SCTP associations robust and insensitive to IP network failure, M3UA is flexible enough to support various physical configurations that enable Network Operators to meet their performance and reliability requirements. Consequently, M3UA supports:

· The use of redundant SG and AS processes;
· Distribution of processes over redundant hosts

This is illustrated below:
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Figures 2, 3 and 4 above, illustrate both the use of redundant SG and AS processes and the distribution of processes over redundant hosts.  For example, ASP1/Host 1 and ASP2/Host 2 in figure x are both part of the same AS.  Failure of the SCTP link between SG1 and ASP1/Host1 will cause a failover to the SG1-ASP1/Host2 link.
The M3UA Routing Key feature facilitates the support of these configurations.  Consequently, a signalling or application process must be able to support distribution of M3UA messages to many simultaneous active associations. This message distribution function is based on the status of provisioned Routing Keys, the status of the signalling routes to signalling points in the SS7 network, and the redundancy model (active-standby, load sharing, broadcast, n+k) of the remote signalling processes.

9 Conclusion and recommendations
It can be seen from the above discussion that M3UA is able to provide ample failover capabilities for both SG-AS and AS-AS interactions.  In these types of interactions, the support of the MTP3 Changeover isn’t possible as service primitives between MTP3 and its user (SCCP) are being transported between the nodes and not MTP3 primitives.
Consequently, this discussion paper proposes that only M3UA be supported for the AS-AS (A) and AS-SG (C) interfaces, but that M2PA be allowed for use on the SG-SG (B) interface. 
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