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INFORMATION

It is proposed by Vodafone to agree the following modifications:

· Clarification in both Transparent Mode and Non‑Transparent Mode that the MAP_SRI_For_SM is to be "rerouted" instead of "forwarded". This is to better convey to the reader that the HLR itself is not re‑issuing the MAP_SRI_For_SM and expecting the response, but rather the SMS Router should receive the original message and respond to the SMS‑GMSC. This clarification brings the TR more in line with the functionality already used in (M)NP today (both 3GPP defined and real‑world implementations).
· Clarification in both Transparent Mode and Non‑Transparent Mode that the same MAP AC version is used when the HLR forwards on the received MAP_SRI_For_SM from the SMS‑GMSC to the SMS Router.
· Clarification in both Transparent Mode and Non‑Transparent Mode that the exact method by which the HLR determines whether or not to reroute the MAP_SRI_For_SM is "operator specific".
· Clarification in both Transparent Mode and Non‑Transparent Mode that the MAP dialogue between the SMS‑GMSC and the HLR is closed when the HLR forwards on the received MAP_SRI_For_SM to the SMS Router. The dialogue is not needed as the SMS Router replies to the SMS‑GMSC rather than the HLR.

· Definition in both Transparent Mode and Non‑Transparent Mode of the error code to be returned by the SMS Router when the optional check of the GT of the SMS‑GMSC that the MAP_MT_Forward_Short_Message originated from against the stored GT of the SMS‑GMSC that supposedly issued the MAP_SRI_For_SM. The error code is proposed to be "Unidentified Subscriber".
· Clarification in sub‑clause 6.9 (impacts on MAP) that the SMS Router will have to support the MAP AC version for "shortMsgGatwayContext" as the HLR.

· Removal of the Editor's Note in sub‑clause 6.9 (what is proposed can be decided upon when defining CRs to TSs).
· Clarification that pre‑delivery analysis on SM content (e.g. for Spam control) in Transparent Mode can only be performed on each SM individually.
· Numerous minor editorial corrections throughout the text.
It should be noted that the proposed changes in this TDoc have been checked to ensure that they do not conflict with the proposed changes in TDoc C4 061554.

Changes to the TR are thus:
**** First Modified Section ****
5
Proposed solution
5.1
Introduction

This clause discusses a new core network architecture for inter‑PLMN short message delivery that addresses most, if not all, of the drawbacks and short falls of the current architecture documented in clause 4.
5.2
Architecture and procedures
5.2.1
Discussion

In order to meet all of the requirements in sub‑clause 4.4 of the present document, it is proposed that all MT SMs  shall have the capability to be routed via an SMS‑SC‑like logical entity located in the HPLMN of the receiving MS.

NOTE:
Throughout the rest of the present document, the "SMS‑SC‑like" logical entity is referred to as an "SMS Router". In reality, such a node would not necessarily need all the functionality of a traditional SMS‑SC and in some cases, it may need different/extra functionality e.g. support of different MAP ACs, different storage requirements.

In countries that implement MNP, the HPLMN of the receiving MS shall be assumed to be the Subscribed Network, unless explicitly stated otherwise.

The routeing retrieval for SMS is realised by the MAP_SRI_For_SM operation. The messaging involved with this operation already involves the HPLMN of the receiving MS. This means that this messaging can be used to force the subsequent delivery of the SM (which uses the MAP_Forward_Short_Message operation) to a different node other than the serving MSC/VLR or SGSN; specifically, a node located in the subscribed network of the receiving MS.

Once the subscribed network of the receiving MS receives the subsequent MAP_Forward_Short_Message, the HPLMN of the receiving MS can then take care of the actual delivery. However, due to the absence of the MSISDN of the destination MS in subsequent MAP_Forward_Short_Message messages, some kind of correlation is required with the original MAP_SRI_For_SM.

NOTE:
There is not the option to insert the MSISDN of the destination MS in the MAP_Forward_Short_Message as this would impact the SMS inter‑working PLMNs and roaming partner PLMNs, which is a requirement of clause 4.
5.2.2
Transparent Mode

The following signalling flow diagram shows the new MT SM transfer procedure in Transparent Mode for the successful case. The numbered circles are used to reference each step in the text that follows.
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Figure 5.2.2.1: New MT SM Delivery Message Flow in Transparent Mode
NOTE:
The MAP_MT_Forward_Short_Message MAP operation may be preceded by both the sending of an empty TC BEGIN message and the successful receiving of a TC CONTINUE.

1)
In order to correlate subsequent MAP_Forward_Short_Message messages with the previous MAP_SRI_For_SM (which, as mentioned previously, is needed due to the absence of the MSISDN of the destination MS in the MAP_Forward_Short_Message message) the SMS Router needs to service the MAP_SRI_For_SM.

NOTE:
If the HLR itself replies to the MAP_SRI_For_SM then it would need to somehow inform the SMS Router of the correlation ID. This would require completely new messaging between the HLR and the SMS Router and therefore is much larger impacting on the MAP protocol.


Upon receiving the MAP_SRI_For_SM ind, the HLR shall determine whether or not to answer the request itself or relay (at the SCCP level) on to the SMS Router. The exact method by which it does this is operator specific, but can be done by SCCP GT analysis e.g. forward all MAP_SRI_For_SM messages on to the SMS Router that have not come from the SMS Router, or even on a per subscriber basis by usage of a flag in the subscriber's profile.

NOTE:
As an alternative/temporary solution to the above, an incoming MAP_SRI_For_SM message could be intercepted by an intermediary node (e.g. using MAP AC filters) and redirected to the SMS Router in all cases. This would have the added benefit of reducing signalling load on the HLR, but may require a non‑3GPP logical element. Also, it would prohibit operators to enable/disable the use of SMS Router on a per subscriber basis.

2)
Upon receiving the MAP_SRI_For_SM ind from the HLR, the SMS Router shall then immediately create its own MAP_SRI_For_SM req message, using the information from the received MAP_SRI_For_SM ind message and send this to the HLR, which in turn responds with a MAP_SRI_For_SM conf in the normal way.

3)
Upon receiving the MAP_SRI_For_SM conf from the HLR, the SMS Router shall check the result. If it is a negative response (e.g. unknown subscriber) this information is sent back to the SMS‑GMSC in a MAP_SRI_For_SM  res (a response to the MAP_SRI_For_SM originally received from the SMS‑GMSC).


In the successful case, the SMS Router shall create a Correlation ID and store this along with the IMSI, Network Node Number (obtained from the MAP_SRI_For_SM conf from the HLR), as well as the MSISDN (obtained from the MAP_SRI_For_SM ind originally from the SMS‑GMSC) of the receiving subscriber in a local cache for a certain amount of time. For security purposes, the GT of the SMS‑GMSC may also be stored. The SMS Router shall then send a MAP_SRI_For_SM res, using the data received from the MAP_SRI_For_SM conf from the HLR, but with the following modifications:

-
The Network Node Number is replaced by the GT of the SMS Router.

-
The IMSI IE is populated with a Correlation ID (see section 5.3.1 for more information).

4)
Upon receiving a MAP_MT_Forward_Short_Message ind from the SMS‑GMSC, the SMS Router shall take the Correlation ID received in the IMSI IE and use this as a key to look‑up the real IMSI, Network Node Number and MSISDN of the originating MS stored in step 3.


If no match is found, a MAP_MT_Forward_Short_Message res is sent back immediately to the SMS‑GMSC with an error of "System Failure". The SMS‑GMSC may then perform another MAP_SRI_For_SM operation, as per normal procedures for the SMS‑GMSC.


If a match is found, then the SMS Router may optionally check the GT of the SMS‑GMSC that the MAP_MT_Forward_Short_Message originated from against the stored GT of the SMS‑GMSC (i.e. the GT of the SMS‑GMSC that issued the MAP_SRI_For_SM). If the CC and NDC of the GT do not match, the SMS Router shall send a MAP_MT_Forward_Short_Message res back immediately to the SMS‑GMSC with an error of "System Failure". Otherwise the SMS Router shall then keep the TCAP dialogue with the SMS‑GMSC open and shall either then skip to step 5 or create its own MAP_SRI_For_SM req message, using the MSISDN stored in Step 3 and send this to the HLR, which in turn responds with a MAP_SRI_For_SM conf in the normal way.

NOTE:
The SMS Router may perform the MAP_SRI_For_SM at this point to gain information needed for value added services e.g. a forwarding‑to number. However, operators should be warned that performing the MAP_SRI_For_SM operation at this point in the procedure will increase the probably of a time‑out to occur in the TCAP dialogue between the SMS Router and the SMS‑GMSC.

5)
If receiving the MAP_SRI_For_SM conf from the HLR, or if the MAP_SRI_For_SM procedure was not performed in Step 4, the SMS Router shall create and send a MAP_MT_Forward_Short_Message req containing the received SM to the MSC/VLR or SGSN where the subscriber is currently residing (as identified in the Network Node Number retrieved from the HLR or the local cache).

NOTE:
The result of the MAP_SRI_For_SM is not checked here due to time constraints of keeping the TCAP dialogue open between the SMS Router and the SMS‑GMSC. Instead, error handling (e.g. for absent subscriber, unknown subscriber) is left to the current procedures in the MSC/VLR or SGSN.

6)
Upon receiving the MAP_MT_Forward_Short_Message conf from the MSC/VLR or SGSN, the SMS Router shall copy the relevant data (e.g. SM‑RP‑UI, User error) received in this message to populate and send the MAP_MT_Forward_Short_Message res to the SMS‑GMSC.

5.2.3
Non‑Transparent Mode

The following signalling flow diagram shows the new MT SM transfer procedure in Non‑Transparent Mode for the successful case. The numbered circles are used to reference each step in the text that follows.
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Figure 5.2.3.1: New MT SM Delivery Message Flow in Non‑Transparent Mode
NOTE:
The MAP_MT_Forward_Short_Message MAP operation may be preceded by both the sending of an empty TC BEGIN message and the successful receiving of a TC CONTINUE.

1)
In order to correlate subsequent MAP_Forward_Short_Message messages with the previous MAP_SRI_For_SM (which, as mentioned previously, is needed due to the absence of the MSISDN of the destination MS in the MAP_Forward_Short_Message message) the SMS Router needs to service the MAP_SRI_For_SM.

NOTE:
If the HLR itself replies to the MAP_SRI_For_SM then it would need to somehow inform the SMS Router of the correlation ID. This would require completely new messaging between the HLR and the SMS Router and therefore is much larger impacting on the MAP protocol.


Upon receiving the MAP_SRI_For_SM ind, the HLR shall determine whether or not to answer the request itself or relay (at the SCCP level) on to the SMS Router. The exact method by which it does this is operator specific, but can be done by SCCP GT analysis e.g. forward all MAP_SRI_For_SM messages on to the SMS Router that have not come from the SMS Router, or even on a per subscriber basis by usage of a flag in the subscriber's profile.
NOTE:
As an alternative/temporary solution to the above, an incoming MAP_SRI_For_SM message could be intercepted by an intermediary node (e.g. using MAP AC filters) and redirected to the SMS Router in all cases. This would have the added benefit of reducing signalling load on the HLR, but may require a non‑3GPP logical element. Also, it would prohibit operators to enable/disable the use of SMS Router on a per subscriber basis.

2)
Upon receiving the MAP_SRI_For_SM ind from the HLR, the SMS Router may then immediately create its own MAP_SRI_For_SM req message, using the information from the received MAP_SRI_For_SM ind message and send this to the HLR, which in turn responds with a MAP_SRI_For_SM conf in the normal way.


This procedure is optional because the MAP_SRI_For_SM is sent later on (see step 4) so the SMS Router can create a valid response without interrogating the HLR. However, in networks where a subscriber can have more than one MCC-MNC pair, this procedure may need to be performed in order to obtain the correct MCC‑MNC pair.

3)
If receiving the MAP_SRI_For_SM conf from the HLR, the SMS Router shall check the result. If it is a negative response (e.g. unknown subscriber) this information is sent back to the SMS‑GMSC in a MAP_SRI_For_SM  res (a response to the MAP_SRI_For_SM ind originally received from the SMS‑GMSC).


In the successful case or if the MAP_SRI_For_SM procedure was not performed in Step 2, the SMS Router shall create a Correlation ID and store this along with the MSISDN (obtained from the MAP_SRI_For_SM ind originally from the SMS‑GMSC) of the receiving subscriber in a local cache for a certain amount of time. For security purposes, the GT of the SMS‑GMSC may also be stored. The SMS Router shall then send a MAP_SRI_For_SM res, using the data received from the MAP_SRI_For_SM conf from the HLR (or derived using static configuration, if the procedure in Step 2 was skipped), but with the following modifications:

-
The Network Node Number is replaced (if received at all) by the GT of the SMS Router.

-
The IMSI IE is populated with a Correlation ID (see section 5.3.1 for more information).

4)
Upon receiving a MAP_MT_Forward_Short_Message ind from the SMS‑GMSC, the SMS Router shall take the Correlation ID received in the IMSI IE and use this as a key to look‑up the real MSISDN of the originating MS stored in step 3.


If no match is found, a MAP_MT_Forward_Short_Message res is sent back immediately to the SMS‑GMSC with an error of "System Failure". The SMS‑GMSC may then perform another MAP_SRI_For_SM operation, as per normal procedures for the SMS‑GMSC.


If a match is found, then the SMS Router may optionally check the GT of the SMS‑GMSC that the MAP_MT_Forward_Short_Message originated against the stored GT of the SMS‑GMSC (i.e. the GT of the SMS‑GMSC that issued the MAP_SRI_For_SM). If the CC and NDC of the GT do not match, then the SMS Router shall send a MAP_MT_Forward_Short_Message res back immediately to the SMS‑GMSC with an error of "System Failure". Otherwise the SMS Router shall then create its own MAP_SRI_For_SM req message, using the MSISDN stored in Step 3 and send this to the HLR, which in turn responds with a MAP_SRI_For_SM conf in the normal way.

5)
Upon receiving the MAP_SRI_For_SM conf from the HLR, the SMS Router shall check the result. If it is a definite negative response (e.g. unknown subscriber), then the SMS Router shall send a MAP_MT_Forward_Short_Message res to the SMS‑GMSC with an appropriate error. If it is an indefinite negative response (e.g. absent subscriber), then the SMS Router shall then either:

-
send a MAP_MT_Forward_Short_Message res to the SMS‑GMSC with a successful outcome, closing the TCAP dialogue with the SMS‑GMSC after receiving any further MAP_MT_Forward_Short_Message ind messages due to the "More Messages To Send" flag being set, and shall forward the SM on to an SMS‑SC (e.g. using MAP or SMPP) for later delivery (as per normal "store and forward" procedures in SMS); or

-
send a MAP_MT_Forward_Short_Message res to the SMS‑GMSC with an appropriate error and close the TCAP dialogue with the SMS‑GMSC. The SMS‑GMSC may then perform another MAP_SRI_For_SM operation, as per normal procedures for the SMS‑GMSC.


If the MAP_SRI_For_SM conf from the HLR is a positive acknowledgement, the SMS Router shall then send a MAP_MT_Forward_Short_Message res to the SMS‑GMSC, closing the TCAP dialogue with the SMS‑GMSC after receiving any further MAP_MT_Forward_Short_Message ind messages due to the "More Messages To Send" flag being set. The SMS Router shall then send the SM(s) in new MAP_MT_Forward_Short_Message message(s) to the MSC/VLR or SGSN where the subscriber is currently residing using the Network Node Number received in the MAP_SRI_For_SM conf from the HLR.

6)
Upon receiving the MAP_MT_Forward_Short_Message conf from the MSC/VLR or SGSN, the SMS Router shall check the result. If it is a negative response (e.g. Absent Subscriber for SM), then the SMS Router shall forward the SM on to an SMS‑SC (e.g. using MAP or SMPP) for later delivery (as per normal "store and forward" procedures in SMS).

**** Next Modified Section ****
6
Impacts on existing features and functionality

6.1
Introduction

This clause discusses impacts on existing network features/services that would arise from the proposed core network enhancements as defined in clause 5.
6.2
MMS

By keeping the MCC and MNC of the IMSI intact in the MAP_SRI_For_SM message returned by the SMS Router to the SMS‑GMSC, the MMSC in the HPLMN of the originating MS can still derive a correct FQDN of an MMSC to which to deliver the MM.

Therefore, there are no impacts on MMS.
6.3
SMS delivery reports
SMS delivery reports are affected only in Non‑Transparent Mode delivery. The difference is that the originating MS will receive a delivery report when the SM has been delivered to the HPLMN of the receiving MS, instead of when it is actually delivered. This already happens today when interworking SMS with CDMA2000 networks. For privacy reasons, this behaviour may be considered an enhancement as it means that the originating MS can no longer determine whether or not the receiving MS is switched on and/or in coverage. However, it could also change the way an operator is allowed to charge for delivery reports.
6.4
Supplementary Services
There are no impacts on Supplementary Services. The new mechanism is advantageous in that new value added services can be offered.
6.5
Charging
There are no impacts on charging. The new mechanism is advantageous in that operators now have the flexibility to charge on MT SMs destined for pre‑pay subscribers who might be roaming in a VPLMN that does not support CAMEL Phase 4 (CAMEL Phase 4 is the only 3GPP defined mechanism for pre‑pay MT SMS).
6.6
Concatenated SMs and SMs with UDH
In Transparent Mode, Concatenated SMs are not impacted. However, pre‑delivery analysis (e.g. for SPAM protection) in the HPLMN of the receiving MS can only be performed on each SM individually.
In Non‑Transparent mode, concatenated SMs are also not impacted. Pre‑delivery analysis in the HPLMN of the receiving MS is possible on an oversized SM using this mode.
6.7
Mobile Number Portability
There are no impacts on MNP. The new mechanism is advantageous in that the roaming and/or SMS inter‑working partners of the HPLMN of the receiving MS no longer have to have roaming and/or SMS inter‑working agreements with all operators of the MNP domain to which the HPLMN of the receiving MS is a member of.
6.8
Lawful Interception

There are no impacts on LI. The new mechanism is advantageous in that the HPLMN of the receiving MS can now more easily provide details to requesting LI authorities of MT SMs.

6.9
MAP

There are no impacts on MAP. The new mechanism allows for the MAP protocol to be used with no changes. However, the SMS Router needs to support the same AC versions for "shortMsgGatewayContext" as the HLR.
Optionally (therefore not a mandatory requirement for the new architectures to be realised), a flag can be added to the MAP_SRI_For_SM ack to denote when the IMSI field contains the MT‑SMS Correlation ID and a flag can optionally be added to the MAP_MT_Forward_SM ack when used in the Non‑Transparent Mode to denote when the SM has been delivered to the SMS Router (and not necessarily the receiving MS).

6.10
Sub‑System Numbers

Existing SSNs can be used by the SMS Router, as opposed to the SMS Router being allocated an SSN of its own. When the SMS Router sources a MAP_SRI_For_SM and a MAP_MT_Forward_SM it shall use an SMS‑GMSC SSN. When the SMS Router sources a MAP_SRI_For_SM ack, it shall use an HLR SSN. When the SMS Router sources a MAP_MT_Forward_SM ack it shall use an MSC SSN.

The practice of re‑using SSNs is nothing new and has already been used in CAMEL and also the Presence service, amongst others.

**** Last Modified Section ****
7
Conclusion and recommendations

7.1
Summary

There are advantages and disadvantages with both Transparent Mode and Non‑Transparent Mode. The following table summarises these (more specific detail can be found in clause 6):

	Capability
	Existing MT SMS mechanism
	Transparent Mode
	Non‑Transparent Mode

	Ability to hide the actual location of the receiving MS (enhanced user privacy)
	No
	Yes
	Yes

	Ability to hide the IMSI from the originating PLMN of the SM
	No
	Yes
	Yes

	Ability to correlate MAP_SRI_For_SM with subsequent  MAP_MT_Forward_SM messages
	No
	Yes
	Yes

	Ability to collocate MMSC and SMS‑SC/SMS Router on same platform
	No
	Yes
	Yes

	Ability to determine when an MT SM has been delivered to the receiving MS
	Yes (but possibly "No" when delivering to a non‑GSM subscriber)
	Yes (but possibly "No" when delivering to a non‑GSM subscriber)
	No (but able to determine when SM is delivered to HPLMN of the receiving MS, which commonly will also mean delivery to the receiving MS. If the SM was not delivered then the HPLMN is in charge of delivering the SM later on. This implies an impact to the HPLMN SMS‑SC)

	Ability to hide when an MT SM is delivered to the receiving MS
	No
	No
	Yes 

	Ability to charge pre‑pay subscribers for received MT SMs when roaming outside of the HPLMN, without relying on support of CAMEL Phase 4 in the VPLMN
	No
	Yes
	Yes

	Support for local regulatory LI requirements for all MT SMs, including those received by an MS when it is roaming
	No (visibility of querying network only i.e. no visibility of the actual message)
	Yes
	Yes

	Pre‑delivery analysis (e.g. for SPAM protection) in the HPLMN of the receiving MS for a concatenated SM when roaming outside the HPLMN.
	No
	Yes (but for concatenated SMs and SMs with UDH, analysis can only be peformed on each SM individually)
	Yes


7.2
Recommendation

Due to the advantages and disadvantages of both architectures described above, it is proposed to define both architectures in 3GPP Technical Specifications. It should therefore be an operator choice when to use which architecture. It is not proposed to mandate in 3GPP when an operator shall use which, but some example factors that an operator should consider are (but not necessarily limited to):
-
The HPLMN of the sending MS (commercial roaming agreements may prohibit a certain mode).

-
The service for which the SM is being used.

-
Whether the SM contains a UDH (and is therefore a concatenated SM).

-
The LI requirements set by the local regulatory authority of the HPLMN of the receiving MS.

-
The current SMS load in the HPLMN of the receiving MS (i.e. use different mode during peak times).

7.3
Way Forward

It is recommended to 3GPP that the enhancements to the MT SMS functionality are specified in existing specifications, as opposed to creating a new TS. Creating a new TS specifically for the enhanced MT SMS functionality runs the risk of harming inter‑working with the existing SMS functionality, of which shall be avoided (according to the Scope of the present document).
The following table lists the existing 3GPP Technical Specifications that will be impacted by the solutions documented in clause 5:

	3GPP TS
	Responsible WG
	Brief summary of impacts

	3GPP TS 23.040 [4]
	CT1
	Architecture and procedural descriptions from clause 5.

	3GPP TS 29.002 [5]
	CT4
	Optional insertion of flags. Signal flow diagrams (not the SDLs) in clause 23 may need to be updated.

	3GPP TS 23.003 [8]
	CT5
	Addition of MT‑SMS Correlation ID.


Table 7.1: 3GPP TSs impacted by the solutions in clause 5 of the present document
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2


3


MAP_MT_Forward_
Short_Message
(3GPP TS 29.002 [5])


MAP_MT_Forward_
Short_Message ACK
(3GPP TS 29.002 [5])


MAP_SRI_FOR_SM
(3GPP TS 29.002 [5])
(Conditional)


MAP_SRI_FOR_SM ack
(3GPP TS 29.002 [5])
(Conditional)


5


MAP_SRI_FOR_SM
(3GPP TS 29.002 [5])


MAP_SRI_FOR_SM ack
(3GPP TS 29.002 [5])


4



