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START OF CHANGE IN CLAUSE 6.2

6.2
Result-Code AVP values

This section defines new result code values that must be supported by all Diameter implementations that conform to this specification. The result codes defined in 3GPP TS 29.229 [6] are also applicable. When one of the result codes defined here is included in a response, it shall be inside an Experimental-Result AVP and Result-Code AVP shall be absent.

6.2.1
Success

Result codes that fall within the Success category are used to inform a peer that a request has been successfully completed.

No result codes within this category have been defined so far.

6.2.2
Permanent Failures

Errors that fall within the Permanent Failures category are used to inform the peer that the request failed, and should not be attempted again.

6.2.2.1
DIAMETER_ERROR_USER_DATA_NOT_RECOGNIZED (5100)

The data required, in the XML schema, does not match that which is specified within the HSS.  

6.2.2.2
DIAMETER_ERROR_OPERATION_NOT_ALLOWED (5101)


The requested operation is not allowed for the user

6.2.2.3
DIAMETER_ERROR_USER_DATA_CANNOT_BE_READ (5102)


The requested user data is not allowed to be read.

6.2.2.4
DIAMETER_ERROR_USER_DATA_CANNOT_BE_MODIFIED (5103)


The requested user data is not allowed to be modified.

6.2.2.5
DIAMETER_ERROR_USER_DATA_CANNOT_BE_NOTIFIED (5104)


The requested user data is not allowed to be notified on changes.

6.2.2.6
DIAMETER_ERROR_TOO_MUCH_DATA (5008)

The size of the data pushed to the receiving entity exceeds its capacity. This error code is defined in 3GPP TS 29.229 [6].

6.2.2.7
DIAMETER_ERROR_TRANSPARENT_DATA OUT_OF_SYNC (5105)

The request to update the repository data at the HSS could not be completed because the requested update is based on an out-of-date version of the repository data.  That is, the sequence number in the Sh-Update Request message, does not match with the immediate successor of the associated sequence number stored for that repository data at the HSS.  It is also used where an AS tries to create a new set of repository data when the identified repository data already exists in the HSS.
6.2.2.8
DIAMETER_ERROR_FEATURE_UNSUPPORTED (5011)

See 3GPP TS 29.229 [6] clause 6.2.2.11.

6.2.2.9
DIAMETER_ERROR_SUBS_DATA_ABSENT (5106)

The Application Server requested to subscribe to changes to Repository Data that is not present in the HSS.
6.2.2.X

DIAMETER_ERROR_DSAI_NOT_AVAILABLE (51xx)
The Application Server addressed a DSAI not configured in the HSS.
END OF CHANGE IN CLAUSE 6.2

START OF CHANGE IN CLAUSE 6.3

6.3
AVPs

The following table describes the Diameter AVPs defined for the Sh interface protocol, their AVP Code values, types, possible flag values and whether the AVP may or not be encrypted.

Table 6.3.1: Diameter Multimedia Application AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encrypt

	User-Identity
	700
	6.3.1
	Grouped
	M, V
	
	
	
	No

	MSISDN
	701
	6.3.2
	OctetString
	M, V
	
	
	
	No

	User-Data
	702
	6.3.3
	OctetString
	M, V
	
	
	
	No

	Data-Reference
	703
	6.3.4
	Enumerated
	M, V
	
	
	
	No

	Service-Indication
	704
	6.3.5
	OctetString
	M, V
	
	
	
	No

	Subs-Req-Type
	705
	6.3.6
	Enumerated
	M, V
	
	
	
	No

	Requested-Domain
	706
	6.3.7
	Enumerated
	M, V
	
	
	
	No

	Current-Location
	707
	6.3.8
	Enumerated
	M, V
	
	
	
	No

	Identity-Set
	708
	6.3.10
	Enumerated
	V
	
	
	M
	No

	Expiry-Time
	709
	6.3.16
	Time
	V
	
	
	M
	No

	Send-Data-Indication
	710
	6.3.17
	Enumerated
	V
	
	
	M
	No

	Server-Name
	602
	6.3.9
	UTF8String
	M, V
	
	
	
	No

	Supported-Features
	628
	6.3.11
	Grouped
	V
	M
	
	
	No

	Feature-List-ID
	629
	6.3.12
	Unsigned32
	V
	
	
	M
	No

	Feature-List
	630
	6.3.13
	Unsigned32
	V
	
	
	M
	No

	Supported-Applications
	631
	6.3.14
	Grouped
	V
	
	
	M
	No

	Public-Identity
	601
	6.3.15
	UTF8String
	M, V
	
	
	
	No

	DSAI-Tag
	711
	6.3.X
	OctetString
	M, V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see 3GPP TS 29.229 [6].


6.3.1
User-Identity AVP

The User-Identity AVP is of type Grouped. This AVP contains either a Public- Identity AVP or an MSISDN AVP.

AVP format

User-Identity ::= <AVP header: 700 10415>

[Public-Identity]

[MSISDN]

*[AVP]

6.3.2
MSISDN AVP

The MSISDN AVP is of type OctetString. This AVP contains an MSISDN, in international number format as described in ITU-T Rec E.164 [8], encoded as a TBCD-string, i.e. digits from 0 through 9 are encoded 0000 to 1001; 1111 is used as a filler when there is an odd number of digits; bits 8 to 5 of octet n encode digit 2n; bits 4 to 1 of octet n encode digit 2(n-1)+1.

6.3.3
User-Data AVP

The User-Data AVP is of type OctetString. This AVP contains the user data requested in the PUR and SNR operations and the data to be modified in the UPR operation . The exact content and format of this AVP is described in 3GPP TS 29.328 [1].

6.3.4
Data-Reference AVP

The Data-Reference AVP is of type Enumerated, and indicates the type of the requested user data in the operation UDR and SNR. Its exact values and meaning is defined in 3GPP TS 29.328 [1]. The following values are defined (more details are given in 3GPP TS 29.328 [1]):

RepositoryData (0)

IMSPublicIdentity (10)

IMSUserState (11)

S-CSCFName (12)

InitialFilterCriteria (13)

This value is used to request initial filter criteria relevant to the requesting AS

LocationInformation (14)

UserState (15)

ChargingInformation (16) 

MSISDN (17)
DSAI (ZZ)

NOTE:
Value 10000 is reserved in Release 6 for use with Early IMS Security, see 3GPP TR 33.978 [9].

6.3.5
Service-Indication AVP

The Service-Indication AVP is of type OctetString. This AVP contains the Service Indication that identifies a service in an AS.

6.3.6
Subs-Req-Type AVP

The Subs-Req-Type AVP is of type Enumerated, and indicates the type of the subscription-to-notifications request. The following values are defined:

Subscribe (0)

This value is used by an AS to subscribe to notifications of changes in data.

Unsubscribe (1)

This value is used by an AS to unsubscribe to notifications of changes in data.

6.3.7
Requested-Domain AVP

The Requested-Domain AVP is of type Enumerated, and indicates the access domain for which certain data (e.g. user state) are requested. The following values are defined:

CS-Domain (0)

The requested data apply to the CS domain.

PS-Domain (1)


The requested data apply to the PS domain.

6.3.8
Current-Location AVP

The Current-Location AVP is of type Enumerated, and indicates whether an active location retrieval has to be initiated or not:

DoNotNeedInitiateActiveLocationRetrieval (0)


The request indicates that the initiation of an active location retrieval is not required.

InitiateActiveLocationRetrieval (1)

It is requested that an active location retrieval is initiated.

6.3.9
Server-Name AVP

The Server-Name contains a SIP-URL used to identify an AS. See 3GPP TS 29.229 [6] for further description of this AVP.

6.3.10
Identity-Set AVP

The Identity-Set AVP is of type Enumerated and indicates the requested set of IMS Public Identities.  The following values are defined:

ALL_IDENTITIES (0)

REGISTERED_IDENTITIES (1)

IMPLICIT_IDENTITIES (2)

6.3.11
Supported-Features AVP

See 3GPP TS 29.229 [6] clause 6.3.29.
6.3.12
Feature-List-ID AVP

See 3GPP TS 29.229 [6] clause 6.3.30. 

6.3.13
Feature-List AVP

See 3GPP TS 29.229 [6] clause 6.3.31.

6.3.14
Supported-Applications AVP

See 3GPP TS 29.229 [6] clause 6.3.32.
6.3.15
Public-Identity AVP

The Public-Identity AVP contains a Public User Identity. See 3GPP TS 29.229 [6] for the definition of this AVP.

6.3.16
 Expiry-Time AVP

The Expiry-Time AVP is of type Time.  This AVP contains the expiry time of subscriptions to notifications in the HSS.

6.3.17

Send-Data-Indication AVP

The Send-Data-Indication AVP is of type Enumerated. If present it indicates that the sender requests the User-Data. The following values are defined:

USER_DATA_NOT_REQUESTED (0)

USER_DATA_REQUESTED (1)

6.3.X

DSAI-Tag AVP

The DSAI-Tag AVP is of type OctetString. This AVP contains the tag identifying the instance of dynamic information being accessed.

END OF CHANGE IN CLAUSE 6.3
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