3GPP TSG-CT WG4 Meeting #32
C4-061146
Da Lian, CHINA: 28th Aug – 1st Sep 2006.
Source:
Huawei
Title:
Clarification of SiFC
Agenda item:
7.2
Document for:
Discussion
1 Introduction
The Support of "Shared iFC sets" is defined as an optional capability of the S-CSCF in the TS 29.228 Table 6.7. This capability indicates that the assigned S-CSCF may support the "SiFC" feature defined in the 3GPP TS 29.229.

2 Discussion
The SiFC feature is one of supported feature in order to improve the efficiency of Cx interface. This feature affects the SAR/SAA and PPR/PPA command pairs. There is the description about SiFC in the TS 29.228 section 6.6:

“The download of the relevant user profile from the HSS to the S-CSCF depends on whether the user profile is already stored in the S-CSCF. If the SiFC feature is supported by the HSS and S-CSCF, the HSS shall download the identifiers of the shared iFC sets. If either the HSS or the S-CSCF does not support the SiFC feature, the HSS shall download the complete iFCs, and SiFC identifiers shall not be downloaded by the HSS. The SiFC feature is defined in 3GPP TS 29.229 [5].”

The HSS can know whether the S-CSCF supports the SiFC feature through the Supported-Features AVP transported in the SAR command. The SiFC feature seems to be shared by different command pairs such as SAR/SAA and PPR/PPA for it is not a feature related to a specific command pair. 
But according to the description about the supported feature in the TS 29.228 section 7.2: 
“The discovery of the supported features shall apply only to the exchanged application message pair type, the discovered features of one command pair shall not be applicable to other command pair.”
Such conclusion can be drawn:
Even if the HSS and the S-CSCF have discovered the features supported by each other with the SAR/SAA, the HSS can not make sure that the identifiers of the shared iFC sets or the complete iFCs should be downloaded in the first PPR message. The efficiency of the Cx interface improved by the SiFC feature can not be applied.
So, we propose that the HSS shall download the SiFC identifiers in the first PPR command If the HSS discovers that S-CSCF supported the SiFC feature according to the discovered feature of SAR/SAA command pair. Then it is suggested that the discovered features of one command pair may be applicable to other command pairs within the application.
3 proposal

The proposed modifications of the TS 29.229 and the TS 29.228 are described.
First Modification

TS 29.229
7.2
Supported features

Features that are not indicated in the Supported-Features AVPs within a given application message shall not be used to construct that message. A request application message shall always be compliant with the list of supported features indicated in the Supported-Features AVPs within the application message. If a feature does not have an effect on constructing an application message, the message is by definition compliant with the feature. If no features are indicated in the application message, no features - i.e. no extensions to Rel-5 - shall be used to construct the application message. An answer application message shall always indicate in the Supported-Features AVPs the complete set of features supported by the sender of the answer application message. An answer application message shall be compliant with the features commonly supported by the sender of the request and answer application messages.

The sender of a request application message shall discover for a given application message pair which features a destination host supports as described in 7.2.1. The discovered features of one command pair may be applicable to other command pairs within the application. Different commands within an application may support a different set of features. After discovering the features a destination host supports for a given application message pair, the sender of the request application message may store the information on the supported features of the destination host and it may use the features the destination host supports to construct the subsequent request application messages sent to the destination host.
Second Modification

TS 29.228
6.6.1
HSS initiated update of User Profile

The request to update the user profile in the S-CSCF includes only the Public User Identities of the implicitly registered Public User Identity set with the associated service profiles. See 6.5.2.1. 

If the Public Identity is registered or unregistered (i.e. registered as a consequence of a terminating call or there is a S-CSCF keeping the user profile stored) and there are changes in the user profile, the HSS shall immediately push the complete user profile to the S-CSCF.
The HSS may be aware of whether the S-CSCF supports the SiFC feature by the SAR/SAA command pair or not. If the SiFC feature is supported by the HSS and S-CSCF, the HSS shall download the identifiers of the shared iFC sets. If either the HSS or the S-CSCF does not support the SiFC feature, the HSS shall download the complete iFCs, and shared iFC identifiers shall not be downloaded by the HSS. The SiFC feature is defined in 3GPP TS 29.229 [5]
End of Modification

