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* * * First Change * * * *

[bookmark: _Toc161820324]6.1.6.2.72	Type: HrsboInfoFromVplmn
Table 6.1.6.2.72-1: Definition of type HrsboInfoFromVplmn
	Attribute name
	Data type
	P
	Cardinality
	Description

	hrsboAuthReqInd
	boolean
	C
	0..1
	This IE shall be present, for a HR PDU session, if the V-SMF requests HR SBO authorization:
· in a Create Request; and
· in an Update Request sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, this IE shall be set to true to indicate that authorization of Session Breakout for HR Session in VPLMN is requested.

	vEasdfAddr
	IpAddress
	C
	0..1
	This IE shall be present during a request for HR-SBO authorization, when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]) and if available, or if the V-EASDF IP address previously signaled to the H-SMF needs to be changed e.g. as a result of a V-SMF change.
When present, this IE shall contain the IP Address of the (new) V-EASDF.


	localDnsAddr
	IpAddress
	O
	0..1
	This IE may be present during the EAS Discovery Procedure with Local DNS for HR-SBO (see clause 6.7.2.4 of 3GPP TS 23.548 [39]) after UL-CL/BP insertion.
When present, it shall be set to the address of the Local DNS Server/Resolver.

	easRediscoveryInd
	boolean
	C
	0..1
	This IE shall be present, for a HR PDU session, if the UE indicates the support of EAS rediscovery and the V-SMF requests EAS rediscovery in an Update Request sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, this IE shall be set to true to indicate that EAS rediscovery is requested.

	easInfoToRefresh
	EasInfoToRefresh
	C
	0..1
	This IE shall be present if the easRediscoveryInd is set to true and the V-SMF receives the information in SM context from source V-SMF or H-SMF.

When present, it shall contain the EAS information to be refreshed for EAS re-discovery.

	storedOffloadIds
	array(OffloadIdentifier)
	C
	1...N
	The IE shall be present when the V-SMF service instance has stored a list of offload identifiers which were received from any H-SMF from the Home PLMN during previous signalling procedures for this HR-SBO PDU session and also for other HR-SBO PDU sessions.

When present, this IE shall contain the list of offload identifiers of the HPLMN that are known by the V-SMF service instance.
(NOTE 1)

	easIpReplSupportInd
	boolean
	O
	0..1
	When present, this IE shall indicate the V-SMF capability to support EAS IP Replacement at the VPLMN for HR-SBO traffic.

true: supported
false (default): not supported


	vEasdfSecurityInfo
	array(DnsServerSecurityInformation)
	O
	1..N
	When present, this IE shall contain one or more DNS server security information with length of two octets container(s), set with the V-EASDF security information.
(NOTE 2)

	localDnsSecurityInfo
	array(DnsServerSecurityInformation)
	O
	1..N
	When present, this IE shall contain one or more DNS server security information with length of two octets container(s), set with the Local DNS Server/Resolver security information.
[bookmark: _GoBack](NOTE 2)

	NOTE 1:	The H-SMF assumes that the V-SMF does not know any Offload Identifiers of the HPLMN if this IE is absent.
NOTE 2:	The V-SMF shall ensure that the V-EASDF security information or Local DNS Server/Resolver security information that it provides to the H-SMF is consistent with the DNS security protocol(s) supported by the UE that is received in the PCO IE from the UE.




* * * Next Change * * * *
[bookmark: _Toc25074011][bookmark: _Toc34063203][bookmark: _Toc43120188][bookmark: _Toc49768245][bookmark: _Toc56434421][bookmark: _Toc161820380]A.2	Nsmf_PDUSession API
openapi: 3.0.0

info:
  version: '1.3.0-alpha.7'
  title: 'Nsmf_PDUSession'
  description: |
    SMF PDU Session Service.  
    © 2024, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
    HrsboInfoFromVplmn:
      description: HR-SBO Information in request message
      type: object
      properties:
        hrsboAuthReqInd:
          type: boolean
          enum:
           - true
        vEasdfAddr:
          $ref: '#/components/schemas/IpAddress'
        localDnsAddr:
          $ref: '#/components/schemas/IpAddress'
        easRediscoveryInd:
          type: boolean
          enum:
           - true
        easInfoToRefresh:
          $ref: '#/components/schemas/EasInfoToRefresh'
        storedOffloadIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/OffloadIdentifier'
          minItems: 1
        easIpReplSupportInd:
          type: boolean
          default: false
        vEasdfSecurityInfo:
          type: array
          items:
            $ref: '#/components/schemas/DnsServerSecurityInformation'
          minItems: 1
        localDnsSecurityInfo:
          type: array
          items:
            $ref: '#/components/schemas/DnsServerSecurityInformation'
          minItems: 1
[…]
* * * * End of Changes * * * *
