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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Update Solution#4.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.866.
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* * * First Change * * * *
[bookmark: _Toc149032791]6.4.1.3	IMS initial registration procedure of HSS/UDM bypass
Figure 6.4.1.3-1 below illustrates the IMS initial registration procedure in the case of all the HSS/UDM instances failure.


Figure 6.4.1.3-1: IMS initial registration procedure of HSS/UDM bypass
1-3.	UE A initiates an initial REGISTER request to the P-CSCF and the P-CSCF sends the initial REGISTER request to the I-CSCF. The I-CSCF detects that all the HSS/UDM instances in the network fail.
4-5.	Then the I-CSCF sends OPTIONS requests to all the S-CSCFs in the networkwhich are in the same pool with it to query which has the user data of UE A. The OPTIONS requests contain the identity of UE A.
6-7.	The S-CSCF-2 which has the subscription information of UE A will returns a 200 OK response to the I-CSCF, including the address of itself in Contact header field, other S-CSCFs will return a 404 Not Found response to the I-CSCF.
NOTE:	The I-CSCF can use some mechanism to improve the query efficiency of OPTIONS. For example, it can use the same S-CSCF selection algorithm used after it gets the S-CSCF capability set from the HSS/UDM, select the first S-CSCF it queries, or the it sends out the OPTOINS requests in batches, that is, it sends the next batch of OPTIONS requests out only when all it receives are 404 Not Found responses and the S-CSCFs in the same pool with it are queried in the first batch if the pool interworking is used.
8.	Then the I-CSCF routes the initial REGISTER request to the S-CSCF-2's address carried in the received 200 OK response.
9.	The S-CSCF-2 returns a 401 Unauthorized response to the I-CSCF, including the address of itself in Service-Route header field.
10-11.	The 401 Unauthorized response will be returned to UE A via the P-CSCF. Then the P-CSCF knows the address of the S-CSCF-2 serving UE A.
Then UE A sends an initial REGISTER request to the P-CSCF and the procedure is same with the procedure of solution 1. Both the procedure with I-CSCF described in clause 6.1.1.2 and the procedure without I-CSCF described in clause 6.1.1.3 can be used here.
* * * Second Change * * * *
6.4.1.5	MT procedure of HSS/UDM bypass
Figure 6.4.1.5-1 below illustrates the MT procedure in the case of all the HSS/UDM instances failure.


Figure 6.4.1.5-1: IMS MT procedure of HSS/UDM bypass
1-2.	The I-CSCF in the terminating network receives an incoming INVITE request and it detects that that all the HSS/UDM instances fail. 
3-4.	Then the I-CSCF sends OPTIONS requests to all the S-CSCFs which are in the same pool with in the networkit to query which has the user data of UE B. The OPTIONS requests contain the identity of UE B.
5-6.	The S-CSCF-2 which has the subscription information of UE B will returns a 200 OK response to the I-CSCF, including the address of itself in Contact header field, other S-CSCFs will return a 404 Not Found response to the I-CSCF.
NOTE:	The I-CSCF can use some mechanism to improve the query efficiency of OPTIONS. For example, it can use the same S-CSCF selection algorithm used after it gets the S-CSCF capability set from the HSS/UDM, select the first S-CSCF it queries, or it sends out the OPTOINS requests in batches, that is, it sends the next batch of OPTIONS requests out only when all it receives are 404 Not Found responses, and the S-CSCFs in the same pool with it are queried in the first batch if the pool interworking is used.
7.	Then the I-CSCF routes the incoming INVITE request to the S-CSCF-2's address carried in the 200 OK response it received.
8-9.	The S-CSCF sends the INVITE request to UE B via the P-CSCF.
10.	18X/200 OK/ACK procedure proceeds.
* * * End of Changes * * * *
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