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* * * First Change * * * *

[bookmark: _Toc161908039]5.1	Introduction
The NSSF supports the following services.
Table 5.1-1: NF Services provided by NSSF
	Service Name
	Description
	Example Consumer

	Nnssf_NSSelection
	This service enables Network Slice selection in both the Serving PLMN and the HPLMN
	AMF, V-NSSF, SMF

	Nnssf_NSSAIAvailability
	This service enables to update the S-NSSAI(s) the NF service consumer (e.g AMF) supports on a per TA basis on the NSSF and to subscribe and notify any change in status, on a per TA basis, of the SNSSAIs available per TA (unrestricted) and the restricted S-NSSAI(s) per PLMN in that TA in the serving PLMN of the UE.
	AMF



Table 5.1-2 summarizes the corresponding APIs defined for this specification.
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nnssf_NSSelection
	6.1
	NSSF Network Slice Selection Service
	TS29531_Nnssf_NSSelection.yaml
	nnssf-nsselection
	A.2

	Nnssf_NSSAIAvailability
	6.2
	NSSF NSSAI Availability Service
	TS29531_Nnssf_NSSAIAvailability.yaml
	nnssf-nssaiavailability
	A.3



* * * Next Change * * * *

[bookmark: _Toc161908041]5.2.1	Service Description
The Nnssf_NSSelection service is used by an NF Service Consumer (e.g. AMF, SMF or NSSF in a different PLMN) to retrieve the information related to network slice in the non-roaming and roaming case.
It also enables the NSSF to provide to the AMF the Allowed NSSAI and the Configured NSSAI for the Serving PLMN.
It also enables the NSSF to provide to the AMF the NSAG information associated with the Configured NSSAI for the Serving PLMN.
The NF service consumer discovers the NSSF based on the local configuration. The NSSF in a different PLMN is discovered based on the self-constructed FQDN as specified in 3GPP TS 23.003 [9].

* * * Next Change * * * *

[bookmark: _Toc161908045]5.2.2.2.1	General
The Get operation shall be invoked by the AMF in the non-roaming or roaming scenario to retrieve:
-	The slice selection information including the Allowed NSSAI, Configured NSSAI, target AMF Set or the list of candidate AMF(s), and optionally
-	The Mapping Of Allowed NSSAI;
-	The Mapping Of Configured NSSAI;
-	NSI ID(s) associated with the Network Slice instances of the Allowed NSSAI;
-	NRF(s) to be used to select NFs/services within the selected Network Slice instance(s) and NRF to be used to determine the list of candidate AMF(s) from the AMF Set, during Registration procedure;
-	Information on whether the S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI are rejected in the serving PLMN or in the current TA;
-	The Target NSSAI that includes the S-NSSAI(s) as defined in clause 5.3.4.3.3 of 3GPP TS 23.501 [2], and
-	The NSAG information associated with Configured NSSAI as defined in clause 5.15.x of 3GPP TS 23.501 [2].
-	The NRF to be used to select NFs/services within the selected network slice instance, and optionally the NSI ID associated with the S-NSSAI provided in the input, during the PDU Session Establishment procedure.
-	The slice mapping information including the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s).
The Get operation shall also be invoked by the vNSSF in the roaming scenario to retrieve:
-	The hNRF to be used to select NFs/services within the selected network slice instance in the HPLMN, and optionally the NSI ID associated with the S-NSSAI provided in the input, during the PDU Session Establishment procedure.
The Get operation shall also be invoked by the SMF+PGW-C in VPLMN in the roaming scenario to retrieve:
-	The slice mapping information including the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s), during the PDN Connection Establishment procedure in EPC.
It is used in the following procedures:
-	Registration procedure (see clause 4.2.2.2.2 of 3GPP TS 23.502 [3]);
-	Registration with AMF re-allocation (see clause 4.2.2.2.3 of 3GPP TS 23.502 [3]);
-	EPS to 5GS handover using N26 interface (see clause 4.11.1.2.2 of 3GPP TS 23.502 [3]);
-	EPS to 5GS mobility registration procedure (see clauses 4.11.1.3.3, 4.11.1.3.3A, 4.11.1.3.4 and 4.23.12 of 3GPP TS 23.502 [3]);
-	Xn and N2 Handover procedures with PLMN change (see clauses 4.9.1, 4.23.7 and 4.23.11 of 3GPP TS 23.502 [3]);
-	UE Configuration Update procedure (see clause 4.2.4.2 of 3GPP TS 23.502 [3]);
-	SMF selection for non-roaming and roaming with local breakout (see clause 4.3.2.2.3.2 of 3GPP TS 23.502 [3]) or SMF selection for home-routed roaming scenario (see clause 4.3.2.2.3.3 of 3GPP TS 23.502 [3]);
-	PDN Connection Establishment (see clause 4.11.0a.5 of 3GPP TS 23.502 [3]).
NOTE:	The list of procedures above, which trigger invoking of the Nnssf_NSSelection_Get service operation, is not exhaustive.

* * * Next Change * * * *

5.2.2.2.a	Get service operation of Nnssf_NSSelection service during the PDN Connection Establishment
In this procedure, the NF Service Consumer (e.g. SMF+PGW-C) retrieves the slice mapping information including the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s), e.g. during PDN Connection Establishment procedure in EPC.



Figure 5.2.2.2.a-1: Retrieve the network slice information during the PDN Connection Establishment procedure
1	The NF Service consumer (e.g. SMF+PGW-C) shall send a GET request to the NSSF.
The request shall include query parameters slice-info-request-for-pdn-connection, contain the following parameters:
-	sNssaiForMapping IE;
-	requestMapping IE.
In SMF+PGW-C shall also include the following parameters in the message:
-	PLMN ID of the SUPI;
-	the NF type of the NF service consumer and;
-	Requester ID.
2a	On success, "200 OK" shall be returned when the NSSF is able to find the requested slicing mapping information, the response body shall include a content containing the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s) included in the allowedNssaiList IE.
2b	If no slice instances can be found for the requested slicing mapping information, then the NSSF shall return a 403 Forbidden response with the "ProblemDetails" IE containing the Application Error "SNSSAI_NOT_SUPPORTED".
[bookmark: _PERM_MCCTEMPBM_CRPT30470004___3]On failure or redirection, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3.

* * * Next Change * * * *

6.1.3.2.3.1	GET
This method retrieves the information related to the selected slice based on the input query parameters provided by the NF service consumer specified in table 6.1.3.2.3.1-1.
This method shall support input query parameters specified in table 6.1.3.2.3.1-1 and the response data structure and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the NF service consumer.

	nf-id
	NfInstanceId
	M
	1
	This IE shall contain the NF identifier of the NF service consumer.

	slice-info-request-for-registration
	SliceInfoForRegistration
	C
	0..1
	This IE shall be present when the network slice information is requested during the Registration procedure or during EPS to 5GS handover procedure using N26 interface towards an NSSF in the serving PLMN. 

	slice-info-request-for-pdu-session
	SliceInfoForPDUSession
	C
	0..1
	This IE shall be present when the network slice information is requested during the PDU session establishment procedure.

	slice-info-request-for-ue-cu
	SliceInfoForUEConfigurationUpdate
	C
	0..1
	This IE shall be present when the network slice information is requested during UE configuration update procedure.

	slice-info-request-for-pdn-connection
	SliceInfoForPDNConnection
	C
	0..1
	This IE shall be present when the network slice information is requested during the PDN connection establishment procedure in EPC.

	home-plmn-id
	PlmnId
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN if the subscriber is a roamer to the serving PLMN. When present, this IE shall contain the home PLMN Id of the UE.

	tai
	Tai
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN. When present, this IE shall contain the TAI the UE is currently located.

	supported-features
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.



Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizedNetworkSliceInfo
	M
	1
	200 OK
	This case represents a successful return of the authorized network slice information selected for the corresponding request.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	This represents the case, where the NF service consumer is not authorized to retrieve the slice selection information or the all of the SNSSAIs included in the requested slice selection information is not supported in the PLMN.
The application specific error information shall be provided in the "cause" attribute. The "cause" attribute shall be set to:
-	SNSSAI_NOT_SUPPORTED, if the SNSSAI included in the requested slice selection information is not allowed and there is no default NSSAI value provided in the request.
-	NOT_AUTHORIZED, if the NF service consumer identified by the NF Id is not authorized to retrieve the slice selection information.
See table 6.1.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

[bookmark: _Toc161908085]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nnssf service based interface protocol.
Table 6.1.6.1-1: Nnssf_NSSelection specific Data Types
	Data type
	Clause defined
	Description

	AuthorizedNetworkSliceInfo
	6.1.6.2.2
	Contains the authorized network slice information.

	SubscribedSnssai
	6.1.6.2.3
	Contains the subscribed S-NSSAI.

	AllowedSnssai
	6.1.6.2.5
	Contains the authorized S-NSSAI and optional mapped home S-NSSAI and network slice instance information.

	AllowedNssai
	6.1.6.2.6
	Contains an array of allowed S-NSSAI that constitute the Allowed NSSAI information for the authorized network slice information.

	NsiInformation
	6.1.6.2.7
	Contains the API URIs of NRF services to be used to discover NFs/services, subscribe to NF status changes and/or request access tokens within the selected Network Slice instance and optional the Identifier of the selected Network Slice instance.

	MappingOfSnssai
	6.1.6.2.8
	Contains the mapping of S-NSSAI in the serving network and the value of the home network.

	SliceInfoForRegistration
	6.1.6.2.10
	Contains the slice information requested during a Registration procedure.

	SliceInfoForPDUSession
	6.1.6.2.11
	Contains the slice information requested during PDU Session establishment procedure.

	ConfiguredSnssai
	6.1.6.2.12
	Contains the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN and optional mapped home S-NSSAI.

	SliceInfoForUEConfigurationUpdate
	6.1.6.2.13
	Contains the slice information requested during UE configuration update procedure.

	NsagInfo
	6.1.6.2.14
	Contains NSAG information.

	SliceInfoForPDNConnection
	6.1.6.2.b
	Contains the slice information requested during PDN Connection establishment procedure in EPC.

	NsiId
	6.1.6.3.2
	Contains the Identifier of the selected Network Slice instance.

	RoamingIndication
	6.1.6.3.3
	Contains the indication on roaming.



Table 6.1.6.1-2 specifies data types re-used by the Nnssf- service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnssf service based interface.
Table 6.1.6.1-2: Nnssf re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [7]
	Used to negotiate the applicability of the optional features defined in table 6.1.8-1.

	AccessType
	3GPP TS 29.571 [7]
	Used to specify the access type for which a slice information is applicable.

	NfServiceSetId
	3GPP TS 29.571 [7]
	NF Service Set Identifier

	RedirectResponse
	3GPP TS 29.571 [7]
	

	NFType
	3GPP TS 29.510 [13]
	Type of Network Function.

	NsSrg
	3GPP TS 29.571 [7]
	Network slice simultaneous registration groups

	NsagId
	3GPP TS 29.571 [7]
	Network Slice AS Group ID

	TaiRange
	3GPP TS 29.510 [13]
	Range of TAIs



* * * Next Change * * * *

6.1.6.2.b	Type: SliceInfoForPDNConnection
Table 6.1.6.2.b-1: Definition of type SliceInfoForPDNConnection
	Attribute name
	Data type
	P
	Cardinality
	Description

	sNssaiForMapping
	array(Snssai)
	C
	1..N
	This IE shall be included if the requestMapping IE is set to true.
When present, this IE shall contain the list of subscribed S-NSSAIs during the PDN Connection establishment procedure in EPC.

	requestMapping
	boolean
	O
	0..1
	This IE may be present with the value true to indicate the NSSF that the NSSF shall return the VPLMN specific mapped SNSSAI values for the S-NSSAI values in the sNssaiForMapping IE.

Presence of this IE with the value false shall be prohibited.



* * * Next Change * * * *

[bookmark: _Toc161908175]A.2	Nnssf_NSSelection API
openapi: 3.0.0

info:
  version: '2.2.1'
  title: 'NSSF NS Selection'
  description: |
    NSSF Network Slice Selection Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
paths:
  /network-slice-information:
    get:
      summary:  Retrieve the Network Slice Selection Information
      tags:
        - Network Slice Information (Document)
      operationId: NSSelectionGet
      parameters:
        - name: nf-type
          in: query
          description: NF type of the NF service consumer
          required: true
          schema:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
        - name: nf-id
          in: query
          description: NF Instance ID of the NF service consumer
          required: true
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        - name: slice-info-request-for-registration
          in: query
          description: Requested network slice information during Registration procedure
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SliceInfoForRegistration'
        - name: slice-info-request-for-pdu-session
          in: query
          description: Requested network slice information during PDU session establishment procedure
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SliceInfoForPDUSession'
        - name: slice-info-request-for-ue-cu
          in: query
          description: Requested network slice information during UE confuguration update procedure
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SliceInfoForUEConfigurationUpdate'
        - name: slice-info-request-for-pdn-connection
          in: query
          description: >
            Requested network slice information during PDN Connection establishment procedure
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SliceInfoForPDNConnection'
        - name: home-plmn-id
          in: query
          description: PLMN ID of the HPLMN
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        - name: tai
          in: query
          description: TAI of the UE
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/Tai'
        - name: supported-features
          in: query
          description: Features required to be supported by the NFs in the target slice instance
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      responses:
        '200':
          description: OK (Successful Network Slice Selection)
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AuthorizedNetworkSliceInfo'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '414':
          $ref: 'TS29571_CommonData.yaml#/components/responses/414'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
[…]
    SliceInfoForUEConfigurationUpdate:
      description: Contains the slice information requested during UE configuration update procedure
      type: object
      properties:
        subscribedNssai:
          type: array
          items:
            $ref: '#/components/schemas/SubscribedSnssai'
          minItems: 1
        allowedNssaiCurrentAccess:
          $ref: '#/components/schemas/AllowedNssai'
        allowedNssaiOtherAccess:
          $ref: '#/components/schemas/AllowedNssai'
        defaultConfiguredSnssaiInd:
          type: boolean
        requestedNssai:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        mappingOfNssai:
          type: array
          items:
            $ref: '#/components/schemas/MappingOfSnssai'
          minItems: 1
        ueSupNssrgInd:
          type: boolean
        suppressNssrgInd:
          type: boolean
        rejectedNssaiRa:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        nsagSupported:
          type: boolean
          default: false

    SliceInfoForPDNConnection:
      type: object
      properties:
        sNssaiForMapping:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        requestMapping:
          type: boolean
          enum:
            - true
[…]
* * * End of Changes * * * *
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