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	Reason for change:
	There is an remaining EN related to transferring the partially allowed NSSAI  between AMFs:

Editor's note: It is FFS whether and how to address a partially allowed S-NSSAI upon inter-AMF mobility in a same PLMN when the source AMF would support partially allowed S-NSSAIs but the target AMF would not, e.g. whether the Source AMF should in such a case send the partially allowed S-NSSAI in the allowedNssai IE.

Considering following typical scenarios that require transferring the partially allowed NSSAI during inter AMF mobility:
#1. Inter-AMF mobility registration: The the target AMF first indicates its support of the PAR-NS feature, then the source AMF can decided to return the partially Allowed NSSAI.
#2. Inter NG-RAN node N2 based handover: The source AMF may not know whether the target AMF supports the PAR-NS feature. In this case, the source AMF should decide whether and how to transfer the partially allowed NSSAI.

For the scenario #2, two possible methods might be considered:
Method #A:
The source AMF can still send the partiallyAllowedNssai IE to the target AMF, even it doesn’t get the supported feature of the target AMF. If the target AMF doesn’t support the PAR-NS feature, it ignores the partiallyAllowedNssai IE received from the source AMF. 
However, in this case, the nssaiMappingList IE sent by the source AMF may include the mapping of the partially allowed NSSAI while the partially allowed NSSAI will be ignored by the target AMF. It is unknown whether it will cause any failure on the target AMF.

Method #B:
Another possible way is, the source AMF can know whether the target AMF supports the feature of PAR-NS via retrieval profile of the target AMF from the NRF. If the target AMF doesn't support the feature of PAR-NS, the source AMF transfers the partially allowed S-NSSAIs in the allowedNssai IE while let the target AMF to further check if one item is partially allowed S-NSSAI. 
Whether an S-NSSAI is partially allowed is determined by the AMF considering “the trade-off between signalling for paging in TAs where the S-NSSAI is not supported versus the signalling for Mobility Registration Updates to register with the S-NSSAI in the TA(s) where the S-NSSAI is supported” as specided in clause 5.1.5.17 of TS 23.501. 
When the UE registers in the target AMF, the target AMF may also decide the partially allowed NSSAI based on its local policy. 

Based on the above analysis, it is proposed to adopt method #B, i.e. if the source AMF doesn’t know the supported features of the target AMF, it transfer the partially allowed S-NSSAIs in the allowedNssai IE to the target AMF.


	  
	

	Summary of change:
	Clarify that in inter NG-RAN N2 based handover, if the target AMF doesn’t support feature of PAR-NS, the source AMF transfers the partially allowed S-NSSAIs in the allowedNssai IE.

	
	

	Consequences if not approved:
	Inter NG-RAN node N2 based handover mentioned in the EN can’t be implemented correctly.
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	Other comments:
	This CR does not introduce any change to the OpenAPI files.
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* * * First Change * * * *
[bookmark: _Toc25156176][bookmark: _Toc34124476][bookmark: _Toc43207590][bookmark: _Toc49857070][bookmark: _Toc56676901][bookmark: _Toc56691424][bookmark: _Toc56698688][bookmark: _Toc120051064][bookmark: _Toc161843140][bookmark: _Toc25156391][bookmark: _Toc34124693][bookmark: _Toc43207817][bookmark: _Toc49857287][bookmark: _Toc56677123][bookmark: _Toc56691646][bookmark: _Toc56698910][bookmark: _Toc89035145][bookmark: _Toc89064943][bookmark: _Toc89180242][bookmark: _Toc97071921][bookmark: _Toc120051323][bookmark: _Toc161843403]5.2.2.2.3.1	General
The CreateUEContext service operation is used during the following procedure:
-	Inter NG-RAN node N2 based handover (see 3GPP TS 23.502 [3], clause 4.9.1.3, and clause 4.23.7)
The CreateUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF can't serve the UE and selects the target AMF during the handover procedure, to create the UE Context in the target AMF.
The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the URI of the "Individual UeContext" resource (See clause 6.1.3.2.3.1). See also Figure 5.2.2.2.3.1-1.


Figure 5.2.2.2.3.1-1 Create UE Context
1.	The NF Service Consumer, e.g. source AMF, shall send a PUT request, to create the ueContext in the target AMF. The content of the PUT request shall contain a UeContextCreateData structure, including a N2 Information Notification callback URI.
[bookmark: _PERM_MCCTEMPBM_CRPT03410014___3]The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).
	The source AMF shall transfer the complete UE context including both access types if the UE is registered for both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN.
The source AMF shall transfer only UE context for 3GPP access if the source AMF determines there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF, e.g. when the target AMF is in another PLMN.
For a UE supporting 5G-SRVCC, the NF Service Consumer (i.e. AMF) shall include the Mobile Station Classmark 2, STN-SR, C-MSISDN and Supported Codec List in the request, if available, as specified in 3GPP TS 23.502 [3].
The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]) and both the source and the target AMFs support the "ASUC" feature. The NF service producer, e.g. target AMF, may take over the analytics subscription(s).
The UE context shall contain SNPN Onboarding indication and the target AMF shall support SNPN Onboarding, if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3].
If there are ongoing Network Slice Deregistration Inactivity Timer(s) for the UE, the source AMF should include the information (e.g. the expiry time) of the ongoing Network Slice Deregistration Inactivity Timer(s) in the UE context.
The source AMF shall send the partially allowed S-NSSAIs in the allowedNssai IE, if the target AMF doesn’t support the feature of PAR-NS.
2a.	On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together with a HTTP Location header to provide the location of a newly created resource. The content of the PUT response shall contain the representation of the created UE Context. If the target AMF selects a new PCF for AM Policy other than the one which was included in the UeContext by the old AMF, the target AMF shall set pcfReselectedInd to true. If the pcfReselectedInd is set to true, the source AMF shall terminate the AM Policy Association to the old PCF.
[bookmark: _PERM_MCCTEMPBM_CRPT03410015___3]The target AMF starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the AMF receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the NF Service Consumer.
If the target AMF receives analytics subscription parameters from the source AMF, and one or more analytics subscription(s) are not taken over by the target AMF, the target AMF shall include these analytics subscription(s) in the analyticsNotUsedList IE. The source AMF may unsubscribe the analytics subscriptions included in analyticsNotUsedList IE for the UE.
	The UE context shall contain event subscriptions information in the following cases:
a)	Any NF Service Consumer has subscribed for UE specific event; and/or
b)	Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).
	The target AMF shall:
-	in case a) create event subscriptions for the UE specific events;
-	in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id and for the given subscription change notification URI (subsChangeNotifyUri) and subscription Id change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the target AMF. The individual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-	for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change.
NOTE:	Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
[bookmark: _PERM_MCCTEMPBM_CRPT03410017___3]If the UE context being transferred from the NF service consumer (e.g. source AMF) is the last UE context that belongs to a UE group Id related subscription, then the NF service consumer (e.g. source AMF) shall not delete the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).
The target AMF may authorize the event subscriptions transferred from the source AMF as specified in clause 13.4.1.4 of 3GPP TS 33.501 [27]. Based on local policy, the target AMF may consider that transferred subscriptions containing no or an invalid access token are not authorized. Transferred subscriptions that are not authorized by the target AMF shall not be regarded active; if the target AMF supports the STEN (Subscription Termination Event Notification) feature, and if the notification of event subscription termination was requested by the NF service consumer, the target AMF shall send a notification to the NF service consumer to report the termination of the subscription with the subscription termination cause "SUBSCRIPTION_NOT_AUTHORIZED".
If the target AMF receives SNPN Onboarding indication from the source AMF, the target AMF may start an implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains SNPN Onboarding indication.
	The source AMF shall release those PDU sessions not supported by the target AMF and thus not transferred to the target AMF.
	If the source AMF includes the information of ongoing Network Slice Deregistration Inactivity Timer(s) in the UE context, the target AMF should resume the ongoing Network Slice Deregistration Inactivity Timer(s) if received for the S-NSSAI(s) that are allowed for the UE in the target AMF.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a UeContextCreateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.3.1-3. The cause in the error attribute shall be set to HANDOVER_FAILURE, if all of the PDU sessions are failed, e.g. no response from the SMF within a maximum wait timer;
-	NgAPCause, if available;
-	N2 information carrying the Target to Source Failure Transparent Container, if this information has been received from the target NG-RAN and if the source AMF supports the NPN feature.

* * * Next Change * * * *
6.1.6.2.34	Type: MmContext
Table 6.1.6.2.34-1: Definition of type MmContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accessType
	AccessType
	M
	1
	This IE shall contain the access type of the MM context.
	

	nasSecurityMode
	NasSecurityMode
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the used NAS security mode of the UE.
	

	epsNasSecurityMode
	EpsNasSecurityMode
	C
	0..1
	This IE shall be present in 3GPP access MM context if selected EPS NAS security algorithms have been previously provided to the UE, as specified in clause 6.7.2 of 3GPP TS 33.501 [27].

When present, this IE shall contain the selected EPS NAS security algorithms provided to the UE.
	

	nasDownlinkCount
	NasCount
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the NAS downlink count of the UE.
	

	nasUplinkCount
	NasCount
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the NAS uplink count of the UE.
	

	ueSecurityCapability
	UeSecurityCapability
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the UE security capability
	

	s1UeNetworkCapability
	S1UeNetworkCapability
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the S1 UE network capabilities.
	

	allowedNssai
	array(Snssai)
	C
	1..N
	This IE shall be present if the source AMF and the target AMF are in the same PLMN and if available. When present, this IE shall contain the allowed NSSAI for the access type.
	

	nssaiMappingList
	array(NssaiMapping)
	C
	1..N
	This IE shall be present if the source AMF and the target AMF are in the same PLMN and if available. When present, this IE shall contain the mapping of the allowed NSSAI and if available the partially allowed NSSAI for the UE.
	

	allowedHomeNssai
	array(Snssai)
	C
	1..N
	This IE shall be present if the source AMF and the target AMF are in different PLMNs and if available. When present, this IE shall contain the home S-NSSAIs corresponding to the allowed NSSAI and if available the partially allowed NSSAI for the access type.
	

	[bookmark: _Hlk134474251]partiallyAllowedNssai
	array(PartiallyAllowedSnssai)
	C
	1..N
	[bookmark: _Hlk135838010]This IE shall be present if the source and target AMF supports the partially allowed S-NSSAI feature and if the source AMF and target AMF pertain to the same PLMN.
When present, this IE shall contain the partially allowed S-NSSAI list and the TAI list where the S-NSSAI(s) are allowed.
See 3GPP TS 23.502 [3] clause 4.2.2.2.2.
	PAR-NS

	replacedSnssaiMappingList
	array(SliceReplacementMapping)
	C
	1..N
	This IE shall be present if the source AMF and the target AMF are in the same PLMN, the Network Slice Replacement is supported and there is at least one S-NSSAI which has been replaced with an alternative S-NSSAI.
When present, this IE shall contain the mapping of the replaced S-NSSAI(s) to the alternative S-NSSAI(s).
See clause 5.15.19 of 3GPP TS 23.501 [2].
	

	nsInstanceList
	array(NsiId)
	C
	1..N
	This IE shall be present if available. When present, it shall indicate the Network Slice Instances selected for the UE.
	

	expectedUEbehavior
	ExpectedUeBehavior
	C
	0..1
	This IE shall be present if available. When present it shall indicate the expected UE moving trajectory and its validity period. See 3GPP TS 23.502 [3] clause 4.15.6.3.
	

	ueDifferentiationInfo
	UeDifferentiationInfo
	C
	0..1
	This IE shall be present if available. When present it shall indicate UE Differentiation Information and its validity period.
	

	plmnAssiUeRadioCapId
	PlmnAssiUeRadioCapId
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the PLMN-assigned UE Radio Capability ID.
(NOTE 1)
	

	manAssiUeRadioCapId
	ManAssiUeRadioCapId
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the Manufacturer-assigned UE Radio Capability ID.
	

	ucmfDicEntryId
	string
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the UCMF allocated dicEntryId received from the UCMF.
	

	n3IwfId
	GlobalRanNodeId
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via N3IWF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the Global RAN Node ID of N3IWF.
	

	wagfId
	GlobalRanNodeId
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via W-AGF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the Global RAN Node ID of W-AGF.
	

	tngfId
	GlobalRanNodeId
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via TNGF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the Global RAN Node ID of TNGF.
	

	anN2ApId
	integer
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes, as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via N3IWF/W-AGF/TNGF and the UE is in CM-CONNECTED state via N3IWF/W-AGF/TNGF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the RAN UE NGAP ID over N2 interface.
	

	nssaaStatusList
	array(NssaaStatus)
	C
	1..N
	This IE shall be present if available. When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and for which a status information is available. See 3GPP TS 23.501 [2] clause 5.15.5.2.1 and 3GPP TS 23.502 [3] clause 5.2.2.2.2.
	

	pendingNssaiMappingList
	array(NssaiMapping)
	C
	1..N
	This IE shall be present if available. When present, this IE shall contain the mapping of the pending NSSAI for the UE.
	

	uuaaMmStatus
	UuaaMmStatus
	C
	0..1
	This IE shall be present if available in 3GPP access MM context.
When present, this IE shall indicate the status of UUAA-MM if the AMF is configured to perform the UAV authentication/authorization at 5GS registration as described in clause 5.2.2 of 3GPP TS 23.256 [56]. 
	

	deregInactTimerList
	map(DeregInactTimerInfo)
	C
	0..1
	This IE shall be present if there are ongoing Network Slice Deregistration Inactivity Timer(s) in the old AMF for certain S-NSSAI(s) for the UE during an intra PLMN mobility procedure.

When present, this IE shall indicate the list of Ongoing Network Slice Deregistration Inactivity Timer Information per S-NSSAI for the UE. The S-NSSAI shall be used as the key of the map.
	SliceUsageCtrl

	voSupportMatchInd
	boolean
	O
	0..1
	This IE indicates whether the UE radio capabilities are compatible with the network configuration for IMS voice. The AMF may include this IE in intra PLMN handover when the network configuration considered in the decision for the Voice Support Match Indicator is homogenous for the entire serving PLMN. The target AMF uses it as an input for setting the IMS voice over PS Session Supported Indication over 3GPP access as specified in clause 5.16.3.2 of 3GPP TS 23.501 [2].

When present, this IE shall be set as follows:
-	true: the UE radio capabilities are compatible with the network configuration;
-	false: the UE radio capabilities are not compatible with the network configuration.
	

	NOTE 1:	If the AMF supports RACS and the AMF detects that the selected PLMN during a service request procedure is different from the currently registered PLMN for the UE, the AMF stores the UE Radio Capability ID of the newly selected PLMN in the UE context as described in clause 5.2.3.2 of 3GPP TS 23.502 [3], and provides this UE Radio Capability ID to the target AMF during any subsequent inter-AMF mobility.
	



Editor's note: It is FFS whether and how to address a partially allowed S-NSSAI upon inter-AMF mobility in a same PLMN when the source AMF would support partially allowed S-NSSAIs but the target AMF would not, e.g. whether the Source AMF should in such a case send the partially allowed S-NSSAI in the allowedNssai IE.

* * * End of Changes * * * *
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