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	Reason for change:
	Consider following scenarion:
· hierarchical NSACF architecture is deployed
· Maximum number of UEs with at least one PDU session/PDN Connection and/or maximum number of PDU session is configured
· Option 2 solution (NumOfPDUsUpdate service operation is used for NSAC)

When the NSACF delegates the admission control request from PGW-C+SMF to Primary NSACF, it is possible that any one of "Max number of UEs with at-least one PDU-Session/PDN-Connection" or "Max Number of PDU Sessions" has run out of quota. In such case, it is necessary that NSACF informs Primary NSACF why the request was delegated to it, so that only the respective counts are provided from Primary NSACF to NSACF to update the respective local maximum number.
 
Else, for example, if at NSACF, UE quota is exceeded and PDU quota is available, and NSACF does not explictly informs the same to Primary NSACF, then it may happen that Primary NSACF will think NSACF needs both UE and PDU quota. If PDU quota is not available at Primary NSACF then the request itself may get rejected.


	
	

	Summary of change:
	NSACF, in its request to Primary NSACF, includes an indication whether request is triggred due to UE count exhaustion or the PDU count exhaustion.

	
	

	Consequences if not approved:
	UE registration may be rejected even though quota is available.

	
	

	Clauses affected:
	5.2.4.2.4, 6.1.6.2.5, A.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR introduces a backwards compatible new feature to Nnsacf_NSAC API.
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[bookmark: _Toc24937666][bookmark: _Toc33962481][bookmark: _Toc42883243][bookmark: _Toc49733111][bookmark: _Toc56690736][bookmark: _Toc144122739]*** First Change ***
[bookmark: _Toc148445651][bookmark: _Toc161847299][bookmark: _Toc153807919]5.2.4.2.4	NSAC for controlling the number of UEs with at least one PDU session/PDN connection per network slice
The NumOfPDUsUpdate service operation may be invoked to control the number of UEs with at least one PDU session/PDN connection, by the combined SMF+PGW-C under the following conditions:
-	EPS interworking is supported;
-	EPS counting is required for the network slice identified by an S-NSSAI;
-	the network (e.g. combined SMF+PGW-C, NSACF) is configured to perform NSAC for the number of UEs with at least one PDU Session/PDN Connection.
The combined SMF+PGW-C shall invoke the NumOfPDUsUpdate in the following cases:
-	when the UE establishes PDU session/PDN connection associated with the network slice in the combined SMF+PGW-C;
-	when the PDU session/PDN connection associated with the network slice is released.
When invoking NumOfPDUsUpdate, the procedure specified in clause 5.2.2.4.2 is applied, with the following differences:
- Step 2a:
-	for each S-NSSAI, the NSACF checks if the S-NSSAI is subject to counting the number of UEs with at least one PDU session/PDN connection. If no, the NSACF shall perform the existing NSAC handling as per clause 5.2.2.4.2. Otherwise, the NSACF shall perform the following steps:
-	if the update flag is set to "INCREASE", the NSACF, shall behave as specified in clause 5.15.11.5a of 3GPP TS 23.501 [2] and clause 4.11.5.9a of 3GPP TS 23.502  [3].
-	if the counted UE number exceeds the configured maximum number of UEs with at least one PDU session/PDN connection, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5).
-	if the update flag is set to "UPDATE", the NSACF performs necessary check and updates the stored information in the UE entry (e.g. access type), as specified in clause 4.11.5.9a of 3GPP TS 23.502 [3].
-	if the update flag is set to "DECREASE", the NSACF shall behave as specified in clause 5.15.11.5a of 3GPP TS 23.501 [2] and clause 4.11.5.9a of 3GPP TS 23.502  [3].
-	For the hierarchical NSAC architecture, the NSACF shall behave as specified in clause 5.2.2.4.3.
-	If the local maximum number of UEs with at least one PDU session/PDN connection or local threshold is reached, the NSACF may interact with the Primary NSACF before it returns the response back to the SMF+PGW-C. If the request is triggered when any one of "local maximum number of UEs with at least one PDU session/PDN connection" or "local maximum number of PDU Sessions" is reached, the NSACF may include an indication whether request is triggred due to UE count exhaustion or the PDU count exhaustion. For more details on handling between the NSACF and Primary NSACF see clause 4.2.11.4a of 3GPP TS 23.502 [3].
*** Next Change ***
[bookmark: _Toc81226704][bookmark: _Toc93868995][bookmark: _Toc148445721][bookmark: _Toc161847369]6.1.6.2.5	Type: AcuOperationItem
Table 6.1.6.2.5-1: Definition of type AcuOperationItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	updateFlag
	AcuFlag
	M
	1
	Indicates the operation (i.e. increase or decrease) to the impacted S-NSSAI.
	

	snssai
	Snssai
	M
	1
	Indicates the S-NSSAI for the increase or decrease operation.
It shall contain S-NSSAI in serving PLMN or the mapped S-NSSAI in home PLMN.
	

	plmnId
	PlmnId
	C
	0..1
	Indicates the PLMN ID associated to the S-NSSAI for increase or decrease operation.
It shall be present in the NSAC procedure for the HR or LBO roaming case, or if the NSACF serves multiple PLMNs.
	

	plmnIdNid
	PlmnIdNid
	C
	0..1
	This IE shall be present when the S-NSSAI is associated with a SNPN for increase or decrease operation.
When present, it shall contain the combination of a PLMN ID and a NID associated to the S-NSSAI.
	

	ueRegInd
	boolean
	C
	0..1
	This IE shall be present and set to true if the UE has been registered with the associated S-NSSAI in another NSAC service area before, in hierarchical NSAC architecture.

Presence of this IE with false value shall be prohibited.
	HNSAC

	servingPlmnId
	PlmnId
	C
	0..1
	It shall be present in the NSAC procedure for the HR or LBO roaming case, and if the mapped S-NSSAI in home PLMN is included in snssai attribute.
When present, it shall contain the serving PLMN ID of the UE.
	

	nsacMode
	NsacAdmissionMode
	C
	0..1
	This IE shall be present for inbound roamer, indicating VPLMN NSAC admission mode or VPLMN with HPLMN assistance NSAC admission mode.
	

	uePduACInd
	AcuFailureReason
	O
	0..1
	This IE may be present when hierarchical NSACF architecture is deployed in the network and NSACF delegates the admission control request from PGW-C+SMF to Primary NSACF.

When present, this IE shall be set as following:
- "EXCEED_MAX_UE_NUM": If max UE count reached at NSACF
- "EXCEED_MAX_PDU_NUM": If max PDU count reached at NSACF 
	



*** Next Change ***
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc93869052][bookmark: _Toc148445801][bookmark: _Toc161847449]A.2	Nnsacf_NSAC API
openapi: 3.0.0

info:
  title: Nnsacf_NSAC
  version: 1.1.0-alpha.5
  description: |
    Nnsacf_NSAC Service.  
    © 2024, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.536 V18.5.0; 5G System; Network Slice Admission Control Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.536/

servers:
  - url: '{apiRoot}/nnsacf-nsac/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nnsacf-nsac
****skipped for clarity
    AcuOperationItem:
      type: object
      properties:
        updateFlag:
          $ref: '#/components/schemas/AcuFlag'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        plmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        plmnIdNid:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
        ueRegInd:
          type: boolean
          enum:
           - true
        servingPlmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        nsacMode:
          $ref: '#/components/schemas/NsacAdmissionMode'
        uePduACInd:
          $ref: '#/components/schemas/AcuFailureReason'
      required:
        - updateFlag
        - snssai
****skipped for clarity
*** End of Change ***
