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	Reason for change:
	Clause 5.5.3.1.1 contains the following editor's note:

Editor’s Note: It is left FFS how to handle the applicative errors for termination of session and deregistration of the UE by the Roaming Intermediary based on roaming agreements.
And clause 5.5.3.4.2 contains the following editor's note:

Editor's note: Roaming Intermediary originated error message e.g. to terminate a session is FFS.

Clause 5.5.3.5 (Handling of applicative events trigger determined by Roaming Intermediary) already covers the Editor Notes as it specifies:

 1.	The Roaming Intermediary detects an applicative event regarding the status of roaming where the Roaming Intermediary requires to change the status on specific NF.
NOTE 1:	How the Roaming Intermediary becomes aware of N32f_contextID is outside the scope of this specification.
2. 	The Roaming Intermediary shall create a new N32-f request encapsulating a request for the appropriate NF as specified in clause 5.5.3.5.2, and shall send the request towards pSEPP for the message targeted to NF Producer.
The above requirements do alreay allow the Roaming Intermediary to send appliacative request/error to the cNF.

Accordingly, no further requirements are identified.
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	Strike out the EN in clause 5.5.3.1.1 and 5.5.3.4.2
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* * * First Change * * * *
[bookmark: _Toc160551165]5.5.3.1.1	General
Error messages may be originated from either PLMN SEPPs or Roaming Hubs to adjacent Roaming Hubs or adjacent PLMN SEPPs, in an identifiable way. Furthermore, if allowed by the PLMN policy, the SEPP shall be able to send error messages on the N32 interface to a roaming hub via the N32-f. See clause 5.9.3.2 of 3GPP TS 33.501 [6]). 
The following error scenarios are supported and further detailed in the following clauses.
1)	N32-f related error determined upon receipt of an N32-f request
Examples: Roaming Intermediary rejecting an N32-f request due to:
-	the N32-f connection cannot be setup due to contractual reasons;
-	the N32-f connection cannot be setup due to a connectivity issue;
-	incompatible encryption/plain information in the request (e.g. an IE is encrypted while it was expected in clear);
-	N32-f request not delivered due contractual reasons.
2)	N32-f related error determined upon receipt of an N32-f response
Example: 
-	incompatible encryption/plain information in the N32-f response (e.g. an IE is encrypted while it was expected in clear). 
3)	Applicative (i.e. SBI related) error determined upon receipt of an N32-f request 
Example: 
-	Roaming Intermediary rejecting a UE Registration on behalf of the involved PLMNs based on roaming agreements.

Editor’s Note: It is left FFS how to handle the applicative errors for termination of session and deregistration of the UE by the Roaming Intermediary based on roaming agreements.

* * * Next Change * * * *

[bookmark: _Toc160551174]5.5.3.4.2	Error message formatting by the Roaming Intermediary
If a Roaming Intermediary needs to generate a service error message upon receiving an N32-f request, the Roaming Intermediary shall construct a service error response (to be sent within a successful N32-f response) as defined in clause 5.3.2.3 for a SEPP with the following modifications:
-	the DataToIntegrityProtectBlock (see Table 6.2.5.2.3-1) shall only contain metadata with N32-f message ID and N32-f context ID of the N32-f request message;
-	the patch instructions in the modificationBlock (see Table 6.2.5.2.3-1) shall be based on the intermediary originated DataToIntegrityProtectBlock only containing the MetaData with the N32-f message ID and N32-f context ID. 
-	the modifications in the "modificationsBlock" shall result in encoding the service error response, i.e. it shall contain patch instructions; 
-	adding the statusLine to form the desired service error response (e.g. 403 Forbidden response); 
-	adding SBI headers, if applicable; and
-	adding the payload that shall be the content of the service error response (e.g. ProblemDetails with the reason why the registration request is rejected);
-	the modificationBlock shall contain the JWS signature of the Roaming Intermediary. 
The Roaming Intermediary shall then send its N32-f response towards the c-SEPP, possibly via another intermediate Roaming Intermediary, encapsulating the service error response.
Editor's note: Roaming Intermediary originated error message e.g. to terminate a session is FFS.


* * * End of Changes * * * *


