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Overall Description
This LS focuses on the N32-f lifetime and reconnection
Background
[bookmark: _Hlk146534192]GSMA 5GMRR described the N32 connection setup for the TLS security method between two SEPPs of different operators, according to TS 33.501 and TS 29.573 Release 18 and related GSMA procedures, (Ref: 5GMRR Doc 45_12 - LS Educational paper on N32 connection establishment for bilateral TLS). As the specifications do not provide clear guidance on N32-f lifetime, 5GMRR makes the following assumptions.

The N32-f lifetime is under control of the client initiating the N32-f connection. It is expected that N32-f are long-lived connections which are kept active even if there is no traffic to be sent. 
Several methods are available to keep the connection alive. TCP keep-alive is the minimum recommended method to be supported. Other methods can optionally be supported. 
· TCP keep-alive. 
· TLS Heartbeat
· HTTP2 PING Frame
After a timeout of heartbeat message or actual traffic, the client (initiator) should re-establish N32-f and, in case of failure, re-establish the N32 context.
 
Note: This means that stability issues, resulting in N32 context re-establishment in the forward direction from I-SEPP to r-SEPP will impact N32-f connections in the reverse direction from r-SEPP to I-SEPP.  

Request to 3GPP
GSMA NRG 5GMRR kindly requests 3GPP to verify the assumptions from 5GMRR and provide further recommendations.
Actions
3GPP is kindly asked to take the following actions:
CT4/SA3 to provide feedback on the assumptions that N32-f are long lived connections under control of the initiating client
CT4 to indicate the preferred method (if any) to keep N32-f connections alive.
CT4 to confirm or reject the actions to be taken if a connection fails after timeout.
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