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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Update solution#3.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.866.

* * * First Change * * * *
[bookmark: _Toc145745189]6.3	Solution#3: Solution for maintaining the IMS MT service uninterruptible in case of HSS/UDM failure
6.3.1	Description
[bookmark: _Toc149032238][bookmark: _Toc152144710]6.3.1.1	General
This solution is proposed to address Key Issue #1 "Continue service for registered users in case of HSS/UDM failure or overload".
This solution considers to continue IMS service for registered UE, in the following procedures:
-	IMS initial registration procedure;
-	IMS re-registration procedure;
-	IMS MT procedure.
When the IMS MT is established, I-CSCF will retrieve the S-CSCF address in the terminating network from the HSS of the terminating UE. To ensure successful S-CSCF address retrieval in case of HSS/UDM failure, the S-CSCF address is stored in a new AS during the registration process.
[bookmark: _Hlk147783192]6.3.1.2	Storage of S-CSCF Address
The below Figure 6.3.1.2-1 illustrates the storage of S-CSCF address during the IMS registration procedure.


Figure 6.3.1.2-1: Storage of S-CSCF address in initial registration procedure
1-2.	UE has registered to the IMS network.
3-4.	S-CSCF sends the third-party registration request to a new AS based on the iFC information. Upon a successful registration, the AS will store the S-CSCF address, IMSI, MSISDN for the UE.
NOTE:	The new AS is dedicated for HSS bypass in case of HSS failure.
6.3.1.3	IMS initial registration procedure in case of HSS failure
If all instances of HSS have failed and PDN connections of PS domain are re-established, UE will initiate the IMS initial registration with the network. However, the new AS still restores the UE registration-related data (e.g. S-CSCF address, IMSI, MSISDN, etc.). Therefore, the UE data on the AS can be fully used for the completion of the initial registration procedure for the UE. The below Figure 6.3.1.3-1 illustrates the initial registration procedure of HSS bypass.


Figure 6.3.1.3-1: IMS initial registration procedure of HSS bypass
1-2.	The UE initiates an initial REGISTER request to the P-CSCF and the P-CSCF forwards the initial REGISTER request to the I-CSCF.
3-4.	I-CSCF fails to send a UAR or doesn’t receive a corresponding response from HSS, then it forwards the REGISTER request to the AS based on the pre-configured address of the AS.
5a.	AS supports forwarding the REGISTER request to the S-CSCF according to the UE registration-related data (e.g. S-CSCF address, IMSI, MSISDN, etc.). The UE data is obtained directly or indirectly from the ISC interface (S-CSCF-AS).
5b-5c.	AS also supports returning the 305 message with the S-CSCF address to the I-CSCF. Then the I-CSCF sends the REGISTER to the S-CSCF.
6a-6b.	The S-CSCF selects one group of available AVs and returns the 401 (Unauthorized) response to the initial REGISTER request to the AS. Then the AS forwards the 401 (Unauthorized) response to the I-CSCF.
6c.	The S-CSCF selects one group of available AVs and returns the 401 (Unauthorized) response to the initial REGISTER request to the I-CSCF.

7-10.	These steps are the same as the procedure of solution 2 described in clause 6.2.1.2.
11-13.	These steps are the same as the 3 to 6 steps above.
14-16.	The S-CSCF shall return the 200 OK response to the UE by the AS/I-CSCF and the P-CSCF.

6.3.1.4	IMS re-registration procedure in case of HSS failure
According to 3GPP TS 24.229 [6], upon the initial registration being successful, the P-CSCF will store the address of the S-CSCF serving the specific subscriber. The re-registration procedures are then the same as in solution 1. Either the procedure with I-CSCF described in clause 6.1.1.2 or the procedure without I-CSCF described in clause 6.1.1.3 may be used.
6.3.1.5	IMS MT procedure in case of HSS failure
The below Figure 6.3.1.5-1 illustrates the MT procedure of HSS bypass.



Figure 6.3.1.5-1: IMS MT procedure of HSS bypass
1.	I-CSCF in the terminating network receives an incoming INVITE request.
2-3.	I-CSCF fails to send an LIR or doesn’t receive a corresponding response from HSS, then it forwards the INVITE request to the AS based on the pre-configured address of the AS.
4a.	AS supports forwarding the INVITE request to the S-CSCF according to the UE registration-related data (e.g. S-CSCF address, IMSI, MSISDN, etc.). The UE data is obtained directly or indirectly from the ISC interface (S-CSCF-AS).
4b-4c.	AS also supports returning the 305 message with the S-CSCF address to the I-CSCF. Then the I-CSCF sends the INVITE to the S-CSCF.
5-6.	S‑CSCF forwards the INVITE request to UE B through the P-CSCF.
7.	18X/200 OK/ACK procedure proceeds.

6.3.2	Impacts on services, entities and interfaces 
The requirement for I-CSCF:
-	The capability to forward the INVITE request to the AS in order to obtain the S-CSCF address, IMSI, MSISDN for the UE.
The requirement for the AS:
-	The capability to forward the INVITE request to the S-CSCF of terminating UE based on the UE data obtained directly or indirectly from the ISC interface;
or
-	The capability to return the 305 message with the S-CSCF address of terminating UE to the I-CSCF based on the UE data obtained directly or indirectly from the ISC interface.

6.3.3	Pros
The pros of the solution:
-	This solution provides an efficient way to bypass the failed HSS and associated paths.
-	This solution can bypass the HSS to keep the IMS (re-)registration procedure uninterruptible when all the HSS instances fail.
-	This solution can bypass the HSS to keep the IMS MT procedure uninterruptible when all the HSS instances fail. It supplements and improves solution 1.

6.3.4	Cons
The cons of the solution:
-	Enhancements to S-CSCF to configure the iFC of the new AS in the third-party registration, which will increase the overhead of registration signalling.
-	Enhancements to I-CSCF to forward INVITE request to the AS.
-	The address of the AS needs to be preconfigured for I-CSCF in this solution.
-	Enhancements to the AS to forward INVITE request to the S-CSCF of the terminating UE.
-	Restoration of the new AS is needed to be considered.
* * * End of Changes * * * *
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