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* * * First Change * * * *
[bookmark: _Toc20142320][bookmark: _Toc34217266][bookmark: _Toc34217418][bookmark: _Toc39051781][bookmark: _Toc43210353][bookmark: _Toc49853259][bookmark: _Toc56530048][bookmark: _Toc155593999][bookmark: _PERM_MCCTEMPBM_CRPT30470011___3]6.1.6.2.2	Type: AuthorizedNetworkSliceInfo
Table 6.1.6.2.2-1: Definition of type AuthorizedNetworkSliceInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	allowedNssaiList
	array(AllowedNssai)
	C
	1..N
	This IE shall be included if:
-	the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s); or
-	the "requestMapping" flag in the corresponding request was set to "true"; or
-	if neither Requested NSSAI nor the mapping of Requested NSSAI was provided to the NSSF or none of the S-NSSAIs in the Requested NSSAI are permitted (provided that there is at least a subscribed S-NSSAI marked as default which is available in the current TA).

When present, this IE shall contain the allowed S-NSSAI(s) authorized by the NSSF in the serving PLMN per access type if the Requested NSSAI and the subscribed S-NSSAI(s) received (NOTE X), or this IE shall contain the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s) if requestMapping flag was set to "true".

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded.
	

	configuredNssai
	array(ConfiguredSnssai)
	C
	1..N
	This IE shall be included if:

-	the NSSF did not receive any Requested NSSAI; or
-	the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN; or
-	the NSSF has received "defaultConfiguredSnssaiInd" set to "true"; or
-	the network slice information is requested during UE configuration update procedure.

When present, this IE shall contain the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN.

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded.
	

	targetAmfSet
	string
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the target AMF set which shall be constructed from PLMN-ID (i.e. three decimal digits MCC and two or three decimal digits MNC), AMF Region Id (8 bit), and AMF Set Id (10 bit).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
Pattern: '^[0-9]{3}-[0-9]{2,3}-[A-Fa-f0-9]{2}-[0-3][A-Fa-f0-9]{2}$'
(NOTE 1, NOTE 2, NOTE 3)
	

	candidateAmfList
	array(NfInstanceId)
	O
	1..N
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the list of candidate AMF(s).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
(NOTE 2, NOTE 3)
	

	rejectedNssaiInPlmn
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the PLMN.

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded. Such slices may be included in this attribute.
	

	rejectedNssaiInTa
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the current TA.

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded. Such slices may be included in this attribute.
	

	nsiInformation
	NsiInformation
	C
	0..1
	This IE shall be included by the NSSF if the NSSF received the S-NSSAI (i.e. during PDU session establishment procedure in non-roaming or LBO roaming).
This IE shall also be included by the hNSSF and forwarded by the vNSSF if the hNSSF received the S-NSSAI (i.e. during PDU session establishment procedure in HR roaming).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.
	

	nrfAmfSet
	Uri
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the target AMF Set is included.
When present, this IE shall contain the API URI of the NRF NFDiscovery Service (see clause 6.2.1 of 3GPP TS 29.510 [13]) to be used to determine the list of candidate AMF(s) from the AMF Set.
(NOTE 2)
	

	nrfAmfSetNfMgtUri
	Uri
	C
	0..1
	This IE should be present if the nrfAmfSet is present. When present, it shall contain the API URI of the NRF NFManagement Service (see clause 6.1.1 of 3GPP TS 29.510 [13]).
(NOTE 2)
	

	nrfAmfSetAccessTokenUri
	Uri
	O
	0..1
	When present, this IE shall contain the API URI of the NRF Access Token Service (see clause 6.3.2 of 3GPP TS 29.510 [13]).
(NOTE 2)
	

	nrfOauth2Required
	map(boolean)
	O
	1..N
	This IE may be present if the nrfAmfSet IE or the nrfAmfSetNfMgtUri IE is present.
When present, this IE shall indicate whether the NRF requires Oauth2-based authorization for accessing its services.
The key of the map shall be the name of an NRF service, e.g. "nnrf-nfm" or "nnrf-disc".

The value of each entry of the map shall be encoded as follows:
[bookmark: _PERM_MCCTEMPBM_CRPT30470021___7]- true: OAuth2 based authorization is required.
- false: OAuth2 based authorization is not required.
If this IE is present and set to true, then the nrfAmfSetAccessTokenUri IE shall be present and shall be used to request access token for NRF services.

The absence of this IE means that the NRF has not provided any indication about its usage of Oauth2 for authorization.
(NOTE 2)
	

	targetAmfServiceSet
	NfServiceSetId
	O
	0..1
	When present, this IE shall contain the target AMF service set.
(NOTE 1, NOTE 2)
	

	targetNssai
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and TAI, or the NSSF received the rejected NSSAI of current Registration Area.

When present, this IE shall contain S-NSSAI(s) as defined in clause 5.3.4.3.3 of 3GPP TS 23.501 [2].
	TargetNssai

	nsagInfos
	array(NsagInfo)
	C
	1..N
	This attribute shall be present if the AMF has indicated the support of NSAG by the UE, and the NSAG information is available to the NSSF.
This attribute contains the list of NSAG information.
	

	NOTE 1:	The NF Service Consumer uses the PLMN ID, AMF Region, AMF Set and AMF Service Set to perform a NF Discovery to the NRF.
NOTE 2:	These attributes should be absent if the NSSF provides a Target NSSAI in targetNssai attribute in order to redirect or handover the UE to a cell of another TA as defined in clause 5.15.5.2.1 of 3GPP TS 23.501 [2].
NOTE 3:	The targetAmfSet attribute and the candidateAmfList attribute should not be present simultaneously.
NOTE X: 	The authorized allowed S-NSSAIs may contain also Subscribed S-NSSAIs not marked as default and/or that were not part of the Requested NSSAI based on local policy configuration at NSSF.



* * * End of Changes * * * *
