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* * * First Change * * * *
[bookmark: _Toc25073746][bookmark: _Toc34062911][bookmark: _Toc43119879][bookmark: _Toc49767931][bookmark: _Toc56434104][bookmark: _Toc153803645][bookmark: _Toc153803953][bookmark: _Toc153881905][bookmark: _Toc85462078][bookmark: _Toc88667339][bookmark: _Toc153881910][bookmark: _Toc155105499][bookmark: _Toc155105676][bookmark: _Toc155124687]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[7]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[8]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[9]	3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".
[10]	IETF RFC 2387: "The MIME Multipart/Related Content-type".
[11]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[12]	IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[13]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[14]	IETF RFC 9113: "HTTP/2".
[15]	OpenAPI Initiative, "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[16]	3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[17]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[18]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[19]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[20]	3GPP TS 29.518: "5G System; Access and Mobility Management Service; Stage 3".
[21]	3GPP TS 23.380: "IMS Restoration Procedures".
[22]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[23]	IETF RFC 9457: "Problem Details for HTTP APIs".
[24]	3GPP TS 23.527: "5G System; Restoration Procedures".
[25]	3GPP TS 32.255: "Charging management; 5G data connectivity domain charging; stage 2".
[26]	3GPP TS 32.291: "Charging management; 5G system, charging service; Stage 3".
[27]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[28]	3GPP TR 21.900: "Technical Specification Group working methods".
[29]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane Nodes; stage 3".
[30]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[31]	Void
[32]	IETF RFC 9110: "HTTP Semantics".
[33]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access; Stage 2".
[34]	3GPP TS 29.524: "5G System; Cause codes mapping between 5GC interfaces; Stage 3".
[35]	3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[36]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[37]	3GPP TS 29.542: "5G System; Session Management Services for Non-IP Data Delivery (NIDD); Stage 3".
[38]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[39]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[40]	3GPP TS 29.531: "5G System; Network Slice Selection Services; Stage 3".
[41]	3GPP TS 23.256: "Support of Uncrewed Aerial Systems (UAS) connectivity, identification and tracking; Stage 2".
[42]	3GPP TS 23.015: "Technical realization of Operator Determined Barring (ODB)".
[43]	3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".
[44]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[45]	3GPP TS 23.007: "Restoration procedures".
[46]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[x]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".

* * * Next Change * * * *
6.1.6.2.72	Type: HrsboInfoFromVplmn
Table 6.1.6.2.72-1: Definition of type HrsboInfoFromVplmn
	Attribute name
	Data type
	P
	Cardinality
	Description

	hrsboAuthReqInd
	boolean
	C
	0..1
	This IE shall be present, for a HR PDU session, if the V-SMF requests HR SBO authorization:
· in a Create Request; and
· in an Update Request sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, this IE shall be set to true to indicate that authorization of Session Breakout for HR Session in VPLMN is requested.

	vEasdfAddr
	IpAddress
	C
	0..1
	This IE shall be present during a request for HR-SBO authorization, when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]) and if available, or if the V-EASDF IP address previously signaled to the H-SMF needs to be changed e.g. as a result of a V-SMF change.
When present, this IE shall contain the IP Address of the (new) V-EASDF.


	localDnsAddr
	IpAddress
	O
	0..1
	This IE may be present during the EAS Discovery Procedure with Local DNS for HR-SBO (see clause 6.7.2.4 of 3GPP TS 23.548 [39]) after UL-CL/BP insertion. 
When present, it shall be set to the address of the Local DNS Server/Resolver.

	easRediscoveryInd
	boolean
	C
	0..1
	This IE shall be present, for a HR PDU session, if the UE indicates the support of EAS rediscovery and the V-SMF requests EAS rediscovery in an Update Request sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, this IE shall be set to true to indicate that EAS rediscovery is requested.

	easInfoToRefresh
	EasInfoToRefresh
	C
	0..1
	This IE shall be present if the easRediscoveryInd is set to true and the V-SMF receives the information in SM context from source V-SMF or H-SMF.

When present, it shall contain the EAS information to be refreshed for EAS re-discovery.

	storedOffloadIds
	array(OffloadIdentifier)
	C
	1...N
	The IE shall be present when the V-SMF service instance has stored a list of offload identifiers which were received from any H-SMF from the Home PLMN during previous signalling procedures for this HR-SBO PDU session and also for other HR-SBO PDU sessions.

When present, this IE shall contain the list of offload identifiers of the HPLMN that are known by the V-SMF service instance.
(NOTE 1)

	vEasdfSecurityInfo
	array(DnsServerSecurityInformation)
	O
	1..N
	When present, this IE shall contain one or more DNS server security information with length of two octets container(s), set with the V-EASDF security information. 
(NOTE X)

	NOTE 1:	The H-SMF assumes that the V-SMF does not know any Offload Identifiers of the HPLMN if this IE is absent.
NOTE X:	The V-EASDF security information provided by the V-SMF to the H-SMF shall be consistent with the DNS security protocol(s) supported by the UE.


* * * Next Change * * * *
[bookmark: _Toc153803954]6.1.6.2.73	Type: HrsboInfoFromHplmn
Table 6.1.6.2.73-1: Definition of type HrsboInfoFromHplmn
	Attribute name
	Data type
	P
	Cardinality
	Description

	hrsboAuthResult
	boolean
	C
	0..1
	This IE shall be present, for a HR PDU session, if the H-SMF received a request for HR SBO authorization:
· in a Create Response; and
· in an Update Response sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, this IE shall indicate whether HR-SBO request is authorized as follows:
- true: authorized.
- false: Not authorized.

	hDnsAddr
	IpAddress
	C
	0..1
	This IE shall be present, when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]) or the EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO (see clause 6.7.2.5 of 3GPP TS 23.548 [39]), if available.
When present, this IE shall contain the DNS server address of HPLMN to be used: 
- for DNS requests related with traffic not to be subject to HR-SBO, to configure the V-EASDF when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]), or 
- for DNS requests related to traffic subject to HR-SBO, to configure the UPF in VPLMN to perform IP replacement when using the EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO (see clause 6.7.2.5 of 3GPP TS 23.548 [39]). (NOTE 3).

	hPlmnAddr
	IpAddress
	O
	0..1
	This IE may be present when using the EAS Discovery procedure with V-EASF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]).
When present, this IE shall contain the HPLMN address information (e.g. H-UPF IP address on N6) to be used by the V-SMF to configure the V-EASDF to build EDNS Client Subnet option for target FQDN of DNS queries which are not authorized for HR-SBO.

	vplmnOffloadingInfoList
	array(VplmnOffloadingInfo)
	O
	0..N
	When present, this IE shall include VPLMN specific Offloading Information list applicable to the PDU session and whose offload identifiers are not yet known by the V-SMF service instance or whose offload identifier's version has changed.
(NOTE 5)(NOTE 6)

	offloadIds
	array(OffloadIdentifier)
	C
	0..N
	When present, this IE shall include a list of specific Offload Ids applicable for the PDU session and that are part of the StoredOffloadIds included in the corresponding request message.
(NOTE 5)(NOTE 6)

	internalGroupIds
	array(GroupId)
	O
	1..N
	When present, this IE shall include the list of internal group identifier if the UE belongs to any subscribed internal group(s).

	easIpReplacementInfo
	EasIpReplacementInfo
	C
	0..1
	This IE shall be present, for a HR PDU session, if the H-SMF receives the EAS IP replacement information from AF during AF triggered EAS re-discovery and edge relocation via interacting with HPLMN (see clause 6.7.3.2 of 3GPP TS 23.548 [74]).

When present, this IE shall contain the EAS IP replacement information.

	targetDnai
	Dnai
	C
	0..1
	This IE shall be present, for a HR PDU session, if the H-SMF receives the target DNAI from AF during AF triggered EAS re-discovery and edge relocation via interacting with HPLMN (see clause 6.7.3.2 of 3GPP TS 23.548 [74]).

When present, this IE shall contain the target DNAI.

	NOTE 1:	The H-SMF sends the V-EASDF address received from the V-SMF to the UE in n1SmInfoToUe attribute when using the EAS Discovery procedure with V-EASDF for HR-SBO (see clause 6.7.2.3 of 3GPP TS 23.548 [39]).
NOTE 2:	The H-SMF sends the Local DNS Server/Resolver address received from the V-SMF to the UE in n1SmInfoToUe attribute when using the EAS Discovery Procedure with Local DNS for HR-SBO (see clause 6.7.2.4 of 3GPP TS 23.548 [39]).
NOTE 3:	The H-SMF also sends the DNS server IP address of the HPLMN to the UE in n1SmInfoToUe attribute (via PCO) when using the EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO (see clause 6.7.2.5 of 3GPP TS 23.548 [39]).
NOTE 4:	The H-SMF sends the EAS rediscovery indication and EAS information to be refreshed for EAS re-discovery received from the V-SMF to the UE in n1SmInfoToUe attribute.
NOTE 5:	When the H-SMF determines that the V-SMF service instance has already received the corresponding Vplmn Offloading Info based on the storedOffloadIds provided by the V-SMF service instance in the corresponding request message and the associated vplmnOffloadInfo has not changed, then in the corresponding response message, the H-SMF shall include the corresponding offload identifier in the offloadIds attribute; otherwise, the H-SMF shall include it in the vplmnOffloadingInfoList attribute. The H-SMF shall always provision a complete list of vplmnOffloadingInfo and/or offloadIds.
NOTE 6:	The V-SMF service instance shall always overwrite any vplmnOffloadingInfoList and the offloadIds stored for the PDU session with the latest vplmnOffloadingInfo and/or offloadIds received. When the V-SMF receives a VplmnOffloadingInfo containing an offloadId which is known by the V-SMF, it shall consider that the vplmnOffloadingInfo for the offloadId has changed if the offloadId does not contain a version field or if the offload id has an incremented version number, and if so, the V-SMF service instance shall enforce the changed vplmnOffloadingInfo for the HR-SBO PDU session and also for any other HR-SBO PDU sessions with the same offloadId.
NOTE X:	The H-SMF sends the V-EASDF (i.e. DNS server) security information received from the V-SMF to the UE in n1SmInfoToUe attribute.




* * * Next Change * * * *
[bookmark: _Toc25073979][bookmark: _Toc34063169][bookmark: _Toc43120152][bookmark: _Toc49768209][bookmark: _Toc56434384][bookmark: _Toc153803962]6.1.6.3.2	Simple data types
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description

	ProcedureTransactionId
	integer
	Unsigned integer representing a Procedure Transaction Identity, within the range 0 to 255, as specified in 3GPP TS 24.007 [8]. 

	EpsBearerId
	integer
	Integer identifying an EPS bearer, within the range 0 to 15, as specified in clause 11.2.3.1.5, bits 5 to 8, of 3GPP TS 24.007 [8]. 

	EpsPdnCnxContainer
	string
	String with format "byte" as defined in OpenAPI Specification [15], i.e. base64-encoded characters, encoding the UeEpsPdnConnection IE specified in Table 7.3.1-2 or Table 7.3.6-2 of 3GPP TS 29.274 [16] for the N26 interface.

	EpsBearerContainer
	string
	String with format "byte" as defined in OpenAPI Specification [15], i.e. base64-encoded characters, encoding the Bearer Context IE specified in Table 7.3.2-2 of 3GPP TS 29.274 [16]. 

	Teid
	string
	4-octet GTP tunnel endpoint identifier, as defined in 3GPP TS 29.274 [16], in hexadecimal representation. Each character in the string shall take a value of "0" to "9" or "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the TEID shall appear first in the string, and the character representing the 4 least significant bit of the TEID shall appear last in the string.

Pattern: "^[A-Fa-f0-9]{8}"

Example:
A GTP TEID 0x5BD60076 shall be encoded as "5BD60076".

	EpsBearerContextStatus
	string
	EPS bearer context status, as defined in octets 3 and 4 of the EPS bearer context status IE in clause 9.9.2.1 of 3GPP TS 24.301 [27], in hexadecimal representation. Each character in the string shall take a value of "0" to "9" or "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the EPS bearer context status shall appear first in the string, and the character representing the 4 least significant bit of the EPS bearer context status shall appear last in the string.

Pattern: '^[A-Fa-f0-9]{4}$'

Example:
An EPS bearer context status IE where only the EBIs 2, 5, 6 and 9 are active shall be encoded as "6402".


	DrbId
	integer
	Unsigned integer representing a Data Radio Bearer Identity, within the range 1 to 32, as specified in clause 9.3.1.53 of 3GPP TS 38.413 [9]. 

	AdditionalTnlNb
	integer
	Unsigned integer, within the range 1 to 3, indicating whether this is the first, second or third additional indirect data forwarding tunnel for multi-connectivity.

	ForwardingBearerContainer
	string
	String with format "byte" as defined in OpenAPI Specification [15], i.e. base64-encoded characters, encoding the Bearer Context IE within Context Acknowledge specified in Table 7.3.7-2 of 3GPP TS 29.274 [16].

	SecondaryRatUsageDataReportContainer
	string
	String with format "byte" as defined in OpenAPI Specification [15], i.e. base64-encoded characters, encoding the Secondary RAT Usage Data Report IE within Forward Relocation Complete  Acknowledge specified in Table 7.3.4-1 of 3GPP TS 29.274 [16] (starting from octet 1).

	DnsServerSecurityInformation
	string
	String with format "byte" as defined in OpenAPI Specification [15], i.e. base64-encoded characters, encoding the DNS server security information with length of two octets container specified in clause 10.5.6.3.1 of 3GPP TS 24.008 [x].




* * * Next Change * * * *
[bookmark: _Toc25074011][bookmark: _Toc34063203][bookmark: _Toc43120188][bookmark: _Toc49768245][bookmark: _Toc56434421][bookmark: _Toc153804007]A.2	Nsmf_PDUSession API
openapi: 3.0.0

[…]

    HrsboInfoFromVplmn:
      description: HR-SBO Information in request message
      type: object
      properties:
        hrsboAuthReqInd:
          type: boolean
          enum:
           - true
        vEasdfAddr:
          $ref: '#/components/schemas/IpAddress'
        localDnsAddr:
          $ref: '#/components/schemas/IpAddress'
        easRediscoveryInd:
          type: boolean
          enum:
           - true
        easInfoToRefresh:
          $ref: '#/components/schemas/EasInfoToRefresh'
        storedOffloadIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/OffloadIdentifier'
          minItems: 1
        vEasdfSecurityInfo:
          type: array
          items:
            $ref: '#/components/schemas/DnsServerSecurityInformation'
          minItems: 1


[…]

#
# SIMPLE DATA TYPES
#
    ProcedureTransactionId:
      description: Procedure Transaction Identifier
      type: integer
      minimum: 0
      maximum: 255

[…]


    SecondaryRatUsageDataReportContainer:
      description: Secondary Rat Usage Data Report Container
      type: string
      format: byte

    DnsServerSecurityInformation:
      description: DNS server security information
      type: string
      format: byte


[…]


* * * End of Changes * * * *

