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	Reason for change:
	1. There are two different options defined for NSAC controlling for the Maximum number of UEs with at least one PDU session/PDN Connection in clause 5.2.1.

-	Maximum number of UEs with at least one PDU session/PDN Connection and/or maximum number of PDU session. In that case the combined SMF+PGW-C shall be configured with option 1 and shall invoke the NumOfUEsUpdate service operation or with option 2 and shall invoke NumOfPDUsUpdate service operation to NSACF to perform admission control for the number of UEs with at least one PDU session/PDN connection and/or maximum number of PDU session as specified in clause 5.15.11.5a of 3GPP TS 23.501 [2].
And EAC mode is only applicable when the NumOfUEsUpdate service operation is invoked. Thus it is unnecessary to metion either option 1 or option2 here.

2. Two cases are missing in the description of the application error of ALL_SLICE_FAILED.

	 
	

	Summary of change:
	1. Remove the limitation of the NSAC for controlling the number of UEs with at least one PDU session/PDN connection in case of EAC mode.
2. Add the missing case of the application error of ALL_SLICE_FAILED.

	
	

	Consequences if not approved:
	Unclear description and missing case may cause implementation error.
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* * * First Change * * * *
[bookmark: _Toc148445642][bookmark: _Toc155094103][bookmark: _Toc20142274][bookmark: _Toc34217218][bookmark: _Toc34217370][bookmark: _Toc39051733][bookmark: _Toc43210305][bookmark: _Toc49853210][bookmark: _Toc56529999][bookmark: _Toc151479132][bookmark: _Toc155593959]5.2.2.2.4	NSAC for controlling the number of UEs with at least one PDU session/PDN connection
The NumOfUEsUpdate service operation may be invoked to control the number of UEs with at least one PDU session/PDN connection, by a combined SMF+PGW-C under the following conditions:
-	EPS interworking is supported;
-	EPS counting is required for the network slice identified by an S-NSSAI;
-	the network (i.e., combined SMF+PGW-C, NSACF) is configured to perform NSAC for the number of UEs with at least one PDU session/PDN Connection.
The combined SMF+PGW-C shall only invoke the NumOfUEsUpdate in the following cases:
-	when the UE establishes the first PDU session/PDN connection associated with the network slice in the combined SMF+PGW-C;
-	when the last PDU session/PDN connection associated with the network slice is released.
The procedure specified in clause 5.2.2.2.2 is applied, with the following difference:
- Step 2a:
-	for each S-NSSAI, the NSACF checks if the S-NSSAI is subject to counting the number of UEs with at least one PDU session/PDN connection. If no, the NSACF shall perform the existing NSAC handling as per clause 5.2.2.2.2. Otherwise, the NSACF shall perform the following steps:
-	if the update flag is set to "INCREASE"/"DECREASE", perform "INCREASE"/"DECREASE" operation similarly as clause 5.2.2.2.2, by replacing the number of UEs to the number of UEs with at least one PDU session/PDN connection.
-	if the update flag is set to "INCREASE" and the counted UE number exceeds the configured maximum number of UEs with at least one PDU session/PDN connection, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM " as specified in clause 6.1.6.3.5).
-	if the update flag is set to "UPDATE", behave as described in clause 4.11.5.9a of 3GPP TS 23.502 [3].
-	For the hierarchical NSAC architecture, the NSACF shall behave as specified in clause 5.2.2.2.3.
-	If the local maximum number or local threshold is reached, the NSACF may interact with the Primary NSACF before it returns the response back to the SMF+PGW-C. For more details on handling between the NSACF and Primary NSACF see clause 4.2.11.2a of 3GPP TS 23.502 [3].
[bookmark: _GoBack]The EAC mode shall not be applicable for the NSAC for controlling the number of UEs with at least one PDU session/PDN connection option 1 and option 2.

* * * Next Change * * * *
[bookmark: _Toc35971446][bookmark: _Toc70325147][bookmark: _Toc81226719][bookmark: _Toc93869012][bookmark: _Toc148445745][bookmark: _Toc155094206]6.1.7.3	Application Errors
The application errors defined for the Nnsacf_NSAC service are listed in Table 6.1.7.3-1.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	All S-NSSAIs provided in the request are not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.

	ALL_SLICE_FAILED
	403 Forbidden
	All S-NSSAIs are failed in the NSAC procedure, e.g. due to exceed the configured maximum number of UEs, due to exceed the configured maximum number of PDU sessions or due to exceed the configured number of UEs with at least one PDU session/PDN connection.

	NSAC_SERVICE_AREA_NOT_SUPPORT
	403 Forbidden
	The NSAC Service Area included in the request is not supported by the NSACF.

	NSAC_SERVICE_AREA_REQUIRED
	403 Forbidden
	Tthe NSACF has been configured with multiple NSAC Service Areas to perform NSAC admission on a per NSAC Service Area, and there is no NSAC Service Area received in the request.

	LOCAL_CONFIG_NOT_FOUND
	404 Not Found
	All S-NSSAIs provided in the request are not found by the receiving NSACF during the network slice local configuration update procedure (i.e. to update the local maximum number of UEs and/or PDU session).




* * * End of Changes * * * *
