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1. Introduction
<Introduction part (optional)>
2. Reason for Change
TR 29.866 editorial and format corrections.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.866.

* * * First Change * * * *
[bookmark: _Toc148100520][bookmark: _Toc148100947][bookmark: _Toc148102118][bookmark: _Toc149032226][bookmark: _Toc152144688]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.380: "IMS Restoration Procedures".
[3]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[4]	3GPP TS 23.007: "Restoration procedures". 
[5]	3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents ".
[6]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[7]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[8]	IETF  RFC  7683: "Diameter Overload Indication Conveyance".
[9]	3GPP TS 33.203: "Technical Specification Group Services and System Aspects; 3G security; Access security for IP-based services".

* * * Next Change * * * *
[bookmark: _Toc148100521][bookmark: _Toc148100948][bookmark: _Toc148102119][bookmark: _Toc149032227][bookmark: _Toc152144689]3	Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc148100522][bookmark: _Toc148100949][bookmark: _Toc148102120][bookmark: _Toc149032228][bookmark: _Toc152144690]3.1	Terms
For the purposes of the present document, the terms given in 3GPP  TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP  TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc148100523][bookmark: _Toc148100950][bookmark: _Toc148102121][bookmark: _Toc149032229][bookmark: _Toc152144691]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc148100524][bookmark: _Toc148100951][bookmark: _Toc148102122][bookmark: _Toc149032230][bookmark: _Toc152144692]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP  TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP  TR 21.905 [1].
AS	Application Server
AV	Authentication Vector
AVP	Attribute-Value Pair
CSCF	Call Server Control Function
HSS	Home Subscriber Server
I‑CSCF	Interrogating‑CSCF
IMS	IP Multimedia Subsystem
MAA	Multimedia-Auth-Answer
MAR	Multimedia-Auth-Request
MMTEL	Multimedia Telephony
P‑CSCF	Proxy‑CSCF
S-CSCF	Serving CSCF
SAA	Server-Assignment-Answer
SAR	Server-Assignment-Request
UDA	User Data Answer
UDM	Unified Data Management
UDR	User Data Request

* * * Next Change * * * *
3GPP TS 23.380 [2] has specified the procedures required in IMS to handle a S-CSCF or a P-CSCF service interruption scenario with minimum impact to the service to the end user. But IMS Restoration Procedures covering service interruption of other network elements (e.g. UDM, DRA, etc.) are not defined. So it is proposed to create/enhance corresponding restoration mechanism to network elements in the IMS network, to enhance the stability of IMS system.
Besides this, UE registration with missing parameter or incorrect parameters repeatedly may also lead to HSS/UDM overload, and thus make troubles to IMS. So it is proposed to create/enhance UE specific registration analysis for these abnormal behaviours and help to prevent IMS disasters.

* * * Next Change * * * *
[bookmark: _Toc39050165][bookmark: _Toc148100526][bookmark: _Toc148100953][bookmark: _Toc148102124][bookmark: _Toc149032232][bookmark: _Toc152144694]5	Key Issues
This clause describes the issues that needs to be considered for IMS Disaster Prevention and Restoration Enhancement.
[bookmark: _Toc146526765][bookmark: _Toc149032233][bookmark: _Toc152144695]5.1	Key Issue #1: Continue service for registered users in case of HSS/UDM failure or overload
[bookmark: _Toc49769247][bookmark: _Toc56438051][bookmark: _Toc56438193][bookmark: _Toc56438267][bookmark: _Toc57274138][bookmark: _Toc57274606][bookmark: _Toc66461547][bookmark: _Toc70926339][bookmark: _Toc86043842][bookmark: _Toc136842763][bookmark: _Toc152144696]5.1.1	Description of the use case
3GPP TS 23.380 [2] has already specified a couple of IMS restoration procedures for P-CSCF / S-CSCF failure scenario. However, the HSS/UDM failure or overload scenario has not been considered. In addition, P-CSCF/S-CSCF restoration procedures via HSS increases the HSS load which may further cause HSS overload.
HSS/UDM stores authentication data and subscription data of IMS subscribers. When one HSS/UDM instance fails, other HSS/UDM instances in the same set could provide services to I-CSCF/S-CSCF and IMS AS. In this case, there is no impact on IMS services. But once all the HSS/UDM instances in the set are unavailable, most IMS procedures (e.g. IMS (re-)registration, IMS deregistration, mobile terminating session, AS originating session, supplementary services such as IP SMS, etc.) are impacted which results the service failure. Similar situation happens to HSS/UDM overload scenario, since at that time the HSS/UDM is hard to handle the related procedures.
Even if HSS/UDM failure or overload, operators have strong requirement to continue IMS service for those users already registered to IMS, so that to minimize the service interruption due to HSS/UDM failure or overload. How to enhance existing procedure to support the operator requirement should be considered.

* * * Next Change * * * *
[bookmark: _Toc149032239][bookmark: _Toc152144711]6.1.1.2	(Re)-registration procedure for routing without I-CSCF
The below Figure 6.1.1.2-1 illustrates the Rre-registration procedure for routing without I-CSCF when HSS/UDM failure or overload is detected.

* * * End of Changes * * * *


