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The UEContextTransfer service operation is used during the following procedure:
-	General Registration procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.2)
-	Registration with Onboarding SNPN (see 3GPP TS 23.502 [3], clause 4.2.2.2.4)
The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF.
The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by invoking the "transfer" custom method on the URI of an "Individual ueContext" resource identified by UE's 5G-GUTI, see clause 6.1.3.2.4. See also Figure 5.2.2.2.1.1-1.


Figure 5.2.2.2.1.1-1 UE Context Transfer
1.	The NF Service Consumer, e.g. target AMF, shall send a HTTP POST request to invoke "transfer" custom method on an "Individual ueContext" resource URI. The content of the request shall be an object of "UeContextTransferReqData" data type.
	If UE Context Transfer is triggered by UE initial registration, mobility registration, disaster roaming initial registration or disaster roaming mobility registration, the NF Service Consumer, e.g. target AMF, shall set the reason attribute to "INIT_REG" or "MOBI_REG" and include the integrity protected registration request message which triggers the UE context transfer in the content.
2a.	On success:
-	if the reason attribute is "INIT_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The content of the response shall be an object of "UeContextTransferRspData" data type, containing:
case a) the representation of the requested UE Context as follows:
-	without PDU Session Contexts associated to the access type indicated in the request by the NF Service Consumer (e.g. target AMF); and
-	with PDU Session Contexts associated to the other access type, if the UE is registered for the other access type in the (source) AMF, unless the source AMF determines based on the PLMN ID or SNPN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF;
or
case b) the representation of the requested UE Context only containing the "supi" attribute, if the UE is registered in a different access type in the (source) AMF and the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface to the (target) AMF.
-	If the reason attribute is "MOBI_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The content of the response shall be an object of "UeContextTransferRspData" data type, containing:
a)	the representation of the complete UE Context including available MM and PDU Session Contexts. The source AMF shall transfer the complete UE context including both access types if the UE is registered for both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN; or
b)	the representation of the requested UE Context including the available MM and PDU Session Contexts for the 3GPP access type, if the UE is registered for both 3GPP and non-3GPP accesses in the (source) AMF and the source AMF determines based on the PLMN ID or SNPN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF.
NOTE:	The source AMF can determine that it is not possible to relocate the N2 interface to the target AMF when both AMFs pertain to different PLMNs or SNPNs.
	The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).

The NF Service Consumer, e.g. target AMF, starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the NF Service Consumer receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the AMF.
	The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.2 of 3GPP TS 23.502 [3]) and both the source and the target AMFs support the "ASUC" feature. The NF Service Consumer, e.g. target AMF, may take over the analytics subscription(s).
	The UE context shall contain event subscriptions information in the following cases:
a)	Any NF Service Consumer has subscribed for UE specific event; and/or
b)	Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).
	The NF Service Consumer, e.g. target AMF, shall:
-	in case a) create event subscriptions for the UE specific events;
-	in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id, and for the given subscription change notification URI (subsChangeNotifyUri) and subscription change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the NF Service Consumer. The individual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-	for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated, send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change. If the UEContextTransfer service operation is performed towards the old AMF as part of the EPS to 5GS mobility registration procedure using N26 interface (see clause 4.11.1.3.3 of 3GPP TS 23.502 [3]), the target AMF may also initiate event subscription synchronization procedure with UDM, as specified in clause 5.3.2.4.2, when both the target AMF and the UDM support the "ESSYNC" feature.
NOTE:	Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
If the UE context being transferred from the source AMF is the last UE context that belongs to a UE group Id related subscription, then the source AMF shall not delete the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).
The target AMF may authorize the event subscriptions transferred from the source AMF as specified in clause 13.4.1.4 of 3GPP TS 33.501 [27]. Based on local policy, the target AMF may consider that transferred subscriptions containing no or an invalid access token are not authorized. Transferred subscriptions that are not authorized by the target AMF shall not be regarded active; if the target AMF supports the STEN (Subscription Termination Event Notification) feature, and if the notification of event subscription termination was requested by the NF service consumer, the target AMF shall send a notification to the NF service consumer to report the termination of the subscription with the subscription termination cause "SUBSCRIPTION_NOT_AUTHORIZED".
The source AMF shall not transfer those PDU sessions which are not supported by the target AMF, e.g. the MA-PDU sessions shall not be transferred if the target AMF does not support ATSSS.
The UE context shall contain SNPN Onboarding indication, if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3]. The NF Service Consumer, i.e. target AMF, may start an implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains SNPN Onboarding indication.2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.4.4.2-2.
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The RegistrationStatusUpdate service operation is used during the following procedure:
-	General Registration procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.2)
-	Registration with AMF re-allocation procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.3)
The RegistrationStatusUpdate service operation is invoked by a NF Service Consumer, e.g. the target AMF, towards the NF Service Producer, i.e. the source AMF, to update the status of UE registration at the target AMF, thereby indicating the result of previous UE Context transfer for a given UE (see clause 5.2.2.2.1.1).
The target AMF shall update the NF Service Producer (i.e. source AMF) with the status of the UE registration at the target AMF due to a previous UE Context transfer. The NF Service Consumer (e.g. target AMF) shall use the HTTP method POST to invoke the "transfer-update" custom operation on the URI of an "Individual ueContext" resource, see clause 6.1.3.2.4. See also Figure 5.2.2.2.2.1-1.


Figure 5.2.2.2.2.1-1 Registration Status Update
1.	The NF service consumer (e.g. target AMF), shall send a POST request to invoke the "transfer-update" custom operation on the URI of an "Individual ueContext" resource, to update the source AMF with the status of the UE registration at the target AMF. The UE's 5G-GUTI is included as the UE identity.

The request content shall include the transferStatus attribute set to "TRANSFERRED" if the UE context transfer was completed successfully (including the case where only the supi was transferred to the target AMF during the UE context transfer procedure) or to "NOT_TRANSFERRED" otherwise.
If any network slice(s) become no longer available and there are PDU Session(s) associated with them, the target AMF shall include these PDU session(s) in the toReleaseSessionList attribute in the content. If the continuity of the PDU Session(s) cannot be supported between networks (e.g. SNPN-SNPN mobility, inter-PLMN mobility where no HR agreement exists), the target AMF shall include these PDU session(s) with release cause in the toReleaseSessionInfo attribute in the content.
If the target AMF selects a new PCF for AM Policy and/or UE policy other than the one which was included in the UeContext by the old AMF, the target AMF shall set pcfReselectedInd to true.
NOTE:	AMF selects the same PCF instance for AM policy and for UE policy, as described in clause 6.3.7.1, 3GPP TS 23.501 [2].
The NF service consumer shall include the smfChangeInfoList attribute including the UE's PDU Session ID(s) for which the I-SMF or V-SMF has been changed or removed, if any, with for each such PDU session, the related smfChangeIndication attribute set to "CHANGED" or "REMOVED", if the I-SMF or V-SMF is changed or removed respectively.
If the target AMF receives analytics subscription parameters from the source AMF, and one or more analytics subscription(s) are not taken over by the target AMF, the target AMF shall include these analytics subscription(s) in the analyticsNotUsedList IE. The source AMF mayshould unsubscribe the analytics subscriptions included in analyticsNotUsedList IE for the UE.
Once the update is received, the source AMF shall:
-	remove the individual ueContext resource and release any PDU session(s) in the toReleaseSessionList attribute, if the transferStatus attribute included in the POST request body is set to "TRANSFERRED" and if the source AMF transferred the complete UE Context including all MM contexts and PDU Session Contexts. The source AMF may choose to start a timer to supervise the release of the UE context resource and may keep the individual ueContext resource until the timer expires. If the pcfReselectedInd is set to true, the source AMF shall terminate the AM Policy Association and/or the UE Policy Association that the source AMF has to the old PCF.
-	keep the UE context only including the MM context and PDU session(s) associated to the non-3GPP access, if the transferStatus attribute included in the POST request body is set to " TRANSFERRED" and if the source AMF did not transfer the MM context and PDU Session Contexts for the non-3GPP access type; the AMF shall release any PDU session(s) in the toReleaseSessionList attribute. The source AMF may choose to start a timer and keep the MM context and PDU session(s) associated to the 3GPP access until the timer expires.
-	keep the UE Context as if the context transfer procedure had not happened if the transferStatus attribute included in the POST request body is set to "NOT_TRANSFERRED".
2a.	On Success: The source AMF shall respond with the status code "200 OK" if the request is accepted. If the smfChangeInfoList attribute was received in the request, the source AMF shall release the SM context at the I-SMF or V-SMF only, for all the PDU sessions listed in the smfChangeInfoList attribute with the smfChangeIndication attribute set to "CHANGED" or "REMOVED".
	If some PDU sessions are not supported by the target AMF and thus not transferred to the target AMF, the source AMF shall release these PDU sessions after this step.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.5.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.4.5.2-2, where applicable.
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The CreateUEContext service operation is used during the following procedure:
-	Inter NG-RAN node N2 based handover (see 3GPP TS 23.502 [3], clause 4.9.1.3, and clause 4.23.7)
The CreateUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF can't serve the UE and selects the target AMF during the handover procedure, to create the UE Context in the target AMF.
The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the URI of the "Individual UeContext" resource (See clause 6.1.3.2.3.1). See also Figure 5.2.2.2.3.1-1.


Figure 5.2.2.2.3.1-1 Create UE Context
1.	The NF Service Consumer, e.g. source AMF, shall send a PUT request, to create the ueContext in the target AMF. The content of the PUT request shall contain a UeContextCreateData structure, including a N2 Information Notification callback URI.
The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).
	The source AMF shall transfer the complete UE context including both access types if the UE is registered for both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN.
The source AMF shall transfer only UE context for 3GPP access if the source AMF determines there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF, e.g. when the target AMF is in another PLMN.
For a UE supporting 5G-SRVCC, the NF Service Consumer (i.e. AMF) shall include the Mobile Station Classmark 2, STN-SR, C-MSISDN and Supported Codec List in the request, if available, as specified in 3GPP TS 23.502 [3].
The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]) and both the source and the target AMFs support the "ASUC" feature. The NF service producer, e.g. target AMF, may take over the analytics subscription(s).
The UE context shall contain SNPN Onboarding indication and the target AMF shall support SNPN Onboarding, if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3].
2a.	On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together with a HTTP Location header to provide the location of a newly created resource. The content of the PUT response shall contain the representation of the created UE Context. If the target AMF selects a new PCF for AM Policy other than the one which was included in the UeContext by the old AMF, the target AMF shall set pcfReselectedInd to true. If the pcfReselectedInd is set to true, the source AMF shall terminate the AM Policy Association to the old PCF.
The target AMF starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the AMF receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the NF Service Consumer.
If the target AMF receives analytics subscription parameters from the source AMF, and one or more analytics subscription(s) are not taken over by the target AMF, the target AMF shall include these analytics subscription(s) in the analyticsNotUsedList IE. The source AMF may unsubscribe the analytics subscriptions included in analyticsNotUsedList IE for the UE.
	The UE context shall contain event subscriptions information in the following cases:
a)	Any NF Service Consumer has subscribed for UE specific event; and/or
b)	Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).
	The target AMF shall:
-	in case a) create event subscriptions for the UE specific events;
-	in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id and for the given subscription change notification URI (subsChangeNotifyUri) and subscription Id change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the target AMF. The individual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-	for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change.
NOTE:	Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
If the UE context being transferred from the NF service consumer (e.g. source AMF) is the last UE context that belongs to a UE group Id related subscription, then the NF service consumer (e.g. source AMF) shall not delete the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).
The target AMF may authorize the event subscriptions transferred from the source AMF as specified in clause 13.4.1.4 of 3GPP TS 33.501 [27]. Based on local policy, the target AMF may consider that transferred subscriptions containing no or an invalid access token are not authorized. Transferred subscriptions that are not authorized by the target AMF shall not be regarded active; if the target AMF supports the STEN (Subscription Termination Event Notification) feature, and if the notification of event subscription termination was requested by the NF service consumer, the target AMF shall send a notification to the NF service consumer to report the termination of the subscription with the subscription termination cause "SUBSCRIPTION_NOT_AUTHORIZED".
If the target AMF receives SNPN Onboarding indication from the source AMF, the target AMF may start an implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains SNPN Onboarding indication.
	The source AMF shall:release those PDU sessions not supported by the target AMF and thus not transferred to the target AMF.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a UeContextCreateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.3.1-3. The cause in the error attribute shall be set to HANDOVER_FAILURE, if all of the PDU sessions are failed, e.g. no response from the SMF within a maximum wait timer;
-	NgAPCause, if available;
-	N2 information carrying the Target to Source Failure Transparent Container, if this information has been received from the target NG-RAN and if the source AMF supports the NPN feature.
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Table 6.1.6.2.25-1: Definition of type UeContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	This IE shall be present if available. When present, this IE contains SUPI of the UE.
	

	supiUnauthInd
	boolean
	C
	0..1
	This IE shall be present if SUPI is present. When present, it shall indicate whether the SUPI is unauthenticated.
	

	gpsiList
	array(Gpsi)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain the GPSI(s)  of the UE.
	

	pei
	Pei
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain Mobile Equipment Identity of the UE.
	

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM Group serving the UE.
	

	ausfGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the AUSF Group serving the UE.
	

	pcfGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the PCF Group serving the UE.
	

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.
	

	hNwPubKeyId
	integer
	O
	0..1
	When present, it shall indicate the Home Network Public Key Identifier of the UE. (NOTE 4).
	

	groupList
	array(GroupId)
	C
	1..N
	This IE shall be present if the UE belongs to any subscribed internal group(s) and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall list the subscribed internal group(s) to which the UE belongs to.
	

	drxParameter
	DrxParameter
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain the DRX parameter of the UE.
	

	subRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the subscribed RFSP Index of the UE.
	

	pcfRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the PCF determined RFSP Index of the UE.
	

	usedRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the used RFSP Index of the UE.
	

	subUeAmbr
	Ambr
	C
	0..1
	This IE shall be present if subscribed UE-AMBR has been retrieved from UDM and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the value of subscribed UE AMBR of the UE.
	

	pcfUeAmbr
	Ambr
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the value of the PCF determined UE AMBR of the UE.
	

	subUeSliceMbrList
	map(SliceMbr)
	C
	1..N
	Map of SliceMbr, where the S-NSSAI shall be used as the key of the map.

This IE shall be present if the list of subscribed UE-Slice-MBR(s) has been retrieved from UDM and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the list of subscribed UE-Slice-MBR(s) per S-NSSAI for the UE.
	

	smsfId
	NfInstanceId
	C
	0..1
	This IE shall be present if the SMS service for UE is activated and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it indicates the identifier of the SMSF network function instance serving the UE. The NF service consumer (e.g. target AMF) may use this information to identify the SMSF NF service profile from among the SMSF NF service profiles it received from the NRF.
	

	seafData
	SeafData
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a or the case specified in clause 5.2.2.2.1.2. When present, this IE contains the security data derived from data received from AUSF of the UE.
	

	5gMmCapability
	5GMmCapability
	C
	0..1
	This IE shall be present if the UE had provided this IE during Registration Procedure and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain 5G MM capability of the UE.
	

	pcfId
	NfInstanceId
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE indicates the identity of the PCF for AM Policy and/or UE Policy.
	

	pcfSetId
	NfSetId
	C
	0..1
	This IE shall be present, if available. When present, it shall contain the NF Set ID of the PCF for AM Policy and/or UE Policy.
	

	pcfAmpServiceSetId
	NfServiceSetId
	C
	0..1
	This shall be present, if available. When present, it shall contain the NF Service Set ID of the PCF's AM Policy service.
	

	pcfUepServiceSetId
	NfServiceSetId
	C
	0..1
	This shall be present, if available. When present, it shall contain the NF Service Set ID of the PCF's UE Policy service.
	

	pcfBindingLevel
	SbiBindingLevel
	C
	0..1
	This IE shall be present if available. When present, this IE shall contain the SBI binding level of the PCF's AM policy and UE Policy association resources. (NOTE 6)
	

	pcfAmPolicyUri
	Uri
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall contain the URI of the individual AM policy resource (see 3GPP TS 29.507 [32] clause 5.3.3.2) used by the AMF.
	

	amPolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall indicate the AM policy request triggers towards the PCF. The NF Service Consumer (e.g. target AMF) shall use these triggers to request AM policy from the PCF whenever these triggers are met.

The possible AM policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].
	

	pcfUePolicyUri
	Uri
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall contain the URI of the individual UE policy resource (see 3GPP TS 29.507 [32] clause 5.3.3.2) used by the AMF.
	

	uePolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall indicate the UE policy request triggers towards the PCF. The NF Service Consumer (e.g. target AMF) shall use these triggers to request UE policy from the PCF whenever these triggers are met.

The possible UE policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].
	

	hpcfId
	NfInstanceId
	O
	0..1
	This IE indicates the identity of PCF for UE Policy in home PLMN, when the UE is roaming.
	

	hpcfSetId
	NfSetId
	O
	0..1
	When present, this IE shall contain the NF Set ID of the PCF for UE Policy in home PLMN, when the UE is roaming.
	

	restrictedRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for the UE; see 3GPP TS 29.571 [6] (NOTE 1)
	

	forbiddenAreaList
	array(Area)
	O
	1..N
	When present, this IE shall indicate the list of forbidden areas of the UE.
	

	serviceAreaRestriction
	ServiceAreaRestriction
	O
	0..1
	When present, this IE shall indicate subscribed Service Area Restriction for the UE.
	

	restrictedCnList
	array(CoreNetworkType)
	O
	1..N
	When present, this IE shall indicate the list of Core Network Types that are restricted for the UE.
	

	eventSubscriptionList
	array(ExtAmfEventSubscription)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the event subscription(s) targeting the UE or the group the UE is part of.

If the source AMF supports binding procedures and if it received binding indications for event notifications (i.e. with "callback" scope) or for subscription change event notifications (i.e. with "subscription-events" scope) for certain subscriptions, these binding indications should also be included.

If the source AMF knows the NF type of the NF that created the subscription, this information should also be indicated.

	

	mmContextList
	array(MmContext)
	C
	1..2
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE contains the MM Contexts of the UE.
	

	sessionContextList
	array(PduSessionContext)
	C
	1..N
	This IE shall be present if available and if it is neither case a) nor case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE contains the PDU Session Contexts of the UE.
(NOTE 2)

	

	epsInterworkingInfo
	EpsInterworkingInfo
	C
	0..1
	This IE shall contain the associations between APN/DNN and PGW-C+SMF for EPS interworking, if available.
	

	traceData
	TraceData
	C
	0..1
	This IE shall be present if signalling based trace has been activated (see 3GPP TS 32.422 [30]) and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. 
	

	serviceGapExpiryTime
	DateTime
	C
	0..1
	This IE shall be present if Service Gap Control is enabled and if the AMF has started a Service Gap Timer which has not expired yet (see clause 5.31.16 of 3GPP TS 23.501 [2]).
The value of the IE shall indicate the expiry time (in UTC) of the active Service Gap Timer for the UE.
	

	stnSr
	StnSr
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains STN-SR of the UE.
	

	cMsisdn
	CMsisdn
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains C-MSISDN of the UE.
	

	msClassmark2
	MSClassmark2
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains Mobile Station Classmark 2 of the UE.
	

	supportedCodecList
	array(SupportedCodec)
	O
	1..N
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE shall indicate the list of speech codecs supported by the UE.
	

	smallDataRateStatusInfos
	array(SmallDataRateStatusInfo)
	O
	1..N
	List of Small Data Rate Control Statuses for released PDU Sessions, see clause 5.31.14.3 of TS 23.501 [2].
	CIOT

	restrictedPrimaryRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for use as primary RAT for the UE; see 3GPP TS 29.571 [6] (NOTE 1)
	

	restrictedSecondaryRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for use as secondary RAT for the UE; see 3GPP TS 29.571 [6] (NOTE 1)
	

	v2xContext
	V2xContext
	O
	0..1
	This IE shall be present if available (see clause 6.5.4 of 3GPP TS 23.287 [47]).
When present, this IE shall indicate the parameters related to the V2X services.
	

	lteCatMInd
	boolean
	C
	0..1
	This IE shall be present with value "true" if the UE is a LTE Category M UE based on indication provided by the NG-RAN or by the MME at EPS to 5GS handover, as specified in 3GPP TS 23.502 [3].

When present, this IE shall be set as following:
- true: the UE is a Category M UE
- false (default): this UE is not a Category M UE.
	

	redCapInd
	boolean
	C
	0..1
	This IE shall be present with value "true" if the UE is a NR RedCap UE based on indication provided by the NG-RAN, as specified in 3GPP TS 23.502 [3].

When present, this IE shall be set as following:
- true: the UE is a NR RedCap UE
- false (default): this UE is not a NR RedCap UE.
	

	moExpDataCounter
	MoExpDataCounter
	C
	0..1
	This IE shall be present if a non-zero MO Exception counter has not been reported yet to SMF.

When present, this IE shall contain the MO Exception Data Counter, as specified in clause 5.31.14.3 of 3GPP TS 23.501 [2].
	

	cagData
	CagData
	O
	0..1
	Closed Access Group Data
When present, the provisioningTime attribute (from the CagData data type) shall be absent.
	NPN

	managementMdtInd
	boolean
	C
	0..1
	This flag shall be present with value "true" if Management Based Minimization of Drive Tests (MDT) is allowed, as specified in 3GPP TS 32.422 [30].

When present, this IE shall be set as following:
- true: management based MDT is allowed.
- false (default): management based MDT is not allowed.
	

	immediateMdtConf
	ImmediateMdtConf
	C
	0..1
	This IE shall be sent by the source AMF to the target AMF, if the Job Type indicates Immediate MDT. See clause 4.10 of 3GPP TS 32.422 [30].
	

	ecRestrictionDataWb
	EcRestrictionDataWb
	C
	0..1
	This IE shall be present if the AMF determines whether Enhanced Coverage is restricted or not for the UE for WB-N1 mode.
If absent, this IE indicates Enhanced Coverage is not restricted for WB-N1 mode.
(NOTE 3)
	

	ecRestrictionDataNb
	boolean
	C
	0..1
	This IE shall be present if the AMF determines whether Enhanced Coverage is restricted or not for the UE for NB-N1 mode.

If present, this IE shall indicate whether Enhanced Coverage for NB-N1 mode is restricted or not.

-	true: Enhanced Coverage for NB-N1 mode is restricted.
-	false or absent: Enhanced Coverage for NB-N1 mode is allowed. (NOTE 3)
	

	iabOperationAllowed
	boolean
	O
	0..1
	This IE shall be present if the UE is allowed for IAB operation. It may be present otherwise.

When present, it shall indicate whether the UE is allowed for IAB operation, as follows:
-	true: indicates that the UE is allowed for IAB operation.
-	false: indicates that the UE is not allowed for IAB operation.
	

	mbsrOperationAllowed
	MbsrOperationAllowed
	O
	0..1
	Indicates whether the subscriber is allowed for MBSR operation as specified in clause 5.35A.4 of 3GPP TS 23.501 [2], optionally, with corresponding location and time period.
	

	proseContext
	ProseContext
	O
	0..1
	This IE shall be present if available (see clause 6.7 of 3GPP TS 23.304 [51]).
When present, this IE shall indicate the parameters related to the ProSe services.
	ProSe

	analyticsSubscriptionList
	array(AnalyticsSubscription)
	C
	1..N
	This IE shall be present if the AMF has created analytics subscription(s) towards NWDAF related to the UE.

If present, this IE shall include the list of analytics subscriptions, as specified in clauses 5.2.2.2.2 and 5.2.2.2.11 of 3GPP TS 23.502 [3].
	AUSC

	pcfUepBindingInfo
	string
	C
	0..1
	This IE shall be present if Binding Indication was received for UE Policy Association resource from the PCF. When present, this IE shall contain the Binding indication of the PCF's UE Policy Association resource and shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.
	

	pcfAmpBindingInfo
	string
	C
	0..1
	This IE shall be present if Binding Indication was received for AM Policy Association resource from the PCF. When present, this IE shall contain the Binding indications of the PCF's AM policy Association resource and shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.
	

	usedServiceAreaRestriction
	ServiceAreaRestriction
	O
	0..1
	When present, this IE shall include the Service Area Restriction from PCF.
	

	praInAmPolicy
	map(PresenceInfo)
	O
	1..N
	When present, this IE shall include the map of PRA Information for the subscribed "PRA_CHANGE" PolicyReqTrigger in the AM Policy Association.

The key of the map shall be the "praId" attribute within the PresenceInfo data type. The "presenceState" attribute within the PresenceInfo data type shall not be supplied here.
	

	praInUePolicy
	map(PresenceInfo)
	O
	1..N
	When present, this IE shall include the map of PRA Information for the subscribed "PRA_CHANGE" PolicyReqTrigger in the UE Policy Association.

The key of the map shall be the "praId" attribute within the PresenceInfo data type. The "presenceState" attribute within the PresenceInfo data type shall not be supplied here.
	

	updpSubscriptionData
	UpdpSubscriptionData
	O
	0..1
	When present, this IE shall include the subscription resource in the AMF for a UE policy delivery related N1 message notification.
	

	smPolicyNotifyPduList
	array(PduSessionInfo)
	C
	1..N
	This IE shall be present if it has been received from the PCF for the UE, i.e. the PCF for the AM Policy Association and possibly the UE Policy Association.

When present, this IE shall contain  the information (Slice and DNN combination) of the PDU session(s) applicable for the notification of SM Policy Association Establishment and  Termination events.
(NOTE 5)
	SPAE

	pcfUeCallbackInfo
	PcfUeCallbackInfo
	C
	0..1
	This IE shall be present if the smPolicyNotifyPduList IE is present.

When present, this IE shall contain the callback information of the PCF for the UE to receive SM Policy Association Establishment and Termination events notification from the PCF for the SM Policy.
(NOTE 5)
	SPAE

	uePositioningCap
	UePositioningCapabilities
	O
	0..1
	When present, this IE shall indicate the positioning capabilities supported by the UE.
	

	snpnOnboardInd
	boolean
	C
	0..1
	This IE shall be present if the UE is registered for onboarding in an SNPN.

When present, it shall indicate the following:
-	true: indicates that the UE  is registered for onboarding in an SNPN.
-	false (default): indicates that the UE is not registered for onboarding in an SNPN.
	eNPN

	astiDistributionIndication
	boolean
	O
	0..1
	When present, this IE shall indicate whether the access stratum time distribution via Uu reference point should be activated or deactivated for the UE.
When present, this IE shall be set as following:
- true: ASTI distribution is activated for the UE.
- false (default): ASTI distribution is deactivated for the UE.
	

	tsErrorBudget
	integer
	O
	0..1
	When present, this IE shall indicate the Uu time synchronization error budget for the time synchronization service (as described in clause 5.27.1 in TS 23.501 [2]). It indicates the value in nano seconds.
	

	smfSelInfo
	SmfSelectionData
	C
	0..1
	This IE shall be present if conditions for SMF Selection information replacement are received from the PCF for AM Policy.

When present, It shall include the conditions for SMF selection information replacement, as determined by the PCF.
	

	pcfUeSliceMbrList
	map(SliceMbr)
	C
	1..N
	This IE shall be present when UE Slice MBR(s) were received from the PCF for AM Policy.

When present, this IE shall include one or more UE-Slice-MBR(s) as determined by the PCF for allowed S-NSSAI(s). The key of the map is the S-NSSAI in the allowed NSSAI to which the UE-Slice-MBR belongs.

	

	smsfSetId
	NfSetId
	C
	0..1
	This IE shall be present if available.

When present, this IE shall contain the NF Set ID of the SMSF serving the UE.

	

	smsfServiceSetId
	NfServiceSetId
	C
	0..1
	This shall be present, if available.

When present, it shall contain the NF Service Set ID of the SMSF's service instance serving the UE.

	

	smsfBindingInfo
	string
	C
	0..1
	This IE shall be present if available.

When present, this IE shall contain the binding indication of the UE Context for SMS in SMSF and shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.
	

	disasterRoamingInd
	boolean
	C
	0..1
	This IE shall be present if the UE is registered for disaster roaming. It may be present otherwise.

When present, this IE shall be set as follows:
-	true: UE is registered for Disaster Roaming service;
-	false (default): UE is not registered for Disaster Roaming service.
	

	disasterPlmn
	PlmnId
	C
	0..1
	This IE shall be included if the disasterRoamingInd is present and set to "true".

When present, this IE includes the PLMN of the UE which has faced disaster condition
	

	satelliteBackhaulCat
	SatelliteBackhaulCategory
	O
	0..1
	When present, this IE shall be set to the last value that has been reported to the PCF if the satellite backhaul category change is subscribed with the "SAT_BACKHAUL_CHANGE" PolicyReqTrigger in the UE Policy Association.
	

	wlServAreaRes
	WirelineServiceAreaRestriction
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the value of the PCF determined Wireline Service Area Restriction.

	

	asTimeDisParam
	AsTimeDistributionParam
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall contain the 5G acess stratum time distribution parameters received from the PCF for AM Policy.
	

	amPolicyInfoContainer
	AmPolicyInfoContainer
	C
	0..1
	This IE shall be present if any of the information in the container is available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall contain the AM Policy information parts received from the PCF for AM Policy.
	

	a2xContext
	A2xContext
	O
	0..1
	This IE shall be present if available (see clause 6.3.5.4 of 3GPP TS 23.256 [56]).
When present, this IE shall indicate the parameters related to the A2X services.
	A2X

	lcsUpContext
	LcsUpContext
	O
	0..1
	This IE shall be present if available (see clause 4.3.7 of 3GPP TS 23.273 [42]).
When present, this IE shall indicate the parameters related to the LCS UP services.
	

	reconnectInd
	boolean
	O
	0..1
	Indicates whether the UE is to reconnect to the network in the case the UE determines that it does not have the latest available clock quality information as described in clause 5.27.1.12 in 3GPP TS 23.501 [2].

When present, this IE shall be set as follows:
-	true: the UE reconnects to the network in the case the UE determines that the reference report ID has changed;
-	false (default): the UE does not have an indication from CN to reconnect to the network in the case that the reference report ID has changed.
	

	NOTE 1:	If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes are supported by the sender, the sender shall include the list of RAT Types that are restricted, if any, in the restrictedRatList attribute, shall include the list of RAT Types that are restricted for use as primary RAT, if any, in the restrictedPrimaryRatList attribute and shall include the list of RAT Types that are restricted for use as secondary RAT, if any, in the restrictedSsecondaryRatList attribute. If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes are supported by the receiver, the receiver shall use the data in the restrictedPrimaryRatList attribute, if received, as the list of RAT Types that are restricted for use as primary RAT for the UE, and shall use the data in the restrictedSecondaryRatList attribute, if received, as the list of RAT Types that are restricted for use as secondary RAT for the UE, otherwise the receiver shall use the data in the restrictedRatList attribute, if received, as the list of RAT Types that are restricted for the UE.
NOTE 2:	A particular PDU session not supported by the target AMF shall not be transferred, e.g. MA-PDU session context shall not be transferred if target AMF does not support ATSSS.
NOTE 3:	After ecRestrictionDataWb and/or ecRestrictionDataNb attributes are sent from source AMF to target AMF to build the UeContext in the target AMF, the target AMF shall re-determine the EC restriction information based on the received subscription data from UDM and UE 5GMM capability because EC restriction information may change (e.g. due to that subscription data in UDM is changed but not notified the old AMF yet) and then compare the re-determined EC restriction information with the one received in the UeContext. If the target AMF finds EC restriction information has changed after comparing, the target AMF shall proceed as described in clause 5.31.12, 3GPP TS 23.501 [2].
NOTE 4:	If present, this attribute shall be used together with routingIndicator. This attribute is only used by the HPLMN in roaming scenarios.
NOTE 5:	If the information as indicated in both IEs were received from the PCF for the UE or from the old AMF in UE Context, the AMF shall identify whether a non-roaming or local breakout PDU session is applicable for SM Policy Association events, i.e, whethe the slice and DNN combination of the PDU session is listed in the smPolicyNotifyPduList IE or not. If the PDU session is applicable for notification of SM Policy Association events , the AMF shall provide the callback information for the PCF of the UE contained in the pcfUeCallbackInfo IE to the SMF of a new PDU session via Create SM Context service operation, or to the SMF for an ongoing PDU session via Update SM Context service operation, together with the indication for notification of SM Policy Association events. See clause 4.3.2.2.1 and clause 4.3.3.2 of 3GPP TS 23.502 [3].
NOTE 6:	This IE is deprecated. An AMF complying with this version of specification shall use the pcfAmpBindingInfo IE to carry the Binding indication of the AM Policy Association resource and use the pcfUepBindingInfo IE to carry the binding indication of the UE Policy Association resource.
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The feature negotiation mechanism specified in clause 6.6 of 3GPP TS 29.500 [4] shall be used to negotiate the optional features applicable between the AMF and the NF Service Consumer, for the Namf_Communication service, if any.

The NF Service Consumer shall indicate the optional features it supports for the Namf_Communication service, if any, by including the supportedFeatures attribute in content of the HTTP Request Message for following service operations:

-	N1N2MessgeTransfer, as specified in clause 5.2.2.3.1;
-	N1N2MessageSubscribe, as specified in clause 5.2.2.3.3;
-	NonUeN2InfoSubscribe, as specified in clause 5.2.2.4.2;
-	UeContextTransfer, as specified in clause 5.2.2.2.1;
-	CreateUEContext, as specified in clause 5.2.2.2.3
The AMF shall determine the supported features for the service operations as specified in clause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in content of the HTTP response for the service operation.

The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [6].

The following features are defined for the Namf_Communication service.
Table 6.1.8-1: Features of supportedFeatures attribute used by Namf_Communication service
	Feature Number
	Feature
	M/O
	Description

	1
	DTSSA
	O
	Deployments Topologies with specific SMF Service Areas.

An AMF that supports this feature shall support the procedures specified in clause 5.34 of 3GPP TS 23.501 [2] and in clause 4.23 of 3GPP TS 23.502 [3].

	2
	ENS
	O
	This feature bit indicates whether the AMF supports procedures related to Network Slicing (see 3GPP TS 23.501 [2] clause 5.15.7). This includes supporting the RelocateUEContext service operation (see clause 5.2.2.2.5).

	3
	CIOT
	O
	Cellular IoT

Support of this feature implies the support of all the CIoT features specified in clause 5.31 of 3GPP TS 23.501 [2], including in particular corresponding service's extensions to support:

-	NB-IoT and LTE-M RAT types;
-	Control Plane CIoT 5GS Optimisation;
-	Rate control of user data.


	4
	MAPDU
	O
	This feature bit indicates whether the AMF supports Multi-Access PDU session procedures related to Access Traffic Steering, Switching and Splitting (see clauses 4.2.10 and 5.32 of 3GPP TS 23.501 [2]).

	5
	NPN
	O
	Non-Public Network

Support of this feature implies support of NPN information and receipt of a Create UE context error response with a binary part during an Inter-AMF N2 Handover.

	6
	ELCS
	O
	This feature indicates supports of enhanced LCS, including the capability for the AMF to send an LCS message through the target access type requested by the LMF.

	7
	ES3XX
	M
	Extended Support of HTTP 307/308 redirection

An NF Service Consumer (e.g. SMF) that supports this feature shall support handling of HTTP 307/308 redirection for any service operation of the Namf_Communication service. An NF Service Consumer that does not support this feature does only support HTTP redirection as specified for 3GPP Release  15.

	8
	EAEA
	O
	EBI and ARP mapping update in EBIAssignment

Support of this feature implies support of updating the mapping of EBI and ARP in EBIAssignment for a QoS flow to which an EBI is already allocated.

	9
	ProSe
	O
	This feature indicates the support of UE policy and N2 information provisioning for 5G ProSe.

	10
	UAV
	O
	Uncrewed Aerial Vehicle
This feature indicates the support of UAV feature at AMF. When this feature is supported at the AMF, the AMF shall perform the UUAA-MM procedure defined in 3GPP TS 23.256 [56].

	11
	SPAE
	O
	SM Policy Association Events

This feature bit indicates whether the AMF supports the SM Policy Association establishment and termination event notification information handling, i.e. whereby the PCF for UE subscribes to SM Policy Association events to the PCF for SM Policy via the AMF and SMF, as specified in clause 4.3.2.2.1 and clause 4.3.3.2 of 3GPP TS 23.502 [3].


	12
	eNPN
	O
	Enhanced support of Non-Public Networks (eNPN)

This feature indicates the AMF supports UE registration for onboarding in an SNPN, see clause 5.30.2.10.2.6 and clause 5.30.2.10.2.7 in 3GPP TS 23.501 [2]).

	13
	3GA-N3GA-HO
	O
	Handover between 3GPP and non-3GPP accesses

An AMF and SMF that supports Handover between 3GPP and non-3GPP accesses shall support this feature, i.e. setting the targetAccess IE in N1N2MessageTransfer Request to the old access type when releasing the N2 PDU session resources in the old access (see clauses 5.2.2.3.1.1 and 6.1.6.2.18)


	14
	PAR-NS
	O
	Partially Allowed/Rejected Network Slice

This feature indicates the AMF supports the partially allowed network slice and the partially reject Network slice. See 3GPP TS 23.501 [2] clause 5.15.17.


	15
	NTSSM
	O
	Network Timing Synchronization Status Monitoring

This feature bit indicates that the AMF supports transferring TSS related information in the N2InformationTransferReqData and a subscription, e.g. created by a TSCTSF, to get notification for Non-UE related N2 Information for the Network Timing Synchronization Status information.


	16
	RACS
	O
	Support of RACS feature as specified in clause 5.4.4.1a in 3GPP TS 23.501 [2]).

During an Inter AMF mobility procedure, the source AMF may decide to not include ueRadioCapability and ueRadioCapabilityForPaging in the UeContextTransferRspData or UeContextCreateData if the target AMF supports RACS feature, the target AMF can retrieve the same using UE Radio Capability ID Id(s) included in the MM Context.


	17
	Ranging_SL
	O
	This feature indicates the support of UE policy and N2 information provisioning for Ranging/SL positioning as specified in 3GPP TS 23.586 [59].

	18
	A2X
	O
	This feature indicates the support of UE policy and N2 information provisioning for A2X communication as specified in 3GPP TS 23.256 [56]

	19
	AoV-En
	O
	This feature indicates the support of enhanced AreaOfValidity handling.

When invoking N1N2MessageTransfer to deliver N2 information, the SMF may use the TAI range list to efficiently indicate the area scope to deliver the N2 information, if the AMF supports this feature.

	xx
	ASUC
	O
	Analytics Subscriptions in UE Context

An AMF that supports Analytics Subscriptions in UE context shall support this feature, i.e.,
· As source AMF, includes Analytics Subscriptions in UE context to the target AMF if the target AMF also supports this feature; and
· As target AMF, informs the not reused Analytics Subscriptions (i.e. the Analytics Subscriptions that are not taken over by the target AMF) to the source AMF. and
· As source AMF, unsubscribes to all the not reused Analytics Subscriptions as informed by the target AMF.

See clauses 5.2.2.2.1.1, 5.2.2.2.2.1 and 5.2.2.2.3.1.


	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.
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