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1. Introduction
Correct the data type of User Info Id, which is used as part of the resource URI.
2. Reason for Change
The resource URI of SLPKMF API contains the URI variant with User Info Id, which is defined as BYTES (a string with Base64 encoding.)
	Type Name
	Type Definition
	Description
	Applicability

	UserInfoId
	Bytes
	String with format "byte" as defined in OpenAPI Specification [7], i.e. base64-encoded characters, encoding the "User Info ID" IE as specified in 3GPP TS 24.514 [17] (starting from octet 1)
	



However, Base64 encoded text is not suitable to be part of the URI, e.g., due to the inclusion of the padding text. As an example, the user info ID in PKMF API was specified as hexadecimal characters of binary, which is better fitting the URI pattern (as all hexadecimal characters are unreserved characters of URI schema).
	Type Name
	Type Definition
	Description
	Applicability

	UserInfoId
	string
	User Info ID is a string of hexadecimal characters, encoding the value of the user info ID parameter which is a 48-bit long bit string.

	



It is proposed to also define the User Info Id as hexadecimal characters instead Base64 encoding.

3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS29.586 v1.0.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc145953077][bookmark: _Toc122090724][bookmark: _Toc98142599][bookmark: _Toc35971435][bookmark: _Toc510696640][bookmark: _Toc152145486]6.1.6.3.2	Simple data types
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	UserInfoId
	Bytesstring
	String of hexadecimal characterswith format "byte" as defined in OpenAPI Specification [7], i.e. base64-encoded characters, encoding the "User Info ID" IE as specified in 3GPP TS 24.514 [17] (starting from octet 1). The hexadecimal letters should be formatted as lower-case characters by the sender, and they shall be handled as case-insensitive by the receiver.

Pattern: '^[A-Fa-f0-9]+$'

	

	UeSecurityCapability
	Bytes
	String with format "byte" as defined in OpenAPI Specification [7], i.e. base64-encoded characters, encoding the "UE security capability" IE as specified in 3GPP TS 24.514 [17] (starting from octet 1).
	

	ChosenPc5CipheringAlgorithm
	integer
	This IE shall indicate the chosen PC5 ciphering algorithm as specified in 3GPP TS 24.514 [17]
	

	Seckey
	Bytes
	String with format "byte" as defined in OpenAPI Specification [7], i.e. base64-encoded characters, encoding the "DUIK" IE, or "DUCK", or "DUSK" as specified in 3GPP TS 24.514 [17]
	

	Duik
	Bytes
	String with format "byte" as defined in OpenAPI Specification [7], i.e. base64-encoded characters, encoding the "DUIK" IE as specified in 3GPP TS 24.514 [17]
	

	Duck
	Bytes
	String with format "byte" as defined in OpenAPI Specification [7], i.e. base64-encoded characters, encoding the "DUCK" IE as specified in 3GPP TS 24.514 [17]
	

	Dusk
	Bytes
	String with format "byte" as defined in OpenAPI Specification [7], i.e. base64-encoded characters, encoding the "DUSK" IE as specified in 3GPP TS 24.514 [17]
	



* * * Next Change * * * *
[bookmark: _Toc145952597][bookmark: _Toc130832019][bookmark: _Toc70925899][bookmark: _Toc152145538]A.2	Nslpkmf_Discovery API
openapi: 3.0.0

******************* Text Skipped for Clarity *******************


# SIMPLE TYPES:
    UserInfoId:
      description: >
        String of hexadecimal characters, encoding the "User Info ID" IE as specified in 3GPP TS 
        24.514 (starting from octet 1). The hexadecimal letters should be formatted as lower-case 
        characters by the sender, and they shall be handled as case-insensitive by the receiver.
      type: string
      pattern: '^[A-Fa-f0-9]+$'
      $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'

    UeSecurityCapability:
      $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'

    ChosenPc5CipheringAlgorithm:
      description: Contains the chosen PC5 ciphering algorithm.
      type: integer

[bookmark: _Hlk149924135]    Duik:
      $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'

    Duck:
      $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'

    Dusk:
      $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'


[bookmark: _Hlk151040805]    UeRole:
      description: Specifies the different roles of UE for ranging and sidelink positioning service.
      anyOf:
        - type: string
          enum:
            - TARGET_UE
            - REFERENCE_UE
            - LOCATED_UE
            - CLIENT_UE
            - SERVER_UE
        - type: string

 
# ENUMS:

* * * End of Changes * * * *

