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1. Introduction
<Introduction part (optional)>
2. Reason for Change
There is an editor note that the routing consideration for Sc interface is FFS. This pCR propose to address this issue and remove the editor note.
Editorial update to reference document.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.330 v0.2.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc155101719][bookmark: _Toc155101738]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.228: "IP Multimedia (IM) Subsystem – Stage 2".
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[4]	3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh interface; signalling flows and message contents".
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* * * Next Change * * * *
6.1.5	Routing consideration
Editor Note:	The Routing consideration for Sc interface is FFS.
The User identity to HSS resolution mechanism enables the DCSF to find the identity of the HSS that holds the subscriber data for a given IMS Public User Identity when multiple and separately addressable HSSs have been deployed by the network operator. The resolution mechanism is not required in networks that utilise a single HSS or when a DCSF is configured to use pre-defined HSS.
The resolution mechanism described in 3GPP TS 23.228 [2] shall use a Diameter Proxy Agent.
The Diameter Proxy Agent shall be to determine the HSS identity.
To get the HSS identity the DCSF shall send the Sc request normally destined to the HSS to a pre-configured Diameter address/name.
-	If this Sc Request is received by the Diameter Proxy Agent, the Diameter Proxy Agent shall determine the HSS identity based on the provided user identity and - if the Diameter load control mechanism is supported (see IETF RFC 8583 [b]) - optionally also based on previously received load values from Load AVPs of type HOST. The Diameter Proxy Agent shall then forward the Sc request directly to the determined HSS. The DCSF shall determine the HSS identity from the response to the Sc request received from the HSS.
The DCSF should store the HSS identity/name/Realm and shall use it in further Sc requests associated to the same IMS Public Identity.
In networks where the use of the user identity to HSS resolution mechanism is required and the DCSF is not configured to use a predefined HSS, each DCSF shall be configured with the pre-configured address/name of the Diameter Proxy Agent to enable use of these resolution mechanisms.
If a DCSF knows the address/name of the HSS for a certain user, and the associated home network domain name, both the Destination-Realm and Destination-Host AVPs shall be present in the request. Otherwise, only the Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node, e.g. the Diameter Proxy Agent (see 3GPP TS 29.228 [a]), based on the Diameter routing table in the client.
If the next Diameter node is a Diameter Proxy Agent, the Diameter Proxy Agent shall determine the destination HSS. The Diameter Proxy Agent, based on the result of this determination of the destination HSS, shall modify the Destination-Realm AVP and Destination-Host AVP of the request appropriately. The Diameter Proxy Agent shall then append a Route-Record AVP to the request and shall send the request to the destination HSS. Consequently, the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by an DCSF.
If the response is routed back to a Diameter Proxy Agent, the Diameter Proxy Agent shall send the response back to the DCSF without modifying the Origin-Realm AVP and Origin-Host AVP. The response shall contain the Origin-Realm AVP set to the realm of the HSS together with the Origin-Host AVP set to the HSS that sent the response. The DCSF shall store the HSS realm and HSS address for each Public Identity, after the first request sent to the User Identity to HSS resolution function.
The Destination-Realm AVP is declared as mandatory in the ABNF for all requests.
* * * End of Changes * * * *

