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	Reason for change:
	The current PFCP model does not (consistently) support ATSSS between one access connected to EPC and one access connected to 5GC, i.e. 

· between a 3GPP access connected to EPC and a non-3GPP access connected to 5GC (from Rel-17 onwards); or
· between a 3GPP access connected to 5GC and a non-3GPP access connected to EPC (from Rel-18 onwards)

because there is no way for the SMF to instruct the UPF to insert the QFI, RQI (Reflective QoS Indicator) and PPI (Paging Policy Indicator) - and more generally the GTP-U PDU Session Container header - only for DL traffic sent to the access connected to 5GC, but NOT for DL traffic sent to the access connected to EPC. The QER requires the aforementioned information to be included for all the DL traffic associated with the MAR.

NOTE 1: Sending the GTP-U PDU session container header in DL packets on the access connected to EPC would result in error handling by the receiving eNB or ePDG, since this header requires to be comprehended by the endpoint receiver while the eNB and ePDG are not expected to comprehend this header (see TS 29.281).

NOTE 2: There is no problem for PDU sessions not making use of ATSSS, nor for PDU sessions making use of ATSSS with both legs in 5GC, since the DL traffic of such PDU sessions is sent either towards an access connected to 5GC or an access connected to EPC, and accordingly, the SMF can set (or not) the QFI, RQI and/or PPI IEs in the QER associated with the DL PDR. 

NOTE 3: With ATSSS, the UPF may decide dynamically how to distribute the traffic of an SDF across the two accesses based on the MAR and access performance measurements done with the UE.

	
	

	Summary of change:
	In order to support ATSSS for MA PDU sessions with an access connected to EPC and an access connected to 5GC, for DL packets matching a DL PDR associated with a MAR, the UPF shall determine whether the DL packets are sent to an access connected to 5GC or to an access connected to EPC, using the Destination Interface Type IE of the DL FARs associated with the MAR, and the UPF shall include 5G specific information (e.g. QFI, RQI, PPI in the GTP-U PDU session container extension header) in the outgoing GTP-U packets only for DL packets that are sent on the access connected to 5GC, i.e. it shall not do so for DL packets sent on the access connected to EPC.

	
	

	Consequences if not approved:
	Interoperability issues and failures to support ATSSS between an EPC access and a 5GC access.
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* * * First Change * * * *
[bookmark: _CR5_22_2][bookmark: _Toc136353884][bookmark: _Toc155291754][bookmark: _Toc155296481][bookmark: _Toc155291756][bookmark: _Toc155296483][bookmark: _Toc155291527][bookmark: _Toc155296254][bookmark: _Toc19717135][bookmark: _Toc27490602][bookmark: _Toc27556895][bookmark: _Toc27723812][bookmark: _Toc36030878][bookmark: _Toc36042798][bookmark: _Toc36814122][bookmark: _Toc44688971][bookmark: _Toc44923725][bookmark: _Toc51860692][bookmark: _Toc57930459][bookmark: _Toc57931089][bookmark: _Toc155291493][bookmark: _Toc155296220][bookmark: _Toc19717149][bookmark: _Toc27490622][bookmark: _Toc27556915][bookmark: _Toc27723832][bookmark: _Toc36030901][bookmark: _Toc36042821][bookmark: _Toc36814145][bookmark: _Toc44688995][bookmark: _Toc44923749][bookmark: _Toc51860718][bookmark: _Toc57930485][bookmark: _Toc57931115][bookmark: _Toc155291526][bookmark: _Toc155296253]7.5.2.3	Create FAR IE within PFCP Session Establishment Request
The Create FAR grouped IE shall be encoded as shown in Figure 7.5.2.3-1.
Table 7.5.2.3-1: Create FAR IE within PFCP Session Establishment Request
	[bookmark: MCCQCTEMPBM_00000059]Octet 1 and 2
	
	Create FAR IE Type = 3 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	

	FAR ID
	M
	This IE shall uniquely identify the FAR among all the FARs configured for that PFCP session.
	X
	X
	X
	X
	X
	FAR ID

	Apply Action
	M
	This IE shall indicate the action to apply to the packets, See clauses 5.2.1 and 5.2.3.
	X
	X
	X
	X
	X
	Apply Action

	Forwarding Parameters
	C
	This IE shall be present when the Apply Action requests the packets to be forwarded. It may be present otherwise.

When present, this IE shall contain the forwarding instructions to be applied by the UP function when the Apply Action requests the packets to be forwarded.
See table 7.5.2.3-2.
	X
	X
	X
	X
	-
	Forwarding Parameters

	Duplicating Parameters 
	C
	This IE shall be present when the Apply Action requests the packets to be duplicated. It may be present otherwise.

When present, this IE shall contain the forwarding instructions to be applied by the UP function for the traffic to be duplicated, when the Apply Action requests the packets to be duplicated.

Several IEs with the same IE type may be present to represent to duplicate the packets to different destinations. See NOTE 1.

See table 7.5.2.3-3.
	X
	X
	-
	-
	-
	Duplicating Parameters

	BAR ID
	O
	When present, this IE shall contain the BAR ID of the BAR defining the buffering instructions to be applied by the UP function when the Apply Action requests the packets to be buffered. 
	X
	-
	-
	X
	-
	BAR ID

	Redundant Transmission Forwarding Parameters
	C
	This IE shall be present when the Apply Action requests the packets to be duplicated for redundant transmission and the Forwarding Parameters IE is included. It may be present otherwise.

When present, this IE shall contain the forwarding instructions to be applied by the UP function for the traffic to be duplicated, when the Apply Action requests the packets to be duplicated for redundant transmission. Except for the parameters included in the Redundant Transmission Parameters IE, the duplicated packets shall apply the same parameters as those indicated in the Forwarding Parameters IE.

See table 7.5.2.3-4.
	-
	-
	-
	-
	-
	Redundant Transmission Forwarding Parameters

	MBS Multicast Parameters
	C
	This IE shall be present when the Apply Action is set to "FSSM". This requests the MB-UPF to forward the MBS session data to a Low Layer SSM.
	-
	-
	-
	-
	X
	MBS Multicast Parameters

	Add MBS Unicast Parameters
	C
	This IE shall be present when the Apply Action is set to "MBSU". This requests the MB-UPF to forward the MBS session data to a remote GTP-U peer for unicast transport.

Several IEs with the same IE type may be present to request the MB-UPF to forward the MBS session data to multiple remote GTP-U peers.
	-
	-
	-
	-
	X
	Add MBS Unicast Parameters

	NOTE 1:	The same user plane packets may be required, according to operator's policy and configuration, to be duplicated to different SX3LIFs.



Table 7.5.2.3-2: Forwarding Parameters IE in FAR
	[bookmark: MCCQCTEMPBM_00000060]Octet 1 and 2
	
	
	Forwarding Parameters IE Type = 4 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	

	Destination Interface
	M
	This IE shall identify the destination interface of the outgoing packet.
	X
	X
	X
	X
	-
	Destination Interface

	Network Instance
	O
	When present, this IE shall identify the Network instance towards which to send the outgoing packet. See NOTE 1.
	X
	X
	X
	X
	-
	Network Instance

	Redirect Information
	C
	This IE shall be present if the UP function is required to enforce traffic redirection towards a redirect destination provided by the CP function. 
	-
	X
	X
	X
	-
	Redirect Information

	Outer Header Creation 
	C
	This IE shall be present if the UP function is required to add one or more outer header(s) to the outgoing packet. If present, it shall contain the F-TEID of the remote GTP-U peer when adding a GTP-U/UDP/IP header, or the Destination IP address and/or Port Number when adding a UDP/IP header or an IP header or the C-TAG/S-TAG (for 5GC). See NOTE 2.
	X
	X
	-
	X
	-
	Outer Header Creation

	Transport Level Marking 
	C
	This IE shall be present if the UP function is required to mark the IP header with the DSCP marking as defined by IETF RFC 2474 [22]. When present for EPC, it shall contain the value of the DSCP in the TOS/Traffic Class field set based on the QCI, and optionally the ARP priority level, of the associated EPS bearer, as described in clause 5.10 of 3GPP TS 23.214 [2]. When present for 5GC, it shall contain the value of the DSCP in the TOS/Traffic Class field set based on the 5QI, the Priority Level (if explicitly signalled), and optionally the ARP priority level, of the associated QoS flow, as described in clause 5.8.2.7 of 3GPP TS 23.501 [28],
	X
	X
	-
	X
	-
	Transport Level Marking

	Forwarding Policy 
	C
	This IE shall be present if a specific forwarding policy is required to be applied to the packets. It shall be present if the Destination Interface IE is set to SGi-LAN / N6-LAN. It may be present if the Destination Interface is set to Core, Access, or CP-Function. See NOTE 2.
When present, it shall contain an Identifier of the Forwarding Policy locally configured in the UP function.
	-
	X
	X
	X
	-
	Forwarding Policy

	Header Enrichment
	O
	This IE may be present if the UP function indicated support of Header Enrichment of UL traffic. When present, it shall contain information for header enrichment.
	-
	X
	X
	X
	-
	Header Enrichment

	Linked Traffic Endpoint ID
	C
	This IE may be present, if it is available and the UP function indicated support of the PDI optimisation feature, (see clause 8.2.25). When present, it shall identify the Traffic Endpoint ID allocated for this PFCP session to receive the traffic in the reverse direction (see clause 5.2.3.1).
	X
	X
	-
	X
	-
	Traffic Endpoint ID

	Proxying
	C
	This IE shall be present if proxying is to be performed by the UP function.

When present, this IE shall contain the information that the UPF shall respond to Address Resolution Protocol and / or IPv6 Neighbour Solicitation based on the local cache information for the Ethernet PDUs.
	-
	-
	-
	X
	-
	Proxying

	Destination Interface Type
	OC
	When present, this IE shall indicate the 3GPP interface type of the destination interface.

This IE shall be present if the FAR is referenced by a MAR (see NOTE X of Table 7.5.2.5-1).

Otherwise Tthis IE may be present to indicate the 3GPP interface type of the destination interface, if required by functionalities in the UP Function, e.g. for performance measurements.
	X
	X
	-
	X
	-
	3GPP Interface Type

	Data Network Access Identifier
	C
	This IE shall be present over N16a to link the UL FAR in an UL CL or BP towards a specific local PSA, if more than one local PSA has been inserted by an I-SMF. It may be present over N16a otherwise. This IE shall not be sent over N4.
When present, it shall be set to the DNAI associated to the local PSA towards which the UL traffic shall be forwarded. 
	-
	-
	-
	-
	-
	Data Network Access Identifier

	IP Address and Port Number Replacement
	C
	This IE shall be present if the UP function indicated support of replacing the source and destination IP address and Port Number of an (inner) IP packet, and if the source or destination IP address and/or port number of the (Inner) IP packet shall be modified, e.g. for Edge Relocation using EAS IP address and Port number Replacement (see clause 5.33.3).

This IE shall also be present if the destination IP address and/or port number of the (Inner) IP packet shall be modified, e.g. for EAS Discovery procedure with Local DNS Server/Resolver using Local DNS Server/Resolver IP address and Port number Replacement (see clause 5.33.4).
(NOTE 3)
	-
	-
	-
	X
	-
	IP Address and Port Number Replacement

	NOTE 1:	The Network Instance parameter is needed e.g. in the following cases:
	-	PGW/TDF UP function supports multiple PDNs with overlapping IP addresses;
	-	SGW UP function is connected to PGWs in different IP domains (S5/S8);
	-	PGW UP function is connected to SGWs in different IP domains (S5/S8);
	-	SGW UP function is connected to eNodeBs in different IP domains;
	-	UPF is connected to 5G-ANs in different IP domains;
	-	Separation of multiple 5G VN groups communication in the UPF;
	-	Indirect data forwarding.
NOTE 2:	If the Outer Header Creation and Forwarding Policy are present, the UP function shall put the user plane packets in the user plane tunnel by applying Outer Header Creation, after enforcing the required Forwarding Policy.
NOTE 3:	As opposed to the Outer Header Creation IE, this IE does not result in adding any outer header to the outgoing packet.



*** text skipped for clarity ***

* * * Next Change * * * *
[bookmark: _Toc136353886]7.5.2.5	Create QER IE within PFCP Session Establishment Request
The Create QER grouped IE shall be encoded as shown in Figure 7.5.2.5-1.
Table 7.5.2.5-1: Create QER IE within PFCP Session Establishment Request
	[bookmark: MCCQCTEMPBM_00000068]Octet 1 and 2
	
	
	Create QER IE Type = 7 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	

	QER ID
	M
	This IE shall uniquely identify the QER among all the QER configured for that PFCP session
	-
	X
	X
	X
	X
	QER ID

	QER Correlation ID
	C
	This IE shall be present if the UP function is required to correlate the QERs of several PFCP sessions, for APN-AMBR enforcement/APN rate control of multiple UE's PDN connections to the same APN.
	-
	X
	-
	X
	-
	QER Correlation ID

	Gate Status
	M
	This IE shall indicate whether the packets are allowed to be forwarded (the gate is open) or shall be discarded (the gate is closed) in the uplink and/or downlink directions.
	-
	X
	X
	X
	X
	Gate Status

	Maximum Bitrate
	C
	This IE shall be present if an MBR enforcement action shall be applied to packets matching this PDR. When present, this IE shall indicate the uplink and/or downlink maximum bit rate to be enforced for packets matching the PDR.

For EPC, this IE may be set to the value of:
-	the APN-AMBR, for a QER that is referenced by all the PDRs of the non-GBR bearers of a PDN connection;
-	the TDF session MBR, for a QER that is referenced by all the PDRs of a TDF session;
-	the bearer MBR, for a QER that is referenced by all the PDRs of a bearer;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.

For 5GC, this IE may be set to the value of:
-	the Session-AMBR, for a QER that is referenced by all the PDRs of the non-GBR QoS flows of a PDU session;
-	the QoS Flow MBR, for a QER that is referenced by all the PDRs of a QoS Flow;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.
	-
	X
	X
	X
	X
	MBR

	Guaranteed Bitrate
	C
	This IE shall be present if a GBR has been authorized to packets matching this PDR. When present, this IE shall indicate the authorized uplink and/or downlink guaranteed bit rate.

This IE may be set to the value of:
-	the aggregate GBR, for a QER that is referenced by all the PDRs of a GBR bearer;
-	the QoS Flow GBR, for a QER that is referenced by all the PDRs of a QoS Flow (for 5GC);
-	the SDF GBR, for a QER that is referenced by all the PDRs of a SDF.

	-
	X
	X
	X
	X
	GBR

	Packet Rate
	C
	This IE shall be present if a Packet Rate enforcement action (in terms of number of packets per time interval) shall be applied to packets matching this PDR.
When present, this IE shall indicate the uplink and/or downlink maximum packet rate to be enforced for packets matching the PDR.
This IE may be set to the value of:
-	downlink packet rate for Serving PLMN Rate Control, for a QER that is referenced by all PDRs of the UE belonging to the PDN connection, or belonging to the PDU session (5GC) using CIoT EPS Optimizations as described in 3GPP TS 23.401 [2] and 3GPP TS 23.501 [28], respectively;
-	uplink and/or downlink packet rate for APN Rate Control, for a QER that is referenced by all the PDRs of the UE belonging to all PDN connections to the same APN, or for Small Data Rate Control (5GC) for a QER related to the PDU session using CIoT EPS Optimizations as described in 3GPP TS 23.401 [2] and 3GPP TS 23.501 [28], respectively.
	-
	X
	-
	X
	-
	Packet Rate

	Packet Rate Status
	C
	This IE may be present during the UE requested PDU session establishment, or UE requested PDN connection establishment.
When present, the UP function shall first enforce these rules. Only after that shall the UP function enforce the rules in the Packet Rate IE.
	-
	X
	-
	X
	-
	Packet Rate Status

	DL Flow Level Marking
	C
	This IE shall be set if the UP function is required to mark the packets for QoS purposes:

-	by the TDF-C, for DL flow level marking for application indication (see clause 5.4.5);
-	by the PGW-C, for setting the GTP-U Service Class Indicator extension header for service indication towards GERAN (see clause 5.4.12).
	-
	X
	X
	-
	-
	DL Flow Level Marking

	QoS flow identifier
	C
	This IE shall be present if the QoS flow identifier shall be inserted or modified by the UPF or shall be inserted by the MB-UPF. (NOTE 2) (NOTE X)
	-
	-
	-
	X
	X
	QFI

	Reflective QoS
	C
	This IE shall be present if the UP function is required to insert a Reflective QoS Indicator to request reflective QoS for uplink traffic.
(NOTE X)
	-
	-
	-
	X
	-
	RQI

	Paging Policy Indicator
	C
	This IE shall be present if the UPF is required to set the Paging Policy Indicator (PPI) in outgoing packets (see clause 5.4.3.2 of 3GPP TS 23.501 [28]).
When present, it shall be set to the PPI value to set. 
(NOTE X)
	-
	-
	-
	X
	-
	Paging Policy Indicator

	Averaging Window
	O
	This IE may be present if the UP function is required to use a different Averaging window than the default one. (NOTE 1)

	-
	-
	-
	X
	-
	Averaging Window

	QER Control Indications
	C
	This IE shall be included if the CP function needs to provide the QoS enforcement control information:
-	RCSR (Rate Control Status Reporting): the CP function shall set this bit "1" to request the UP function to report the rate control status when the PFCP session is released. 
	-
	X
	-
	X
	-
	QER Control Indications

	QER Indications
	C
	This IE shall be included if at least one of the flags is set to "1".
-	IQFISN (Insert DL MBS QFI Sequence Number): this IE shall be set to "1" to request the MB-UPF to insert the DL MBS QFI Sequence Number in the PDU Session Container of the MBS data packets (see 3GPP TS 38.415 [34]).
	


-
	


-
	


-
	


-
	


X
	QER Indications

	NOTE 1:	As 5QI is not signalled over N4, one default averaging window shall be pre-configured in the UPF.
NOTE 2:	The SMF may request the UPF to modify the QFI of downlink packets of a multicast QoS flow received from the MB-UPF to the QFI assigned by the SMF for the Associated QoS flow. See clause 5.34.3.2.
NOTE X:	In order to support ATSSS for MA PDU sessions with an access connected to EPC and an access connected to 5GC, for DL packets matching a DL PDR associated with a MAR, the UPF shall determine whether the DL packets are sent to an access connected to 5GC or to an access connected to EPC, using the Destination Interface Type IE of the DL FARs associated with the MAR, and the UPF shall include 5G specific information (e.g. QFI, RQI, PPI in the GTP-U PDU session container extension header) in the outgoing GTP-U packets only for DL packets that are sent on the access connected to 5GC, i.e. it shall not do so for DL packets sent on the access connected to EPC.




* * * End of Changes * * * *

