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* * * First Change * * * *
[bookmark: _CR5_22_2][bookmark: _Toc19777448][bookmark: _Toc27740745][bookmark: _Toc36054124][bookmark: _Toc44874000][bookmark: _Toc51862978][bookmark: _Toc57980407][bookmark: _Toc155290647][bookmark: _Toc155290694][bookmark: _Toc19717139][bookmark: _Toc27490606][bookmark: _Toc27556899][bookmark: _Toc27723816][bookmark: _Toc36030882][bookmark: _Toc36042802][bookmark: _Toc36814126][bookmark: _Toc44688975][bookmark: _Toc44923729][bookmark: _Toc51860696][bookmark: _Toc57930463][bookmark: _Toc57931093][bookmark: _Toc155291497][bookmark: _Toc155296224][bookmark: _Toc155291754][bookmark: _Toc155296481][bookmark: _Toc155291756][bookmark: _Toc155296483][bookmark: _Toc155291527][bookmark: _Toc155296254][bookmark: _Toc19717135][bookmark: _Toc27490602][bookmark: _Toc27556895][bookmark: _Toc27723812][bookmark: _Toc36030878][bookmark: _Toc36042798][bookmark: _Toc36814122][bookmark: _Toc44688971][bookmark: _Toc44923725][bookmark: _Toc51860692][bookmark: _Toc57930459][bookmark: _Toc57931089][bookmark: _Toc155291493][bookmark: _Toc155296220][bookmark: _Toc19717149][bookmark: _Toc27490622][bookmark: _Toc27556915][bookmark: _Toc27723832][bookmark: _Toc36030901][bookmark: _Toc36042821][bookmark: _Toc36814145][bookmark: _Toc44688995][bookmark: _Toc44923749][bookmark: _Toc51860718][bookmark: _Toc57930485][bookmark: _Toc57931115][bookmark: _Toc155291526][bookmark: _Toc155296253]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.003: "Numbering, addressing and identification".
*** text skipped for clarity ***
[92]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[x]	3GPP TS 24.193: "Access Traffic Steering, Switching and Splitting; Stage 3".

* * * Next Change * * * *
7.2.1	Create Session Request
The direction of this message shall be from MME/S4-SGSN to SGW and from SGW to PGW, and from ePDG/TWAN to the PGW (see Table 6.1-1).
The Create Session Request message shall be sent on the S11 interface by the MME to the SGW, and on the S5/S8 interface by the SGW to the PGW as part of the procedures:
-	E-UTRAN Initial Attach when a PDN connection needs to be established through the SGW and PGW
-	Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN with GTP on S5/S8 interface (see clauses 8.2, 8.6 and 16.11 of 3GPP TS 23.402 [45])
-	UE requested PDN connectivity when a PDN connection needs to be established through the SGW and PGW
-	Addition of a 3GPP access of NBIFOM procedure as specified by 3GPP TS 23.161 [71]
-	Restoration of PDN connections after an PGW-C/SMF change as specified in 3GPP TS 23.007 [17]
The message shall also be sent on S4 interface by the SGSN to the SGW, and on the S5/S8 interface by the SGW to the PGW as part of the procedures:
-	PDP Context Activation
-	Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN/GERAN with GTP on S5/S8 interface (see clauses 8.2, 8.6 and 16.11 of 3GPP TS 23.402 [45])
-	Addition of a 3GPP access of the NBIFOM procedure as specified by 3GPP TS 23.161 [71]
The message shall also be sent on the S11 interface by the MME to the SGW as part of the procedures:
-	Tracking Area Update procedure with Serving GW change
-	S1/X2-based handover with SGW change
-	UTRAN Iu mode to E-UTRAN Inter RAT handover with SGW change
-	GERAN A/Gb mode to E-UTRAN Inter RAT handover with SGW change
-	3G Gn/Gp SGSN to MME combined hard handover and SRNS relocation procedure
-	Gn/Gp SGSN to MME Tracking Area Update procedure
-	Restoration of PDN connections after an SGW failure if the MME and PGW support these procedures as specified in 3GPP TS 23.007 [17]
-	MME triggered Serving GW relocation
-	Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN with PMIP on S5/S8 interface (see clauses 8.2 and 16.11 of 3GPP TS 23.402 [45])
and on the S4 interface by the SGSN to the SGW as part of the procedures:
-	Routing Area Update with MME interaction and with SGW change
-	Gn/Gp SGSN to S4 SGSN Routing Area Update
-	Inter SGSN Routeing Area Update Procedure and Combined Inter SGSN RA / LA Update using S4 with SGW change
-	Iu mode RA Update Procedure using S4 with SGW change
-	E-UTRAN to UTRAN Iu mode Inter RAT handover with SGW change
-	E-UTRAN to GERAN A/Gb mode Inter RAT handover with SGW change
-	Serving RNS relocation using S4 with SGW change
-	Combined hard handover and SRNS relocation using S4 with SGW change
-	Combined Cell / URA update and SRNS relocation using S4 with SGW change
-	Enhanced serving RNS relocation with SGW relocation
-	Restoration of PDN connections after an SGW failure if the SGSN and PGW support these procedures as specified in 3GPP TS 23.007 [17]
-	S4-SGSN triggered Serving GW relocation
-	Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN/GERAN with PMIP on S5/S8 interface (see clauses 8.2 and 16.11 of 3GPP TS 23.402 [45])
and on the S2b interface by the ePDG to the PGW as part of the procedures:
-	Initial Attach with GTP on S2b
-	UE initiated Connectivity to Additional PDN with GTP on S2b
-	Handover to Untrusted Non-3GPP IP Access with GTP on S2b (See clause 8.6 of 3GPP TS 23.402 [45])
-	Initial Attach for emergency session (GTP on S2b)
-	Addition of an access using S2b of NBIFOM procedure as specified by 3GPP TS 23.161 [71]
-	MA PDU Session establishment with non-3GPP access connected to EPC and 3GPP access connected to 5GC (see clause 4.22.2.4 of 3GPP TS 23.402 [45])
and on the S2a interface by the TWAN to the PGW as part of the procedure:
-	Initial Attach in WLAN on GTP S2a
-	Initial Attach in WLAN for Emergency Service on GTP S2a
-	UE initiated Connectivity to Additional PDN with GTP on S2a
-	Handover to TWAN with GTP on S2a (See clause 16.10 of 3GPP TS 23.402 [45])
-	Addition of an access using S2a of NBIFOM procedure as specified by 3GPP TS 23.161 [71].
If the new Create Session Request received by the SGW collides with an existing active PDN connection context (the existing PDN connection context is identified with the tuple [IMSI, EPS Bearer ID], where IMSI shall be replaced by TAC and SNR part of ME Identity for emergency or RLOS attached UE without UICC or authenticated IMSI), this Create Session Request shall be treated as a request for a new session. Before creating the new session, the SGW should delete:
-	the existing PDN connection context locally, if the Create Session Request is received with the TEID set to zero in the header, or if it is received with a TEID not set to zero in the header and it collides with the default bearer of an existing PDN connection context;
-	the existing dedicated bearer context locally, if the Create Session Request collides with an existing dedicated bearer context and the message is received with a TEID not set to zero in the header.
In the former case, if the PGW S5/S8 IP address for control plane received in the new Create Session Request is different from the PGW S5/S8 IP address for control plane of the existing PDN connection, the SGW should also delete the existing PDN connection in the corresponding PGW by sending a Delete Session Request message.
NOTE 1:	The SGW can send the Create Session Request and Delete Session Request over S5/S8 asynchronously, e.g. the SGW can send the Delete Session Request and then the Create Session Request without having to wait for the Delete Session Response. It does not matter if the PGW happens to receive the Delete Session Request after the Create Session Request since the PGW assigns a different S5/S8 F-TEID for control plane to the new PDN connection.
In some network deployment, e.g. when 5G Network Slice is deployed and the combined PGW-C/SMFs are connected to the UDM, the PGW may select another PGW supporting the network slice for which the UE has subscription and then forward the Create Session Request to that PGW. When forwarding the Create Session Request message, the PGW shall forward the Create Session Request message as received from the SGW but with the following modifications:
-	the destination IP address of the message shall be set to the selected PGW IP address;
-	the CSRMFI flag shall be set to "1";
-	the source IP address and UDP port of the message shall be set to the IP address and port of the forwarding PGW.
NOTE 2:	The Create Session Response message is sent back to the forwarding PGW that forwards it to the SGW. It is assumed that GTPv2/UDP/IP connectivity between the source PGW/SMF and the target PGW/SMF which are in different slices is allowed in such network deployment; otherwise, if there is no GTPv2/UDP/IP connectivity between the source PGW/SMF and the target PGW/SMF, or if the source PGW/SMF does not support forwarding the request to the target PGW/SMF, the source PGW/SMF can proceed as specified in clause 7.2.2.
If the new Create Session Request received by the PGW collides with an existing PDN connection context (the existing PDN connection context is identified with the triplet [IMSI, EPS Bearer ID, Interface type], where applicable Interface type here is S2a TWAN GTP-C interface or S2b ePDG GTP-C interface or S5/S8 SGW GTP-C interface, and where IMSI shall be replaced by TAC and SNR part of ME Identity for emergency or RLOS attached UE without UICC or authenticated IMSI), this Create Session Request shall be treated as a request for a new session. Before creating the new session, the PGW should delete:
-	the existing PDN connection context, if the Create Session Request collides with the default bearer of an existing PDN connection context;
-	the existing dedicated bearer context, if the Create Session Request collides with a dedicated bearer of an existing PDN connection context.
The PGW shall allocate a new PGW S5/S8 F-TEID for control plane to the new PDN connection, i.e. not the same F-TEID value as the one which was assigned to the existing PDN connection.
NOTE 3:	With GTP based S2a and S2b, the EPS Bearer IDs assigned for specific UE over S2a between the TWAN and PGW and over S2b between an ePDG and PGW are independent of the EPS Bearer IDs assigned for the same UE over S5/S8 and may overlap in value (see 3GPP TS 23.402 [45] clause 4.6.2).
NOTE 4:	Only the TAC and SNR part of the ME Identity is used to identify an emergency or RLOS attached UE without UICC or authenticated IMSI.
Table 7.2.1-1: Information Elements in a Create Session Request
	[bookmark: MCCQCTEMPBM_00000044]Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	The IMSI shall be included in the message on the S4/S11 interface, and on S5/S8 interface if provided by the MME/SGSN, except for the case:
[bookmark: _MCCTEMPBM_CRPT88410011___7]-	If the UE is emergency or RLOS attached and the UE is UICCless.
The IMSI shall be included in the message on the S4/S11 interface, and on S5/S8 interface if provided by the MME/SGSN, but not used as an identifier
· [bookmark: _PERM_MCCTEMPBM_CRPT88410012___1][bookmark: MCCQCTEMPBM_00000088]if UE is emergency or RLOS attached but IMSI is not authenticated.
The IMSI shall be included in the message on the S2a/S2b interface, except for the case:
[bookmark: _MCCTEMPBM_CRPT88410013___7]-	if the UE is emergency attached and the UE is UICCless.
The IMSI shall be included in the message on the S2a/S2b interface, but not used as an identifier:
[bookmark: _MCCTEMPBM_CRPT88410014___7]-	if UE is emergency attached but IMSI is not authenticated.
	IMSI
	0

	*** text skipped for clarity ***

	[bookmark: _MCCTEMPBM_CRPT88410067___4]UE UDP Port
	CO
	The ePDG shall include this IE on the S2b interface if NAT is detected, the UDP encapsulation is used and the UE Local IP Address is present.
	Port Number
	0

	[bookmark: _MCCTEMPBM_CRPT88410068___4]Additional Protocol Configuration Options (APCO)
	CO
	If multiple authentications are supported by the ePDG, the ePDG shall include this IE on the S2b interface and perform the corresponding procedures as specified for PAP and CHAP authentication of the UE with external networks in 3GPP TS 33.402 [50].
	Additional Protocol Configuration Options (APCO)
	0

	
	O
	If the UE requests the DNS IPv4/IPv6 address in the Configuration Payload (CFG_REQ) during the IPsec tunnel establishment procedure (as specified in 3GPP TS 33.402 [50]), and if the ePDG supports the Additional Protocol Configuration Options IE, the ePDG may include this IE over S2b interface and correspondingly set the "DNS Server IPv4/v6 Address Request" parameter as defined in 3GPP TS 24.008 [5].
	
	

	
	CO
	If the UE includes the P-CSCF_IP6_ADDRESS attribute, or the P-CSCF_IP4_ADDRESS attribute or both in the CFG_REQUEST configuration payload during the IPsec tunnel establishment procedure as specified in 3GPP TS 24.302 [63]), and if the ePDG supports these IKEv2 attributes and the Additional Protocol Configuration Options IE, the ePDG shall include this IE over the S2b interface and correspondingly set the P-CSCF IPv6 Address Request, or P-CSCF IPv4 Address Request, or both parameters as defined in 3GPP TS 24.008 [5].
	
	

	
	CO
	If the UE includes the P-CSCF_RESELECTION_SUPPORT Private Status Type in a Notify payload within the IKE_AUTH request message during the IPsec tunnel establishment procedure asspecified in 3GPP TS 24.302 [63], and if the ePDG supports the P-CSCF restoration extension procedure for the untrusted WLAN access (see 3GPP TS 23.380 [61]), the ePDG shall include this IE over the S2b interface and correspondingly set the P-CSCF_RESELECTION_SUPPORT, as defined in 3GPP TS 24.008 [5].
	
	

	
	O
	The TWAN may include this IE on the S2a interface to retrieve additional IP configuration parameters from the PGW (e.g. DNS server) if the transparent single-connection mode is used as specified in 3GPP TS 23.402 [45].
	
	

	
	CO
	The ePDG shall include this IE over the S2b interface and correspondingly set the PDU session ID, as defined in 3GPP TS 24.008 [5] if:

· [bookmark: MCCQCTEMPBM_00000122][bookmark: _PERM_MCCTEMPBM_CRPT88410069___1]the UE includes the N1_MODE_CAPABILITY Notify payload within the IKE_AUTH request message during the IPsec tunnel establishment procedure as specified in 3GPP TS 24.302 [63];
· [bookmark: MCCQCTEMPBM_00000123]the ePDG supports this IKEv2 attribute and the Additional Protocol Configuration Options IE; and
· [bookmark: MCCQCTEMPBM_00000124]the PDN connection is not restricted from interworking with 5GS by user subscription (see "5GC" bit within Core-Network-Restrictions AVP and Interworking-5GS-Indicator AVP specified in 3GPP TS 29.273 [68]).

	
	

	
	CO
	If the UE includes the ATSSS_REQUEST Private Status Type in a Notify payload within the IKE_AUTH request message during the IPsec tunnel establishment procedure, and if the ePDG supports this IKEv2 attribute and the Additional Protocol Configuration Options IE, the ePDG shall include this IE over the S2b interface and correspondingly set the "ATSSS request" parameter as defined in 3GPP TS 24.008 [5] and clauses 5.3a and 6.1.6.2 of 3GPP TS 24.193 [x].
	
	

	[bookmark: _MCCTEMPBM_CRPT88410070___4]H(e)NB Local IP Address
	[bookmark: _MCCTEMPBM_CRPT88410071___4]CO
	The MME/SGSN shall include this IE on S11/S4 interface if the MME/SGSN receives this information from H(e)NB in UE associated S1/Iu signalling according (see 3GPP TS 23.139 [51]) during:
· [bookmark: MCCQCTEMPBM_00000125][bookmark: _PERM_MCCTEMPBM_CRPT88410072___1]E-UTRAN Initial Attach, a Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN, UE-requested PDN Connectivity, PDP Context Activation and a a Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN using S4;
· [bookmark: MCCQCTEMPBM_00000126]TAU/RAU/X2-based handover/Enhanced Serving RNS Relocation Procedure with SGW change, if the PGW/PCRF has requested H(e)NB information reporting for the PDN connection.

The SGW shall forward this IE on S5/S8 interface if the SGW receives it from the MME/SGSN.
	IP Address
	1

	*** text skipped for clarity ***

	PSCell ID
	CO
	The MME shall include this IE on the S11 interface, if it has received this information from the eNodeB.
	PSCell ID
	0

	[bookmark: _MCCTEMPBM_CRPT88410102___4]Private Extension
	O
	This IE may be sent on the S5/S8, S4/S11 and S2a/S2b interfaces.
	Private Extension
	VS

	NOTE 1:	The conditional PDN Type IE is redundant on the S4/S11 and S5/S8 interfaces (as the PAA IE contains exactly the same field). The receiver may ignore it. This IE is never sent on the S2a/S2b interface.
NOTE 2:	3GPP TS 23.401 [3] (e.g. clause 5.3.2.1) and 3GPP TS 23.060 [35] (e.g. clause 9.2.2.1) defines the MME/SGSN shall send the MS Info Change Reporting Support Indication to the PGW. In such case MME/SGSN shall use the Change Reporting Support Indication and/or CSG Change Reporting Support Indication (whichever is applicable), even if stage 2 refers to MS Info Change Reporting Support Indication.
NOTE 3:	The methods that the ePDG may use to acquire the RAT type of the untrusted non-3GPP IP access network are not specified in this release.
NOTE 4:	The PDN-GW can be informed about the type of access network used by the UE over several reference points, see 3GPP TS 29.212 [30] for the mapping between the code values for the different access network types.
NOTE 5:	3GPP TS 23.401 [3] (see clause 5.3.1.1) and 3GPP TS 23.060 [35] (see clause 9.2.1) specify the handling of the cases when UE has requested IPv4v6 PDN Type, but MME does not set the Dual Address Bearer Flag due to the MME operator using single addressing per bearer to support interworking with nodes of earlier releases.
NOTE 6:	The Bearer Context to be created IE and Bearer Context to be removed IE, together, shall contain all the bearers belonging to the given PDN connection with each bearer appearing in only one of these IEs.
NOTE 7:	During S1 based handover/ Inter RAT handover/TAU/RAU with S4-SGSN/MME and SGW change, and handover/RAU/TAU from Gn/Gp SGSN to S4-SGSN/MME, if the target MME/S4-SGSN cannot accept one or more PDN connection(s) but can accept at least one or more remaining PDN Connection(s) of the UE, the target MME/SGSN shall indicate all the non GBR bearers of the unaccepted PDN Connection in the Bearer Contexts to be created IE. The (target) MME/SGSN shall indicate all the GBR bearers of the unaccepted PDN connection in the Bearer Contexts to be removed IE.
NOTE 8:	The conditions of presence of the IEs in the Create Session Request for the MME and S4-SGSN triggered Serving GW relocation (see clause 5.10.4 of 3GPP TS 23.401 [3] and clause 9.2.2.4 of 3GPP TS 23.060 [35]) are identical to those specified respectively for X2 handover with SGW relocation and for Enhanced Serving RNS Relocation with SGW relocation.
NOTE 9:	During the TAU/RAU/Handover from Gn/Gp SGSN, the target MME/S4-SGSN cannot derive the level of support for User Location Change Reporting and/or CSG Information Change Reporting at the source Gn/Gp SGSN.
NOTE 10:	In shared networks, when the message is sent from the VPLMN to the HPLMN, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator for supporting UEs, or that of the allocated Core Network Operator for non-supporting UEs. As an exception, based on inter-operator roaming/sharing agreement, if the information on whether the UE is a supporting or non-supporting UE is available, the PLMN ID that is communicated to the HPLMN for non-supporting UEs shall be the Common PLMN ID.
In shared networks, when the MME/S4-SGSN and PGW pertain to the same PLMN, the Primary PLMN ID shall be communicated in the ECGI to the PGW, and the Common PLMN ID shall be communicated in SAI/CGI to the PGW, for both supporting and non-supporting UEs. The Core Network Operator PLMN ID (selected by the UE for supporting UEs or allocated by the network for non-supporting UEs) shall be communicated in the TAI, RAI, UCI and the Serving Network.
See clause 4.4 of 3GPP TS 23.251 [55].
NOTE 11:	If the UE initiates a TAU or RAU procedure back to the old MME/old S4 SGSN before completing the ongoing TAU or RAU procedure and the UE is not accessed via a CSG cell or hybrid cell, the old MME/old S4-SGSN shall treat this case as the UE leaves a CSG or hybrid cell. .
NOTE 12:	Void
NOTE 13: If supported, the PGW shall contact the 3GPP AAA server (identified by this IE which carries the Origin-Host and Origin-Realm included in the DEA message received by the ePDG/TWAN over SWm or STa interface) for establishing the S6b session.
NOTE 14:	Before contacting an EPC entity, e.g. to send a Create Session Request message, the MME/SGSN shall ensure, during the selection procedure, that the receiving entities support Non-IP PDN type, as specified in clause 5.9 of 3GPP TS 29.303 [32], e.g. using the Notification of Supported features procedure to learn if the candidate SGW supports the CIOT feature. See also the clause 8.83.
NOTE 15:	An MME, SGW and PGW which supports NB-IoT and/or Non-IP or Ethernet PDN type and/or inter-system change with 5GS and/or UAS services shall support ePCO. A UE supporting NB-IoT access and/or Non-IP or Ethernet PDN type and/or N1 mode and/or UAS services also support ePCO.
NOTE 16:	All the UE's SGi PDN Connections shall either have the Control Plane Only PDN Connection Indication set or not set.
NOTE 17:	If the APN was authorized based on the wildcard APN, the Selection Mode Value shall be set to indicate that the subscription is not verified, see Annex A of 3GPP TS 23.060 [35].
NOTE 18:	The MME can set the Control Plane Only Indication only during a PDN connection creation procedure, and the Serving PLMN Rate Control is only applicable to the PDN connection with Control Plane Only Indication set.
During an inter MME with SGW relocation procedure, when the source MME has not set the Control Plane Only Indication, and the target MME supports only the Control Plane CIoT Optimizations, then the target MME shall not include the Serving PLMN Rate Control IE as the PDN connection cannot be changed to Control Plane Only.
During an inter MME with SGW relocation procedure, when the source MME has set the Control Plane Only Indication and included Serving PLMN rate control IE in the Context Response message, and the target MME supports both the Control Plane CIoT Optimisation and the establishment of the User Plane, the target MME cannot stop the Serving PLMN Rate Control, i.e. the PGW will continue to enforce Serving PLMN Rate Control as the Control Plane Only Indication for this PDN connection cannot be changed during this mobility procedure.
NOTE 19:	An MME which supports eNB Change Reporting shall also support Change reporting and therefore shall set both the Change Report Supporting indication and the eNB Changing Reporting Support Indication.
NOTE 20:	Upon inter MME/SGSN mobility, the target MME/SGSN shall report Presence Reporting Area Information for all the active and inactive PRAs requested by the PGW. Upon intra MME/SGSN mobility with SGW relocation, the MME/SGSN shall only report active PRAs whose Presence Reporting Area Information is changed, e.g. from inside to outside, or vice versa.
NOTE 21:	This information is used for the SGW-U, PGW-U or combined SGW-U/PGW-U selection (see Annex B.2 of 3GPP TS 29.244 [80]).
NOTE 22:	An MME shall send the LTE-M RAT type to the SGW only if the latter is known to support it. The forwarding of the LTE-M RAT type to the PGW is controlled by the LTE-M RAT Type reporting to PGW Indication.
NOTE 23:	It is assumed that the N26 interface is supported homogeneously across a PLMN.
NOTE 24:	PDN connections of PDN Type "Ethernet" are not supported in GERAN/UTRAN. For PDN connections of PDN type "Ethernet", mobility to GERAN/UTRAN or Non 3GPP access from E-UTRAN is not supported. See clause 4.3.17.8a of TS 23.401 [3].
NOTE 25:	Before contacting an EPC entity, e.g. to send a Create Session Request message, the MME shall ensure, during the selection procedure, that the receiving entities support Ethernet PDN type, as specified in clause 5.13 of 3GPP TS 29.303 [32], e.g. using the Notification of Supported features procedure to learn if the candidate SGW supports the ETH feature. See also the clause 8.83.
NOTE 26:	The MME should select an SGW supporting MT-EDT if MT-EDT is applicable for the PDN connection.
NOTE 27:	If the PGW-C/SMF receives the PDU session ID from the UE in the PCO, ePCO or APCO IE, the 5GCNRI flag is set to 1, and the PGW-C/SMF allows to transfer the PDN connection from EPC to 5GC, the PGW-C/SMF shall return the 5GS parameters as specified in 3GPP TS 23.501 [82] and 3GPP TS 23.502 [83] (e.g. mapped QoS parameters and S-NSSAI for interworking with N26 in the PCO or ePCO, S-NSSAI for interworking without N26 in the PCO or ePCO, or S-NSSAI for interworking between ePDG connected to EPC and 5GS in the APCO) in the Create Session Response message, regardless of the 5GSIWKI flag. The S-NSSAI included in either PCO, ePCO or APCO contains the PLMN ID (of the PGW-C/SMF) that the S-NSSAI relates to as specified in clause 10.5.6.3 of 3GPP TS 24.008 [5].
NOTE 28:	If the LTE-M Satellite related RAT type is received from the MME, the SGW shall send the LTE-M RAT type to the PGW if the 'Satellite RAT Type reporting to PGW Indication' is not received and the 'LTE-M RAT Type reporting to PGW Indication' is received, or the SGW shall send the WB-E-UTRAN RAT type to the PGW if both of the indications are absent.




*** text skipped for clarity *** 

* * * Next Change * * * *
[bookmark: _Toc19777496][bookmark: _Toc27740793][bookmark: _Toc36054172][bookmark: _Toc44874048][bookmark: _Toc51863026][bookmark: _Toc57980455][bookmark: _Toc155290695]7.2.2	Create Session Response
The Create Session Response message shall be sent on the S11/S4 interfaces by the SGW to the MME/S4-SGSN, on the S5/S8 interfaces by the PGW to the SGW, on the S2b interface by the PGW to the ePDG, and on the S2a interface by the PGW to the TWAN as part of the procedures listed for the Create Session Request (see clause 7.2.1).
A PGW may receive the Create Session Response message sent from another PGW (see clause 7.2.1), the PGW shall forward the Create Session response message to the SGW as received from another PGW but with the following modifications:
-	the destination IP address and UDP port of the message shall be set to the source IP address and UDP port of the Create Session Request message received from the SGW;
-	the source IP address and UDP port of the message shall be set to the IP address and port of the forwarding PGW.
In some network deployment, e.g. when 5G Network Slice is deployed and the combined PGW-C/SMFs are connected to the UDM, if the MME indicated in the Create Session Request that it supports PGW redirection due to mismatch with network slice subscribed by UE, the source PGW/SMF may select another PGW supporting the network slice for which the UE has a subscription and then reject the Create Session Request with the cause set to "PGW mismatch with network slice subscribed by the UE" and with the FQDN or IP address of the other PGW that the MME should use for establishing the PDN connection.
NOTE:	This can be used e.g. if there is no GTPv2/UDP/IP connectivity between PGW/SMFs pertaining to different network slices, or if the source PGW/SMF does not support forwarding the request to the target PGW/SMF as specified in clause 7.2.1.
If handling of default bearer fails, then cause at the message level shall be a failure cause.
Possible Cause values are specified in Table 8.4-1. Message specific cause values are:
-	"Request accepted".
-	"Request accepted partially".
-	"New PDN type due to network preference".
-	"New PDN type due to single address bearer only".
-	"Missing or unknown APN".
-	"GRE key not found".
-	"Preferred PDN type not supported".
-	"All dynamic addresses are occupied".
-	"Remote peer not responding".
-	"Semantic error in the TFT operation".
-	"Syntactic error in the TFT operation".
-	"Semantic errors in packet filter(s)".
-	"Syntactic errors in packet filter(s)".
-	"User authentication failed".
-	"APN access denied – no subscription".
-	"APN Restriction type incompatibility with currently active PDN Connection".
-	"Version not supported by next peer".
-	"Denied in RAT".
-	"Protocol type not supported".
-	"APN congestion".
-	"Multiple PDN connections for a given APN not allowed".
-	"Multiple accesses to a PDN connection not allowed".
-	"Context not found".
-	"UE not authorised by OCS or external AAA Server".
-	"PGW mismatch with network slice subscribed by the UE".
Table 7.2.2-1: Information Elements in a Create Session Response
	[bookmark: MCCQCTEMPBM_00000046]Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	See NOTE 2 and NOTE 4.
	Cause
	0

	Change Reporting Action 
	C
	This IE shall be included on the S5/S8 and S4/S11 interfaces with the appropriate Action field if the location Change Reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	Change Reporting Action
	0

	*** text skipped for clarity ***

	PGW Back-Off Time
	O
	This IE may be included on the S5/S8 and S4/S11 interfaces when the PDN GW rejects the Create Session Request with the cause "APN congestion". It indicates the time during which the MME or S4-SGSN should refrain from sending subsequent PDN connection establishment requests to the PGW for the congested APN for services other than Service Users/emergency services.
See NOTE 3.
	EPC Timer
	0

	Additional Protocol Configuration Options (APCO)
	CO
	If multiple authentications are supported by the PGW and if PGW received the Additional Protocol Configuration Options IE in the Create Session Request, the PGW shall include this IE on the S2b interface and perform the corresponding procedures as specified for PAP and CHAP authentication of the UE with external networks in 3GPP TS 33.402 [50].
	Additional Protocol Configuration Options (APCO)
	0

	
	O
	If the PGW supports the Additional Protocol Configuration Options IE and if the PGW has received the Additional Protocol Configuration Options IE with the "DNS IPv4/IPv6 Server Address Request" parameter in the Create Session Request over S2b interface, the PGW may include this IE over the S2b interface with the "DNS IPv4/IPv6 Server Address" parameter as specified in 3GPP TS 24.008 [5].

If the PGW supports the Additional Protocol Configuration Options IE and if the PGW has received the Additional Protocol Configuration Options IE with the P-CSCF IPv4 Address Request, or P-CSCF IPv6 Address Request or both parameters in the Create Session Request over the S2b interface, the PGW may include this IE over the S2b interface with the P-CSCF IPv4 Address, or P-CSCF IPv6 Address, or both parameters respectively as specified in 3GPP TS 24.008 [5].

If the PGW supports the Additional Protocol Configuration Options IE and if the PGW has received the Additional Protocol Configuration Options IE with a PDU session ID in the Create Session Request over the S2b interface, the PGW may include this IE over the S2b interface with the S-NSSAI and the PLMN ID that the S-NSSAI relates to as specified in 3GPP TS 24.302 [63] and 3GPP TS 24.008 [5].

If the PGW supports the Additional Protocol Configuration Options IE and if the PGW has received the "ATSSS request" parameter in the Create Session Request over the S2b interface, the PGW may include this IE over the S2b interface with the "ATSSS response" parameter as defined in 3GPP TS 24.008 [5] and clauses 5.3a and 6.1.6.2 of 3GPP TS 24.193 [x].
	
	

	
	O
	The PGW may include this IE on the S2a interface to provide the TWAN with additional IP configuration parameters (e.g. DNS server), if a corresponding request was received in the Create Session Request message.
	
	

	[bookmark: _PERM_MCCTEMPBM_CRPT88410106___1][bookmark: MCCQCTEMPBM_00000131]Trusted WLAN IPv4 Parameters 
	CO
	The PGW shall include this IE on the S2a interface to a Trusted WLAN Access if PDN Type in the PAA is set to IPv4 or IPv4v6 and the transparent single-connection mode is used as specified in 3GPP TS 23.402 [45].
This IE shall include:
· [bookmark: MCCQCTEMPBM_00000130]The Subnet Prefix Length of the subnet from which the PGW allocates the UE's IPv4 address.
· The IPv4 Default Router Address which belongs to the same subnet as the IPv4 address allocated to the UE.
	IPv4 Configuration Parameters (IP4CP)
	0

	*** text skipped for clarity ***

	Private Extension
	O
	This IE may be sent on the S5/S8, S4/S11 and S2a/S2b interfaces.
	Private Extension
	VS

	NOTE1:	Both Charging Gateway Name and Charging Gateway Address shall not be included at the same time. When both are available, the operator configures a preferred value.
NOTE2:	If the SGW cannot accept any of the "Bearer Context Created" IEs within Create Session Request message, the SGW shall send the Create Session Response with appropriate reject Cause value.
NOTE 3:	The last received value of the PGW Back-Off Time IE shall supersede any previous values received from that PGW and for this APN in the MME/SGSN.
NOTE4:	3GPP TS 23.401 [3] (see clause 5.3.1.1) and 3GPP TS 23.060 [35] (see clause 9.2.1) specify the handling of the cases when UE has requested IPv4v6 PDN Type, but PGW restricts the usage of IPv4v6 PDN Type.
NOTE 5:	The conditions of presence of the IEs in the Create Session Response for the MME and S4-SGSN triggered Serving GW relocation (see clause 5.10.4 of 3GPP TS 23.401 [3] and clause 9.2.2.4 of 3GPP TS 23.060 [35]) are identical to those specified respectively for X2 handover with SGW relocation and for Enhanced Serving RNS Relocation with SGW relocation.
NOTE 6:	The IP address and TEID/GRE key in "PGW S5/S8/ S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface" IE are only provided for the subsequent GTP-C initial messages related to this PDN connection and shall NOT be used for other PDN connections.
NOTE 7:	For PMIP based S5/S8, the 'S5/S8-U PGW F-TEID' IE and the 'PGW S5/S8/ S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface' IE shall contain the same uplink GRE key; the Interface Type in these IEs shall be set to the value 9 (S5/S8 PGW PMIPv6 interface).

NOTE 8:	The Interface Identifier value of zero is a reserved value (see IETF RFC 5453 [58]). Clause 5.3.1.2.2 of 3GPP TS 23.401 [3] specifies the mechanism for preventing UE's link-local address collision with the PGW's link-local address.
NOTE 9:	The receiver, not supporting the APN level load control feature, shall ignore all the occurrence(s) of this IE, i.e. "Load Control Information" IE with instance number "1". The receiver, supporting the APN level load control feature and supporting the APN level load information for the maximum of 10 APNs, shall handle the APN level load information for the first 10 APNs and ignore any more APN level load information.
NOTE 10:	The receiver, supporting the APN level overload information for the maximum of 10 APNs, shall handle the APN level overload information for the first 10 APNs and ignore any more APN level overload information.
NOTE 11:	The APN level load information, provided within and across different instances of the "PGW's APN level Load Control Information" IE(s) shall be limited to 10 different APNs.
NOTE 12:	The APN level overload information, provided within and across different instances of the "PGW's Overload Control Information" IE(s) shall be limited to 10 different APNs.
NOTE 13:	The MME shall consider the presence of the ePCO IE in the Create Session Response message as an indication that the PGW and the SGW support the ePCO. The UE considers that the PGW supports ePCO when it receives an ePCO from the PGW.
NOTE 14:	The MME shall update the PGW FQDN associated with this PDN connection using this IE.
NOTE 15:	For a given alternative PGW, either the Alternative PGW-C/SMF FQDN IE or the Alternative PGW-C/SMF IP Address IE may be present, not both.
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