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1.	Introduction
The CT4 study item FS_NRFe has reached a basic agreement that a common profile data can be shared within an NF Set, or by multiple NFs not belonging to same NF Set.
In CT4#119 Chicago meeting, several solutions were proposed, with some differences:
	C4-235545	Comment by Ulrich Wiehe: C4-235545 is revised to C4-240026 (draft3 is available)
	CR 29.510 0905 Rel-18 Shared Data in Nnrf_NFManagement and Nnrf_NFDiscovery APIs
	Nokia, Nokia Shanghai Bell, Samsung, AT&T

	C4-235546
	CR 29.510 0924 Rel-18 Shared NF Profile Handling
	ZTE

	C4-235406
	CR 29.510 0939 Rel-18 Support for Set Level Shared Data
	Huawei

	C4-235407
	CR 29.510 0940 Rel-18 Support for Shared Data across NFs not belong to an NF-Set
	Huawei



This discussion paper provides some analysis on the above solutions from multiple aspects, so as to provide more thought for final decision on the solution.
2.	Solution Compare
The table below provides detail analysis on the indicated solutions:
	
	Nokia Solution
	ZTE Solution
	Huawei Solution
[NOTE 1]

	1. resource definition
	new resource in NFManagement API:
/shared-data/{sharedDataId}
new resource in NFDiscovery API:
/shared-data
/shared-data/{sharedDataId}
/shared-data-subscriptions
/shared-data-subscriptions/{subscriptionID}
	re-use existing resource:	Comment by Ulrich Wiehe: It seems the existing resource is proposed to be extended (so is kind of new)
/nf-instances/{nfInstanceID}
	new resource (Set level):
/shared-nf-set-data
new resource (NF level):
/shared-nf-data

	2. create op
(write)
	new op in NFManagement API:	Comment by Ulrich Wiehe: Whether or not defining new operations is governed by the decision on new/existing resources, so actually not a separate evaluation point
PUT  /shared-data/{sharedDataId}
	existing op in NFManagement API:
POST  /nf-instances
	N/A (via OAM)
[NOTE 2]

	3. read op
(read)
	new op in NFManagement API:
GET  /shared-data/{sharedDataId}
new operation in NFDiscovery API:
GET  /shared-data
GET  /shared-data/{sharedDataId}

	existing op in NFManagement API:
GET  /nf-instances/{nfInstanceID}

(possibly needed)
existing op in NFDiscovery API:
GET  /nf-instances
	new operation (Set level):
GET  /shared-nf-set-data
GET  /shared-nf-set-data /{sharedNfSetDataId}
new operation (NF level):
GET  /shared-nf-data
GET  /shared-nf-data/{sharedNfDataId}

	4. update op
(write)
	new op in NFManagement API:
PATCH  /shared-data/{sharedDataId}
	existing op in NFManagement API:
PTU|PATCH  /nf-instances/{nfInstanceID}
	N/A (via OAM)
[NOTE 2]

	5. delete op
(write)
	new op in NFManagement API:
DELETE  /shared-data/{sharedDataId}
	existing op in NFManagement API:
DELETE ./nf-instances/{nfInstanceID}
	N/A (via OAM)
[NOTE 2]

	6. create subscription op
(read? write?)
	new op in NFDiscovery API:
POST  /shared-data-subscriptions
[NOTE 3]
	existing op in NFManagement API:
POST  /subscriptions

	new operation (Set level):
POST  /shared-nf-set-data-subscriptions
new operation (NF level):
POST  /shared-nf-data-subscriptions

	7. update subscription op
(read? write?)
	N/A
[NOTE 3]
	existing op in NFManagement API:
PATCH  /subscriptions/{subscriptionID}
	N/A
[NOTE 4]

	8. delete subscription op
(read? write?)
	new op in NFDiscovery API:
DELETE  /shared-data-subscriptions/{subscriptionID}
[NOTE 3]
	existing op in NFManagement API:
DELETE  /subscriptions/{subscriptionID}
	new operation (Set level):
DELETE  /shared-nf-set-data-subscriptions/{subscriptionID}
new operation (NF level):
DELETE  /shared-nf-data-subscriptions/{subscriptionID}

	9. notify op
(read? write?)
	new operation in NFDiscovery API:
POST  {callbackUri}
[NOTE 3]
	existing op in NFManagement API:
POST  {nfStatusNotificationUri}
	N/A
[NOTE 5]

	10. NFProfile changes
	- (M) nfInstanceId, set to nil UUID
- (M) nfType, set to null
- (M) nfStatus, set to null
- new attribute "sharedProfileDataId", string
	- (M) nfInstanceId, set to valid UUID that is specially allocated for shared profile data
- (M) nfType, set to null
- (M) nfStatus, set to SHARED_PROFILE_ONLY, but could also set to null
[NOTE 6]
- new attribute "sharedNFProfileExtension", which is for future use.
	(Set level)
- new attribute "sharedNfSetDataId"
(NF level)
- new attribute "sharedNfDataId"
[NOTE 7]

	11. NFService changes
	- (M) serviceInstanceId, set to nil UUID
- (M) serviceName, set to null
- (M) versions, set to null
- (M) scheme, set to null
- (M) serviceStatus, set to null
- new attribute "sharedServiceDataId", string
[NOTE 8]
	N/A
Similar change as Nokia solution might be helpful.
[NOTE 9]
	N/A
Similar change as Nokia solution might be helpful.
[NOTE 9]

	12. new data type
	new data type in NFManagement API:
- SharedData
new data type in NFDiscovery API:
- ModificationNotification
- SharedDataSubscription
	Re-use existing data type:
- NFProfile, NFService

possible new data type:
- SharedNFProfileExtension
[NOTE 10]
	(Set level)
- SharedNfSetData
- SharedNfSetDataSubscription
- SharedNfSetDataNotification
(NF level)
- SharedNfData
- SharedNfDataSubscription
- SharedNfDataNotification

	13. application error
	new application error:
- SHARED_DATA_ID_UNKNOWN
	new application error:
- UNKNOWN_SHARED_NF_PROFILE_ID
	new application error (Set level):
- UNKNOWN_SHARED_NF_SET_DATA_ID
new application error (NF level):
- UNKNOWN_SHARED_NF_SET_DATA_ID

	14. feature control
	a single feature bit "Shared-Data" for both write and read operation	Comment by Ulrich Wiehe: No, two separate feature bits are defined, one in NFManagement, one in NFDiscovery. Both have same name
[NOTE 11]
	- feature bit "ShareProfileRead" for read operation
- feature bit "SharedProfileWrite" for write operation
	(Set level)
- a single feature bit "SharedNfSetData", only for read operation
(NF level)
- a single feature bit "SharedNfData", only for read operation

	15. OAuth scope
	separate OAuth control:
- "nnrf-nfm:shared-data:read"
- "nnrf-nfm:shared-data:write"
[NOTE 12]
	separate OAuth control:	Comment by Ulrich Wiehe: I do not see how this works with re-using existing resource
- "nnrf-nfm:shared-nf-profile:read"
- "nnrf-nfm:shared-nf-profile:write"
[NOTE 12]
	Separate OAuth control, but only for read operation and subscription/notification:
(Set level)
- "nnrf-disc:shared-nf-set-data:read"
- "nnrf-disc:shared-nf-set-data-subscriptions:write"
(NF level)
- "nnrf-disc:shared-nf-data:read"
- "nnrf-disc:shared-nf-data-subscriptions:write"
[NOTE 12]

	NOTE 1:	Huawei provides 2 separate solution for NF Set level data sharing (C4-235406) and NF level data sharing (C4-235407). Different resources, operations and data structures are proposed for each solution. However, it doesn’t really need to do so since a common solution is available for both NF Set level data sharing and NF level data sharing.
NOTE 2:	Huawei solutions rely on OAM to create/update/delete shared profile data in NRF. It should be an operator choice whether to use OAM based shared profile data creation/update/deletion, or NRF API based shared profile data creation/update/deletion. From the API point of view, the read/write access to shared profile data shall be separately controlled by separate feature bit and the OAuth scopes.
NOTE 3:	Nokia solution introduces the subscription/notification operation in the NFDiscovery API. But should it be more proper to define the subscription/notification in NFManagement API?
NOTE 4:	Huawei solutions should allow NF service consumer to update the subscription to shared profile data changes. Such aspect is missing from Huawei solution.
NOTE 5:	Huawei solutions should allow NF service consumer to update the subscription to shared profile data changes. Such aspect is missing from Huawei solution.
NOTE 6:	ZTE introduces new NFStatus value of "SHARED_PROFILE_ONLY". It can be used by the NRF to simplify the filtering of target NF profile specific for shared profile data. However, it is not restrictively necessary.
NOTE 7:	Huawei solution doesn’t indicate how to handle the Mandatory IE in NFProfile. Similar handling as Nokia/ZTE solution is required.
NOTE 8:	Nokia solution indicates that all Mandatory IE in NFService shall not be set in shared profile data. But is it possible to still share some Mandatory IE (e.g. serviceName, versions, scheme) especially for NF services of same type within same NF set?
NOTE 9:	ZTE/Huawei solution doesn’t indicate how to handle the Mandatory IE in NFService. Similar handling as Nokia solution is required.
NOTE 10:	ZTE solution introduces an empty data type "SharedNFProfileExtension" which is for future use, e.g. possibly used to define any specific read/write authorization to the shared profile data.
NOTE 11:	Nokia solution only introduces one single feature bit "SharedData". However, as an operator may only deploy read operation to the shared profile data but let the write operation to be handled by OAM, two separate feature bits are thus required. For example, "SharedDataRead" feature bit to control the read/retrieval operation while "SharedDataWrite" feature bit to control the create/update/delete operation.
NOTE 12:	For all solutions, should the subscription/notification be separately control by different feature bit and different OAuth scope? Using "Write" access control might not be proper way since the "Write" access is used to control the create/update/delete the shared profile data.




From above analysis on company solutions, following diversity can be found:
1) Whether the read operation / write operation to shared profile data be decoupled, i.e. be separately controlled?
[ZTE opinion] We believe decoupling the read/write operation will give more flexibility to operators to selectively deploy the functionalities. For example, one operator may only deploy the read operation to the shared profile data by relying the write operation on OAM system. Another operator may deploy both operations but dedicate the write operation to a specific NF that is fully controlled by the operation.
[Nokia] Decoupling of read/write operations is achieved by service separation: Writing (registering) shared data to the NRF is an optional part of Nnrf_NFManagement; reading (and subscribing, notifying, unsubscribing)  is an optional part of Nnrf_NfDiscovery. Both are controlled by separate optional supported-features. Furthermore, as separate resources are defined for shared data (not re-using existing resources), separate OAuth scopes are defined allowing operators to control read/write access to shared data separately. 
[ZTE] Feature bits can provide the NRF capability to the NF consumer before it actually invokes read/write operations to shared profile data. From our understanding, the OAuth scope provides the authorization control for a feature that is supported by the NF producer. In general, an NF consumer should first get the NRF capability (i.e. of supporting read/write to shared profile data), then fetch the OAuth scope (e.g. for write operation) if it know the NRF supports the write operation.
2) Whether separate feature bits are required for read/write access control to shared profile data?
[ZTE opinion] As per (1), we believe it is necessary to use separate feature bits to control the read/write access to shared profile data. Furthermore, it might be useful to define another feature bit for subscription/notification of shared profiled changes.
[Nokia] Separate feature bits, one for NFManagement, one for NFDiscovery, is sufficient.
[ZTE] In Nokia proposal, both read operation (i.e. GET method) and write operation (i.e. PUT/PATCH/DELETE) are defined in NFManagement, so in general the NF consumer needs to know if the NRF supports both read and write operation in NFManagement API. Thus, two separate feature bits are required.
3) Whether two separate resources are required, one for NF Set level shared profile another for NF level shared profile?
[ZTE opinion] We don’t see the need of two separate resources.
[Nokia] agree with ZTE
4) Whether new resource specific for shared profile data is better, or re-using existing resource structure for NF profile?
[ZTE opinion] We see benefits of re-using existing resource, as it can easily be achieved by introducing small enhancements to existing API.
[Nokia] We believe that a new resource for the shared data is the cleaner approach. With a new resource separate OAuth scopes can be used to allow/disallow access to the shared data.
[ZTE] It would be decided by CT4 group which style is preferred.
3.	Proposal
It is proposed that CT4 can discuss the analysis above, and accordingly make decision for the solution selection.
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