	
3GPP TSG-CT WG4 Meeting #119	C4-235446
Chicago, US, 13rd – 17th November 2023								was C4-235281

Source:	China Telecom, Huawei, HiSilicon
Title:	pCR on TR 29.866 Solution#X: Solution for Preventing the IMS Disaster in the HSS/UDM Overload Scenario
Spec:	3GPP TR 29.866 v0.1.0
Agenda item:	6.1.14
Document for:	Decision

1. Introduction
<Introduction part (optional)>
2. Reason for Change
Add Solution #X.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.866.

* * * First Change * * * *
[bookmark: _Toc148100520][bookmark: _Toc148100947][bookmark: _Toc148102118][bookmark: _Toc149032226][bookmark: _Toc149032772][bookmark: _Toc145745189]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.380: "IMS Restoration Procedures".
[3]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[4]	3GPP TS 23.007: "Restoration procedures". 
[5]	3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents ".
[6]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[7]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[8]	IETF RFC 7683: "Diameter Overload Indication Conveyance".
[9]	3GPP TS 33.203: "Technical Specification Group Services and System Aspects; 3G security; Access security for IP-based services".
* * * Second Change * * * *
6.X	Solution#X: Preventing the IMS disaster in the HSS overload scenario
[bookmark: _Toc144711261]6.X.1	Description
[bookmark: _Toc149032238][bookmark: _Toc149032790]6.X.1.1	General
[bookmark: _Hlk147783192]This solution is proposed to address Key Issue #X "Preventing the IMS disaster in the HSS overload scenario".
[bookmark: _Hlk151064695]This solution considers reducing the Diameter signalling interactions between S-CSCF/AS and HSS using stored available AVs and user profile, which contains two procedures as follows and discusses how to decrease HSS overload in these procedures:
· IMS initial registration procedure;
· IMS third-party registration procedure.
6.X.1.2	IMS initial registration of reducing HSS load
Figure 6.X.1.2-1 below illustrates the IMS initial registration procedure in the case of the presence of user data in the S-CSCF.


Figure 6.X.1.2-1: Initial registration procedure under the presence of user data in the S-CSCF
1-5	The UE initiates an initial REGISTER request to the P-CSCF, the procedures between P-CSCF, I-CSCF, S-CSCF, and HSS, referring to procedures in 3GPP TS 29.228 [5] Annex A and more details as described in 3GPP TS 24.229 [6] and 3GPP TS 23.228 [3].
6	The S-CSCF receives a REGISTER request with the tag of "integrity-protected=no", which means that the registration type is initial REGISTER described in 3GPP TS 33.203 [9]. Then the S-CSCF shall check whether stored available AVs and user profile present.
7	If there are stored available AVs, the S-CSCF shall skip steps 7-8. If there are no stored available AVs, the S-CSCF shall send MAR request to obtain AVs to HSS.
8	The HSS shall generate AVs, including RAND, XRES, CK, IK, and AUTN, then send them to the S-CSCF.
9	The S-CSCF selects one group of AVs, and sends the 401 (Unauthorized) response to the initial REGISTER request to the I-CSCF.
10-16	These steps as described in 3GPP TS 24.229 [6].
17	The S-CSCF sends the SAR message to the HSS.
18	The HSS shall send the SAA response to the S-CSCF.
-	If the S-CSCF receives the Result-Code in the SAA response as DIAMETER_UNABLE_TO_DELIVER (3002) or DIAMETER_UNABLE_TO_COMPLY (5012), or time-out of SAA response, the S-CSCF shall ignore the error response and send 200 OK response to the I-CSCF. Meanwhile, the S-CSCF shall set the UPDATE RESTORATION INFO flag as PENDING while next receives a REGISTER request, the S-CSCF resends the SAR request to the HSS.
19	The S-CSCF shall return the 200 OK response to the I-CSCF.
21-22	The I-CSCF sends 200 OK response to the P-CSCF and the P-CSCF sends 200 OK response to the UE.
6.X.1.3	IMS third-party registration of reducing HSS load
Upon successful completion of the initial registration procedure, the S-CSCF shall send a third-party REGISTER request to the MMTel AS and IP-SM-GW according to the stored context of the UE. Because the subscriber data of the UE has been stored in MMTel AS and IP-SM-GW, the Diameter signalling interaction between MMTel AS/ IP-SM-GW and HSS can be further reduced. Figure 6.X.1.3-1 below illustrates the third-party registration procedure under the presence of user data in MMTel AS/IP-SM-GW.


Figure 6.X.1.3-1: Third-party registration procedure under the presence of user data in MMTel AS/IP-SM-GW
1	S-CSCF sends a third-party REGISTER request to the MMTel AS. UDR and SNR requests needn't be sent to obtain user data due to the presence of user data in the MMTel AS.
2	MMTel sends the 200 OK response to the S-CSCF.
3	S-CSCF sends a third-party REGISTER request to the IP-SM-GW. UDR and SNR requests also needn't be sent to obtain UE's data due to the presence of user data in the IP-SM-GW.
4	IP-SM-GW sends the 200 OK response to the S-CSCF.
6.X.2	Impacts on services, entities and interfaces
Compared to procedures defined in 3GPP TS 23.228 [3], some enhancements of the S-CSCF are needed for the optimization.
a)	Determining whether stored available AVs present while the S-CSCF receives an initial REGISTER request.
b)	Optimizing the handling mechanism of SAR/SAA messages while the S-CSCF receives an initial REGISTER request during the registration procedure.
c)	If the S-CSCF receives the Result-Code in the SAA response as DIAMETER_UNABLE_TO_DELIVER (3002) or DIAMETER_UNABLE_TO_COMPLY (5012), or time-out of SAA response, the S-CSCF shall ignore the error response and send 200 OK response to the I-CSCF. Meanwhile, the S-CSCF shall set the UPDATE RESTORATION INFO flag as PENDING while next receives a REGISTER request, the S-CSCF resends the SAR request to the HSS.
d)	The third-party REGISTER request is sent to the same AS from the S-CSCF as the process of normal use by the S-CSCF the last used AS according to UE's iFCs, which can further simplify the Diameter signalling (Sh) between AS and HSS.
6.X.3	Pros
The pros of the solution:
-	The solution reduces MAR/MAA signalling over Cx interface, and UDR/UDA and SNR/SNA signalling over Sh interface the UE-initiated initial registration procedure in case of HSS overload with stored user data. Especially for Sh interface signalling, which significantly reduces the signalling amplification factor of the Diameter signalling network.
-	The solution can further decrease the probability of signalling storm and accelerate failure restoration for the IMS network.
6.X.4	Cons
The cons of the solution:
-	Enhancements to S-CSCF are required.
* * * End of Changes * * * *
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