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	Reason for change:
	Referring to clause 4.12b.2 of TS 23.502, if the N5CW device accesses to SNPN with the credentials owned by Credentials Holder, the decorated NAI as specified in clause 28.7.9 of TS 23.003 should be provided. 
The following example of the decoration NAI for N5CW is also provided in clause 4.12b.2 of TS 23.502.

NAI=nai.5gc-nn.nid<NID_Home>.mnc<MNC_Home>.mcc<MCC_Home>.3gppnetwork.org!type1.rid678.schid0.useriduser17@nai.5gc-nn.nid<NID_visited>.mnc<MNC_visited>.mcc<MCC_visited>.3gppnetwork.org.

<NID_Home>, <homeMNC>, and <homeMCC> are used to identify the SNPN based credentials holder.
The aforementioned decorated NAI is captured in clause 28.7.7.2 of TS 23.001.
According to clause 5.30.2.9.3 of TS 23.501, the Credentials Holder may be an SNPN or a PLMN. 
An SNPN may support primary authentication and authorization of UEs that use credentials from a Credentials Holder using AUSF and UDM. The Credentials Holder may be an SNPN or a PLMN. The Credentials Holder UDM provides to SNPN the subscription data.
Therefore, the decorated NAI format defined in clause 28.7.7.2 of TS 23.001 is not complete.
This contribution adds the decorated NAI format for the PLMN based credentials holder.

	
	

	Summary of change:
	Decorated NAI format for the PLMN based credentials holder is added.

"nai.5gc-nn.mnc<homeMNC>.mcc<homeMCC>.3gppnetwork.org!<5G_device_unique_identity>@nai.5gc-nn.nid<NID_visited>.mnc<visitedMNC>.mcc<visitedMCC>.3gppnetwork.org"


	
	

	Consequences if not approved:
	The decorated NAI for the N5CW device that accesses SNPN via trusted non-3GPP access is not complete.
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* * * First Change * * * *

28.7.7.2
Decorated NAI used for N5CW devices via trusted non-3GPP access for SNPN

If the credentials holder is constructed based on SNPN, the Decorated NAI used for N5CW devices via trusted non-3GPP access for SNPN scenarios shall take the form:

"nai.5gc-nn.nid<NID_Home>.mnc<homeMNC>.mcc<homeMCC>.3gppnetwork.org!<5G_device_unique_identity>@nai.5gc-nn.nid<NID_visited>.mnc<visitedMNC>.mcc<visitedMCC>.3gppnetwork.org"
where the <5G_device_unique_identity> is to identify the N5CW device as defined in clause 28.7.7.0, the <NID_Home> or <NID_visited> shall be encoded as hexadecimal digits as specified in clause 12.7, and the <NID_Home>, <homeMNC>, and <homeMCC> are used to identify the SNPN based credentials holder.
If the credentials holder is constructed based on PLMN, the Decorated NAI used for N5CW devices via trusted non-3GPP access for SNPN shall take the form:

"nai.5gc-nn.mnc<homeMNC>.mcc<homeMCC>.3gppnetwork.org!<5G_device_unique_identity>@nai.5gc-nn.nid<NID_visited>.mnc<visitedMNC>.mcc<visitedMCC>.3gppnetwork.org"
where the <5G_device_unique_identity> is to identify the N5CW device as defined in clause 28.7.7.0, the <NID_visited> shall be encoded as hexadecimal digits as specified in clause 12.7, and the <homeMNC> and <homeMCC> are used to identify the PLMN based credentials holder. 
* * * End of Change * * * *

