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1. Introduction
This document provides a solution addressing Key Issue #1 "Continue service for registered users in case of HSS/UDM failure or overload".
2. Reason for Change
Add a solution addressing Key Issue #1.
3. Conclusions
N/A.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.866 v.1.0.

[bookmark: _Hlk61529092]
* * * First Change * * * *
[bookmark: _Toc148100524][bookmark: _Toc148100951][bookmark: _Toc148102122][bookmark: _Toc149032230][bookmark: _Toc149032776][bookmark: _Toc39050170][bookmark: _Toc148100532][bookmark: _Toc148100958][bookmark: _Toc148102130][bookmark: _Toc149032243][bookmark: _Toc149032798]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AS	Application Server
AV	Authentication Vector
AVP	Attribute-Value Pair
CSCF	Call Server Control Function
HSS	Home Subscriber Server
I‑CSCF	Interrogating‑CSCF
IMS	IP Multimedia Subsystem
MAA	Multimedia-Auth-Answer
MAR	Multimedia-Auth-Request
MMTEL	Multimedia Telephony
P‑CSCF	Proxy‑CSCF
S-CSCF	Serving CSCF
SAA	Server-Assignment-Answer
SAR	Server-Assignment-Request
UDA	User Data Answer
UDM	Unified Data Management
UDR	User Data Request
VoLTE	Voice over LTE
VoNR	Voice over Next Radio

* * * Second Change * * * *
6.X	Solution #X: Solution for HSS/UDM bypass
[bookmark: _Toc149032799]6.X.1	Description
[bookmark: _Toc149032238][bookmark: _Toc149032790]6.X.1.1	General
This solution addresses Key Issue #1 "Continue service for registered users in case of HSS/UDM failure or overload".
Solution 1 has provided a solution addressing Key Issue #1 too. But it only considers the case that the P-CSCF has the address of the S-CSCF serving the subscriber when it receives a (re-)REGISTER request. This solution considers the case that the P-CSCF does not have the address of the S-CSCF address serving the subscriber. The typical scenario is that a UE attaches to a new P-GW for roaming or mobility. 
This solution contains three procedures as follows and discusses how to bypass HSS/UDM in these procedures:
· IMS deregistration procedure;
· IMS initial registration procedure;
· IMS terminating session procedure.
The originating session procedure of VoLTE/VoNR need not be considered for it has no interaction with the HSS/UDM. That is, there is no impact to the originating session procedure of VoLTE/VoNR when all the HSS/UDM instances fail.
6.X.1.2	IMS deregistration procedure of HSS/UDM bypass
According to the IMS de-registration procedure specified in clause 5.3.1 of 3GPP TS 23.228 [3], the S-CSCF shall remove all subscription information related to this specific Public User Identity. 
To address the abnormal cases such as HSS/UDM failure or overload discussed in Key Issue #1, it’s recommended that the S-CSCF delays removing all subscription information related to this specific Public User Identity in the de-registration procedure. This is a prerequisite for subsequent processes to be implemented. The delay time depends on the operator's policy. 
[bookmark: _Toc149032239][bookmark: _Toc149032791]6.X.1.3	IMS initial registration procedure of HSS/UDM bypass
Figure 6.X.1.3-1 below illustrates the IMS initial registration procedure in the case of all the HSS/UDM instances failure.


Figure 6.X.1.3-1: IMS initial registration procedure of HSS/UDM bypass
1-3.	UE A initiates an initial REGISTER request to the P-CSCF and the P-CSCF sends the initial REGISTER request to the I-CSCF. The I-CSCF detects that all the HSS/UDM instances in the network fail.
4-5.	Then the I-CSCF sends OPTIONS requests to all the S-CSCFs which are in the same pool with it to query which has the user data of UE A. The OPTIONS requests contain the identity of UE A.
6-7.	The S-CSCF-2 which has the user data of UE A will returns a 200 OK response to the I-CSCF, including the address of itself in Contact header field, other S-CSCFs will return a 404 Not Found response to the I-CSCF.
8.	Then the I-CSCF routes the initial REGISTER request to the S-CSCF-2's address carried in the received 200 OK response.
9. The S-CSCF-2 returns a 401 Unauthorized response to the I-CSCF, including the address of itself in Service-Route header field.
10-11.	The 401 Unauthorized response will be returned to UE A through the P-CSCF. Then the P-CSCF knows the address of the S-CSCF-2 serving UE A.
Then UE A sends an initial REGISTER request to the P-CSCF and the procedure is same with the procedure of solution 1. Both the procedure with I-CSCF described in clause 6.1.1.2 and the procedure without I-CSCF described in clause 6.1.1.3 can be used here.
6.X.1.4	IMS terminating session procedure of HSS/UDM bypass
Figure 6.X.1.4-1 below illustrates the IMS terminating session procedure in the case of all the HSS/UDM instances failure.


Figure 6.X.1.4-1: IMS terminating session procedure of HSS/UDM bypass
1-2.	The I-CSCF in the terminating network receives an incoming INVITE request and it detects that that all the HSS/UDM instances fail. 
3-4.	Then the I-CSCF sends OPTIONS requests to all the S-CSCFs which are in the same pool with it to query which has the user data of UE B. The OPTIONS requests contain the identity of UE B.
5-6.	The S-CSCF-2 which has the user data of UE B will returns a 200 OK response to the I-CSCF, including the address of itself in Contact header field, other S-CSCFs will return a 404 Not Found response to the I-CSCF.
7.	Then the I-CSCF routes the incoming INVITE request to the S-CSCF-2's address carried in the 200 OK response it received.
8-9.	The S-CSCF sends the INVITE request to UE B through the P-CSCF.
10.	18X/200 OK/ACK procedure proceeds.

[bookmark: _Toc149032800]6.X.2	Impacts on services, entities and interfaces
The requirements for I-CSCF:
· Query the subscriber's serving S-CSCF from S-CSCF through OPTIONS/200 OK interaction. 
The requirements for S-CSF:
· Delay removing all subscription information related to this specific Public User Identity in the de-registration procedure.
· Return the address of self in the 200 OK response of OPTIONS request from I-CSCF if it serves the specific subscriber.
[bookmark: _Toc149032801]6.X.3	Pros
This solution can bypass the HSS/UDM to continue the IMS initial registration and the IMS terminating session procedure when all the HSS/UDM instances fail, even though P-CSCF does not have the address of the S-CSCF serving the subscriber. It supplements and improves solution 1.
[bookmark: _Toc149032802]6.X.4	Cons
Enhancements to I-CSCF and S-CSCF are required.

* * * End of Changes * * * *
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