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* * * First Change * * * *
[bookmark: _Toc81558541][bookmark: _Toc85876992][bookmark: _Toc88681444][bookmark: _Toc89678131][bookmark: _Toc98501223][bookmark: _Toc106634507][bookmark: _Toc114825286][bookmark: _Toc138661515][bookmark: _Toc81558543]5.3.2.2	Create
[bookmark: _Toc81558542][bookmark: _Toc85876993][bookmark: _Toc88681445][bookmark: _Toc89678132][bookmark: _Toc98501224][bookmark: _Toc106634508][bookmark: _Toc114825287][bookmark: _Toc138661516]5.3.2.2.1	General
The Create service operation shall be used to create a multicast or a broadcast MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area.
NOTE 1:	For a location dependent MBS service, the Create service operation is performed per MBS service area of the MBS session.
It is used in the following procedures:
-	MBS Session Creation with or without PCC (see clauses 7.1.1.2 and 7.1.1.3 of 3GPP TS 23.247 [14]); and
-	MBS Session Start for Broadcast (see clause 7.3.1 of 3GPP TS 23.247 [14]).
For a location dependent MBS service, TMGI shall be used to identify the MBS Session within 5GS. Different MBS Service Areas shall use different SSM (source specific IP multicast) addresses if multicast transport is used over N6mb.
For a location dependent broadcast MBS session, the MB-SMF shall accept a TMGI value allocated by other MB-SMFs.
NOTE X:	Different MB-SMFs can be assigned for different MBS service areas belonging to different MB-SMF service areas for a broadcast MBS session (see clause 7.3.4 of 3GPP TS 23.247 [14]).
The NF Service Consumer (e.g. NEF, MBSF or AF) shall create an MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area, by using the HTTP POST method as shown in Figure 5.3.2.2.1-1.



Figure 5.3.2.2.1-1: MBS session creation
1.	The NF Service Consumer shall send a POST request (CreateReqData structure) targeting the MBS Sessions collection resource of the MB-SMF. The payload body of the POST request shall contain the following information:
-	MBS Session ID (source specific IP multicast address or TMGI) and/or TMGI allocation request indication;
-	MBS service type (either multicast or broadcast service);
-	the locationDependent IE set to true, for a location dependent MBS service;
-	MBS Service Area, for a location dependent MBS service or for a Local MBS service.
The payload body of the POST request may further contain the following parameters:
-	for a multicast or a broadcast MBS session:
-	ingress transport address request indication, if the allocation of an ingress transport address is requested;
-	DNN;
-	S-NSSAI;
-	MBS start time;
-	MBS termination time;
-	MBS service information;
-	an MBS session status subscription request, including the list of MBS session events requested to be subscribed, a Notify Correlation ID, the Notification URI where to receive MBS session status notifications and the NF instance ID of the subscribing NF, for subscribing to notifications of events about the MBS session.
-	for a multicast MBS session:
-	session activity status (active/inactive);
-	indication that any UE may join the MBS session, for a multicast MBS session;
-	if security protection is applied, the multicast session security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs.
-	for a broadcast MBS session:
-	list of MBS FSA IDs;
-	Associated Session ID to enable NG-RAN to identify multiple MBS sessions delivering the same content when an AF creates multiple broadcast MBS Sessions via different Core Networks in network sharing scenarios.
2a.	On success, the MB-SMF shall reserve ingress resources for the MBS session and shall return a "201 Created" response. The "Location" header shall be present and shall contain the URI of the created resource. The payload body of the POST response (CreateRspData structure) shall contain a representation of the created MBS session, including the following parameters:
-	the TMGI allocated to the MBS session and its expiration time, if the request included a TMGI allocation request;
-	the Area Session ID allocated by the MB-SMF for the MBS session and MBS service area, for a location-dependent MBS session;
-	MB-UPF tunnel information used between MB-UPF and MBSTF over Nmb9, or between MB-UPF and AF/AS if unicast transport is used over N6mb;
-	list of MBS FSA IDs, if any, for a broadcast MBS session; and
-	a representation of the created MBS session status subscription, including the list of MBS session events successfully subscribed, the URI of the created subscription and the expiry time after which the subscription becomes invalid, if the Create request includes the subscription to events about the MBS session and the subscription was created successfully.
[bookmark: _PERM_MCCTEMPBM_CRPT81600006___3]The POST response may also contain:
-	a list of event reports, if corresponding information is available.
For a location dependent MBS service, the MB-SMF shall allocate a unique Area Session ID within the MBS session for the MBS Service Area.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.

* * * Next Change * * * *
[bookmark: _Toc81558614][bookmark: _Toc85877067][bookmark: _Toc88681519][bookmark: _Toc89678206][bookmark: _Toc98501299][bookmark: _Toc106634583][bookmark: _Toc114825362][bookmark: _Toc138661591]6.2.3.2.3	Resource Standard Methods
6.2.3.2.3.1	POST
This method creates an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	CreateReqData
	M
	1
	Representation of the MBS session to be created in the MB-SMF



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreateRspData
	M
	1
	201 Created
	Successful creation of an MBS session

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. (NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. (NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	INVALID_MBS_SERVICE_INFO, if the provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [23])
-	FILTER_RESTRICTIONS_NOT_RESPECTED, if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [24] not being respected, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [23])
-	ERROR_INPUT_PARAMETERS, if the provided set of input parameters are incomplete, erroneous or missing necessary information to perform MBS policy control, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [23])

	ExtProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	MBS_SESSION_ALREADY_CREATED, if MBS session to be created has already been created in the MB-SMF.
-	OVERLAPPING_MBS_SERVICE_AREA, if the new MBS service area overlaps with the service area of any MBS session with the same MBS session identifier.
-	MBS_SERVICE_INFO_NOT_AUTHORIZED, if the provided MBS Service Information is not authorized to perform MBS policy authorization, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [23])
-	MBS_POLICY_CONTEXT_DENIED, if the request is rejected due to operator policies and/or local configuration, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [23])

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	UNKNOWN_TMGI, for an MBS session other than a location dependent broadcast MBS session, if the TMGI indicated in the mbsSessionId IE is not found in the MB-SMF.

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/{mbsSessionRef}



Table 6.2.3.2.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
For the case when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
For the case when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected







* * * Next Change * * * *
[bookmark: _Toc81558649][bookmark: _Toc85877137][bookmark: _Toc88681592][bookmark: _Toc89678279][bookmark: _Toc98501371][bookmark: _Toc106634662][bookmark: _Toc114825441][bookmark: _Toc138661672][bookmark: _Toc122089472][bookmark: _Toc129098593][bookmark: _Toc145951424]6.2.7.3	Application Errors
The application errors defined for the Nmbsmf_MBSSession service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	INVALID_MBS_SERVICE_INFO
	400 Bad Request
	The HTTP request is rejected because the provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization.

	FILTER_RESTRICTIONS_NOT_RESPECTED
	400 Bad Request
	The HTTP request is rejected because the MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [24] not being respected.

	ERROR_INPUT_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the provided set of input parameters are incomplete, erroneous or missing necessary information to perform MBS policy control.

	MBS_SERVICE_INFO_NOT_AUTHORIZED
	403 Forbidden
	The HTTP request is rejected because the provided MBS Service Information is not authorized to perform MBS policy authorization.

	MBS_POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected due to operator policies and/or local configuration.

	MBS_SESSION_ALREADY_CREATED
	403 Forbidden
	This error indicates an unsuccessful of MBS session creation, if the MBS session to be created has already been created in the MB-SMF.
For a location dependent MBS session, this error shall be used if the MBS session associated to the indicated MBS session identifier and MBS service area has already been created in the MB-SMF.
For non location dependent MBS session, this error shall be used if the MBS session indicated by the MBS session identifier has been created in the MB-SMF.

	OVERLAPPING_MBS_SERVICE_AREA
	403 Forbidden
	This error indicates an unsuccessful of MBS session creation, if the new MBS service area overlaps with the service area of any MBS session with the same MBS session identifier.

	UNKNOWN_TMGI
	404 Not Found
	This error indicates an unsuccessful of MBS session creation, for an MBS session other than a location dependent broadcast MBS session, if the TMGI provided in the request does not exist in the MB-SMF.

	UNKNOWN_MBS_SESSION
	404 Not Found
	This error indicates an unsuccessful MBS session update or release, if the MBS session to be updated or deleted is not found in the MB-SMF.

	UNKNOWN_MBS_SERVICE_AREA
	404 Not Found
	This error indicates an unsuccessful MBS session update, context update or status subscribe procedure for a location dependent MBS session, if the requested MBS Area Session ID cannot be found.




* * * End of Changes * * * *

image1.emf
NF Service 

Consumer

MB-SMF

1. POST .../mbs-sessions (CreateReqData)

2a. 201 Created (CreateRspData)

2b. 4xx/5xx (ProblemDetails) or 3xx


Microsoft_Visio_2003-2010_Drawing.vsd
NF Service Consumer


MB-SMF


1. POST .../mbs-sessions (CreateReqData)


2a. 201 Created (CreateRspData)


2b. 4xx/5xx (ProblemDetails) or 3xx



