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[bookmark: _Toc24937666][bookmark: _Toc33962481][bookmark: _Toc42883243][bookmark: _Toc49733111][bookmark: _Toc56690736][bookmark: _Toc144122739]*** First Change ***
[bookmark: _Toc21954246][bookmark: _Toc25048028][bookmark: _Toc34143403][bookmark: _Toc34750873][bookmark: _Toc34751634][bookmark: _Toc35940982][bookmark: _Toc43283882][bookmark: _Toc49762877][bookmark: _Toc51925731][bookmark: _Toc51925832][bookmark: _Toc138663739]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT03720000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 91137540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[15]	3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".
[16]	3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[17]	3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)"

*** Next Change ***
[bookmark: _Toc21954263][bookmark: _Toc25048044][bookmark: _Toc34143419][bookmark: _Toc34750889][bookmark: _Toc34751650][bookmark: _Toc35940998][bookmark: _Toc43283898][bookmark: _Toc49762893][bookmark: _Toc51925747][bookmark: _Toc51925848][bookmark: _Toc138663755]5.2.2.3	Service Operation Assign
The Assign service operation shall be used by the service consumer NF (e.g. AMF) to obtain a PLMN-assigned UE Radio Capability ID from the UCMF for a specific UE radio access capability information. The UCMF shall create a new dictionary entry and assign a PLMN-assigned UE Radio Capability ID unless such dictionary entry already exists and a PLMN-assigned UE Radio Capability ID has already been assigned to the given UE radio access capability information in the UCMF. The NF service consumer, e.g. an AMF, may consume the service by providing the UE Radio Access Capability Information retrieved from the UE, and Type Allocation Code of PEI of the UE, e.g. when it hasn't received any UE Radio Capability ID.
The NF Service Consumer (e.g. AMF) shall obtain the PLMN Assigned UE Radio Capability ID by using the HTTP POST method as shown in Figure 5.2.2.3.1-1.


Figure 5.2.2.3-1 Create a dictionary entry
1.	The NF Service Consumer shall send a POST request to the resource representing the Dictionary Entries collection resource of the UCMF. The payload bodycontent of the POST request shall contain:
-	the UE Radio Access Capability Information for the current radio configuration of the UE in 5GS format, or EPS format, or both the formats;
-	the Type Allocation Code of the PEI of the UE.
2a.	On success, the UCMF shall check whether for the provided input a dictionary entry already exists and a PLMN Assigned UE Radio Capability ID has already been assigned. If so "201 Created" shall be returned, the payload bodycontent of the POST response shall contain already assigned PLMN Assigned UE Radio Capability ID included in DicEntryCreatedData and the "Location" header shall be present and shall contain the URI of the already existing resource. Otherwise a new dictionary entry shall be created and "201 Created" shall be returned, the payload bodycontent of the POST response shall contain the newly assigned PLMN Assigned UE Radio Capability ID included in DicEntryCreatedData and the "Location" header shall be present and shall contain the URI of the newly created resource.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.2-3 shall be returned.  For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.3.3.2-2, where applicable. A UCMF configured to operate in Mode of Operation A (3GPPP TS 23.501, Clause 5.4.4.1a) shall reject the operation if the request does not contain UE Radio Access Capability Information in both the formats and the UCMF is not able to find match of the received UE Radio Access Capability Information in its database.

*** Next Change ***
[bookmark: _Toc21954265][bookmark: _Toc25048046][bookmark: _Toc34143421][bookmark: _Toc34750891][bookmark: _Toc34751652][bookmark: _Toc35941000][bookmark: _Toc43283900][bookmark: _Toc49762895][bookmark: _Toc51925749][bookmark: _Toc51925850][bookmark: _Toc138663757]5.2.2.4.1	General
The Subscribe service operation shall be used by a NF Service Consumer, e.g. an AMF, to create a subscription in the UCMF, to get notifications for one or more new dictionary entries creation or for the deletion of one or more PLMN Assigned UE Radio Capability IDs.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.1.3.4. A ucmfNotificationUri shall be provided in the CreateSubscription to be used by the UCMF to send notifications later. See Figure 5.2.2.4.1-1.


Figure 5.2.2.4.1-1 Create a subscription
1.	The NF Service Consumer shall send a POST request to create a subscription resource in the UCMF. The payload bodycontent of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer as a hint, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the UCMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. The UCMF may also include the highest dictionary entry ID which has been allocated.
[bookmark: _PERM_MCCTEMPBM_CRPT03720003___3]The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the UCMF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the UCMF. The UCMF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.4.3.1-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.4.3.1-3.

*** Next Change ***
[bookmark: _Toc21954275][bookmark: _Toc25048055][bookmark: _Toc34143430][bookmark: _Toc34750900][bookmark: _Toc34751661][bookmark: _Toc35941009][bookmark: _Toc43283909][bookmark: _Toc49762904][bookmark: _Toc51925758][bookmark: _Toc51925859][bookmark: _Toc138663766]6.1.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.

*** End of Change ***
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