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	Reason for change:
	As defined in clause 7B.7 of TS 33.501, the MSK indicator is sent to AUSF by UDM to indicate that the AUN3 device does not support the 5G key hirerachy, the AUSF shall generate the MSK and not generate the Kausf based on the MSK indicator.

16. The AUSF shall verify the AKA’-Challenge message as described in RFC 5448[12]. If successful, the AUSF shall generate the MSK as described in RFC 5448[12].  Based on the MSK indicator received in step 8, the AUSF shall not generate the KAUSF.
The description of MSK is limited to the scenario that consumer is an NSWOF in TS 29.509, the Authentication for AUN3 devices behind 5G-RG is not supported based on current description.

It’s proposed to update the description of MSK and kSeaf to support authentication for AUN3 devices behind 5G-RG.

	
	

	Summary of change:
	It’s proposed to update the description of MSK and kSeaf to support authentication for AUN3 devices behind 5G-RG.
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Table 6.1.6.2.7-1: Definition of type EapSession
	Attribute name
	Data type
	P
	Cardinality
	Description

	eapPayload
	EapPayload
	M
	1
	Contains the EAP packet (see IETF RFC 3748 [18]).
If no EAP packet has been provided by the UE the null value is conveyed to the AUSF.

	kSeaf
	Kseaf
	C
	0..1
	Shall be absent for N5GC device authentication and shall be absent if the MSK indicator is received from UDM; otherwise:
If the authentication is successful and the consumer is an AMF, the Kseaf shall be included.

	_links
	map(LinksValueSchema)
	C
	1..N
	If the EAP session requires another exchange e.g. for EAP-AKA' notification, this IE shall contain a member whose name is "eap-session" and the URI to continue the EAP session.
See NOTE.

	authResult
	AuthResult
	C
	0..1
	Indicates the result of the authentication.

	supi
	Supi
	C
	0..1
	If the authentication is successful and if the AMF had provided a SUCI, this IE shall contain the SUPI of the UE.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.9 is supported.

	pvsInfo
	array(ServerAddressingInfo)
	O
	1..N
	 FQDN(s) and/or IP address(es) of the SNPN UE onboarding Provisioning Servers (PVS).

	msk
	Msk
	C
	0..1
	If the authentication is successful and the consumer is an NSWOF as indicated by the NSWO indicator received within the AuthenticationInfo, the MSK shall be included (see 3GPP TS 33.501 [8] annex S)

If the authentication is successful and the MSK indicator is received from UDM, the MSK shall be included. (see clause 7B.7 of 3GPP TS 33.501 [8])

	NOTE: In the current version of this API, only 0 or 1 hypermedia link is provided.
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