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1. Introduction
This paper is to provide an analysis on the possible protocol enhancement for NF service discovery when the desired target NFs may be registered in different NRFs. 
2. Description
2.1 When the target NF is not a single NF
Currently, the NF discovery procedure enables a NF to discover a list of candidates NF instance(s) where each NF instance matches all query parameters excepts those query parameters which are defined as preferred parameters. 
As specified in the Table 6.2.3.2.3.1-2 of 3GPP TS 29.510 as below in italic: 
"The default logical relationship among the query parameters is logical "AND", i.e. all the provided query parameters shall be matched, with the exception of the "preferred-locality", "ext-preferred-locality", "preferred-nf-instances", "preferred-tai", "preferred-api-versions", "preferred-full-plmn", "preferred-collocated-nf-types", "preferred-pgw-ind", "preferred-analytics-delays", "preferred-features" and "mbs-session-id" query parameters (see Table 6.2.3.2.3.1-1)."
For example, when the query parameter contains a list of TAIs (using "tai-list"), the NRF shall ONLY return candidate NFs which support all the TAIs in the list. 
However, there have been several use cases where not always a single NF instance can be a candidate NF, i.e. to satisfy all VALUES in an array or map style query parameter.
For example: 
•	for time synchronization service, there might be cases when a spatial validity condition includes TAs that are served by different AMFs, i.e., a single AMF does not serve all TAs in the spatial validity condition. 
•	for MBS, it is likely the MBS service area for a MBS session includes a list of TAs that are served by different AMFs, i.e., a single AMF does not serve all TAs in the MBS service area. 
The current NF service discovery function, i.e. using "tai", or "tai-list" or "preferred-tai", does not enable the NRF to return a list of AMFs where none of AMF itself supports all TAIs included in the query request but together all these AMFs will support all TAIs included in the query request.
Note that those preferred query parameters, e.g., "preferred-tai", doesn't help, since the NF consumer (doing discovery) would like to find a candidate that SHALL support all query parameters, e.g. ALL TAIs.
Please find also below relevant 3GPP stage 2 requirements.
· 5G multicast-broadcast services
[bookmark: _Toc45193537][bookmark: _Toc47593169][bookmark: _Toc51835256][bookmark: _Toc114668751]3GPP TS 23.502 V18.2.0, 5.2.7.3.2 Nnrf_NFDiscovery_Request service operation, it specified as below in italic:
-	If the target NF is AMF and the consumer NF is MB-SMF for broadcast service, the request includes TAI(s) (see clause 7.3 of TS 23.247 [78]).
-	If the target NF is AMF and the consumer NF is other than MB-SMF, the request may include:
-	AMF region, AMF Set, GUAMI and Target TAI(s).
[bookmark: _Toc66391767][bookmark: _Toc70079081][bookmark: _Toc70930026][bookmark: _Toc114570498]3GPP TS 23.247 V18.2.0 7.3.1 MBS Session Start for Broadcast:
2.	The MB-SMF may use NRF to discover the AMF(s) supporting MBS based on the MBS service area and select the appropriate one(s). Then the MB-SMF sends the Namf_MBSBroadcast_ContextCreate (TMGI, N2 SM information ([LL SSM], 5G QoS Profile), MBS service area, [MBS FSA ID(s)]) messages to the selected AMF(s) in parallel if the service type is broadcast service. The MB-SMF may include a maximum response time in the request.
At CT4#114 in Athens, Ericsson submitted the following CR to address the above issue:
https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_114_Athens/Docs/C4-230253.zip
However, the CR was not agreed because it doesn't address when multiple NRFs deployed in a PLMN, e.g. when a layer NRF architecture may be deployed in a PLMN. In such deployment, when a NF service consumer, e.g. a MB-SMF, needs to establish a broadcast MBS session in a number of Tracking Areas, so it likely requires to consume a service (e.g. Namf_MBSBroadcast service) offered from a target NF (e.g. AMF1x controlling a subset of the desired tracking areas) registered in a NRF (e.g. NRF1), but also from another target NF(e.g. AMF2x controlling another subset of the desired tracking areas) registered in another NRF (e.g. NRF3). Both AMF1x and AMF2x need to be discovered to satisfy the service requirement to establish the broadcast MBS session in the desired tracking area. (see figure 1)


Figure 1
We need a solution for the deployment where multiple NRFs are used; however, the ability to return a NF instance aggregation is still desired.
[bookmark: OLE_LINK6]Conclusion 1: a mechanism to enable NRF to return a list of candidates "NF instances aggregation" where all NF instances within a "NF instance aggregation" shall have the same NF type and altogether shall match all values included in an array or map type query parameter is required. 
There was a comment that the new query parameter “tai-list-for-nf-aggre”, since for the scenario where all TAs in the query can be served by one AMF, in such case, a legacy NRF would be able to serve the request. 
A supporting NRF can still use tai-list but with following logic:
1. Return nfInstances if there is an AMF supports all TAs included in the "tai-list" in the request;
1. return nfInstanceAggregations if there is no single AMF can serve all TAs in the ta-list but multiple AMFs, altogether support all TAs in the "tai-list" in the request and if the NF consumer support to receive it as indicated in the Boolean - "nf-aggre",since doing bullet 2 is expensive, the supporting NRF should do it only when the NF consumer supports to receive such nfInstanceAggregations

2.2		Issues for target NFs registered in multiple NRFs 
[bookmark: _Toc136201037]When multiple NRFs are deployed in a PLMN, a (local) NRF, e.g. NRF1, may register itself to another (higher layer) NRF, e.g. in NRF2, as specified in clause 5.2.2.2.3 "NRF registration to another NRF" of 3GPP TS 29.510, where the registering NRF may include nrfInfo, containing all NFs registered in the NRF.
The NRF2 may be served as intermediate redirect NRF or forwarding NRF. 
As further illustrated in Figure 2 as below, it is assumed NRF A is a higher layer NRF, where the NRF1, 2 and 3 register themselves in the NRF A.
The MB-SMF1x registered in NRF1 may require to setup a Broadcast MBS session in Tracking Areas TA1, 2, 3, 9, 10, 12 and 13, so it needs to find corresponding AMFs controlling Tracking Areas TA1, 2, 3, 9, 10, 12 and 13, in order to consume Namf_MBSBroadcast service offered by these target AMF(s). In this example, AMF1x registered in NRF1 controlling TA1-5, and AMF2x registered in NRF2 controlling TA6-10, and AMF3x registered in NRF3 controlling TA11-15. So, the MB-SMF needs to discover AMF1x, AMF2x and AMF3x, altogether AMF1x, AMF2x and AMF3x can offer the service required by the MB-SMF to establish a broadcast MBS session. 


Figure-2: Service Discovery with multiple NRFs 
In such multiple NRFs deployment, according to existing requirement, the NRF1 will likely reject the discovery request as the NRF1 doesn't have any AMF registered to serve TA9, TA10, TA12, TA13, the discovery request CAN NOT be satisfied. 
Existing mechanism, either intermediate redirect or forwarding, as specified in clauses 5.3.2.2.4 and 5.3.2.2.5 cited as below in italic, the (local) NRF (contacted by the NF consumer), e.g. NRF1, CAN NOT MODIFY the discovery request from the NF service consumer, it will use the SAME discovery request to communicate to the NRF A, regardless of the NRF A is served in immediate redirect or forwarding. So, NRF1 will reject the discovery request from the MB-SMF since the request message contains a query parameter "tai-list" which have some values beyond NRF1's knowledge, i.e. NRF1 knows only TA1-5 is served by AMF1x.
In an earlier discussion at CT4 for the same use case, it was assumed that the MB-SMF may not use the "ta-list" (containing a list of desired Tracking Areas) as a query parameter to find AMFs corresponding to these Tracking Areas, instead, the MB-SMF uses only service-name "Namf_MBSBroadcast" to find all AMFs and the MB-SMF itself find out all AMFs together serving the desired MBS service area. However, the MB-SMF can only find ALL AMFs registered in the NRF1, i.e. the MB-SMF can only find a AMF1x serving TA1-5, not one for TA9, TA10, TA12 and TA13. 
So, this alternative which was considered as fallback mechanism doesn't work when multiple NRFs are deployed in the PLMN and intended target NFs are registered in different NRFs.
Conclusion 2: the issue with multiple NRFs deployment needs to be solved.
See also the following excerptions from 3GPP TS 29.510 in italic:
******************Start of Excerption****************
[bookmark: _Hlk141790971]5.2.2.2.3	NRF registration to another NRF
The procedure specified in clause 5.2.2.2.2 applies. Additionally:
a)	the registering NRF shall set the nfType to "NRF" in the nfProfile;
b)	the registering NRF shall set the nfService to contain "nnrf-disc", "nnrf-nfm" and optionally "nnrf-oauth2" in the nfProfile;
c)	the registering NRF may include nrfInfo which contains the information of e.g. udrInfo, udmInfo, ausfInfo, amfInfo, smfInfo, upfInfo, pcfInfo, bsfInfo, nefInfo, chfInfo, pcscfInfo, lmfInfo, gmlcInfo, aanfInfo, nfInfo and nsacfInfo in the nfProfile locally configured in the NRF or the NRF received during registration of other NFs, this means the registering NRF is able to provide service for discovery of NFs subject to that information;
d)	if the NRF receives an NF registration with the nfType set to "NRF", the NRF shall use the information contained in the nfProfile to target the registering NRF when forwarding or redirecting NF service discovery request.
5.3.2.2.4	Service Discovery with intermediate redirecting NRF
When multiple NRFs are deployed in one PLMN, one NRF may query the "nf-instances" resource in a different NRF so as to fulfil the service discovery request from a NF service consumer. The query between these two NRFs is redirected by a third NRF.


Figure 5.3.2.2.4-1: Service Discovery with intermediate redirecting NRF
1.	NRF-1 receives a service discovery request but does not have the information to fulfil the request. Then NRF-1 sends the service discovery request to a pre-configured NRF-2.
2a.	Upon receiving a service discovery request, based on the information contained in the service discovery request (e.g. the "supi" query parameter in the URI) and locally stored information NRF-2 shall identify the next hop NRF (see clause 5.2.2.2.3), and redirect the service discovery request by returning HTTP 307 Temporary Redirect response. The locally stored information in NRF-2 may:
a)	be preconfigured; or
b)	registered by other NRFs (see clause 5.2.2.2.3).
	The 307 Temporary Redirect response shall contain a Location header field, the host part of the URI in the Location header field represents NRF-3.
2b.	if NRF-2 does not have enough information to redirect the service discovery request, then it responds with 404 Not Found, and the rest of the steps are omitted.
3.	Upon receiving 307 Temporary Redirect response, NRF-1 sends the service discovery request to NRF-3 by using the URI contained in the Location header field of the 307 Temporary Redirect response.
4a.	Upon success, NRF-3 returns the search result.
4b.	On failure or redirection:
-	If the NF Service Consumer is not allowed to discover the NF services for the requested NF type provided in the query parameters, the NRF shall return "403 Forbidden" response.
-	If the discovery request fails at the NRF due to errors in the input data in the URI query parameters, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
-	If the discovery request fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.
[bookmark: _Toc24937589][bookmark: _Toc33962404][bookmark: _Toc42883166][bookmark: _Toc49733034][bookmark: _Toc56690655][bookmark: _Toc136201038]5.3.2.2.5	Service Discovery with intermediate forwarding NRF
When multiple NRFs are deployed in one PLMN, one NRF may query the "nf-instances" resource in a different NRF so as to fulfil the service discovery request from a NF service consumer. The query between these two NRFs is forwarded by a third NRF.


Figure 5.3.2.2.5-1: Service Discovery with intermediate forwarding NRF
1.	NRF-1 receives a service discovery request and sends the service discovery request to a pre-configured NRF-2. This may for example include cases where NRF-1 does not have sufficient information as determined by the operator policy to fulfill the request locally.
2a.	Upon receiving a service discovery request, based on the information contained in the service discovery request (e.g. the "supi" query parameter in the URI) and locally stored information, NRF-2 shall identify the next hop NRF (see clause 5.2.2.2.3), and forward the service discovery request to that NRF (i.e. NRF-3 in this example) similarly to steps 1 and 2 in Figure 5.3.2.2.2-1 where the originator of the service invocation is NRF-2 and the recipient of the service invocation is NRF-3. The locally stored information in NRF-2 may:
a)	be preconfigured; or
b)	registered by other NRFs (see clause 5.2.2.2.3).
2b.	if NRF-2 does not have enough information to forward the service discovery request, then it responds with 404 Not Found, and the rest of the steps are omitted.
3a.	Upon success, NRF-3 returns the search result.
3b.	On failure or redirection:
-	If the NF Service Consumer is not allowed to discover the NF services for the requested NF type provided in the query parameters, the NRF shall return "403 Forbidden" response.
-	If the discovery request fails at the NRF due to errors in the input data in the URI query parameters, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
-	If the discovery request fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.
4a.	NRF-2 forwards the success response to NRF-1.
4b.	On failure or redirection:
-	NRF-2 forwards the error response to NRF-1.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.
NOTE:	It is not assumed that there can only be two NRF hierarchies, i.e. the NRF-3 can go on to forward the service discovery request to another NRF.
******************End of Excerption****************
2.2.3	Possible solution
The following Figure 3 illustrates a possible solution with least impact on the NRF and NF service consumer:
The NRF1 sends a successful discovery 2xx response, either when the NRF1 finds:
1. at least a target NF (which included nfInstances or nfInstanceList where a single candidate NF can serve all values of the query parameter) (this is the current behaviour); or 
2. one or more target NF aggregations (which includes a list of target NFs in the "NfInstanceAggregations" where altogether these target NFs can serve all values of the query parameter), and these target NFs are registered in the NRF1; (this is for one NRF scenario or all NFs in the NF aggregation are registered in the same NRF)
3. or the NRF1 includes an array of continueDiscInfo to instruct the NF service consumer to send a new NF service discovery request per instance of continueDiscInfo. The NRF may also include a map of "partialNfInstanceAggregations" where the NFs are satisfying JUST a subset of values of the query parameter. (this is for multiple NRFs scenario) 
An instance of the Continue Discovery Information attribute (continueDiscInfo) contains:
· [bookmark: OLE_LINK8]an indication to instruct the NF service consumer to send a new NF service discovery request using the list of values in the query parameter which are to be satisfied (not be satisfied yet); 
· a list of values of the query parameter to be satisfied; 
· a new NRF discovery uri to which the NF service consumer shall send a further discover request to find the target NF(s) for those values not being satisfied yet. 
The NRF A sends (in step 4 and 5) an acceptance discovery response, which includes at least a Continue Discovery Information containing:
· an indication to instruct the NF service consumer to send a new NF service discovery request using the list of values in the query parameter which are to be satisfied;
· a list of values of the query parameter which are to be satisfied; 
· a new NRF discovery uri to which the NF service consumer can send a further discover request to find the target NF(s) for those values not being satisfied yet. 
Multiple Continue Discovery Information are corresponding to different group of values of the query parameter and the NRF's discovery URI which a discovery request can be sent towards, so that to find the target NF for these values. In this example, the NRF A needs to return 2 instances of Continue Discovery Information, one includes TA9, TA10, and NRF2's NF discovery URI, the other include TA12, TA13 and NRF3's NF discovery URI.
If there are multiple Continue Discovery Information included, for each such instance, the NF service consumer shall send a NF service discover request with a list of values of the query parameter which are not satisfied towards the NRF as indicated in the NRF's discovery URI in the Continue Discovery Information, or towards the original NRF if no NRF discovery URI included.



3. Proposal
[bookmark: _Hlk61529092]It is proposed to technically agree the accompany CR C4-233213 to 3GPP TS 29.510.
4. Reference
· 3GPP TS 23.501 v18.2.2 
· 3GPP TS 23.502 v18.2.0
· 3GPP TS 23.247 v18.2.0 
· 3GPP TS 29.510 v18.3.0



Microsoft_Visio_2003-2010_Drawing.vsd
NRF1 (Lv2)


NRF A(Lv1)


NRF2 (Lv2)


AMF1x


SMF1x


MB-SMF1x


AMF2x


SMF2x


…...



image2.emf
NRF 1(Level 2)

NRF A (Level 1)

MB-

SMF

1. GET .../nf-instances?

service-name=Namf-xx&tai-

list-for-nf-aggre= TA1, TA2, 

TA3, TA9, TA10, TA12, TA13

2. 4xx Rejected 

NRF1, 2 and 3 will register itself to the NRF A, so the NRF A can learn 

that the NRF1 should be contacted to discover AMF serving TAI1-5 since 

NRF1's nrfInfo contains servedAmfInfo. The same does for NRF2 and 

NRF3, for TAI6-10 and TAI11-15 respectively.

AMF 1x

controlling TA1-TA5

SMF 1x

AMF 3x

controlling TA11-TA15

SMF 3x SMF 2x

AMF 2x

controlling TA6-TA10

NRF 2 (Level2)

NRF 3 (Level2)


Microsoft_Visio_2003-2010_Drawing1.vsd
NRF 1(Level 2)


NRF A (Level 1)


MB-SMF


1. GET .../nf-instances?
service-name=Namf-xx&tai-list-for-nf-aggre= TA1, TA2, TA3, TA9, TA10, TA12, TA13



image3.emf
NRF-1 NRF-2 NRF-3

3. GET .../nf-instances?<query parameters>

4a. 200 OK (SearchResult)

4b. 4xx/5xx (ProblemDetails) or 3xx

2a. 307 Temporary Redirect

2b. 404 Not Found

1. GET .../nf-instances?<query parameters>


Microsoft_Visio_2003-2010_Drawing2.vsd
�

�

NRF-1


NRF-2


NRF-3


1. GET .../nf-instances?<query parameters>



image4.emf
NRF-1 NRF-2 NRF-3

1. GET .../nf-instances?<query parameters>

2a. GET .../nf-instances?<query parameters>

3a. 200 OK (SearchResult)

3b. 4xx/5xx (ProblemDetails) or 3xx

4a. 200 OK (SearchResult)

4b. 4xx/5xx (ProblemDetails) or 3xx

2b. 404 Not Found


Microsoft_Visio_2003-2010_Drawing3.vsd
�

�

NRF-1


NRF-2


NRF-3


1. GET .../nf-instances?<query parameters>



image5.emf
NRF A (Level 1)

NRF1, 2 and 3 will register itself to the NRF A, so the NRF A can learn 

that the NRF1 should be contacted to discover AMF serving TAI1-5 since 

NRF1's nrfInfo contains servedAmfInfo. The same does for NRF2 and 

NRF3, for TAI6-10 and TAI11-15 respectively.

SMF 1x

AMF 3x

controlling TA11-TA15

SMF 3x

SMF 2x

AMF 2x

controlling TA6-TA10

NRF 2 (Level2)

NRF 3 (Level2)

NRF 1(Level 2)

2. Return 2xx Accepted, the response 

message includes�³an continue 

discovery information´�and includes one 

or more partial target NF aggregations, 

in this case, the AMF1x is returned.

1. GET .../nf-instances?

service-name=Namf-

xx&tai-list=TA1, TA2, TA3, 

TA9, TA10, TA12, 

TA13&nf-aggre=true

AMF 1x

controlling TA1-TA5

MB-SMF1

1 2 3

3. GET .../nf-instances?

service-name=Namf-

xx&tai-list= TA9, TA10, 

TA12, TA13&nf-

aggre=true, since AMF1x is 

returned for TA1,2 and 3.

6. Return 2xx Accepted, the response 

message include two continue discovery 

information, one contains NRF2 URI, 

and TA9 and TA10, the other contains 

NRF3 URI, and TA12 and TA13.   

7.  GET .../nf-instances?

service-name=Namf-xx&tai-list= 

TA9, TA10&nf-aggre=true, 

towards NRF2

8. AMF 2x is returned.

9.  GET .../nf-instances?

service-name=Namf-xx&tai-list= TA12, TA13&nf-

aggre=true, towards NRF3.

10. AMF 3x is returned. 

11. Then the NF service consumer determine the 

nfInstanceAggregation containing AMF1x, AMF2x 

and AMF3x.

4.  GET .../nf-instances?

service-name=Namf-xx&tai-list= TA9, TA10, TA12, 

TA13&nf-aggre=true  towards NRFA.

5. NRF A accepts the request, the response 

message includes two continue discovery 

information, one contains NRF2 URI, and TA9 and 

TA10, the other contains NRF3 URI, and TA12 and 

TA13 since the NRF A has learned from the nrfInfo 

of NRF2 and NRF3 what TAs the target AMF 

registered in NRF2 or NRF3 can serve.


Microsoft_Visio_2003-2010_Drawing4.vsd
NRF A (Level 1)


NRF1, 2 and 3 will register itself to the NRF A, so the NRF A can learn that the NRF1 should be contacted to discover AMF serving TAI1-5 since NRF1's nrfInfo contains servedAmfInfo. The same does for NRF2 and NRF3, for TAI6-10 and TAI11-15 respectively.



image1.emf
NRF1 (Lv2)

NRF A(Lv1)

NRF2 (Lv2)

AMF1x SMF1x MB-SMF1x AMF2x SMF2x ͙͘͘͘


