

	
3GPP TSG-CT WG4 Meeting #117	C4-233330
Göteborg, Sweden, 21st– 25th August 2023
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.536
	CR
	0071
	rev
	-
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	EAC Mode Subscription and Notification

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	SBIProtoc18
	
	Date:
	2023-06-19

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	Early Admission Control (EAC) mode was introduced as an optimization of NSAC operation to allow AMF perform lazy update on NSACF for number of UEs during UE registration, i.e. AMF can perform NSAC after registration acceptance when the quota of certain slice(s) requested by the UE are far from its limits; and AMF should perform NSAC before registration acceptance when quota of certain slice(s) requested by the UE are reaching its limits to avoid NSAC failure after registration.

However, there are some limitations and ambiguity of current NSACF API for EAC Mode Subscription and notification:

1/ Currently to get the EAC mode of a certain slice, the AMF implicitly subscribes to the NSACF for the EAC mode status and change when performing NSAC for certain UE. So the AMF cannot get the EAC mode accurately for a slice before the S-NSSAI was requested and to be allowed for certain UE(s). Before that, the AMF can only perform NSAC by local configuration (EAC model on/off) for the first (branch of) UE(s). If default configuration is EAC mode on while EAC mode in NSACF is off, the registration procedure is prolonged for these UE(s); if default configuration is EAC mode off while EAC mode is on in NSACF, certain allowed S-NSSAI(s) may immediately be revoked after registration acceptance. Both scenarios may also waste network traffics between AMF/NSACF and UEs.

Additionally, when the AMF want to update the EAC notification URI or is no longer interested to received EAC modes, e.g. when the AMF configured to no longer serving any S-NNSAI subject to NSAC, the AMF will update the EAC notification URI or set it to null value. However, this can only be done within a UE NSAC operation. The NSACF may retry EAC notification to the AMF and continuously receive negative responses or timeouts.

For better network efficiency, it should be allowed for AMF to fetch and subscribe the EAC mode for the S-NSSAIs (which subject to NSAC) it can serve before taking traffics (e.g. during on-boarding phase) and unsubscribe without specific UE NSAC operation.

2/ When Access Type specific NSAC is configured in NSACF, Number of UEs per S-NSSAI was counted per access type. This means when EAC mode is activated for one access type, i.e. when the quota reaches a threshold for this access type, may not trigger the EAC mode activation for the other access type. However, current EAC notification does include access type information.

3/ When AMF implicit/explicit subscribe to EAC, it is not clear how the NSACF will send the EAC notification to the AMF. To allow the AMF to get the most recent EAC mode for S-NSSAIs, the NSACF should immediately send a notification to the AMF when the AMF subscribes to the EAC in first contact.

4/ When EAC notification is provided with UE NSAC activity, it is not clear whether the subscription to EAC notification will be considered successful or not even the UE NSAC may totally be failed. Logically the subscription to EAC notification can be successfully handled regardless of the result of UE NSAC activities.
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* * * First Change * * * *
[bookmark: _Toc93868950][bookmark: _Toc138348670]5.2.2.2.2	Network slice admission control for controlling the number of UEs
The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall invoke the NumOfUEsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: NSAC procedure for controlling the number of UEs
1.	The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the NSACF.
	The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI(s) of the UE(s);
-	the access type, over which the UE registers to the network or deregisters from the network;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
-	the NF Instance ID, identifying the requester NF.
-	the NSAC Service Area of the NF consumer, if it is configured in the NF consumer.
	In addition, the POST request may also contain:
-	the EAC notification callback URI. The AMF may provide the EAC notification callback URI at the first interaction with the NSACF, or may provide an updated one in later interactions when it changes. If the EAC notification callback URI is set to null value by the AMF in later interactions, it means the AMF unsubscribes the EAC notification from the NSACF;
-	the additional access type, if the UE deregisters from the network over both 3GPP access and Non-3GPP access.
	The update flag shall be set to "INCREASE" for a UE to be registered to a specific slice, and shall be set to "DECREASE" for a UE to be deregistered from a specific slice.
	For NSAC of roaming UEs with VPLMN NSAC admission, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN. For NSAC of roaming UEs with HPLMN NSAC admission, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in home PLMN to the NSACF in home PLMN.
NOTE 1:	When multiple S-NSSAIs are supported by a NSACF and multiple S-NSSAIs are required for NSAC for a given UE where EAC mode is active for at least one S-NSSAI, how the AMF triggers NSAC procedure to this NSACF is implementation specific, e.g. the AMF triggers NSAC procedure for all these supported S-NSSAIs before the Registration Accept message or the UE Configuration Update message.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the UE is already in the UE registration list stored in the NSACF and whether the total number of UEs to this slice will exceed the maximum number of UEs allowed to be registered to this slice:
-	if the UE ID is already recorded in the UE registration list but the requester NF is not recorded in the UE registration list, the NSACF shall create a new entry for the UE registration associated with the requester NF and shall also maintain the existing UE registration entries. The total number of UEs registered to this slice is not updated;
-	if the UE ID is not recorded in the UE registration list and the total number of UEs (including the UEs indicated in the request and the UEs already stored in the NSACF) does not exceed the maximum number of UEs allowed to be registered to this slice, the NSACF records the indicated UEs to the UE registration list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
-	if the UE ID is not recorded in the UE registration list and if the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the NSACF shall not record the UE into the UE registration list stored in the NSACF, and shall not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the UE is recorded in the UE registration list, the NSACF shall remove the indicated UEs from the UE registration list stored in the NSACF. If there are two or more UE registration entries associated with the UE ID, the NSACF shall only remove the entry associated with the requester NF. After removal, if a UE is no longer recorded in the UE registration list, the NSACF shall decrease the total number of UEs registered to this slice.
-	If the update flag is set to "DECREASE" and if the UE is not recorded in the UE registration list, the NSACF shall not decrease the total number of UEs registered to this slice and shall return successful handling for this UE registration.
	The NSACF may be configured to perform per access type network slice admission control. In this case, the NSACF shall check whether the access type provided by the NF Service Consumer is configured for NSAC for the indicated S-NSSAI to control the number of UEs. If the access type is not configured for NSAC for the indicated S-NSSAI, the NSACF shall skip the above handling for increasing/decreasing the number of UEs and return successful for this S-NSSAI. If the access type is configured for NSAC for the indicated S-NSSAI, the NSACF shall perform the above handling taking the access type into account and record/remove the UE registration associated with the access type. If the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5).
	If the NSACF is not configured to perform per access type network slice admission control, the NSACF may perform network slice admission control without taking access type into account. For example, the NSACF is configured with a total quota for the PLMN, but the network slice admission control is not specific to one access type. The NSACF shall record the access type(s) associated with the UE registration. The NSACF shall remove the corresponding UE registration entry when the UE deregisters from all access types.
NOTE 2:	For each S-NSSAI that is applicable for NSAC, the NSACF is configured with a total quota for the PLMN. However, the network slice admission control may be configured to apply for one specific access type or both access types.
	If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data indicating the failed S-NSSAI and the failure reason, e.g. "EXCEED_MAX_UE_NUM".
	If in above NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned which could represent the maximum number of UEs for the S-NSSAI not reached.
	If the NSACF is configured with multiple NSAC Service Areas is configured to perform NSAC admission on a per NSAC service area granularity, the NSACF shall perform the NSAC admission against the received NSAC service area in the request.
NOTE 3:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of UEs of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation. Whether and how to guarantee session continuity when a UE moves to new service area with a different NSACF are left to implementation.
NOTE 4:	If the NF Service Consumer is AMF, the NSACF may subscribe to AMF Status Change Notifications (e.g. AMF unavailability) via the NRF and update the NF ID accordingly, as described in clause 4.2.11.2 of 3GPP TS 23.502 [3].
	When the NF Service Consumer subscribes to the EAC Notification to the NSACF for the first time, the NSACF shall immediately send a EAC notification (see clause 5.2.2.3.2) towards the NF consumer including the most recent EAC Modes for the subscribed S-NSSAIs.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
NOTE x:	If the NF Service Consumer provided the EAC notification callback URI, the NSACF, the NSACF can handled the EAC notification implicit subscription independent of the result of the UE NSAC activities, i.e. even the NSAC actions for all the S-NSSAIs are failed for the UE(s) and negative response to be sent to the AMF, the NSACF can still store the EAC notification subscription for the AMF and send EAC notification(s) to the AMF.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
	When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy AMF may allow or disallow sessions for which NSACF returned a reject.

* * * Next Change * * * *
5.2.2.2.x	EAC Notification Subscribe/Update/Unsubscribe without UE NSAC Activity
[bookmark: _Toc510696594][bookmark: _Toc35971386]When the NF service consumer and the NSACF both support the "ENES" feature, the NF Service Consumer (e.g. AMF) may invoke the NumOfUEsUpdate service operation to NSACF to subscribe, update or unbuscribe for EAC notification without any UE NSAC activity, by using the HTTP POST method as shown in Figure 5.2.2.2.x-1.


Figure 5.2.2.2.x-1: EAC Notification Subscribe/Update/Unsubscribe
1.	The NF Service Consumer (e.g. AMF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the NSACF.
	The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the following information:
-	the NF Instance ID, identifying the requester NF.
-	the NSAC Service Area of the NF consumer, if it is configured in the NF consumer.
-	the latest EAC notification callback URI of the AMF. If the EAC notification callback URI is set to null value it means the AMF unsubscribes the EAC notification from the NSACF;
-	optionally, a list of S-NSSAIs to be subscribed or unsubscribed for EAC notification.
2a.	On success, "204 No Content" shall be returned.
	When the NF Service Consumer subscribes to the EAC Notification to the NSACF for the first time, the NSACF shall immediately send a EAC notification (see clause 5.2.2.3.2) towards the NF consumer including the most recent EAC Modes for the subscribed S-NSSAIs.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.

* * * Next Change * * * *
[bookmark: _Toc70325104][bookmark: _Toc81226662][bookmark: _Toc93868953][bookmark: _Toc138348674][bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc70325135][bookmark: _Toc81226701][bookmark: _Toc93868992][bookmark: _Toc138348732]5.2.2.3.2	NSACF initiated EAC mode configuration
The EACNotify service operation shall be used by the NSACF to configure the EAC mode(s) for S-NSSAI(s) to the NF Service Consumer (e.g. AMF). The EACNotify service operation shall be triggered when the NSACF decides to set the EAC mode for an S-NSSAI to "ACTIVE" if the number of UEs registered to an S-NSSAI is above certain threshold, or set the EAC mode for an S-NSSAI to "DEACTIVE" if the number of UEs registered to an S-NSSAI is below certain threshold. The activation threshold and the deactivation threshold may be same or different.
If NF Service Consumer has implicitly subscribed to receive EAC notification, the NSACF shall notify the NF Service Consumer (e.g. AMF) to configure the EAC mode by using the HTTP POST method as shown in Figure 5.2.2.2.3-1.


Figure 5.2.2.3.2-1: NSACF initiated EAC mode configuration procedure
1.	The NSACF shall send a POST request to the EAC Notification callback URI provided by the NF Service Consumer (e.g. AMF). 
	The payload body of the POST request shall contain the notification payload (i.e. EACNotification), which shall contain the following information:
-	S-NSSAI(s);
-	the EAC mode for each S-NSSAI;.
-	optionally, the access type applicable for the indicated EAC modes when access type specific NSAC is configured in the NSACF for the S-NSSAI(s).
	The callback URI may be provided by the AMF in the first interaction with the NSACF, or in later interactions when the callback URI is changed.
2a.	On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty.
2b.	On failure, one of the HTTP status code listed in Table 6.1.5.2.3.1-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.7.3-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
The NSACF may try several times to send EAC notification to the AMF, if no response is received from the AMF e.g. AMF is out of service. If the subsequent try still fails, the NSACF should stop sending EAC notification, unless the AMF becomes available.

* * * Next Change * * * *
6.1.6.2.2	Type: UeACRequestData
Table 6.1.6.2.2-1: Definition of type UeACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ueACRequestInfo
	array(UeACRequestInfo)
	M
	01..N
	List of UEs and their associated NSAC action details
(NOTE x)
	

	[bookmark: _PERM_MCCTEMPBM_CRPT75500034___1][bookmark: _PERM_MCCTEMPBM_CRPT92130005___1]nfId
	NfInstanceId
	M
	1
	Indicates the NF Instance ID.
When present, it shall carry one of the following values:
- the AMF Instance ID, if the request is from an AMF;
- the SMF Instance ID, if the request is from a combined SMF+PGW-C in EPS interworking case.
	

	[bookmark: _PERM_MCCTEMPBM_CRPT75500035___1][bookmark: _PERM_MCCTEMPBM_CRPT92130006___1]nfType
	NFType
	O
	0..1
	Indicates the NF type of the requester NF.
When present, it shall carry one of the following values:
- NFType=AMF, if the request is from an AMF;
- NFType=SMF, if the request is from a combined SMF+PGW-C in EPS interworking case.
	

	eacNotificationUri
	Uri
	O
	0..1
	Indicates the EAC notification callback URI.
If the EAC notification callback URI is present, the AMF Instance ID shall also be present.
	

	eacSnssaiList
	array(Snssai)
	O
	1..N
	When present, this IE shall indicae the S-NSSAI to be subscribed/unsubscribed for EAC notification.

	ENES

	nsacServiceArea
	FFS
	C
	0..1
	This IE shall be present if the NF consumer has been configured with NSAC service area it belongs to.

When present, this IE shall indicate the identity of the NSAC Service Area of the NF consumer.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.
	

	NOTE 1:	If the NF consumer is combined SMF+PGW-C, the combined SMF+PGW-C determines the Access Type based on the RAT type parameter in the PMIP or GTP message received from the ePDG; or alternatively it can internally determine the Access Type based on the source node (e.g. SGW) sending the request for the PDN Connection establishment.
NOTE x:	This IE may only be set to an empty array if the NSACF supports the "EMNES" feature, when the NF service conumser (i.e. the AMF) want to subscribe/update/unsubscribe to EAC notification without any UE NSAC activity.



Editor's Note: the information and data type to be used to indicate the NSAC service area is FFS.

* * * Next Change * * * *
[bookmark: _Toc70325137][bookmark: _Toc81226703][bookmark: _Toc93868994][bookmark: _Toc138348734]6.1.6.2.4	Type: EACNotification
Table 6.1.6.2.4-1: Definition of type EACNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eacModeList
	map(EACMode)
	O
	1..N
	a map of EAC Mode where the S-NSSAI serves as the key.
	

	anType
	AccessType
	O
	0..1
	This IE may be present when Access type specific NSAC is configured for the S-NSSAI(s) in the NSACF.

Indicates the access type where the indicated EAC Modes are applicable.

Absence of this IE means the indicated EAC Modes are applicable for all access types.
	



* * * Next Change * * * *
[bookmark: _Toc70325148][bookmark: _Toc81226720][bookmark: _Toc93869013][bookmark: _Toc138348756]6.1.8	Feature negotiation
The optional features in table 6.1.8-1 are defined for the Nnsacf_NSAC API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [16].
The following features are defined for the Nnsacf_NSAC service.
Table 6.1.8-1: Supported Features
	Feature number
	Feature Name
	M/O
	Description

	1
	HNSAC
	O
	Hierarchical Network Slice Admission Control

An NF Service Consumer and the NSACF support this feature shall support handling of Hierarchical NSACF procedures as specified in clause 4.2.11.2a and clause 4.2.11.4a of 3GPP TS 23.502 [3].

	x
	ENES
	O
	EAC Notification Explicit Subscription

An NSACF supporting this feature shall allow an NF service consumer to subscribe, update or unsubscribe to EAC Mode Notificaiton without any UE NSAC activity, as described in clause 5.2.2.2.x.

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc93869052][bookmark: _Toc138348811]A.2	Nnsacf_NSAC API
openapi: 3.0.0

********************** Text Skipped for Clarity *************************
    #
    # STRUCTURED DATA TYPES:
    #

    UeACRequestData:
      type: object
      properties:s
        ueACRequestInfo:
          type: array
          items:
            $ref: '#/components/schemas/UeACRequestInfo'
          minItems: 01
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        nfType:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
        eacNotificationUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        eacSnssaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
# Data type of nsacServiceArea IE is FFS
#        nsacServiceArea:
#          type: FFS
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - ueACRequestInfo
        - nfId

********************** Text Skipped for Clarity *************************
    EacNotification:
      description: A map (list of key-value pairs) where Snssai converted to a string serves as key
      type: object
      properties:
        nfType:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
      additionalProperties:
        $ref: '#/components/schemas/EACMode'
      minProperties: 1

********************** Text Skipped for Clarity *************************

* * * End of Changes * * * *
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