	
[bookmark: _Hlk61529092]3GPP TSG-CT WG4 Meeting #117	C4-233307
Göteborg, Sweden, 21st– 25th August 2023


Source:	Huawei
Title:	Pseudo-CR on Update the data channel related data types
Spec:	3GPP TS 29.176 0.2.0
Agenda item:	6.2.18
Document for:	Decision

1. Introduction
<Introduction part (optional)>
2. Reason for Change
[bookmark: _GoBack]1. Some common data types are proposed to be defined in TS 29.571, so the corresponding reference shall be added and some data type shall be updated.
2. httpReplaceUrl per Streamid was not defined.
3. Some conditional and optional parameters need to be clarified.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.176. 

* * * First Change * * * *
[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc136075420]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _MCCTEMPBM_CRPT13930000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[15]	IETF RFC 6902: " JavaScript Object Notation (JSON) Patch".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[17]	IETF RFC 6901: "JavaScript Object Notation (JSON) Pointer".
[18]	IETF RFC 8122: "Connection-Oriented Media Transport over the Transport Layer Security (TLS) Protocol in the Session Description Protocol (SDP)".


* * * Next Change * * * *

[bookmark: _Toc510696593][bookmark: _Toc35971385][bookmark: _Toc136075434]5.2.2.2.2	Creation of a new media context
The NF service consumer shall request a new context by using HTTP method POST with "{apiRoot}/ndcmf/<apiVersion>/contexts" as resource URI representing the "Contexts Collection", see clause 6.1.3.2.


Figure 5.2.2.2.2-1 Creation of a media context
1. The NF Service Consumer shall send a POST request to create an "Individual Context" resource in the DCMF. The payload body of the POST request shall contain a representation of the individual context resource to be created. 
The NF service consumer shall include the following information in the HTTP message body:
· List of termination descriptionsdescriptors;
-	List of media steam descriptionsdescriptors;
-	Media ID, i.e. a unique identity of the media stream within the media context instance;
-	Remote Mb specifications, i.e. the media stream IP address and port allocated at the remote endpoint, i.e. remote UE, remote network.
-	Media resource description, which includes
-	Media resource description, which includes
-	Media resource type, e.g. DC, AR.
-	If media resource type is set to "DC", the DC media resource descriptionspecification shall be included. The DC media specification shall includeinclude:
-	media proxy configuration applicable to the media flow;
-	remote MDC1/MDC2 media specification information to be applied on the media by the DCMF;
-	Replacement HTTP URL allocated by the application layer representing the application list (e.g. graphical user interface) offered to the IMS subscriber via the MDC1 interface.
-	Data Channel Mapping and Configuration information when originating/terminating data channel media flows on the Mb interface.
-	SCTP stream Id for the DC;
-	subprotocol, order, maxRetry, maxTime and priority may be included.
-	Maximum Message Size, which represents the maximum size to be expected. 
-	Data Channel Port, which represents the port of SCTP port for the Data Channel.
-	Security Setup, which identifies the security setup of the DTLS connection.
-	Security Certificate Fingerprint, which identifies the security certificate fingerprint.
-	Security Transport Identity, which identifies transport layer identity.
For establishing bootstrap data channel or P2A/A2P application data channel, the following parameters shall be included:
-	media proxy configuration applicable to the media flow;
-	remote MDC1/MDC2 media specification information to be applied on the media by the DCMF;
-	Replacement HTTP URL for each streamId allocated by the application layer representing the application list (e.g. graphical user interface) offered to the IMS subscriber via the MDC1 interface.

[bookmark: _PERM_MCCTEMPBM_CRPT03410041___3]2a.	Upon the reception of the HTTP POST request, if the request is accepted and no error occur, the DCMF shall:
-	create a new media context;
-	assign a media contextId;
-	assign a terminationId for each termination descriptor; and
-	reserve media resources for each mediaId.
The DCMF shall include a HTTP Location header to provide the location of a newly created resource (MediaContext) together with the status code 201 indicating the requested resource is created in the response message.
2b.	On failure, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.3.1-3.
* * * Next Change * * * *
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc136075466][bookmark: _Toc510696635][bookmark: _Toc35971430][bookmark: _Toc510696634][bookmark: _Toc35971429]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Ndcmf_MRM  service based interface protocol.
Table 6.1.6.1-1: Ndcmf_MRM specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	MediaContext
	6.1.6.2.2
	Represents an individual context resource on DCMF.
	

	TerminationInfo
	6.1.6.2.3
	Represents the termination information.
	

	MediaInfo
	6.1.6.2.4
	Represents the media Information.
	

	Endpoint
	6.1.6.2.5
	Represents the endpoint information of the Mb interface.
	

	DcStream
	6.1.6.2.6
	Represents the SCTP stream information of the DC.
	

	MediaType
	6.1.6.3.3
	Enumeration for the media type.
	

	SecuritySetup
	6.1.6.3.4
	Enumeration for the security setup.
	

	MediaProxy
	6.1.6.3.5
	Enumeration for the media configuration proxy.
	

	DcMedia
	6.1.6.2.x
	Represents the DC media descriptor.
	



Table 6.1.6.1-2 specifies data types re-used by the Ndcmf_MRM service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Ndcmf_MRM service based interface.
Table 6.1.6.1-2: Ndcmf_MRM re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	IpAddr
	3GPP TS 29.571 [16]
	
	

	Uri
	3GPP TS 29.571 [16]
	
	

	ProblemDetails
	3GPP TS 29.571 [16]
	Problem Details
	

	IpEndpoint
	3GPP TS 29.510 [10]
	IP endpoint
	

	MediaId
	3GPP TS 29.571 [16]
	Uniquely identifies one media flow within an IMS session.
	

	MaxMessageSize
	3GPP TS 29.571 [16]
	Max SCTP user message size.
	

	MediaResourceType
	3GPP TS 29.571 [16]
	Media resource types.
	

	MediaProxy
	3GPP TS 29.571 [16]
	Media proxy configuration applicable to the media flow
	

	SecuritySetup
	3GPP TS 29.571 [16]
	Security setup of the DTLS association.
	

	DcEndpoint
	3GPP TS 29.571 [16]
	DC endpoint, which includes 
	

	DcStream
	3GPP TS 29.571 [16]
	Data channel stream information.
	

	ReplaceHttpUrl
	3GPP TS 29.571 [16]
	Replacement HTTP URL allocated by the application layer.
	




* * * Next Change * * * *
[bookmark: _Toc136075471]6.1.6.2.4	Type: MediaInfo
Table 6.1.6.2.4-1: Definition of type MediaInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mediaId
	string
	M
	1
	Identifies a media stream, e.g. data channel.
	

	mediaResourceType
	MediaResourceType
	M
	1
	Represents the media resource type, e.g. DC, AR.
	

	localMbEndpoint
	IpEndpoint
	C
	0..1
	Represents the local IP address and port number of the local endpoint of DCMF on the Mb interface. 
It will be allocated by DCMF.
It shall be contained in the response when creating a new media stream, i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination.
(NOTE 1)
	

	remoteMbEndpoint
	IpEndpoint
	C
	0..1
	Represents the IP address and port number of the remote endpoint on the Mb interface, e.g. remote UE. 
It shall be contained in the request of creating a new media stream, i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination. It can be Null when originating a new media.
(NOTE 1)
	

	dcMedia
	DcMedia
	C
	0..1
	Represents the data channel media descriptors. It shall be contained if the mediaResourceType is set to "DC".
	

	mediaProxyConfig
	MediaProxy
	C
	0..1
	Represents the media proxy configuration. 
It shall be contained if the mediaResourceType is set to "DC".
For bootstrap data channel. 
	

	repalceHttpUrl
	Uri
	C
	0..1
	Represents URL for the specific IMS subscriber when requesting the application list (e.g. graphical user interface) via the MDC1 interface. 
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a bootstrap data channel and streamId is 0 or 100.
	

	remoteMdc1Endpoint
	Endpoint
	C
	0..1
	Represents the remote MDC1 media endpoint information, i.e. the IP address and port number of DCSF.
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a bootstrap data channel.
	

	remoteMdc2Endpoint
	Endpoint
	C
	0..1
	Represents the remote MDC2 media endpoint address, i.e. the IP address and port number of DC AS.
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a P2A/A2P application data channel and the mediaProxyConfig is set "HTTP".
	

	mdc2Protocol
	string
	O
	0..1
	Represents the transport layer protocols for MDC2 interface. 
It may be included when mediaProxyConfig is set "HTTP" and remoteMdc2Endpoint is present.
This IE is formatted as the following pattern, for example:
'UDP/DTLS/SCTP'
	

	streams
	array(DcStream)
	C
	1..N
	Represents the data channel mapping and configuration information when originating/terminating data channel media flows on the Mb interface.
It shall be contained if the mediaResourceType is set "DC".
	

	maxMessageSize
	integer
	O
	0..1
	Represents the maximum size of to be expected.
It shall be contained if the mediaResourceType is set "DC".
	

	localSctpPort
	integer
	C
	0..1
	Represents the port for the Data Channel. 
It will be allocated by DCMF.
It shall be contained in the response when creating a new media stream, i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination and the mediaResourceType is set to "DC".
(NOTE 1)
	

	remoteSctpPort
	integer
	C
	0..1
	Represents the port for the Data Channel on the Mb interface. 
It shall be contained in the request when creating a new media stream , i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination and the mediaResourceType is set to "DC".
(NOTE 1)
	

	securitySetup
	SecuritySetup
	C
	0..1
	Represents the security set up of the DTLS association.
It shall be contained if the mediaResourceType is set "DC".
	

	localTlsId
	string
	C
	0..1
	Represents the local TLS ID on DCMF.
It is allocated by DCMF for the media on Mb interface.
It shall be contained in the response when creating a new media stream, i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination, and mediaResourceType is set "DC".
(NOTE 1)
	

	remoteTlsId
	string
	C
	0..1
	Represents the remote TLS ID for the media stream on the Mb interface. 
It shall be contained in the request when creating a new media stream i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination, and mediaResourceType is set "DC".
(NOTE 1)
	

	localFingerprint
	string
	C
	0..1
	Represents the certificate fingerprint for the local DTLS association. 
It is allocated by DCMF for the media on the Mb interface. 
It shall be contained in the response when creating a new media stream i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination, and mediaResourceType is set "DC".
(NOTE 1) (NOTE 2)
	

	remoteFingerprint
	string
	C
	0..1
	Represents the certificate fingerprint for the remote DTLS association on the Mb interface. 
It shall be contained in the request when creating a new media stream i.e. Ndcmf_MRM_Create operation or Ndcmf_MRM_Update operation with adding a new termination or adding a media in an existing termination, and mediaResourceType is set "DC".
(NOTE 1) (NOTE 2)
	

	NOTE 1:	The IE cannot be changed once the media has been established.
NOTE 2:	The fingerprint is formatted as the pattern defined in IETF RFC 8122 [18]. For example: 
'SHA-1 4A:AD:B9:B1:3F:82:18:3B:54:02:12:DF:3E:5D:49:6B:19:E5:7C:AB'.



* * * Next Change * * * *c
6.1.6.2.x	Type: DcMedia
Table 6.1.6.2.x-1: Definition of type DcMedia
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mediaProxyConfig
	MediaProxy
	C
	0..1
	Represents the media proxy configuration. It shall be included if the mediaId reprensents bootstrap or P2A/A2P application data channels.
	

	replaceHttpUrl
	ReplacementHttpUrl
	C
	0..2
	Represents URL for the specific IMS subscriber when requesting the application list (e.g. graphical user interface) via the MDC1 interface. 
It shall be included if the mediaId represents bootstrap data channel and streamId is 0 and 100.
	

	remoteMdc1Endpoint
	IpEndpoint
	C
	0..1
	Represents the remote MDC1 media endpoint information, i.e. the IP address and port number of DCSF.
It shall be included if the mediaId represents a bootstrap data channel.
	

	remoteMdc2Endpoint
	IpEndpoint
	C
	0..1
	Represents the remote MDC2 media endpoint address, i.e. the IP address and port number of DC AS.
It shall be included if the mediaId represents a P2A/A2P application data channel and the mediaProxyConfig is set to "HTTP".
	

	localMdc1Mdc2Endpoint
	IpEndpoint
	C
	0..1
	Represents the local MF MDC1/MDC2 media endpoint information. It will be allocated by MF and contained in the response when the mediaId represents a P2A/A2P application data channel and bootstrap data channel.
	

	mdc2Protocol
	string
	O
	0..1
	Represents the transport layer protocols for MDC2 interface. 
It may be included when mediaProxyConfig is set "HTTP" and remoteMdc2Endpoint is present.
This IE is formatted as the following pattern, for example:
'UDP/DTLS/SCTP'
	

	streams
	array(DcStream)
	M
	1..N
	Represents the data channel mapping and configuration information when originating/terminating data channel media flows on the Mb interface.
	

	maxMessageSize
	MaxMessageSize
	O
	0..1
	Represents the maximum size of to be expected.
	

	localDcEndpoint
	DcEndpoint
	C
	0..1
	Represents the DC endpoint for the Data Channel.
It will be allocated by MF.
It shall be contained in the response when creating a new media stream, i.e. Nmf_MRM_Create operation or Nmf_MRM_Update operation with adding a new termination or adding a media in an existing termination.
(NOTE 1)
	

	remoteDcEndpoint
	DcEndpoint
	C
	0..1
	Represents the DC Endpoint for the Data Channel on the Mb interface. 
It shall be contained in the request when creating a new media stream , i.e. Nmf_MRM_Create operation or Nmf_MRM_Update operation with adding a new termination or adding a media in an existing termination.
(NOTE 1)
	

	securitySetup
	SecuritySetup
	O
	0..1
	Represents the security set up of the DTLS association.
	

	NOTE 1:	The IE cannot be changed once the media has been established.




* * * Next Change * * * *
[bookmark: _Toc136075472]6.1.6.2.5	Type: Endpoint
Table 6.1.6.2.5-1: Definition of type Endpoint
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ip
	IpAddr
	M
	0..1
	Represent the IP address of the endpoint
	

	port
	integer
	M
	0..1
	Represent the UDP port of the endpoint.
	




* * * Next Change * * * *
[bookmark: _Toc136075473]6.1.6.2.6	Type: DcStream
Table 6.1.6.2.6-1: Definition of type MediaInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	streamId
	integer
	M
	1
	Identifies the SCTP stream.
	

	subprotocol
	string
	O
	0..1
	Represents the subprotocol of the SCTP stream. 
It defaults to "http" if the mediaId represents bootstrap data channel. (NOTE 1)
	

	order
	boolean
	O
	0..1
	Represents the stream is ordered or not, "true" for ordered delivery and "false" for unordered delivery. (NOTE 1)
	

	maxRetry
	integer
	O
	0..1
	Represents the maximal number of the times a message will be retransmitted.
Default value: 0
(NOTE 1)
	

	maxTime
	integer
	O
	0..1
	Represents the maximal lifetime in milliseconds after which a message will no longer be transmitted or retransmitted.
Default value: 0.
 (NOTE 1)
	

	priority
	integer
	O
	0..1
	Represents the priority of data channel relative to other data channels.
Default value: 256.
(NOTE 1)
	

	NOTE 1:	The IE cannot be changed once the media has been established.




* * * Next Change * * * *
[bookmark: _Toc136075477]6.1.6.3.3	Enumeration: MediaResourceType
The enumeration MediaResourceType represents media resource type. It shall comply with the provisions defined in table 6.1.6.3.3-1.
Table 6.1.6.3.3-1: Enumeration MediaFunctionType
	Enumeration value
	Description
	Applicability

	DC
	Represents the media resource type is DC. 
	

	AR
	Represents the media resource type is AR.
	



[bookmark: _Toc510696642][bookmark: _Toc35971437][bookmark: _Toc136075478]6.1.6.3.4	Enumeration: SecuritySetup
The enumeration SecuritySetup represents the security setup of the DTLS connection. It shall comply with the previsions defined in table 6.1.6.3.4-1.
Table 6.1.6.3.4-1: Enumeration SecuritySetup
	Enumeration value
	Description
	Applicability

	ACTIVE
	Represents the endpoint will initiate an outgoing connection.
	

	PASSIVE
	Represents the endpoint will accept an incoming connection.
	

	ACTPASS
	Represents the endpoint is willing to accept an incoming connection or to initiate an outgoing connection.
	



[bookmark: _Toc136075479]6.1.6.3.5	Enumeration: MediaProxy
The enumeration MediaProxy represents the media proxy configuration applicable to the media flow. It shall comply with the previsions defined in table 6.1.6.3.5-1.
Table 6.1.6.3.5-1: Enumeration MediaProxy
	Enumeration value
	Description
	Applicability

	HTTP
	Represents the media proxy configuration is HTTP.
	

	UDP
	Represents the media proxy configuration is UDP.
	




* * * End of Changes * * * *
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