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1. Reason for Change
This pCR proposes text for the definition of the Set Request and Set Response messages.

2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.585 v0.1.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc133999534][bookmark: _Toc133999553][bookmark: _Toc133999549]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]	IEEE Std  802.1CBdb-2021: "IEEE Standard for Local and metropolitan area networks-Frame Replication and Elimination for Reliability".
[y]	IETF RFC 2474: "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers".


…
[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
It is preferred that the reference to TR 21.905 be the first in the list.

* * * Next Change * * * *
7.3	Set Request
[bookmark: _Toc133999554]7.3.1	Message definition
The Set Request message is sent by the SMF/CUC to the AN-TL or CN-TL to configure ES parameters of the AN-TL or CN-TL, see table 7.3.1.1
Message type:	Set Request
Direction:	SMF/CUC to AN-TL, SMF/CUC to CN-TL
Table 7.3.1-1: Information Elements in Set Request
	Information elements
	P
	Condition / Comment
	IE Type

	Add TN Stream Configuration
	C
	This IE shall be present if it is requested to configure a new TN stream. See Table 7.3.1-2.
Several IEs with the same IE type may be present to add multiple TN streams.
	Add TN Stream Configuration

	Modify TN Stream Configuration
	C
	This IE shall be present if it is requested to modify the configuration of an existing TN stream. See Table 7.3.1-3.
Several IEs with the same IE type may be present to modify multiple TN streams.
	Modify TN Stream Configuration

	Delete TN Stream Configuration
	C
	This IE shall be present if it is requested to delete the configuration of an existing TN stream. See Table 7.3.1-4.
Several IEs with the same IE type may be present to delete multiple TN streams.
	Delete TN Stream Configuration

	Parameters for Gate Control Information Calculation
	O
	This IE may be sent to a Talker. When present, it shall contain parameters that enable the AN-TL/CN-TL to calculate gate control information for the Interface/Port(s) associated with TN streams being added, modified or deleted. See Table 7.3.1-5.
Several IEs with the same IE type may be present to provide parameters for gate control information calculation for multiple interfaces.
	Parameters for Gate Control Information Calculation



Table 7.3.1-2: Add TN Stream Configuration
	Octet 1 and 2
	
	Add TN Stream Configuration IE Type = a (decimal)
	

	Octets 3 and 4
	
	Length = n
	

	Information elements
	P
	Condition / Comment
	IE Type

	TN Stream ID
	M
	This IE shall contain a TN stream ID uniquely identifying the stream's configuration at the ES.
	TN Stream ID

	TN Stream Identication with mask-and-match
	C
	This IE shall be present if packets belonging to the TN stream are identified using mask-and-match information. (NOTE)
	Mask-and-match information

	TN Stream Identication with Data Frame Specification
	C
	This IE shall be present if packets belonging to the TN stream are identified using a Data Frame Specification. See Table 7.3.1-5. (NOTE)
	Data Frame Specification

	Interface configuration
	M
	Interface configuration of the ES for the TN stream, indicating an interface/port with which the TN stream is to be associated. 
It may also indicate a destination MAC address, PCP and/or VLAN ID, if stream transformation is supported by the AN-TL/CN-TL and required to be performed at the AN-TL/CN-TL.
	Interface configuration

	NOTE:	Either the TN Stream Identication with mask-and-match IE or the TN Stream Identication with Data Frame Specification shall be present.



Table 7.3.1-3: Modify TN Stream Configuration
	Octet 1 and 2
	
	Modify TN Stream Configuration IE Type = b (decimal)
	

	Octets 3 and 4
	
	Length = n
	

	Information elements
	P
	Condition / Comment
	IE Type

	TN Stream ID
	M
	This IE shall contain the TN stream ID of the stream configuration to be modified.
	TN Stream ID

	Interface configuration
	C
	This IE shall be present if a different port (Interface Name) needs to be used for the TN stream. 
When present, this IE shall be set as during the addition of the TN stream configuration but with the new port (Interface Name).
If this IE is received, the AN-TL/CN-TL shall replace any earlier received Interface Configuration with the new information received in this IE. 
	Interface configuration



Table 7.3.1-4: Delete TN Stream Configuration
	Octet 1 and 2
	
	Delete TN Stream Configuration IE Type = c (decimal)
	

	Octets 3 and 4
	
	Length = n
	

	Information elements
	P
	Condition / Comment
	IE Type

	TN Stream ID
	M
	This IE shall contain the TN stream ID of the stream's configuration to be deleted.
	TN Stream ID



Table 7.3.1-5: Data Frame Specification
	Octet 1 and 2
	
	Data Frame Specification IE Type = d (decimal)
	

	Octets 3 and 4
	
	Length = n
	

	Information elements
	P
	Condition / Comment
	IE Type

	Destination MAC Address
	C
	Destination MAC address. If absent, the destination MAC address shall be ignored for the purpose of Stream identification.
	Destination MAC address

	Source MAC Address
	C
	Source MAC address. If absent, the source MAC address shall be ignored for the purpose of Stream identification.
	Source MAC address

	VLAN Tag Info
	C
	Priority Code Point and/or VLAN ID used for stream identification
	Vlan Tag Info

	IPv4 tuple
	C
	IPv4 tuple for stream identification.
	IPv4 tuple

	IPv6 tuple
	C
	IPv6 tuple for stream identification.
	IPv6 tuple

	NOTE:	At least one IE shall be present.



Table 7.3.1-6: Parameters for Gate Control Information Calculation
	Octet 1 and 2
	
	Parameters for Gate Control Information Calculation IE Type = e (decimal)
	

	Octets 3 and 4
	
	Length = n
	

	Information elements
	P
	Condition / Comment
	IE Type

	Interface Name
	C
	When present, this IE shall indicate the Interface for which the TN stream parameters are provided. This IE shall be present if the ES supports multiple interfaces/ports.
	Interface Name

	Gate Control parameters
	M
	This IE shall contain Gate Control parameters of a TN stream mapped to the interface.  
Several IEs with the same IE type may be present to provide gate control parameters for multiple TN streams mapped to the interface.
	Gate Control Parameters





* * * Next Change * * * *
[bookmark: _Toc133999555]7.4	Set Response
[bookmark: _Toc133999556]7.4.1	Message definition
The Set Response message is sent by the AN-TL or CN-TL to the SMF/CUC to report the outcomes of the ES parameters configuration request, see table 7.4.1.1
Message type:	Set Response
Direction:	AN-TL to SMF/CUC, CN-TL to SMF/CUC
Table 7.4.1-1: Information Elements in Set Response
	Information elements
	P
	Condition / Comment
	IE Type

	Cause
	M
	This IE shall indicate success, partial success or failure of the request, and in the latter case, the reason for the failure.
	Cause

	Partial Failure Information
	C
	This IE shall be present if the request was partially successful. When present, it shall indicate the TN streams for which the requested configuration failed to be applied and the reason of the failure.
Several IEs with the same IE type may be present to report multiple streams.
	Partial Failure Information



Table 7.4.1-2: Partial Failure Information
	Octet 1 and 2
	
	Partial Failure Information IE Type = p (decimal)
	

	Octets 3 and 4
	
	Length = n
	

	Information elements
	P
	Condition / Comment
	IE Type

	TSN Stream ID
	M
	This IE shall indicate the TN Stream whose requested configuration failed to be applied.
	TN Stream ID

	Failure Cause
	M
	This IE shall indicate the reason why the requested stream configuration failed to be applied.
	Cause




* * * Next Change * * * *
[bookmark: _Toc19717344][bookmark: _Toc27490845][bookmark: _Toc27557138][bookmark: _Toc27724055][bookmark: _Toc36031129][bookmark: _Toc36043049][bookmark: _Toc36814374][bookmark: _Toc44689232][bookmark: _Toc44923986][bookmark: _Toc51860956][bookmark: _Toc57930727][bookmark: _Toc57931357][bookmark: _Toc130904660]*** Clause 8.2.1 is introduced by C4-23xxxx (Message Format), so it is shown below without revision marks, except for the new IE types defined by this pCR ***
8.2	Information Element Types
8.2.1	General
A message may contain several IEs. In order to have forward compatible type definitions for the Ies, all of them shall be TLV (Type, Length, Value) coded. IE type values are specified in the Table 8.2.1-1.
The 3rd column of this table specifies if the IE is either Extendable or has a variable length or a fixed length and a reference to the clause where the IE is specified:
-	Fixed Length: the IE has a fixed set of fields, and a fixed number of octets;
-	Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present;
-	Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in clause 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.
Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to "0". To allow for future features, the receiver shall not evaluate these bits.
Table 8.2.1-1: Information Element Types
	IE Type value
(Decimal)
	Information elements
	Comment / Reference

	0
	Reserved
	

	a
	Add TN Stream Configuration
	Extendable / Table 7.3.1-2

	b
	Modify TN Stream Configuration
	Extendable / Table 7.3.1-3

	c
	Delete TN Stream Configuration
	Extendable / Table 7.3.1-4

	d
	Data Frame Specification
	Extendable / Table 7.3.1-5

	e
	Parameters for Gate Control Information Calculation
	Extendable / Table 7.3.1-6

	f
	TN Stream ID
	Fixed Length / 8.a

	g
	Mask-and-match information
	Extendable / 8.b

	h
	Destination MAC address
	Fixed Length / 8.c

	i
	Source MAC address
	Fixed Length / 8.d

	j
	Vlan Tag Info
	Fixed Length / 8.e

	k
	IPv4 tuple
	Extendable / 8.f

	l
	IPv6 tuple
	Extendable / 8.g

	m
	Interface configuration
	Extendable / 8.h

	n
	Interface Name
	Variable length / 8.i

	o
	Gate Control Parameters
	Extendable / 8.j

	p
	Partial Failure Information
	Extendable / Table 7.4.1-2

	xp+1 to 32767
	Spare. For future use.

	32768 to 65535
	Reserved for vendor specific IEs



* * * Next Change * * * *
8.a	TN Stream ID
The TN Stream ID IE type shall be encoded as shown in Figure 8.a-1. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = f (decimal)
	

	
	3 to 4
	Length = 8
	

	
	5 to 10
	MAC address
	

	
	11 to 12
	Unique ID
	


Figure 8.a-1: TN Stream ID
The MAC address shall be encoded as defined in clause 46.2.3.1.1 of IEEE Std 802.1Q [x].
The Unique ID shall be encoded as defined in clause 46.2.3.1.2 of IEEE Std 802.1Q [x].
-* * * Next Change * * * *
8.b	Mask-and-match information
The Mask-and-match information IE type shall be encoded as shown in Figure 8.b-1. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = g (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 6
	tsnCpeMmIdMsduMaskLength
	

	
	7 to m
	tsnCpeMmIdMsduMask
	

	
	(m+1) to p
	tsnCpeMmIdMsduMatch
	

	
	p+1 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.b-1: Mask-and-match-information
Octets 5 to 6 shall encode the tsnCpeMmIdMsduMaskLength, i.e. the length, in octets, of tsnCpeMmIdMsduMask and and tsnCpeMmIdMsduMatch,as defined in clause 9.1.6.5 of IEEE Std  802.1CBdb [x].
Octets 7 to m shall encode the tsnCpeMmIdMsduMask, i.e. a mask of tsnCpeMmIdMsduMaskLength octets, as defined in clause 9.1.6.6 of IEEE Std  802.1CBdb [x].
Octets (m+1) to p shall encode the tsnCpeMmIdMsduMatch, i.e. the value of the mask to be matched for the stream identification, of tsnCpeMmIdMsduMaskLength octets, as defined in clause 9.1.6.7 of IEEE Std  802.1CBdb [x]. 

* * * Next Change * * * *
8.c	Destination MAC address
The Destination MAC address IE type shall be encoded as shown in Figure 8.c-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = h (decimal)
	

	
	3 to 4
	Length = 6
	

	
	5 to 10
	MAC address value
	


Figure 8.c-1: Destination MAC address

* * * Next Change * * * *
8.d	Source MAC address
The Source MAC address IE type shall be encoded as shown in Figure 8.d-1. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = i (decimal)
	

	
	3 to 4
	Length = 6
	

	
	5 to 10
	MAC address value
	


Figure 8.d-1: Source MAC address

* * * Next Change * * * *
8.e	VLAN Tag Info
The VLAN Tag Info IE type shall be encoded as shown in Figure 8.e-1. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = j (decimal)
	

	
	3 to 4
	Length = 2
	

	
	5
	PCP value
	DEI Flag
	VLAN ID value
	

	
	6
	VLAN ID value
	


Figure 8.e-1: VLAN Tag Info
The PCP value in octet 5 shall encode the Priority Code Point value (value range is 0 to 7 inclusive) as defined in clause 46.2.3.4.2 of IEEE Std 802.1Q [x].
The DEI (Drop Eligible Indicator) flag in octet 5 is not relevant from the perspective of a TSN Talker/Listener. It shall be ignored by the receiver. 
The VLAN ID value field in octets 5 to 6 shall contain the VlanId value (value range is 0 to 4095 inclusive) as defined in clause 46.2.3.4.2 of IEEE Std 802.1Q [x]. Octet 5 / Bit 4 shall be the most significant bit of the VLAN ID value and Octet 6 / Bit 1 shall be the least significant bit.

* * * Next Change * * * *
8.f	IPv4 tuple
The IPv4 tuple IE type shall be encoded as shown in Figure 8.f-1. It encodes an IPv4 tuple as defined in clause 46.2.3.4.3 of IEEE Std 802.1Q [x].
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = k (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	Spare
	DPN
	SPN
	Protoc
	DSCP
	DIPA
	SIPA
	

	
	m to (m+3)
	Source IPv4 address
	

	
	o to (o+3)
	Destination IPv4 address
	

	
	p
	Spare
	DSCP value
	

	
	q to (q+1)
	Protocol value
	

	
	r to (r+1)
	Source Port Number
	

	
	s to (s+1)
	Destination Port Number
	

	
	t to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.f-1: IPv4 tuple
Octet 5 shall be encoded as follows:
-	Bit 1 – SIPA (Source IP Address): when set to "1", this indicates that the Source IPv4 address field is present.
-	Bit 2 – DIPA (Destination IP Address): when set to "1", this indicates that the Destination IPv4 address field is present.
-	Bit 3 – DSCP: when set to "1", this indicates that the DSCP value field is present.
-	Bit 4 – Protoc (Protocol): when set to "1", this indicates that the Protocol value field is present.
-	Bit 5 – SPN (Source Port Number): when set to "1", this indicates that the Source Port Number field is present.
-	Bit 6 – DPN (Destination Port Number): when set to "1", this indicates that the Destination Port Number field is present.
-	Bit 7 to 8 Spare, for future use and set to 0.
When present, source IPv4 address, destination IPv4 address, Protocol, Source Port Number and Destination Port Number shall be encoded as defined in clause 46.2.3.4.3 of IEEE Std 802.1Q [x].
The DSCP value shall be encoded as the DSCP in TOS (IPv4) or TC (IPv6) information (see IETF RFC 2474 [y]).

* * * Next Change * * * *
8.g	IPv6 tuple
The IPv6 tuple IE type shall be encoded as shown in Figure 8.g-1. It encodes an IPv6 tuple as defined in clause 46.2.3.4.4 of IEEE Std 802.1Q [x].
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = l (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	Spare
	DPN
	SPN
	Protoc
	DSCP
	DIPA
	SIPA
	

	
	m to (m+15)
	Source IPv6 address
	

	
	o to (o+15)
	Destination IPv6 address
	

	
	p
	Spare
	DSCP value
	

	
	q to (q+1)
	Protocol value
	

	
	r to (r+1)
	Source Port Number
	

	
	s to (s+1)
	Destination Port Number
	

	
	t to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.g-1: IPv6 tuple
Octet 5 shall be encoded as follows:
-	Bit 1 – SIPA (Source IP Address): when set to "1", this indicates that the Source IPv6 address field is present.
-	Bit 2 – DIPA (Destination IP Address): when set to "1", this indicates that the Destination IPv6 address field is present.
-	Bit 3 – DSCP: when set to "1", this indicates that the DSCP value field is present.
-	Bit 4 – Protoc (Protocole): when set to "1", this indicates that the Protocol value field is present.
-	Bit 5 – SPN (Source Port Number): when set to "1", this indicates that the Source Port Number field is present.
-	Bit 6 – DPN (Destination Port Number): when set to "1", this indicates that the Destination Port Number field is present.
-	Bit 7 to 8 Spare, for future use and set to 0.
When present, source IPv6 address, destination IPv6 address, Protocol, Source Port Number and Destination Port Number shall be encoded as defined in clause 46.2.3.4.4 of IEEE Std 802.1Q [x].
The DSCP value shall be encoded as the DSCP in TOS (IPv4) or TC (IPv6) information (see IETF RFC 2474 [y]).

* * * Next Change * * * *
8.h	Interface configuration
The Interface configuration IE type shall be encoded as shown in Figure 8.h-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = m (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	VLAN
	PCP
	DMAC 
	ITFN 
	

	
	m
	Length of Interface Name
	

	
	(m+1) to o
	Interface Name value
	

	
	p to (p+5)
	Destination MAC address
	

	
	q
	Spare
	PCP
	

	
	r
	Spare
	VLAN ID value
	

	
	r+1
	VLAN ID value
	

	
	s to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.h-1: Interface configuration
Octet 5 shall be encoded as follows:
-	Bit 1 – ITFN (Interface Name): when set to "1", this indicates that the Length of Interface Name field and the Interface Name value field are present.
-	Bit 2 – DMAC (Destination MAC Address): when set to "1", this indicates that the Destination MAC address field is present.
-	Bit 3 – PCP: when set to "1", this indicates that octet q and the PCP value field are present.
-	Bit 4 – VLAN: when set to "1", this indicates that octets r and r+1 and the VLAN ID value field are present.
-	Bit 5 to 8 Spare, for future use and set to 0.
When present, the Length of Interface Name in octet m shall contains the length of the Interface Name value part in octets. 
When present, the Interface Name value in octet (m+1) to o shall contain the value of the Interface Name of the ES interface as specified in IEEE Std 802.1Q [x] Table 46-3.
When present, the Destination MAC address field in octet p to (p+5) shall contain the destination MAC address, as defined in clause 46.2.3.4.1 of IEEE Std 802.1Q [x].
When octet q is present, the PCP value shall contain the Priority Code Point value (value range is 0 to 7 inclusive) as defined in clause 46.2.3.4.2 of IEEE Std 802.1Q [x].
When octets r to (r+1) are present, the VLAN ID value shall encode the VlanId value as defined in clause 46.2.3.4.2 of IEEE Std 802.1Q [x]. Octet r / Bit 4 shall be the most significant bit of the VLAN ID value and Octet (r+1) / Bit 1 shall be the least significant bit.
Editor's note: In Table 46-3 of IEEE Std 802.1Q [x], the InterfaceID contains the ES MacAddress and InterfaceName. Table M.2-1 of TS 23.501 defines only the InterfaceName for the Interface Configuration (Set Request). It is FFS whether this correct, i.e. whether the ES MacAddress should be added to Figure 8.h-1 and also to the Interface Configuration (Set Request) in Table M.2-1 of TS 23.501.

* * * Next Change * * * *
8.i	Interface Name
The Interface Name IE type shall be encoded as shown in Figure 8.i-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = n (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to n
	Interface Name value
	


Figure 8.i-1: Interface Name
The Interface Name value shall contain the value of the Interface Name of the ES interface as specified in IEEE Std 802.1Q [x] Table 46-3.

* * * Next Change * * * *
8.j	Gate Control Parameters
The Gate Control Parameters IE type shall be encoded as shown in Figure 8.j-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = o (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	TAO
	MFS
	INT
	

	
	m to (m+3)
	Interval numerator
	

	
	o to (o+3)
	Interval denominator
	

	
	p to (p+1)
	Max Frame Size
	

	
	q to (q+3)
	Time Aware Offset
	

	
	r to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.j-1: Interface Name
Octet 5 shall be encoded as follows:
-	Bit 1 – INT (Interval): when set to "1", this indicates that the Interval numerator and Interval denominator fields are present.
-	Bit 2 – MFS (Max Frame Size): when set to "1", this indicates that the Max Frame Size field is present.
-	Bit 3 – TAO: when set to "1", this indicates that the Time Aware Offset field is present.
-	Bit 4 to 8 Spare, for future use and set to 0.
When present, the Interval numerator and Interval denominator fields shall contain the interval numerator and denominator as defined in Table 46-8 of IEEE Std 802.1Q [x].
When present, the Max Frame Size field shall contain the MaxFrameSize as defined in Table 46-8 of IEEE Std 802.1Q [x]. 
When present, the Time Aware Offset field shall contain the TimeAwareOffset as defined in clause 46.2.5.3.5 of IEEE Std 802.1Q [x].
Editor's note: A Set Request can include parameters to enable the Talker to calculate Gate Control Information, comprising the Interval, Max Frame Size and/or Time Aware Offset parameters of all the TN streams of all the PDU sessions mapped to a specific Interface/Port. Table M.2-1 of TS 23.501 does not require though the SMF/CUC to provide information that defines which TN stream, addressed in the Set-Request, is associated with a particular instance of the parameters (Interval, Max Frame Size, Time Aware Offset). This is also important when a single set request is used to add, modify, and delete multiple streams of a same PDU session and some requested stream configurations failed, because only such TN stream identification allows to identify which parameters to calculate the Gate Control information needs to be considered. It needs to be checked whether this is intentional to not include information like the TN StreamID to identify for each TN stream the particular instance of the parameters (Interval, Max Frame Size, Time Aware Offset).

* * * End of Changes * * * *

