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1. Introduction

This discussion paper aims to analyse the response and behaviour of HSS when HSS is queried about the roaming status and the subscriber has been PURGED from the MME.

When an SCS/AS queries the UE’s current roaming status (the serving PLMN and/or whether the UE is in its HPLMN), the HSS shall behave as per TS 23.682 clause 5.6.1.7 and shall indicate whether the UE is presently roaming or not, and the HSS can (if request and subject to policy) include:
· the HPLMN PLMN-Id if the UE is in the HPLMN or
· the Visited PLMN-Id if the UE is in the VPLMN.

However, in TS 29.336 clause 8.4.3, only the Visited-PLMN-ID option is considered in the Monitoring-Event-Report, what may lead to confusing the reader.

This discussion paper analyses what the response from the HSS should be and clarifies that [Visited-PLMN-Id] can refer to the serving PLMN.
In existing deployments, this misalignment has led to different interpretations resulting in different responses to SCEF and then subsequent errors in the partners SCS/AS holding contractual agreements with the mobile operator.

To note that the 5G specifications inherit the lack of alignment as TS 29.122 refers to TS 29.336 for a Monitoring API with Roaming Status monitoring event type. 

Accompanying CRs are submitted to correct this. 




2. Analysis and Proposal

As indicated above, there is a misalignment between the stage 2 and stage 3 when the HSS receives a roaming status request. This section provides an overview of the procedure, to review the specifications provide the proposal in the accompanying CRs.

The use case relates deletion of the subscriber's profile at the MME either by an MMI interaction or automatically, e.g. because the UE has been inactive for several days; this trigger the Purge UE Procedure as explained in TS 29.272 clause 5.2.1.3.1.
In such scenario, an SCS/AS makes a request to know what is the roaming status of the said subscriber.

As per TS 23.682 clause 5.6.1.7 (making the appropriate references to 5.6.1.1):
· Step 1-4: This procedure begins with the SCS/AS sending a Monitoring Request to the SCEF, in which the Monitoring Type is set to “Roaming Status” Optionally, it includes the "PLMN Information" parameter to request inclusion of the UE's Serving PLMN ID in the Monitoring Event Report. Once the SCEF has checked the Monitoring Request, it is forwarded to the HSS, where the message is also examined.
· Steps 5-7: These steps SHALL NOT be executed in the case of roaming status query. 
· Steps 8-9: This steps as per clause 5.6.1.1 are executed. The Monitoring Event Report for this event is sent in the Monitoring Response message. The Monitoring Event Report indicates whether the UE is presently roaming or not. If PLMN Information was requested in step 1, and the operator policies allow, then the HSS includes:
· the HPLMN PLMN-Id if the UE is in the HPLMN or
· the Visited PLMN-Id  if the UE is in the VPLMN


Observation 1: The Monitoring Event Request for Roaming Status is responded by HSS with a Monitorig Event Report without configuring or forwarding the request to the serving nodes. The Monitoring Event Report includes whether the UE is roaming or not and the Serving PLMN in case that has been requested.
 
Now, as per TS 29.336 depicting the Diameter-based S6t interface between HSS and SCEF, it can be observed that the CIA command returned to SCEF (clause 8.2.4) will include both the Monitoring Event Report and the S6t-HSS-Cause (among other required AVPs).
According to clause 7.2.1.2:
7. If the user is not registered in any serving node or the user is purged in the registered serving node(s), the HSS shall store the configuration data related to the service; also, it shall indicate to the SCEF that the user is absent, in the Configuration Information Answer, by setting the relevant bit in the S6t-HSS-Cause IE. The Result-Code shall be set to DIAMETER_SUCCESS in the Configuration Information Answer.
8. For Monitoring, if the data related to an immediate reporting is available in the HSS, the HSS (e.g. as being received from the MME/SGSN in the Insert Subscriber Data answer) shall include this data in the Configuration Information Answer. 

According to clause 8.4.50: 
The S6t-HSS-Cause AVP is of type Unsigned32 and it contains a bitmask. The meaning of the bits is defined in table 8.4.50-1:
Table 8.4.50-1: S6t-HSS-Cause
	Bit
	Name
	Description

	0
	Absent Subscriber
	This bit, when set, indicates that the UE is not reachable at the serving node and the configuration could not be forwarded, either because there is no serving node registered in the HSS  or because the subscriber is purged in the registered serving node(s).

	NOTE:	Bits not defined in this table shall be cleared by the sending node and discarded by the receiving node.


 
The description in the table 8.4.50-1 may lead to confusion for monitoring of the subscriber roaming status. In this case, it is not that the configuration could not be forwarded, but that it is never forwarded.

Observation 2: In case of purged subscriber, a CIA command for a roaming status event report must include the S6t-HSS-Cause set to “Absent Subscriber” and the Monitoring Event Report set as per observation #1. The description in the table 8.4.50-1 could better address the roaming status report case.

Considering the analysis done through the monitoring procedures in stage 2 specification and the Diameter protocol specified in stage 3, we can observe that the answer in CIA command for a roaming status query is (example when the subscriber is not roaming):

< Configuration-Information-Answer > ::=
Result-Code = DIAMETER_SUCCESS
UE_identity = xyz
Monitoring-Event-Report:
Visited-PLMN-Id = 123456
Roaming-Information = 1 (not roaming)
Monitoring-Type = ROAMING_STATUS
S6t-HSS-Cause = 0 (absent subscriber)
… (rest of required AVPs)

Observation 3: The attribute Visited-PLMN-ID may lead to confusion in the context of different monitoring requests and reports and it should be clarified as to contain the identity (MCC and MNC) of the serving PLMN (either the VPLMN or the HPLMN) to be consistent with TS 23.682 clause 5.6.1.7. 

Finally, it is important to highlight that the note in TS 29.336 clause 7.2.2.2 doesn’t apply for this case. It is explained that when the subscriber is purged, the sending of a RIR command to the SCEF is not needed. However, this note provides clarification on the cases when the subscriber is barred or un-barred for active monitoring services. 

Observation 4: One-time Monitoring event requests need to be clarified, so the response from the HSS would be immediate when the configuration is limited to one report and event does not imply direct interaction with the MME. 

Proposal: Endorse the current observations and agree the accompanying CRs to address the changes required for this, from Rel-15 to Rel-18.




3. References

In this section the necessary specifications to understand the case are provided:
· TS 23.682 clauses 5.6.1.7
· TS 29.272 clause 5.2.1.3.3
· TS 29.336 clauses 7.2.1.1, 7.2.1.2, 8.2.4, 8.4.3, 8.4.50

These fragments of the specifications are gathered from Release 18 for ease of study and discussion. Nevertheless, bear in mind that the problem appears from R15 onwards.


TS 23.682 clause 5.6.1.1

Figure 5.6.1.1-1: Monitoring event configuration and deletion via HSS procedure





TS 23.682 clause 5.6.1.7

5.6.1.7 Specific Parameters for Monitoring Event: Roaming Status 
This monitoring event allows the SCS/AS to query the UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and to get notified when that status changes. It is based on the HSS being informed of the UE's serving PLMN by the MME according to TS 23.401 [7] and by the SGSN according to TS 23.060 [6]. 
1. The SCS/AS sets Monitoring Type to "Roaming Status" prior to sending the Monitoring Request to the SCEF as in step 1 of clause 5.6.1.1. Optionally, it includes the “PLMN Information” parameter to request inclusion of the UE’s Serving PLMN ID in the Monitoring Event Report.
2. The SCEF executes step 2 of clause 5.6.1.1. 
3. The SCEF includes "PLMN Information", if sent in step 1, prior to sending Monitoring Request to the HSS as in step 3 of clause 5.6.1.1. 
4. The HSS executes step 4 of clause 5.6.1.1. 
5-7. Steps 5-7 of clause 5.6.1.1 shall not be executed for this Monitoring Event.
8-9.  Steps 8-9 of clause 5.6.1.1 are executed. The Monitoring Event Report for this event is sent in the Monitoring Response message. The Monitoring Event Report indicates whether the UE is presently roaming or not as specified in clause 5.6.3.6. If PLMN Information was requested in step 1, and the operator policies allow, then the HSS includes for each Roaming Status in the Monitoring Event Report: 
-    the HPLMN PLMN-Id if the UE is in the HPLMN; or 
-    the Visited PLMN-Id (see TS 29.272 [31]) if the UE is in the VPLMN. 


TS 29.272 clause 5.2.1.3.3

5.2.1.3.3 Detailed behaviour of HSS
If the received identity matches the stored MME-identity and the stored SGSN-Identity (no matter whether the node type indicator bit in ULR-Flags was set or clear), then: 
· if the HSS supports the Partial Purge feature (see clause 7.3.10), and the combined MME/SGSN indicated that the UE was purged in only one of the serving nodes, the HSS shall set the PUA flags according to the serving node where the purge was done (i.e., either "freeze M-TMSI" if the purge was done in the MME, or "freeze P-TMSI" if the purge was done in the SGSN); similarly, the HSS shall either set the "UE purged in MME" flag and store the received last known MME Location information of the purged UE, or set the "UE purged in SGSN" flag and store the received last known SGSN-Location Information of the purged UE, accordingly; 
· if the HSS does not support the Partial Purge feature, or the combined MME/SGSN did not indicate that the UE was purged in only one of the serving nodes, the HSS shall set the PUA flags "freeze M-TMSI" and "freeze P-TMSI" in the answer message and set the flag "UE purged in MME" and "UE purged in SGSN" and store the received last known EPS Location Information of the purged UE;


TS 29.336 clause 7.2.1.1

Table 7.2.1.1-2: Configuration Information Answer
	Information Element Name
	Mapping to Diameter AVP
	Cat
	Description

	Result
(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.
Result-Code AVP shall be used for errors defined in the Diameter base protocol (see IETF RFC 6733 [23]).
Experimental-Result AVP shall only be used for S6t errors which are applicable regardless of the services requested (e.g. DIAMETER_ERROR_USER_UNKNOWN). This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.
Otherwise, this IE shall reflect the outcome of the procedure at Diameter base protocol level and Result-Code AVP shall be used.

	User Identity
(see 6.4.2)
	User-Identifier
	C
	This information element shall contain the User Identity of the UE. This is a grouped AVP containing an External Identifier or an MSISDN for a UE.
This IE shall not be present if the External-Identifier of User-Identifier in CIR message contains the identity of a Group of UEs (i.e. External Group Identifier).
This IE shall be present only when the Result-Code is DIAMETER_SUCCESS.

	[bookmark: _Hlk517090088][bookmark: _Hlk517090076]Number of UEs
(See 3GPP TS 29.154 [25])
	Number-of-UEs
	C
	This IE shall contain the number of UEs belonging to the group of UEs. 
This IE shall be present if the External-Identifier of User-Identifier in CIR message contains the identity of a Group of UEs (i.e. External Group Identifier).

	Supported Features
(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event Report
(see 8.4.3)
	Monitoring-Event-Report
	O
	If an immediate report is available this information element shall contain the requested data available in the HSS.

	AESE Communication Pattern Config Status
(see 8.4.32)
	AESE-Communication-Pattern-Config-Status
	O
	If present, this Information Element shall contain the details of Communication Pattern-Config-Status (s). Multiples instances covering different communication patterns configuration statuses may be present.

	Monitoring Event-Config Status
(see 8.4.24)
	Monitoring-Event-Config-Status
	C
	This IE shall be present if Monitoring Event Configuration IE is included in CIR and if the Result-Code AVP in Configuration Information Answer is DIAMETER_SUCCESS. Multiple instances of this IE may be present; they shall contain the configuration status for all monitoring event configurations that were requested.

	Supported Services
(see 8.4.40)
	Supported-Services
	O
	If present, this Information Element shall contain AVPs indicating details of the services supported by the HSS and authorized for the requesting SCEF.
This Information Element may additionally contain AVPs with the services supported by the serving node(s), if they are known to the HSS.

	S6t-HSS Cause
(see 8.4.50)
	S6t-HSS-Cause
	C
	This information element shall contain an indication of Absent Subscriber. It shall be present if the user is not registered in any serving node.

	Enhanced Coverage Restriction Data
(see 8.4.52)
	Enhanced-Coverage-Restriction-Data
	C
	This information element shall contain the result of a status query for Enhanced Coverage restriction control. It shall be present if the request contained a CIR-Flag AVP with the bit for Enhanced-Coverage-Query set.

	CIA-Flags
(see 8.4.60)
	CIA-Flags
	O
	If present, this Information Element shall contain a bit mask. See 8.4.60 for the meaning of the bits.

	Active Network Configuration
(see 8.4.66)
	Suggested-Network-Configuration
	O
	If present, this Information Element shall contain the parameters which are active in the HSS.

	IMSI Group Id
(See 3GPP TS 29.272 [14])
	IMSI-Group-Id
	C
	This information element shall be present if the CIR-Flag for IMSI Group Retrieval was set in the request and the Result-Code is DIAMETER_SUCCESS.





TS 29.336 clause 7.2.1.2

7.  If the user is not registered in any serving node or the user is purged in the registered serving node(s), the HSS shall store the configuration data related to the service; also, it shall indicate to the SCEF that the user is absent, in the Configuration Information Answer, by setting the relevant bit in the S6t-HSS-Cause IE. The Result-Code shall be set to DIAMETER_SUCCESS in the Configuration Information Answer.

[…]

For the "ROAMING_STATUS" event type, if there was no previous roaming status information stored in the HSS, and a certain PLMN ID value is received from the MME/SGSN, this is equivalent to a change of roaming status and the corresponding event shall be reported.


TS 29.336 clause 7.2.2.2

If the Monitoring-Event-Report is related to a One-time Monitoring event request, the HSS shall delete the related Monitoring event for the UE or the individual group member UE locally after sending the Monitoring-Event-Report. 
If UE Reachability is reported, a Maximum-UE-Availability-Time AVP may also be present in the report.

[…]

If a subscriber is barred/un-barred for services relevant to an active monitoring, the HSS shall send an RIR command to the SCEF with the Event-Handling AVP set to the value SUSPEND/RESUME.
NOTE:	When there is an HSS-initiated detach (e.g. due to MM interaction) or when the subscriber is purged in registered serving node(s) while monitoring is active, the sending of a RIR command to the SCEF is not needed since it is assumed that any SCS/AS requiring to be notified when this event is detected has configured monitoring event Loss of connectivity as specified in 3GPP TS 23.682 [2], clause 5.6.8.2.


TS 29.336 clause 8.2.4

8.2.4 Configuration-Information-Answer (CIA) Command
The Configuration-Information-Answer (CIA) command, indicated by the Command-Code field set to 8388718 and the "R" bit cleared in the Command Flags field, is sent from the HSS to the SCEF.
Message Format:

< Configuration-Information-Answer > ::=
< Diameter Header: 8388718, PXY, 16777345 >
< Session-Id >
[ DRMP ] 
[ Result-Code ]
[ Experimental-Result ]
{ Auth-Session-State }
{ Origin-Host }
{ Origin-Realm }
[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]
*[ Supported-Features ]
[ User-Identifier ]
[ Number-of-UEs ]
*[ Monitoring-Event-Report ]
*[ Monitoring-Event-Config-Status ]
*[ AESE-Communication-Pattern-Config-Status ]
*[ Supported-Services ]
[ S6t-HSS-Cause ]
[ Enhanced-Coverage-Restriction-Data ]
[ CIA-Flags ]
*[ IMSI-Group-Id]
[ Failed-AVP ]
*[ Proxy-Info ]
*[ Route-Record ]
[ Suggested-Network-Configuration ]
*[AVP]


TS 29.336 clause 8.4.3

8.4.3 Monitoring-Event-Report
The Monitoring-Event-Report AVP is of type Grouped, and it contains the information to be reported as requested by Monitoring-Event-Configuration.
AVP format:

Monitoring-Event-Report::=
<AVP header: 3123 10415>
{ SCEF-Reference-ID }
[ SCEF-Reference-ID-Ext ]
[ SCEF-ID ]
[ SCEF-Reference-ID-for-Deletion ]
[ SCEF-Reference-ID-for-Deletion-Ext ]
[ Visited-PLMN-Id ]
[ Roaming-Information ]
[ IMEI-Change ]
[ Terminal-Information ]
[ Reachability-Information ]
[ Maximum-UE-Availability-Time ]
[ EPS-Location-Information ]
[ Monitoring-Type ]
[ Event-Handling ]
*[ Service-Report ]
[ Loss-Of-Connectivity-Reason ]
[ Idle-Status-Indication ]
*[ PDN-Connectivity-Status-Report ]
*[AVP]


TS 29.336 clause 8.4.50

8.4.50 S6t-HSS-Cause
The S6t-HSS-Cause AVP is of type Unsigned32 and it contains a bitmask. The meaning of the bits is defined in table 8.4.50-1:
Table 8.4.50-1: S6t-HSS-Cause
	Bit
	Name
	Description

	0
	Absent Subscriber
	This bit, when set, indicates that the UE is not reachable at the serving node and the configuration could not be forwarded, either because there is no serving node registered in the HSS  or because the subscriber is purged in the registered serving node(s).

	NOTE:	Bits not defined in this table shall be cleared by the sending node and discarded by the receiving node.
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