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1. Introduction
<Introduction part (optional)>
2. Reason for Change
The Service API speficication for Nimsas_ MediaControl is needed.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.175 v0.2.0.


[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc35971371][bookmark: _Toc510696579][bookmark: _Toc137624614][bookmark: _Toc137624683]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _MCCTEMPBM_CRPT13930000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[15]	3GPP TS 29.562: "5G System; Home Subscriber Server (HSS) Services; Stage 3".
[xx]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

* * * Next Change * * * *
[bookmark: _Toc510696583][bookmark: _Toc35971375][bookmark: _Toc137624618]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AR	Augmented Reality
DC	Data Channel
DCMF	Data Channel Media Function
DCSF	Data Channel Signalling Function



* * * Next Change * * * *

[bookmark: _Toc137624684]6.2.1	API URI
The Nimsas_MediaControl service shall use the Nimsas_MediaControl API.
The API URI of the Nimsas_MediaControl API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "nimsas-mc".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 6.21.3.
[bookmark: _Toc137624645]6.2.X	Resources
[bookmark: _Toc510696608][bookmark: _Toc35971399][bookmark: _Toc137624646][bookmark: _Toc510696609][bookmark: _Toc35971400]6.2.X.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 6.2.X.1-1 depicts the resource URIs structure for the Nimsas_MediaControl service API.


Figure 6.2.x.1-1: Resource URI structure of the Nimsas_MediaControl API
Table 6.2.x.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.2.x.1-1: Resources and methods overview
	Resource purpose/name
	Resource URI (relative path after API URI)
	HTTP method or custom operation
	Description (service operation)

	Individual call session
(Document)
	/call-sessions/{sessionId}/media-instruction
	media-instruction
(POST)
	Update



[bookmark: _Toc510696635][bookmark: _Toc35971430]6.2.x.2	Resource: Individual call session
6.2.x.2.1	Description
This resource represents an individual call session created in the IMS AS.
This resource is modelled with the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
6.2.x.2.2	Resource Definition
Resource URI: {apiRoot}/nimsas-mc/<apiVersion>/call-sessions/{sessionId}
This resource shall support the resource URI variables defined in table 6.2.x.2.2-1.
Table 6.2.x.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	sessionId
	SessionId
	Session ID assigned by the IMS AS during the IMS session setup and will be notified to consumer via Nimsas_SessionEventControl service. The consumer shall reuse the session ID it received from the IMS AS for referencing the same session.



6.2.x.2.3	Resource Standard Methods
None.
6.2.x.2.4	Resource Custom Operations
6.2.x.2.4.1	Overview
Table 6.2.X.2.4.1-1: Custom operations
	Operation Name
	Custom operation URI
	Mapped HTTP method
	Description

	media-instruction
	{resourceUri}/media-instruction
	POST
	Update call session service operation.



6.2.x.2.4.2	Operation: media-instruction
6.2.x.2.4.2.1	Description
6.2.x.2.4.2.2	Operation Definition
This custom operation updates an individual call session resource and provide a set of media instruction information for a given IMS session, towards IMS AS.
This operation shall support the request data structures specified in table 6.2.x.2.4.2.2-1 and the response data structure and response codes specified in table 6.2.x.2.4.2.2-2.
Table 6.2.x.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MediaInstructionData
	M
	1
	Representation of the updates to apply to the call session.



Table 6.2.x.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MediaInstructionData
	C
	0..1
	200 OK
	Successful update of the call session, when the IMS AS needs to return information in the response.

	n/a
	
	
	204 No Content
	Successful update of the call session, when the IMS AS does not need to return information in the response.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table  5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.x.3.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of the NF service consumer instance to which the request should be sent. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF instance ID towards which the request is redirected.



Table 6.2.x.3.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of the NF service consumer instance to which the request should be sent. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target SMF (service) instance ID towards which the request is redirected.



[bookmark: _Toc510696622][bookmark: _Toc35971413][bookmark: _Toc137624652]6.2.Y	Custom Operations without associated resources
[bookmark: _Toc510696623][bookmark: _Toc35971414]None in this release of the specification.
[bookmark: _Toc35971419][bookmark: _Toc510696628][bookmark: _Toc137624653]6.2.Z	Notifications
[bookmark: _Toc510696629][bookmark: _Toc35971420][bookmark: _Toc137624654]None in this release of the specification.
[bookmark: _Toc510696632][bookmark: _Toc35971427][bookmark: _Toc137624659]6.2.A	Data Model
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc137624660][bookmark: _Toc35971429][bookmark: _Toc510696634]6.2.A.1	General
This clause specifies the application data model supported by the API.
[bookmark: _Hlk134624419]Table 6.2.A.1-1 specifies the data types defined for the Nimsas_MediaControl service based interface protocol.
Table 6.2.A.1-1: Nimsas_MediaControl specific Data Types
	Data type
	Clause defined
	Description

	ArMediaSpecification
	6.2.A.2.5
	The AR media specification information needed for AR communication services from application layer.

	DcMediaSpecification
	6.2.A.2.4
	The data channel media specification information needed for data channel media stream from application layer.

	MediaInstructionData
	6.2.A.2.2
	Th media instruction data for a specific session.

	MediaInstructions
	6.2.A.2.3
	The media instructions for a specific media flow.



Table 6.2.A.1-2 specifies data types re-used by the Nimsas_MediaControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nimsas_MediaControl service based interface.
Table 6.2.A.1-2: Nimsas_MediaControl re-used Data Types
	Data type
	Reference
	Comments

	DcStream
	3GPP TS 29.571 [xx]
	Data Channel mapping and configuration information.

	IpEndPoint
	3GPP TS 29.510 [10]
	Endpoint information used for MDC1 and MDC2.

	MaxMessageSize
	3GPP TS 29.571 [xx]
	Maximum SCTP user message size.

	MediaId
	3GPP TS 29.571 [xx]
	IMS media flow identity.

	MediaProxy
	3GPP TS 29.571 [xx]
	Media proxy configuration applicable to the media flow.

	MediaResourceType
	3GPP TS 29.571 [xx]
	IMS media resource type.

	ReplaceHttpUrl
	3GPP TS 29.571 [xx]
	A list of replacement HTTP URL per stream ID.

	SessionId
	3GPP TS 29.571 [xx]
	IMS session identity.



[bookmark: _Toc137624661]6.2.A.2	Structured data types
[bookmark: _Toc137624662]6.2.A.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc137624663]6.2.A.2.2	Type: MediaInstructionData
Table 6.2.A.2.2-1: Definition of type MediaInstructionData
	Attribute name
	Data type
	P
	Cardinality
	Description

	sessionId
	SessionId
	M
	1
	The session ID is the identity of the IMS session for which the MediaInstructions applies.

	mediaInstructionSet
	map(MediaInstructions)
	M
	1..N
	A map (list of key-value pairs where mediaId as key) of MediaInstructions.
The mediaInstructionSet includes a set of instructions for each media flow to control.



[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc137624664]6.2.A.2.3	Type: MediaInstructions
Table 6.2.A.2.3-1: Definition of type MediaInstructions
	Attribute name
	Data type
	P
	Cardinality
	Description

	mediaId
	MediaId
	M
	1
	The media ID uniquely identifies this media item within the list and used by the producer (IMS AS) and the consumer for referencing purposes. The consumer reuses the media ID it received from the IMS AS for referencing the same media. This field will be null for instructions related to originating new media.

	mediaResourceType
	MediaResourceType
	M
	1
	The mediaResourceType identify the Media Resource types the Media instruction is intended for.

	mediaInstruction
	MediaInstruction
	C
	0..1
	mediaInstruction includes instructions to the producer (IMS AS) for handling the media.

	dcMediaSpecification
	DcMediaSpecification
	C
	0..1
	dcMediaSpecification includes the description of additional media specification information which are needed for data channel media stream from application layer.

	arMediaSpecification
	ArMediaSpecification
	C
	0..1
	arMediaSpecification includes the description of additional media specification information which are needed for AR communication services from application layer.


[bookmark: _Toc137624665][bookmark: _Toc35971433][bookmark: _Toc510696638]
6.2.A.2.4	Type: DcMediaSpecification
Table 6.2.A.2.4-1: Definition of type DcMediaSpecification
	Attribute name
	Data type
	P
	Cardinality
	Description

	mediaProxyConfig
	MediaProxy
	C
	0..1
	Represents the media proxy configuration.
It shall be contained if the mediaResourceType is set to "DC".
For bootstrap data channel.

	[bookmark: _Hlk142317712]replaceHttpUrls
	map(ReplaceHttpUrl)
	C
	0..1
	A map (list of key-value pairs where streamId as key) of ReplaceHttpUrl.
Represents a list of replacement HTTP URL per stream ID allocated by the application layer for the specific IMS subscriber when requesting the application list (e.g. graphical user interface) via the MDC1 interface. 
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a bootstrap data channel and streamId is 0 or 100.

	mdc1EndpointDcsf
	IpEndPoint
	C
	0..1
	Represents the MDC1 media endpoint information reserved on DCSF, i.e. the IP address and port number of DCSF.
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a bootstrap data channel.

	mdc1EndpointMf
	IpEndPoint
	C
	0..1
	Represents the negotiated MDC1 media endpoint information on MF, i.e. the IP address and port number of DC capable MF.
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a bootstrap data channel.

	Mdc2EndpointDcas
	IpEndPoint
	C
	0..1
	Represents the negotiated MDC2 media endpoint information on DC AS, i.e. the IP address and port number of DC AS.
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a P2A/A2P application data channel and the mediaProxyConfig is set "HTTP".

	Mdc2EndpointMf
	IpEndPoint
	C
	0..1
	Represents the negotiated MDC2 media endpoint information on MF, i.e. the IP address and port number of DC capable MF.
It shall be included if the mediaResourceType is set to "DC" and the mediaId represents a P2A/A2P application data channel and the mediaProxyConfig is set "HTTP".

	mdc2Protocol
	string
	O
	0..1
	Represents the transport layer protocols for MDC2 interface.
It may be included when Mdc2EndpointDcas is set "HTTP" and remoteMdc2Endpoint is present.
This IE is formatted as the following pattern, for example:
'UDP/DTLS/SCTP'

	streams
	map(DcStream)
	C
	1..N
	A map (list of key-value pairs where streamId as key) of DcStream.
Represents the data channel mapping and configuration information when originating/terminating data channel media flows on the Mb interface.
It shall be contained if the mediaResourceType is set "DC".



[bookmark: _Toc137624666]6.2.A.2.5	Type: ArMediaSpecification
Table 6.2.A.2.5-1: Definition of type ArMediaSpecification
	Attribute name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Editor's note:	ArMediaSpecification definition is FFS.
[bookmark: _Toc137624668]6.2.A.3	Simple data types and enumerations
[bookmark: _Toc35971434][bookmark: _Toc510696639][bookmark: _Toc137624669]6.2.A.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc35971435][bookmark: _Toc510696640][bookmark: _Toc137624670]6.2.A.3.2	Simple data types
[bookmark: _Toc510696641][bookmark: _Toc35971436]The simple data types defined in table 6.2.A.3.2-1 shall be supported.
Table 6.2.A.3.2-1: Simple data types
	Type Name
	Type Definition
	Description

	
	
	



[bookmark: _Toc510696642][bookmark: _Toc35971437][bookmark: _Toc137624672]6.2.A.3.3	Enumeration: MediaInstruction
The enumeration MediaInstruction represents the instructions to the producer (IMS AS) for handling the media. It shall comply with the provisions defined in table 6.2.A.3.3-1.
Table 6.2.A.3.3-1: Enumeration MediaInstruction
	Enumeration value
	Description

	"TERMINATE_MEDIA"
	Terminate the offered media descriptor of the UE in the media resource.

	"ORIGINATE_MEDIA"
	Originate and offer a media descriptor from the mediaResource to the UE.

	"TERMINATE_AND_ORIGINATE_MEDIA"
	Terminate the offered media flow in the mediaResource from the UE and originate the same media flow from the mediaResource to the other UE.

	"UPDATE_MEDIA"
	Update a media flow of the mediaResource previously allocated by the instructions "TerminateMedia", "OriginateMedia" and "TerminateAndOriginateMedia".

	"DELETE_MEDIA"
	Delete a media flow of the mediaResource previously allocated by the instructions "TerminateMedia", "OriginateMedia" and "TerminateAndOriginateMedia".

	"REJECT_MEDIA"
	Remove an offered media flow.



[bookmark: _Toc35971438][bookmark: _Toc510696643][bookmark: _Toc137624675]6.2.A.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc35971439][bookmark: _Toc510696644]None in this release of the specification.
[bookmark: _Toc510696646][bookmark: _Toc35971441][bookmark: _Toc137624676]6.2.A.5	Binary data
None in this release of the specification.
[bookmark: _Toc35971443][bookmark: _Toc510696647][bookmark: _Toc137624677]6.2.B	Error Handling
[bookmark: _Toc35971444][bookmark: _Toc137624678].2.B.1	General
For the Nimsas_MediaControl API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nimsas_MediaControl API.
[bookmark: _Toc35971445][bookmark: _Toc137624679]6.2.B.2	Protocol Errors
No specific procedures for the Nimsas_MediaControl service are specified.
[bookmark: _Toc35971446][bookmark: _Toc137624680]6.2.B.3	Application Errors
The application errors defined for the Nimsas_MediaControl service are listed in table 6.2.B.3-1.
Table 6.2.B.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	


[bookmark: _Toc493774060][bookmark: _Toc492899751][bookmark: _Toc492972920][bookmark: _Toc508285804][bookmark: _Toc492900030][bookmark: _Toc510696648][bookmark: _Toc492967832][bookmark: _Toc35971447][bookmark: _Toc508287269][bookmark: _Toc492973140]
Editor's note:	Application Errors definition is FFS.
[bookmark: _Toc137624681]6.2.C	Feature negotiation
The optional features in table 6.2.C-1 are defined for the Nimsas_MediaControl API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.2.C-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



Editor's note:	Supported Features definition is FFS.
[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc137624682]6.2.D	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nimsas_MediaControl API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nimsas_MediaControl API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nimsas_MediaControl service.
The Nimsas_MediaControl API defines a single scope " nimsas-mc " for the entire service, and it does not define any additional scopes at resource or operation level.

* * * End of Changes * * * *
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